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Abstract. The purpose of the presented article is to define the concept of «historical truthy.
The necessity of solution of this problem is due to the inclusion in the Constitution of
Russia in 2020 of a norm prescribing the protection of historical truth, as well as the setting
of similar tasks in the new National Security Strategy of Russia. The purpose of the work
is achieved by interpreting 23 documents posted in the legislative support system, as well
as analyzing doctrinal sources devoted to or affecting the issue of determining historical
truth. The synthesis of the obtained results leads to the conclusion that the historical truth
is socially significant reliable information about historical events related to the defense
of Russia, and, mainly, the history of the Second World War, which requires protection
from its change, consisting of precisely confirmed historical facts. This definition made
it possible to determine the starting points for subsequent rulemaking aimed at solving
the problem of protecting historical truth. Understanding historical truth as information
corresponding to objective reality implies a prohibition on distortion, falsification of
historical facts, but not on their evaluation, which provides a balance between freedom
of speech and protection of historical truth. On the basis of this thesis, restrictions on the
use of evaluative features in prospective compositions of offenses and crimes designed to
ensure the protection of historical truth are justified. The formulated concept of historical
truth makes it possible to detect norms aimed at protecting it in the current legislation,
which is illustrated in the work by the example of articles 243.4 and 354.1 of the Criminal
Code of the Russian Federation. Thus, the well-founded concept of historical truth creates
the necessary prerequisites for further legal steps to ensure its protection in compliance
with the Constitution of the Russian Federation.

Keywords: historical truth; historical memory; historical fact; rehabilitation of Nazism;
constitutional reform; national security; the Great Patriotic War; illegal dissemination of
information.
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Cubupckuil pedepanvhvlil ynusepcumem
Poccutickas ®edepayus, Kpacnospck

Lllanxatickutl nOIUMUKO-IOPUOUYECKULL YHUBEPCUMENn
Kumaiickass Hapoonas Pecnybnuxa, [llanxaii

AHHoTanus. Llenpio cTaTby ABISETCS ONpeesIeHNue OHATUS «UCTOPUYECKas IpaBIay.
HeobOxoauMocTh penieHus 3Toi mpobiiemMbl o0yciioBieHa BKiIoueHneM B 2020 .
B Koncturynuto Poccun HopMbl, IpenuchIBatoIield 00eCneynThb 3Ty HCTOPHUECKON
IIpaB/bl, @ PAaBHO IMOCTAHOBKOW aHAJIOIMYHBIX 3a/1a4 B HOBOM CTpaTeruu HalMOHAJIbHOU
6e3onacHoctr Poccun. Llenb paboThI JOCTUTACTCS ITyTEM TOJKOBAaHUS 23 TOKYMEHTOB,
Pa3MeIIeHHBIX B CHCTEME 00eCIICUCHST 3aKOHOIATEITFHOM IESITEHPHOCTH, @ PABHO aHAIH3a
JIOKTPUHAJIBHBIX UCTOYHUKOB, OCBSIILIEHHBIX MU 3aTPArMBalOLIUX BOIIPOC ONPEACICHUS
UCTOPUYECKOH MpaBabl. CHHTE3 NOIYyYEHHBIX PE3YJIbTaTOB IPUBOJUT K BHIBOY O TOM, UTO
HCTOpPHUECKAsI PaB/Ia — ATO TPeOyIomast OXpaHbI OT €€ H3MEHEHUS COUATBHO 3HAUNMAsT
JOCTOBEpHast MH(MOPMAITHS 00 UCTOPHICCKUX COOBITUSX, CBI3aHHBIX ¢ 000poHO# Poccuu
H, IJIaBHBIM 00pa3oM, ¢ uctopueit Benukoit OTedecTBEHHON BOMHBI, COCTOSIIAS U3 TOYHO
MOATBEPKICHHBIX HCTOPHUECKUX (DakTOB. JlaHHAS Me(UHUINS TO3BOIIIIA OMIPEACTHTD
HCXOJIHbIE TOUKH JIJISl TOCJIEYIOIIEr0o HOPMOTBOPUECTBA, HAIPABIEHHOI'O Ha pellleHne
3aJ]auy 10 3alIUTe UCTOPUYECKON npaBipl. [loHMMaHue HCTOpHUYECKO paBabl KaK
nH(pOpPMAIIUU, COOTBETCTBYIOMICH 0OBEKTHBHON ACHCTBUTEILHOCTH, IIPEAIIONAracT
3ampeT Ha UCKakeHHe, (harbCcu(UKanio HCTOPHIECKUX (DAKTOB, a HE HA UX OICHKU,
910 0OecreunBaeT Oaanc MEXIy CBOOOON CIIOBA M 3aIIUTOW NCTOPHICCKOHN IIpaB/IEbL.
Ha ocnoBe aTor0 Te3nca 000CHOBBIBAIOTCS OTPAaHIMUYCHUS HA HCTIOJIF30BAHUE OLICHOUHBIX
IIPU3HAKOB B NIEPCIIEKTUBHBIX COCTaBaX MPAaBOHAPYILEHUN U MIPECTYIUIEHUH, TPU3BaHHbIX
o0ecIeynTh OXpaHy HCTOpUUeCcKor paBabl. ChopMynnpoBaHHOE TIOHATHE HCTOPUUESCKON
TIPaBAbI MO3BOJISIET OOHAPYKUTH HOPMEI, HAIIPABJICHHBIC HA €€ 3aIUTY B ICHCTBYIOMIEM
3aKOHOJATENHCTBE, UTO MPOMUJLTIOCTPUPOBAHO B paboTe Ha mpumMepe crateit 243.4 u 354.1
VYrosiosHoro Konekca P®. Takum 06pazoM, 000CHOBaHHOE TOHSITHE HCTOPHUESCKOM TPaB/IbI
CO3/1aeT HEOOXOIMMBIE TIPEIITOCHUIKA TS AaTbHEHIIIX TPABOBEIX IIAaroB MO 00eCIICICHIIO
ee 3aluThl Bo ucrnonuenue Koucrutynuu PO.

KnioueBble c10Ba: mcTopudeckas mpas/a, HCTOPHUCCKAsI TaMSITh, HICTOPUICCKUN (aKT,
peadunuTanus Hanu3Ma, KOHCTUTYIIHOHHAs pedopma, HalmoHanbHasi 0€30MaCHOCTb,
Benmkas OteuecTBeHHAs BOWHA, HE3aKOHHOE PACTIPOCTPAaHEHNE HH(OPMAIIHH.

Haquaﬂ CrienuanbHOCTh: 5.1 4 — YTrOJIOBHO-ITPABOBLIC HAYKH.
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BBenenue

Bomnpoc npaBoBoii 0XpaHbl HCTOPUUYECKON
MpaBJIbl HAYaJI aKTHBHO 00Cy)aThes B 2020 T
I'maBHOM MPUYHUHON 3TOrO CTANO BCTYIJICHUE
B cmury 3akoHa PD Ne [-OK3, B cooTBeTCTBUH
¢ kotopbiM B Koncturynuio PO Obina BKITIO-
yeHa cT. 67.1. YacTh 3 HOBOI cTaThH OCHOBHO-
T0 3aKOHa CTpaHbl MPOBO3TIACHIA: «Poccuti-
ckas Dedepayusi umum namsams 3aUWUMHUKOS
Omeuecmsa, obecneuusaem 3auumy UCmopu-
yecKkoll npasovl. Yymaneuue 3navenus noosued
Hapooa npu 3awume Omeuecmea He 0ONYCKa-
emcsy. JlaHHOE M3MEHEHHE aKTa BBICIICH IOpH-
JINYECKOMN CHIIBI BIIEPBBIE HOPMATHBHO TOCTa-
BHJIO BOIIPOC 3AIUTHI UCTOPUUYECKON TPaBIBI
Cpe/ICTBAMH HAI[MOHAIHHON MPABOBON CHUCTE-
MBI.

HoBass xoHCTHTYyIMOHHAsT HOpMa CTpe-
MHTEJIBHO BOIIJIA B MHPOPMAITHOHHYIO M 3a-
KOHOTBOPYECKYIO TIOBECTKY, TIPHYEM eIIe
JI0 TIPOBENICHUSI BCEHAPOJHOTO T'OJIOCOBAHUS
B MIOHE, [0 pe3yJbTaTaM KOTOPOTO TMOMPABKH
B OCHOBHOW 3akoH 2020 T. mpuoOpenu opH-
JIMYECKYIO CUJTy: HAIPaBICHUS MPECTOSIIIINX
KOHCTHTYITMOHHBIX M3MEHEHUU Hadalld OCBe-
matbest yxe ¢ staaps 2020 r. TlogTBepxna-
FOT JJAHHBIA TE3UC MaTEPHAIbl, pa3MEIICHHBIC
B CHCTEMe 00eCIIeueH!s 3aKOHOJATeILHON JIe-
SITEILHOCTH, COTJIACHO JAHHBIM KOTOPOM UCTO-
pydeckas mpaBjia yIOMHHAETCS B 7 TIPOEKTaX
MPaBOBBIX aKTOB, pa3mMemieHHbIX B 2020 r.,
6 M3 KOTOpBIX — C STHBaps 1Mo Maif. Bcero ke
3a 2020-2021 rr. ymoMuHaHUE HCTOPUUCCKON
MpaBIbl BCTpedaeTcs B 12 mpoeKTax MmpaBOBbIX
aKTOB, Pa3MEIIEHHBIX B cucTeme. /{5 cpaBHe-
aust B 2018-2019 rr. TakuX JOKYMEHTOB BCETO
2, a 3a BeCh MeproJl pabOThl CHCTEMBI 3aKOHO-
narenpHoi nesrenbHocTd 10 2020 r— 10.

[IpuBeneHHble TUGPBI JTEMOHCTPUPYIOT
CEpBhE3HBI KOJIWYECTBEHHBI POCT MHTEpeca
CyOBEKTOB HOPMOTBOPYECTBA K TEME 3aIUATHI
HCTOPUYECKON IpaBJbl, OYEBUIHO, OOYCIIOB-
NeHHbIH BKitoueHneM B Konctutymnuio PO
. 3 cT. 67.1.

KadecTBeHHBIN pOCT 3HAUCHWS 3aMUATHI
HWCTOPUYECKON MPABABI B TOIUTHKO-TIPABOBOM
MOBECTKE WIITIOCTPUPYET €€ MECTO B HOBOWU
Crparernn HalmoHaJIBHON Oe3omacHOoCTH PD
(manee — Ctparerusi). B wactHOCTH, B paszzgerne
00 MH(pOPMAIMOHHON 0€30MacHOCTH yKa3bl-

BAETCS, YTO «IIO IMOJUTHYECKUM MpPUYMHAM
MOJTh30BaTeNsAIM ceTH “VIHTepHeT” HaBs3bIBa-
€TCS MCKAKEHHBIM B3IV HAa HCTOPUYECKUE
(bakTe» (1. 53). B pasnerne, moCBsIIEHHOM 3a-
LIUTE TPAJULHUOHHBIX POCCUMCKUX TyXOBHO-
HPaBCTBEHHBIX LIEGHHOCTEH, KyJIbTYPBl U UCTO-
pUYECKOH MaMATH, TOBOPUTCS: «YYacCTUIHUChH
MOTBITKH (haThCH(UKAIIUN POCCHICKON U MHU-
pOBOM HMCTOPUH, MCKAXKEHUS HCTOPHUYECKOM
MpaB/bl U YHUUTOKEHUSI UCTOPUUECKOM mams-
t» (. 88). B . 93 Crparernu 3amava 3amim-
Thl UCTOPUYECKOM MpaBJbl CTABUTCS ABAXIbI
B noamyHkrax 2 u 11. Kpome Toro, mpotuBo-
JICWCTBUE TONBITKAM (DabCHPUKAIIMH HUCTO-
PHUU U 3alUTa UCTOPUYECKONW IpaBabl yKazbl-
BaeTCs B KayecTBE CaMOCTOSATEIbHON 3ajauu
B pazgenie «CTpaTeruun», NOCBAIIEHHOM CTpa-
TETHYeCKOil CTaOMIIBHOCTH W B3aMMOBBITOJI-
HOMY MEXJIYyHapOJHOMY COTPYIHUYECTBY
(. 21 . 101).

s cpaBHenus, B CTpareruu HaluoHasb-
Hoit 6e3omacHocty P® 1o 2020 1. s B 1. 81
ormeyaioce:  «HeratuBHoe — Bo3zmeilcTBHE
Ha COCTOSIHUME HAallMOHAJIbHON Oe30macHOCTU
B chepe KyIbTypHl YCHIIMBAIOT TIONBITKH ITe-
pecMoTpa B3MISA0B Ha uctoputo Poccum, ee
pOJIb 1 MECTO B MUPOBOW HUCTOPUM», & CIIOBO-
COUYETaHUE «HUCTOpUYECKas MpaBla» B TEKCTE
HE YIIOMHHAJIOCh HU pa3y. OTCyTCTBOBAIO OHO
u B Crparerun HalMOHaIbHON 0e30macHOCTH
P®, npunsToii B 2015 1., B K0TOpOIi B 11. 21 Co-
JIePKaJIoCh TOJIBKO YKa3aHHE Ha «CTPEMIICHHE
HEKOTOPBIX CTPaH UCIIOIB30BaTh HH(POPMALIH-
OHHBIE M KOMMYHHUKAIIMOHHBIE TEXHOJOIMU
U1 JOCTHIXKEHUS CBOMX T€ONOJIMTHYECKHUX
LeJIel, B TOM YHUCJIe IyTeM MaHUIyJIMpOBaHUS
OOIIECTBCHHBIM CO3HaHHEM U (arbcupuka-
LIUU UCTOPUI.

Takmm 0Opazom, 3aada O OXpaHe HCTO-
pUYECKOM MNpaBlIbl U HCTOPUYECKOH mams-
TH Haumla orpaxenue B Konctutynum PO
u Crpareruu HalUMOHaJIbHOM Oe30macHOCTU
P®, a ee BbInOIHEHHE CpEeCTBAMM MIpaBa CTa-
HOBUTCS IPEAMETOM JaIbHENIIe HOPMOTBOP-
4yecKou JesiTeibHoCTH. KitroueBoit mpooiemont
Ha ATOM IIyTU SBISETCA HEONPEAEJICHHOCTh
CaMoOro TIOHSATUS MCTOPUYECKOW IpaBibl.
B oTcyrcTBHE ee pelieHUs IOCTaBJICHHBIE
3a/1a4¥ PUCKYIOT B JIyYIlIEeM Clly4ae OCTaTb-
cs JeKjapalusMH, a B XyJAlIeM — IIpeBpa-
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TUTBHCA B OIIpaBAaHHUC JJII HOPMOTBOPYECTBA,
HHUKaKOTro COACPKATCIIBHOIO OTHOMICHHUA K UX
PEHICHUIO HE MMCIOLICTO. B uznoxeHHBIX ycC-
JIOBUSX OIPECACIICHUC I/ICTOpH‘IeCKOﬁ npaBabl
JUIS TIeJIeH ImpaBa CTAaHOBUTCH HeO6XO,I[I/IMLIM.

IlonsiTHe HCTOPHUYECKOIH NPAaBIbI
B MPABOBbIX aKTaX

[lpobremMa  mpaBOBOrOo  OMpPEICICHUS
HCTOPUYECKOM MpaBlbl COCTOUT HE IPOCTO
B OTCYTCTBHH €€ HOPMATHBHOH Ne(PHHUIINH,
HO ¥ B TOM, YTO JO KOHCTUTYLIUOHHBIX H3-
MeHeHuit 2020 r. maHHAs KaTeropusi BooO-
1le He NOSABJIsIach B HOPMaX HHU POCCHIICKO-
ro, HU COBETCKOI'O IpaBa, COIVIACHO JaHHBIM
CIPaBOYHOM MpaBoBoi cucteMbl «KoHCyIb-
TaHT [Lmrocy.

[IpoBeneHHbBI HAMM aHAJIU3 TEKCTOB He-
HOPMaTUBHBIX IPABOBBIX aKTOB M UX IMPOEK-
TOB, ONMYONHWKOBaHHBIX 0 Hadaja Iporecca
o m3menenuio Koncrurymuu PO B 2020 1.
(13 HUX OKOHYATEJIbHO MPUHSATHI TOJIBKO JBA),
JEMOHCTPUPYET, UTO CIOBOCOYETAHHUE «UCTO-
pudeckas MpaBjay BCTpEYaeTcs B HUX PEIKO,
B €IMHUYHBIX ClIy4yasX B Ka)XJJOM HUCTOYHUKE.
[Ipu 3TOM aBTOpPHI HUKOI/Ia HE aKLEHTHUPYIOT
BHUMAaHME Ha 3HAYEHUH ITOM KaTeropuu.

[IpounnroctpupyeM AgaHHBIN Te3uc. Tak,
B NOACHUTEIBHOM 3amucke K npoekty dene-
panpHOro 3axkoHa «O cratyce nereil Benu-
kot OTeuecTBEHHOM BOWHBI» CKa3aHO, YTO
«JIETH BOWHBI UMCIOT OOJBINOW KYJIBTYPHBIH,
Hay4HbIH M MHTEJUIEKTYaJbHbIM MOTEHLIHA
U B HacTodllee BpeMs paboTaloT 10 nepegaye
TpaaulUil MaTpuoTU3Ma OOLIECTBY B LIEJIOM
U MOJIOAEXH B LIKOJAX, KOJUIEKaX, My3esX,
HE JaBast 3a0bITh HCTOPUYECKYIO MIPaBIy O Ha-
poxe — mobexutene!». B mpoekTe 3asBiIeHUs
TlocynapctBennoit lymer PO «O6 nucropuue-
CKHX YpOKaxX M O HEJOIYCTUMOCTU IpHUTEC-
HEHUs XpUCTHAH B COBPEMEHHOM MHpE» yKa-
3bIBAJIOCh, YTO «UCKAXXEHHE MCTOPUUYECKON
MpaBIbl TPUBOTUT K KaTacTpopUIeCKuM TO-
CIIEJCTBUSAM JJid BCEH MMPOBOW IMBUIM3A-
LUAN».

Tem He MeHee B HCIIOJIb30BAHUM IOHS-
TUSI «UCTOpUYECKasl IPaBlia» BCE K€ MOXKHO
00HapyKUTh ONpEIeJICHHbIE 3aKOHOMEPHO-
ctu. Bo Bcex 23 ng0KkyMeHTax, pa3MEeLIeHHbIX
B CHCTEME OO0ECIeUeHHs 3aKOHOMATEeIHEHON

JesTeIbHOCTH, MCTOpUYEcKas NpaBla Ipei-
CTaeT Kak 00BEKT, TpeOyIoHii oXpaHsl. B on-
HUX CIIy9astX 00 3TOM TOBOPAT CJIOBA «COXpa-
HiATE» (B | mokymeHTe), «oTcramBaTh» (B 1
JIOKyMeHTe), «3amuimare» (B 10 qokymeHTax).
B npyrux — o603Ha4a0T yrpos3bl UCTOpHYE-
CKOW IpaBje, yKa3blBas UX CIIOBaMH «Iepe-
cMaTpuBath» (B 1 JIOKyMeHTE), «3a0bIBaThH»
(B 2 MOKyMEHTaX), «MCKaXaTh» (B 6 JOKyMEH-
Tax). HanoMHuM, 4TO B MpPUBENEHHBIX BbIIIE
nojoxkeHussX CTparernu HAIlMOHAIBHOH Oe3-
ornacHoctu P® ot 02.07.2021 aHanoruyvHo
HCTOpUYECKas MIpaBlia YIOMUHAETCS B CBS3U
C HEOOXOAMMOCTBIO €€ 3aLUThI OT UCKAXKEHUS
u Qanpcudurannn. CrenoBaTeNbHO, UCTOPH-
yeckas IpaBAa B IIPAaBOBBIX aKTaX U UX IPO-
eKTaX MPEeICTaBIsIET COOO0H COIMATBHO 3HAUH-
MYI0 HHPOPMAIHIO, KOTOpas TpeOyeT OXpaHbl
OT €€ U3MEHEHHUS.

Kpome Toro, B 21 pokymeHTe u3 dmcia
[IPOAHAIU3UPOBAHHBIX HCTOpPUYECKas IpaBia
YIIOMMHAETCsI B CBSA3M C BOEHHOW HCTOpHEi
Poccum, B 11 u3 xoTOphIX ¢ HcTOpHel Benukoii
OTeuecTBEeHHOH BOHHBI (B OCTaJIbHBIX Cllyya-
siX 0e3 CBSI3U ¢ KOHKPETHBIMU HCTOPHICCKAMU
COOBITHSIMU).

B 9710i1 cBsI3u cTOUT OOpaTUTH BHUMAHUE,
4910 4. 3 cT. 67.1 KOHCTUTYIIUH TaKKe TOBOPUT
00 HCTOPHUYECKOI TpaB/Ie B KOHTEKCTE TAMSITH
o 3amuTHUKax OTedecTBa M MOJBUTA Hapola
npu 3amute OtedyecTBa. SICHO, 4TO HOpMa IO-
BOPHUT O 3aIllUTE MPaBJbl O BOGHHOW UCTOPUH,
0 COOBITHAX, CBSI3aHHBIX ¢ 00opoHOU Poccum
(3ammToit OteuectBa). [Ipu 3TOM HE Bce Ta-
KHe COOBITHS UMEIOT OTMHAKOBOE COIIMAILHO-
noauTuyeckoe 3HadeHue. lloaTomy ocoboe
BHUMAaHME U yJIEJISeTCs 3alUTe UCTOPUYECKON
npaBapl UMeHHO O Benmkoit OteuecTBeHHOU
BOWMHE — CAMOM TPAaru4ecKoil U B TO K€ BpeMs
caMoil HallMOHAIBHO 00BENNHSIONICH CTPaHHU-
e poccuiickoi ucropun. He ciaywailiHO, 4TO
B roJ npuHATHs nonpaBok B Koncruryuuto
P® npesunent Poccuu B CBOMX BBICTYIIIICHUSAX
oTMeyaja 0coOyI0 OMAacHOCTh I'epoM3aluu Ha-
uu3ma. Tak, Ha HEPEeMOHUH OTKPBITUS LIEHTpa
apxuBHBIX NoKymMeHTOB B.B. Ilytun ykazan,
4YTO Mpasaa o Bropoii MupoBOil BOMHE 3a py-
0eXOM TIOpOH IeJIeHaIpaBICHHO 3aMaTdnBa-
€TCsI Ha TOCYNapCTBEHHOM YPOBHE, TOOABHB:
«MBI 3aTKHEM MOTaHbIA POT, KOTOPBIA OTKPHI-
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BAIOT HEKOTOPbIE AEATENH 3a OyTrpoM Il TOTO,
9TOOBI JOCTUYHh CHIOMHHYTHBIX ITOTUTHYC-
CKUX IeJIei, MBI 3aTKHEM €T0 IPaBIUBON (QyH-
JaMEHTaIbHON WHpopMmanueit». Ha mpecc-
koH(pepennuu 17 aexadps 2020 1. oH 3asBHII:
«Uro kacaercs Benukoil OredecTBeHHOI
BOMHBI, TO Bbl 3HA€TE, MBI celyac BCKPbIBAaEM
apX¥BBI, MBI IIyOJIUKyeM apXUBHBIC MaTepHa-
JIbl, MBI CO3/a€M OIpPEAEICHHbIE CTPYKTYPHI,
KOTOpbI€ Ha MOCTOSIHHOW OCHOBE OyAyT 3TUM
3aHUMaThCs. S1 y>ke MHOro pa3 roBOpHJI, YTO
BOT ATO MEPENnUChIBaHUE UCTOPUM — OHO JIeNa-
€TCs B YroJy CUIOMHHYTHBIM HOJIUTHYECKUM
KOHBIOHKTYpPaM M B KOHEYHOM HTOre Ioijaer
BO BpeJ T€M, KTO 3TO JienaeT. B Tom uucie 3to
KacaeTcsl FepOU3aluy Hallu3May.

B aT1O0ll CBA3M HE yAMBUTEIBHO, YTO HC-
ciefoBaTeld, OOpaTHBILIME CBOE€ BHUMaHUE
Ha paccMaTpuBAEMYIO TeMY, IPSAMO acCOLU-
HUPYIOT MNOSABJIEHHWE HOBOM KOHCTHTYLIMOHHON
HOPMBI C HOIBITKAMU NEPENUChIBAaHUS UCTO-
pun uMeHHo Bemmkoit OTedecTBEHHOW BOM-
bl (Drozdova, 2021: 104; Kunyaev, 2020: 6;
Cherdzhemov, 2021: 128).

Takwum 00pa3om, Ha OCHOBE aHaiW3a 4. 3
cT. 67.1 Koncrurynuu PO u Bcex 23 crnydaen
HCHOJIb30BAaHUs PAaCCMAaTPUBAEMOr0 IMOHATHUS
B [IPABOBBIX aKTax U UX MPOEKTaxX, pa3MEeLIeH-
HEIX B CHCTEME OOECHCUCHHS 3aKOHOAATEINb-
HOM N1eATeIbHOCTH, MOXHO cIeslaTh NpeiBa-
PpUTENBHBIA BBIBOJ O TOM, YTO HCTOPHYECKAs
mpaBna — 3TO TpeOyromas OXpaHBI OT €€ U3-
MEHEHUS COIHANBHO 3HAaunMasi MH(OpMAaIIs
00 HCTOPUYECKMX COOBITHSX, CBS3aHHBIX
¢ obopoHoit Poccum, u, rmaBHEIM 00pa3zom,
00 ncropun Benukoit OTedecTBEHHOIN BOWHBI.

IlonsiTHe HCTOPHYECKOI MPaBIbI
B HayKe

Tem He MeHee 711 TOHUMaHM TOT0, KaKas
MMEHHO WH(OPMAILIHSI OXBATHIBACTCS MMOHITH-
€M «HCTOPHYECKas IIpaB/a», CIECIAaHHOIO BBI-
BOJIa HEZAOCTATOYHO. B monckax HampaBlIeHUN
€ro KOHKPETU3alNH CIeAYeT 00paTUTHCS K Ha-
YYHBIM UCTOYHHKAM.

[lomoOHO TOMY, Kak dTO MPOH3OILIO
B cpepe HOPMOTBOPUECTBA, BCILIECK HHTEpEca
K HCTOPUYECKON ITpaB/e B HAyKe TaKXKe Hepas-
PBIBHO CBsizaH ¢ mnompaBkod k Koncruryuuu
P® 2020 . ITo manHBIM 3IEKTPOHHOW Hayd-

Hoit 6ubnmmoteku Elibrary.ru, ciioBocoderanue
«HCTOpPHYECKAsl TpaBIa» BCTPEYAETCsS B Ha-
3BaHHSIX W/WIH KITIOUEBBIX CJIOBaX 427 WHICK-
CUPYEMBIX TyOnuKamuii, u3ganasix ¢ 1980 r.
Mo Hacrosimee Bpems. M3 Hux 165 Beimm
B cBeT B 2020-2021 rr. Henb3s He OTMETUTD,
9TO MyOJIMKAINK IPAaBOBOH TEMAaTHKHU B TOH
BbIOOpKE /10 2020 T. MpaKTUUYECKH HE BCTpEda-
FOTCSI.

He craHoBUTCS YIOWBHTEIBHBIM OTCYT-
CTBUC KOMILICKCHBIX ITHUCCEPTAI[OHHBIX HC-
CIICIOBAHUM, TIOCBSIICHHBIX HCTOPUUYCCKOM
mpaBnue. JNEeKTpoHHas OMOIMOTEeKa IHccep-
tanuii  Poccuiickoil rocymapcTBEHHOW OH-
OJMOTEKN CONEPKUT JIUIIb 5 aBTOpedepaToB,
B Ha3BaHUSX KOTOPHIX IIPHCYTCTBYET MOHSATHE
«HCTOpHYECKasl IpaBaa». MHTepecHO OTMe-
TUTB, YTO BCE OHH ITOCBSIICHBI (DUIOIOTHYIC-
CKUM HaykaM. B menom, 0030p myOnukanui,
MIOCBSIIICHHBIX HCCIEIOBAHUIO XYIOKECTBEH-
HBIX TIPOWM3BEICHUU, IEMOHCTPHPYET, YTO
MIPOTHUBOIIOCTABICHHE MCTOPHYECKON ITpaBIbI
U XYIOKECTBEHHOT'O BBIMBICIIA B WX Ha3Ba-
HUSX SIBISICTCS CBOCOOPA3HBIM KJIHIIE [
mogoOHOro poxa paboT, B TOM YHCIIE H COBpe-
MeHHBIX (Antsyferova, 2021; Stepanova, 2021).
Cpenu aBTopedeparoB, pasMerieHHbIX B PI'B,
OIMH HE COACPKUT MOHSITHE «UCTOpUYECKas
MpaBIa» B CBOEM TEKCTE IIOCIE 3arojoBKa
(Usmonova, 2012). B Tpex npyrux paccmaTpu-
BaeMoe MOHATHE He pacKpsiBaercs. [lpu aTom
U3 KOHTEKCTa CTAHOBHUTCS SICHO, YTO HCTO-
pUdYecKasi TIpaBia IPEICTaBISIETCS aBTOpaM
paboT Kak «ICHCTBUTEIHEHOCTH B IIPOILIOM»
(Akhmetova, 1995: 29), «ucropudeckas jeu-
CTBUTEIFHOCTEY U «UCTOPUUYCCKIE COOBITHS
(Makhmadiev, 1995: 9), oTpakeHHBIC B «JIOKY-
MEHTaX, HICTOPUIECKUX CBHIICTEIBCTBAX, CIY-
JKeOHOW M JTIMYHOW mepenuckax» (Zhutrbaev,
1992: 11). Hawubosee mocenOBaTEIbHBIM
BUIUTCS TIOOXOJ, W3JIOKCHHBI B padoTe
X.K. YremyparoBoii, B paMKax KOTOPOTO aB-
TOPOM OBLIO MPEIIOKEHO COOCTBEHHOE OIIpe-
JeTICHUE UCTOPUIECKOM ITPaB/IbI B INTEPATyPe:
«9TO0 00BEKTHBHASI HCTUHA, KOTOpAs IIPOU30-
[IUIa B ONPEICIICHHBIN MTPOMEKYTOK BPEMEHH.
Hcropudeckasi mpaBma COCTOHT U3 (PaKTOBY
(Utemuratova, 1992: 10). Tem He menee ro-
BOPHUTH O CIIOXKHUBIIEMCSI B HaAyKe TIOHIMAaHUU
HUCTOPHYECKOH MPaBIIbl HE TPUXOIUTCS.
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UYro ke KacaeTcs IPaBOBEIX HCCIIEIOBa-
HUH, 3aTparuBaroOIdX BOIPOCH HCTOPHYE-
CKOH IpaBJbl, TONABIAIONAS 0N KOTOPHIX,
Kak OBLIO CKa3aHO BEINIE, OMyOJUKOBaHA
B 20202021 rr.,, TO B OOJBIIMHCTBE W3 HUX
COZEpIKATCS JINIIH (pparMeHTapHBIE CYKICHUS
0 paccMaTpHBacMOM H3MEHCHHH OCHOBHO-
ro 3aKOHa CTpaHbl. Tak, Ha CTpaHUIAX padoT
OTMEYAeTCsl, YTO MOMpPaBKa 00 HCTOPUUCCKOM
mpaBlae SIBISIETCS OTBETOM Ha HEI0O0poco-
BECTHYIO KOPPEKIIHIO HCTOPHUYECKUX (PAKTOB,
WHPOPMALMOHHBIE WHCHHYallHH, a TaKKke
OCKBEpHCHHE U JaKe pa3pylleHHe B HEKOTO-
PBIX 3apyOeXHBIX CTPaHAX BOMHCKUX 3aXOPO-
HeHuil ¥ nmamsatHUkoB (Khabrieva, 2020). Ya-
CTO aBTOPHI yKa3bIBAIOT HA HJICOJIOTUUYCCKUH
(Astafichev, 2021: 120; Cherepanov, 2020:
36), IyXOBHO-HPAaBCTBEHHBIH (Aver’ianova,
2021) wmnm MHUPOBO33PEHUYECKUN XapaKTep
nanHoro mi3MeHeHus Kounctutynmm PO, xo-
TOPBHI TEPEBOIUT «ITYXOBHO-HPABCTBEHHOE
COZep)KAaHUE HAIMOHAIBHON WICHTUIHOCTH
B KaTEropuio HAI[MOHAJIBEHOH MACHTHIHOCTH
(Mazaev, 2021: 27; Iusubov, 2021: 15). Ilpu
9TOM HCCIICIOBATENIH OTMEUYAIOT OIACHOCTh
HEOOTyMaHHOTO TOAYMHCHHS TaJTbHEHIIETro
HOPMOTBOPUYECTBA HOBBIM HJICOJIOTHUCCKUM
opuentupam (Gritsenko, 2020; Kondrasheyv,
2021). C mocrmegHUM TE3UCOM CIIOKHO CIIO-
PHUTB: II€IECO00pPA3HOCTh HCCIEAOBAHUS CO-
Iep)KaHUS TIOHSTHUS «HCTOPHUYESCKAs IIpaBaay
nepes pa3padoTKON U MPUHSATHEM HOPM BO HC-
nostHenwue 4. 3 ct. 67.1 Koncturynueii PO npo-
WJUTIOCTPUPOBAHA B IIPEIIISCTBYIONIEM pa3Jie-
JIe HaCTOSIIEH PaOOTHl U SBISETCS MPHIUHON
€¢ HaIUCaHNU.

B cBs13u ¢ M3J10’KEHHBIM HEOOXOIUMO 00-
paTHTBCA K HCCICAOBAHHSIM aBTOPOB, IpPEA-
JaraloMuXx CYITHOCTHBIC MPU3HAKHA HCTOPH-
YecKo# mpaBabl. [lo3umuy yYEHBIX MO dTOMY
BOIIPOCY MOXKHO YCIIOBHO Pa3feiUTh Ha JBE
TPYIIIBL

IlepBoii U3 HUX HNpUpPOAA UCTOPUUYECKOU
MpaBIbl TIPEACTABISACTCS OOBEKTUBHOM, TOU-
Hee — COOTBETCTBYIOMIEH 00beKTy. B pamkax
9TON TO3WIIUU HCTOPHYECKAs MpaBaa IIpel-
CTaBIIsIET COOO 3HAHUE O MPOILIIOM, OCHOBAH-
HOE HAa TOYHO IOATBEP)KICHHBIX HCTOPHYC-
ckux (aktax (Basova, 2021: 32; Sazonnikova,
2020: 29), nnu, UCKII0Yasi TAaBTOJIOTHUIO, COBO-

KYITHOCTh HCTOpUYecKHuX (akxToB. Pazymeer-
csl, ICTOpUYEeCKUi (pakT He hopMupyercs 6e3
y4acTHs YEIOBEKa, IOCKOJIBKY IPEICTaBIIS-
€T CO0OH «IOCTOBEPHOE 3HAHUE O COOBITHIX
U TpoIreccax COIHMAIbHOTO IPOIIIOTO, TIe
YYBCTBCHHOC W PAIOHAIHFHOE 3HAHUE CUHTE-
3UPOBaHEL, a o0mIee — 00s3aTEIBFHO 00JICUCHO
B CAMHHUYHYIO U OCOOCHHYIO (OPMEI, 3HAHUE
KOTOpOE CTpOro (UKCHPOBAHO MO OTHOIIE-
HUIO K OIIPENEICHHBIM HUCTOPUYCCKUM SIBIIC-
HUSM B OTHOCHUTEIIEHO 3aBEPIICHO B CaMOM
cebe» (Rakitov, 1982: 192). Ho B TO e Bpe-
MS UCTOPUYECKHH (PaKT COOTBETCTBYET 00B-
exTy. B aTom cocrout ero menHoctb. CTOUT
cornmacuthes ¢ M. A. KoxkeBHHOII B TOM, 4UTO
UCTOpHYECKHUI (DaKT CyIIecTBYeT JIMIIb Kak
pe3yapTaT Hay4IHOW pabOTHI HCTOPHKA, HEOO-
XOIUMBIMH YCIIOBUSIMH KOTOPOH BBICTYIIAIOT:
«pETPEe3eHTATUBHOCTh HCTOYHUKOBOHW 0a3kbr;
JIOOpPOCOBECTHOCTD  HCCIICIOBATENS; OOBEK-
THBHOCTb, JIOKa3aHHOCTH, IPOBEPSIEMOCTH
U BOCHPOHM3BOAMMOCTH (haKTa; ITyOIUIHOE
MpU3HAHUE YCTAaHOBICHHOrO (pakTa mpodec-
CHOHAJIFHBIM COOOIIECTBOM, TIOITYJISpU3ALAS
Hay4JHOro 3HaHus o pakte» (Kozhevina, 2021:
11). Uctopruuecknii (pakT Kak COCTABJISIONIAS
HUCTOPUYECKOM MPABIIBI SIBISCTCS PE3YITBTATOM
BBISIBJICHUSI U OIMUCAHUS COOBITHS MPOIILIOTO,
a He ero uHTepnperanuu (Kozhevina, 2021:
11). Ha to, uTo mHTEpIpeTaALIAS OTAATISIET UCTO-
pHKa OT UCTOPUYCCKOH IpaBHbl, YKa3bIBAIOT
n 3apyoexHbie uccnenosarenu (Guandalini,
2020; Sherwin, 1994).

Bropas rpynma ydYeHBIX CYHTAeT, 4YTO
UCTOpHUYECKasl MpaBla UMEET CyOBEKTUBHYIO
npupony. Tak, I1. A. AcradpuueB B mogaepx-
Ky JTOTO Te3UCa YKa3bIBaeT, YTO COOBITHS
MPOIIJIOr0 MOT'YT IEPEOIIEHUBATHCS IIOTOMKa-
MH, 3a0bIBaThCs WIIM HCKakaThes (Astafichev,
2020: 10). CyOBEKTUBHYIO TIPUPOAY TPaBIbI
BuguT u B. C. YakueB. ABTOp IpOTHBOIIOCTaB-
JSET eff HCTUHY, ToJIarasi YTo TOCICIHSS BbI-
pajkaeT COOTBETCTBUE HAIIUX 3HAHHUI O MHpe
caMoOMy MHpY, a IpaBIOH CTaHOBUTCS JHUIIb
Ta UCTUHA, B KOTOPYI0 BepuT uenosek (Uakiev,
2019: 68). Ha pazrpannueHny MpaB/bl U HCTH-
HBI HACTAUBAIOT U HEKOTOPHIE APYTHUE aBTOPHI
(Presniakov, 2018: 70).

B mpotuBoBeC TakoMy IMOIXOQy MOKHO
MIPUBECTU MOHATHE IPaBIBI COTTACHO TOJKO-
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BEIM CIIOBAPSIM PYCCKOTO SI3BIKA, B KOTOPBIX
OHA OIIpeNeNsIeTCs] KaK CHHOHUM HCTUHBI, KaK
TO, 4TO ecTh Ha camoM jeie (Ushakov, 2008)
U CYIIECTBYET B NEHCTBUTEIBLHOCTH, COOT-
BETCTBYET pEaJbHOMY TIOJIOKCHHIO BeIIeH
(Ozhegov, 1994). CrnenmoBaTelnbHO, HCTOPH-
geckasl IpaBaa — 3TO HH(OpMAIHs, COOTBET-
CTBYIOIIAs] HCTOPUIECKON IEHCTBUTENBHOCTH,
aIEeKBaTHO OTpaKalomasi COOBITHSI, MPOU30-
HIEIINE B TPOILIOM.

Heckonbko MHON NO3WLUK MPUACPKH-
Baetcss M. B. TlonomapeB. ABTop cornamraer-
Csl C TeM, UTO IIpaBAa TOXKICCTBEHHA HCTHHE,
HO TP DTOM IIpenjiaraeT MOHUMATh HCTO-
pYYECKYIO TpaBAy B KOHTEKCTE 4. 3 cT. 67.1
Koncturynmum P® kak wucropmyeckyro ma-
MiaThb (Ponomarev, 2021: 254). Oto moHsTHE
10 CPAaBHEHHIO C UCTOPUICCKON MPaBIOil yike
¢ KoHIa XX B. TOPa3/I0 Jalle MosBIISIETCS B Ha-
yuHbIX TekcTax (Tishkov, 2018: 12), myOnuim-
CTUKE M OBITOBOM OOIICHHWH. YHCIIO yIOMU-
HAaHUH HMCTOPHYCCKONH MaMSITH B IPaBOBBIX
aKTax TaKke MpeodasaeT Ha/l HCTOPHUCCKOM
npaaoi. C 2020 1. 5T OHTHS B ODHIIHAITB-
HBIX ITPABOBBIX TEKCTaX OOBIYHO YKa3BIBAIOTCS
COBMECTHO Yepe3 COCTMHHUTEIBHBIN COI03 «I,
YTO B IOCTATOYHOH MEpEe HILTIOCTPUPYIOT MPH-
MepBbI, IPUBEICHHBIC BBHIIIC HA CTPAHUIIAX Ha-
cTosIIero mccienoBanus. [lomoOHOE UCTIONB-
30BaHUC MOHATHH B IpaBe yke caMo Mo cebe
TOBOPUT 00 MX Pa3IUIHOM COAEPIKATEIEHOM
HATIOJTHCHUH.

B Hayke mox ucTopudeckoil maMsThIO T10-
HAMAIOT ()eHOMEH CO3HAHUS, CYIIECTBYIOIIUI
KaK Ha WHAWBHIYaJbHOM, TaK U HA COIHAJb-
HOM ypoBHe (Sinitsina, 2008: 9). HcTopuue-
CKasl MaMSTh SBISCTCS JTHIHOCTHBIM 00pa3o-
BaHHEM, KOTOPOE BKIIFOYACT HHINBUIyaIbHBIC
HACTOPHYECKUEC BOCHOMHUHAHHS, IJHUIHOCTHO
3HAYMMEBIC UCTOPUYCCKHIE COOBITHS M IENIOCT-
HbI 00pa3 mcropuu (Tregubenko, 2013: 5).
Ha KXOJJIEeKTHBHOM YpOBHE HCTOPHUYECKYIO
aMsTh MOXKHO TIPEACTAaBUTH Kak Habop mepe-
JABaeMBIX M3 MOKOJCHHS B MOKOJCHHE HCTO-
pUYecKuX coOoOIIeHnH, MU(OB, CyOBEKTHBHO
MIPEIOMIICHHBIX PE(IIEKCHI 0 COOBITUSAX MPO-
mutoro (Sidorova, 2012: 85) vtk BUPTyaTbHBIN
KOHTHHYYM, OTpPa)KarolIuii 0COOCHHOCTH Ha-
[MOHAJTHHOTO MEHTAHUTETA, apXETUITHICCKUE
0o0paspl, MHPOBO33PEHUYECKYIO0 pedIieKculio,

HEJIMHEITHOe codeTaHne o00pa30BaTENbHBIX,
KYJIBTYPHO-IIPOCBETUTEIBCKUX W HAYIHO-
HCCIIEIOBATEILCKUX ~ TUCKYPCOB,  XyHOXKe-
CTBCHHBIC (POPMBI PEIPEe3eHTAIIH IIPOILIOTO
(Ponomarev, 2021: 254). VI3 n3105K€HHOTO CJIe-
IyeT, 9TO UCTOpUUecKas MaMsTh (HOpMHpYET-
sl CyOBEKTUBHO U B CHITY 9TOTO HE 00s3aTeIb-
HO KOPPEKTHO OTPakaeT COOBITUS IIPOILIOTO.
[TosTOMY HEKOTOpEIE yUEeHBIE BOOOIIEC HE CUH-
TAIOT WCCIEIOBAHMS HCTOPHUYCCKOH MaMsITH
B uynctoM Buje uctopuueckumu (Nikiforov,
2018: 81).

PaccMoTpeHHBIE TIO3UIIUU OTHOCHUTEIIHHO
MIPUPOIBI HICTOPUIECKOH ITPaBIbI U €€ COOTHO-
IICHUSI CO CMEKHBIMHU KaTCTOPHIMH B IIEJIOM
COOTBETCTBYIOT ABYM OCHOBHBIM IIOIXOaM,
CIIOKUBIIEMCSI B UCTOPUYIECKOH HayKe, OTHO-
cutenbHO ee mpeameta (Lonchinskaia, 1993:
14; Krom, 2018: 7). O4eBugHO, AMCKYCCHS
Ha 3Ty TEeMy BHYTPH HCTOPHUYECKOW HAYKHU
HE HeceT B ce0e HUYEro II0X0ro U OyaeT mpo-
nomwkatees. OmHako anms oOecriedeHus mep-
CIIEKTHBHOTO HOPMOTBOPYECKOTO IIpoIecca
TpeOyeTcsl 0OTHO3HAYHOE MOHUMAaHHE KOHCTH-
TYIIMOHHBIX MONOXeHUil. HeT coMHeHuit, 4To
HCTOpHYECKas MaMsATh 00agaeT CBOCH KyIb-
TYypHOU LIEHHOCTBHIO, HO B TO K€ BpeMs 3aKpe-
IJIeHne TpeOOBaHUS 3aIIHIIATH YTO-THOO TI0-
TEHIHAJIBHO JT0KHOe B KOHCTHTYIINU CTpaHbI
OBI1JI0 OBl HEMBICITUMO.

CTaHOBUTCS SICHO, TIOUEMY OoJee pacipo-
CTPaHCHHOMY H U3yUYECHHOMY TIOHSITHIO «UCTO-
pHYecKas TaMsAThy» MPEIIOwIN HOBoe. B cBsi3n
C TeM, YTO UCTOPUYECKas MaMsITh, KaK CICIy-
€T U3 U3JOKEHHOTO, MOKET U HEKOPPEKTHO
OTpakaTh COOBITUS IMPOILIOrO, €€ IPaBOBAs
oXpaHa HeoOXoIWMa JUIIb B TOH YacTH, KO-
TOpasi COOTBETCTBYET MCTOPUYECKOU IpaBIe.
[ToaTomy ykazanme B 4. 3 cT. 67.1 Koncrury-
nuu PO Ha 3a1uTy UCTOPHYECKOM TIPaBIbl Oe3
HCTOPHUYECKOH ITAMSTH aeT IPABIIIBHEIHN OpH-
SHTHp IJIsl JMaJbHEHIIEro HOPMOTBOPUYECTBA
U TIPE/ICTABISICTCS TOCTATOTHBIM.

3akJ/ouenne

CuHTe3 OmpefeNeHuid  HUCTOPUYECKON
MpaB/bl B HAyKe, IPAaBOBBIX aKTaX U UX MIPOEK-
TaxX TO3BOJISIET CPOPMYIHPOBATH €€ MOHSITHE
MPUMEHHUTENBHO K 4. 3 cT. 67.1 Koncrurynun
P®. Ucropuueckas mpapia — 3T0 TpeOyromas

-1076 -



Georgii L. Moskalev. Protection of Historical Truth: a New Task of Russian Law

OXpaHbl OT €€ U3MEHEHWS COIHAIBHO 3HAYH-
Masl JOCTOBepHas MHPOpPMAIHS 00 UCTOpHYC-
CKHX COOBITHSX, CBSA3aHHBIX ¢ 00opoHoi Poc-
CHUH W, TJIaBHBIM 00pa3oM, uctopueid Bennkoit
OTeuecTBEHHOW BOMHBI, COCTOSIIAS U3 TOTHO
MTOJITBEPKICHHBIX HCTOPHIECCKUX (DAKTOB.

JlanHas neUHUIUS MMO3BOJISIET OIpene-
JUTHh HAIMPABICHUS ISl MTOCIEIYIONMETO BbI-
TIOJTHEHUST 33J]a9¥ TI0 3al[UTE HCTOPUUYECKOU
MpaBpl, HaMenmel orpaxenne B KoHCTUTY-
nn PO u HOBO# CTparerum HalnoOHAIHLHOU
6e3omacHocTu PO.

Bo-miepBeiXx, u3 omnpeaeneHuss MOXKHO
VSICHUTH TPAHUIBI TAKOW 3aIUTBL. ABTOPHI,
BBICTYTAIOIINEC 32 CYOBEKTUBHOE MOHUMAaHHE
MIPUPOJIBI UCTOPUYECKON TpaBiAbl, Ooiee Bce-
T0 ONacarTCsl HEONMPAaBAAaHHOTO OT'PaHUYCHUS
cB0oOOBI cioBa. C HamIel ke TOYKW 3pEHUs,
WMEHHO TaKOW TOAXOI W OTKPBIBAET JIBEpPb
JUTS yCTAHOBIICHUSI HJICOJIOTMYECKUX 3aIPETOB
Ha pacrpoCTpaHEHUE YACTHBIX MO3UIIHH O CO-
OBITHUSAX Tporuioro. IIpemiokeHHOEe TTOHUMA-
HHE UCTOPUYCCKOM MpaB/Ibl Kak HWHOOPMAIIHH,
COOTBETCTBYIOIICH OOBEKTUBHON JEHCTBHU-
TENBHOCTH, MPEIOoJIaraeT 3anpeT Ha NCKaKe-
HUE, GarbcHDUKAIINI0 UCTOPUIECKUX (DAKTOB,
a He Ha UX oleHKH. Tam o0pa3omM, 0OHAPYKH-
BaeTcs OallaHC MEXJYy CBOOOJION clloBa W 3a-
IIATON HCTOPUYECKON MPaB/IbI.

JlaHHBII TE3UC UMEeT MPAKTUIECKOe 3Ha-
YeHWe IS TIEPCIEKTHBHOTO YCTAHOBJICHUS
YTOJIOBHO-TIPABOBEIX 3ampeToB. B cooTBet-
CTBUM C pazbsicHeHUsiMu [lmenyma Bepxos-
Horo Cyna P®, nanasimu B llocranoBneHun
oT 22.12.2015 Ne 58, mpu3Haku cocTaBa Tpe-
CTYIICHUSI OTpa)KaloT XapakTep ero ooiie-
CTBEHHOU omacHocTH. Hayke yromoBHoro mpa-
Ba M3BECTHO JICTICHUE MMPU3HAKOB HA NMEIOIIIHE
MTOCTOSTHHOE 3HAYEHWE W OLIEHOYHBIC MpPU3HA-
ku. [lociemnue He pacKpwIBAalOTCS B TOYHO
OIpE/ICTICHHBIX, a0OCONIOTHBIX  3HAUCHUSX,
a YCTaHaBJIMBAIOTCS B MPOIECCE MTPUMEHEHHUS
HOPMBI C YYETOM KOHKPETHBIX 00CTOSATEIHCTB
Jilella Ha OCHOBE IIPABOCO3HAHUSA CYyOBEKTa
(Pitetskii, 1993: 24). B cBs31 ¢ TeM, 4TO HCTO-
pudeckas mpapjia, Kak ObLIO ITOKa3aHO BBIIIE,
TMMOHUMAETCsI KaK YacTh HCTOPUYECKON Jeii-
CTBHUTEIHLHOCTH, JUCIIO3UIIUS CTAaThH, HATIPAB-
JICHHAs Ha €€ OXpaHy, He JIOJDKHA COIEepPKaTh
OIICHOYHBIX MPU3HAKOB, OTHOCSIIIUXCS K 00h-

eKTy TpecTyIuieHus. OUYeBHIHO, YTO YCIIOB-
Hasi HUCTOpHYECKas JIO)Kb HE COOTBETCTBYET
JNCUCTBUTENFHOCTH IIPOLLIOTO BHE 3aBUCH-
MOCTH OT CO3HaHUs mpaBompumenutens. Co-
OTBETCTBEHHO, OOBECKTHBHASI CTOPOHA TAKOTO
COCTaBa HE MOJKET BKIIIOUATh IEUCTBUS, BBIpa-
3UBIINECS B CYOBCKTHBHOM OLCHKE COOBITHI
MPOILJIOTO, €CIIU CaMO COOBITHE TIPOUCXOIIIIO
B ICHCTBUTEIHHOCTH.

Bo-BTOpBIX, MOHUMaHUE CYITHOCTH HCTO-
PHYECKOH TPaBOBl IO3BOJISICT OIIPEIEIHTD,
KaKue HOPMBI JIEHCTBYIOIETO 3aKOHONATEIb-
CTBa HaIlpaBJIeHBl Ha ee 3ammty. Mccremo-
BaTeNIM TIPEMJIATalOT PAa3IHYHBIC BapHUAHTHI
3aITUTHl HICTOPUIECKON TIPaBIBl BIUIOTH 10 3a-
KIIFOYCHUS COOTBETCTBYIOIIMX MEXIYHApO.I-
HbIX oroBopos (Khizhniak, 2020: 215). C Ha-
el TOUYKH 3peHwus, MOJOOHbIE IATH CICAYCST
MpEeIIPUHAMATh TOJBKO TOCIE aHalh3a CH-
CTEMBI JICUCTBYIONINX HOPM, €€ 00ecIIeInBaro-
muXx. B mpoTHBHOM ciTydae CyImecTBYeT pUCK
HapyIICHHS CHCTEMEI TPaBOBOW OXPaHbI.

besycnoBHO, Ha WCKOMYIO pOJIb B IEp-
ByI0 ouepens mpereHayet 4. 1 ct. 354.1 VK
P®. dakruueckmii, 0OBEKTUBHBIN XapaKTep
UH(POPMAIIUHU O MPOILIOM, 3alpeT Ha (aTbCh-
(duKanuo KOTOPOH HEOOXOJUMO 00ECIeUHTh
B [EJISIX OXPaHBl HCTOPHUYECKOM IpaBIbI, MO-
XKeT OBITH MPUAAH Yepe3 ee TOKYMEHTAIBHOE,
MPaBOBOE 3aKperuieHue. Panee MBI yka3bIBa-
U, 9YTO YCTAHOBIICHHE HCTOPHYECKOTO (ax-
Ta — COCTaBIISIONIETO UCTOPUYICCKON IPaBIBI
SIBIISIETCS 3a/aueil mcropuka. MHTepnperanus
HHPOPMAIIUU O TPOIIIOM, €€ IPaBOBas OICH-
Ka IIPH ATOM MOT'YT OBITH OCYIIECTBIICHEI IOpH-
ctoM. CaMo ke COOBITHE BBEIHECEHUS TaKOH
OLICHKH TpPHU COONIONCHHUH TPOYHX YCIOBHH
camo 1o cebe CTaHOBUTCSI HCTOPHUCCKUM (hak-
ToM. Hanboee HarIsIIHO 3TOT TE3UC YUCHBIC
WJLTIOCTPUPYIOT Ha IIpuMepe mpuroopa Hrop-
HOeprckoro TpubyHaia (Resta, 2013). B atoi
CBSI3U 3aIpeT OTPULAHUS HE ITOOBIX (HaKTOB
o Benukoit OredecTBeHHON BOIfHE, HO ycTa-
HOBJICHHBIX IIPUTOBOPOM MEXKITyHApOIHOTO
BOCHHOTO TpUOyHAaNa IS CyJa W HaKa3aHHs
TJIAaBHBIX BOCHHBIX NPECTYITHHKOB EBPOICH-
ckux crpan ocu (HropaOeprekoro TpubyHana),
3akperuieHHbIN B 4. 1 cT. 354.1 YK P®, mon-
HOCTBIO OTBEUACT KPUTCPUIO OOBEKTUBHOCTH
OXpaHIEMOH UCTOPUICCKON TPABIBL.
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[TamMsTB 0 COOBITHSX MPOILIOT0 MOXKET CO-
XPaHATHCS B CUMBOJIMKE, IIpa3IHUKaX, MPea-
MeTax MaTepuajlbHON KyibTypbl. Ha oxpany
3TOM YacTH UCTOPUUECKOH MpaB/Ibl HAIIPABIIEH
3ampeT, yCTaHOBIEHHBIA B 4. 3 cT. 354.1 YK
P®: «pacnpocTpaHeHHe BbIPAKAIOLIUX SIBHOE
HEYBa)KCHHE K OOIIECTBY CBEACHUH O IHAX
BOMHCKOH CJ1aBbl U MaMATHBIX gatax Poccuu,
CBSA3aHHBIX C 3amuToil OTedyecTBa, a PaBHO
OCKBEpPHEHHE CUMBOJIOB BOMHCKOM ci1aBbl Poc-
CHH, OCKOpPOJICHHE MaMsTH 3alIUTHUKOB OTe-
yecTBa JIM00 YHUKEHHUE YECTH U JIOCTOMHCTBA
BeTepaHa Benumkoit OTedecTBEHHON BOWHBI,
COBEPIICHHBIC Ty OIHIHO.

B emmHOM KOHTEKCTE C 0003HAYCHHBIM
n3menenueM Konctutyuuun P® u ycunenu-
eM OOIIECTBEHHO-IIOJINTUYECKOr0 JIUCKypca
10 BOIIPOCY OXpaHbl HUCTOPUYECKOW MpaBibl
U UCTOPUYECKON MaMsATH HAXOAUTCS BBEICHUE
B20201. B YK P® HOBOI CT. 243.4 « YHUUTOXKE-
HUe TU00 MOBPEKICHHE BOMHCKUX 3aXOpOHE-
HUH, a TaK)Ke MMaMATHHUKOB, CTEN, OOCIHUCKOB,
JPYTUX MEMOPHUAJIbHBIX COOpPY)XKEHUH HIIn
00BEKTOB, YBEKOBEUMBAIOLIUX NaMATh IMOTU0-
mux npyu 3amwure OredyecTBa WM €ro UHTE-
pecoB MO0 TOCBSIIEHHBIX THSM BOHHCKOW
cnaBbl Poccum». IloaTOMy HE yIMBHUTEINBHO,
YTO COJIEp’KaHHUEe HTOrO 3alpeTa TakkKe OTHO-
CUTCSl K paccMaTpuBaeMol Teme. YKazaHHbIE
B Ha3BaHWH CTAaThH OOBEKTHl MAaTEPHAIHLHOTO
MHpA, C OIHOI CTOPOHBI, HAIIPaBJICHbI Ha YBe-
KOBEUEHHE HMCTOPUYECKOW MaMsTH, a C ApY-
Ol — CIIyXaT CPEenCcTBOM OOBEKTHUBU3AIIUU
MIPaBIabI O COOBITHSAX TIPOILIOTO.

[loHsiTHE MCTOPUYECKOM HpaBAbI MO3BO-
JseT OOHAPYKUTH 3alpeThl, HANpPaBICHHBIC
Ha ee 3amury, 1 B KoAIl P®. Hampumep,
cT. 20.3 «[Iponmaranma nu60 myOIWYHOE Jie-
MOHCTPHUPOBAaHUE HAICTCKOW aTpUOyTHKH
WY CHMBOJIHKH, JTHOO aTpHOyTHKHU WM CHM-
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Abstract. The topicality of the research question is attributable to the social and legal
importance of the criminal procedural form development in the context of the digitalization
of society. Since it is a natural process caused by the milestones of our time, digitalization
is actively penetrating the sphere of criminal procedural relations, with the desire of their
subjects not being taken into consideration. Procedural scientists today are concerned about
global issues for the expediency of the practical use of digitalization and its efficiency, as
well as the prospects for the transition to e-filing in criminal cases, the creation of “electronic
courts”, the automation of the functionality of participants in criminal proceedings, the
use of artificial intelligence in the criminal procedural activities, and others. At the same
time, both the categories of electronic evidence, electronic media and the procedure for
their application in criminal proceedings have long been perceived as well-established.
The purpose of the research is to study the development and transformation of the criminally-
remedial form in the context of the digitalization of society.

The main findings of the study are to substantiate the positive prospects for digitalization
of criminal proceedings, which results in reducing the workload on the officers automating
elementary functional of actions; simplification of working with big data, providing quick
search, collection, storage and processing of information; implementation of ranked
access to information for all parties to the criminal process, based on their procedural
status; effective control and supervision over the activities of the bodies of inquiry and
preliminary investigation, etc. However, with all the advantages taken into consideration,
while choosing between digitalization and human needs, priority must be given to the
individual, since the former is a means of facilitating the activity of the latter, and not
replacing or excluding them.
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AHHOTAIUA. AKTYaTbHOCTB UCCIIEIOBAHMS 00YCIOBICHA CONMAIBHO-TIPABOBOM BaYKHOCTBIO
Pa3BHUTHS YTOIOBHO-IIPOIECCYATHHON (POPMBI B YCIOBUSIX ITH(PPOBU3ALINU OOIIECTBA.
LudpoBuzanus akTHBHO IIPOHUKAET B Chepy YTOIOBHO-TIPOIECCYATHHBIX OTHOIICHUN
U HE 3aBUCHUT OT )KEJIaHHS X CYOBEKTOB, IIOCKOIBKY SIBIISICTCS] €CTECTBEHHBIM ITPOIIECCOM,
BBI3BAaHHBIM BE€XAMHU COBPEMEHHOCTH. Y YEHBIX-IPOLECCYAIIUCTOB CErOAHS BOJIHYIOT
TI00ABHBIE BOIPOCH IIENIECO00Pa3HOCTH U 3(PPEKTUBHOCTH, & TAKOKE IIEPCIICKTHB Mepexo/a
K DJIEKTPOHHOMY HOPSIIKY IPOU3BOCTBA MO YTOJIOBHBIM JI€aM, CO3/1aHUs «3IEKTPOHHBIX
CYIOB», aBTOMATH3aLMH (PYyHKIIMOHAIA YIACTHIKOB YTOIOBHOTO ITPOLIECCa, HCIOIB30BAHS
HCKYCCTBEHHOT'O MHTEIJIEKTa B YTOJIOBHO-IIPOLIECCYaIbHOM AESATEIbHOCTH U ApyrHe. B To xe
BpEMsI KaTETOPHH MICKTPOHHBIX JOKA3aTEIbCTB, HICKTPOHHBIX HOCUTENCH HH(POpMAIHN
U MOPSIIOK UX MPUMEHEHUS B YTOJIOBHOM IPOLECCE TaBHO YK€ BOCIIPUHUMAIOTCS KaK
YCTOSIBILIMECS.

Lens ncciaenoBaHus — U3ydeHUE BOIIPOCOB PA3BUTHUS U TPAaHC(OPMAIIHH YTOIOBHO-
IpoIeccyarbHOH GOPMBI B YCIOBUSAX II(POBU3AIMN O0IIIECTBA.

OCHOBHBIE BBIBO/IBI UCCJIEA0OBAHUS 3aKJII0UAIOTCSI B 000CHOBAaHUM IOJIOKHUTEIbHBIX
MEPCIEKTUB MU(POBU3ANUHN YTOJIOBHOTO CYIOTIPON3BOACTBA, TIO3BOJISIONICH YMEHBIIATH
Harpy3Ky Ha JIOJDKHOCTHBIX JIHII IIOCPEICTBOM aBTOMATH3AIMH SIEMEHTAPHOTO (PyHKIIHOHAIIA
NEHCTBHIA; yIPOIICHUS paOOTHI ¢ OONBIINME JaHHBIMHE, 00€CIICINBAIOIICH OTICPaTHBHEIHI
MOUCK, cO0p, XpaHeHue u 00paboTKy HH(HOPMALINH; OCYIICCTBICHHUS PAHKHPOBAHHOTO
MUCTAHIIMOHHOTO TOCTyINa K MH(POPMAIUU YYaCTHUKAM yTOJIOBHOTO MPOIECCa UCXOS
U3 UX IMPOLECCYaTbHOTO cTaTyca; 3P (QEeKTHBHOTO KOHTPOIISI M Ha30pa 3a ACATEIBHOCTRIO
OPraHoB JIO3HAHUS U MPEABAPUTENIHLHOTO clieACTBUS U T.4. OJIHAaKO MPU BCeX ILII0cax
IU(POBHU3ALNH BaXKEH (PaKT MPUOPHUTETA YeloBeKa Hal MU(POH, TOCKOIBKY TIOCICIHSS
SIBIISIETCSI CPEIICTBOM, OOJIETYAIOIINM IS TEILHOCTH IEPBOTO, & HE 3aMCHSIOIINM HITH
HCKJIIOYAIOIIUM €TO0.

Ki1roueBble c0Ba: yrolnoBHOE CyI0ONIPON3BOACTBO, IU(POBU3AIS, HH(OPMATHIAIIHS,
3NEKTPOHHOE YTOJIOBHOE JIENI0, yAaleHHOE PaBOCyANe, STIEKTPOHHOE MTPOU3BOJICTBO,
IIU(POBHIC TEXHOIOTHH.

Hayunas cnenuansHocTs: 12.00.09 — yronoBHslii mpouecc.
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BBenenue

WHpopMmaIus — riaBHbIA HeUCUEpIIaeMbIi
pecypc pa3BUTHS COBPEMEHHOTO O0IIeCTRA.
Ilepexoa k HHPOpPMATHU3AMUHN PA3THIHBIX
CTOPOH €Tro KU3HENESITEIbHOCTH 03HAMEHO-
BaH MPUHSTUEM B Hadaye ABAJIATh IEPBOTO
BEKa psiJia MEXTyHAPOIHO-TIPABOBBIX aKTOB,
a uMeHHo: OKWHABCKas XapTHs TII00abHO-
ro uHpopmammonHoro odmectsa 2000 roxa;
Hexmapanus npuanunoB «Iloctpoenune nH-
bopManmoHHOTO 00IIecTBA — TII00ATbHAS
3aj1aya B HOBOM ThIcauesietumn» 2003 roaa
u [1nan nevictBuii TyHHCCKOTO 00513aTEIBCTBA
2005 roma. @akTopamu, BIUSIONIUME Ha pa3-
BHTHE HHPOPMAIIMOHHOTO O0IIeCTBA, CITYKAT
HHPOPMAITMOHHO-KOMM Y HUKAITHOHHBIC TEX-
vonoruu (nanee — UKT), okassiBarommue pe-
BOJTIOIIMOHHOE BO3JICHCTBUM HA BCE CTOPOHBI
JKU3HEIEATCIIEHOCTH 00IeCcTBa, B3aNMOJICHCTBHE
JUYIHOCTHU U TOCYAapCTBA, CO3/IAONINE TTOUBY
JUTST OTKPBITUSI «OTPOMHBIX BO3MOXKHOCTEH.

B nuTeparype cripaBeiinBO OTMEUaETCS,
9T0 (heHOMEeH IU(GPOBU3AIIMHI COXPAHSIET JHC-
KYCCHOHHOCTBh CPEJId yYYEHBIX U IMPAKTHUKOB,
a o0JlacTh MPOBOIMMBIX HMCCIIEOBAHUN pac-
MUPSIETCS UCXOJs U3 TOTPEOHOCTEH COOTBET-
ctBytoniero nepuoaa Bpemenu (Leksin, 2021).
Tak, HAnpuMep, CETOAHSI MPU BCEX MOJIOKH-
TENBHBIX CTOPOHAX TEXHOJOTHYECKOTO MpO-
rpecca OCTpPO CTOMT BOIPOC 3AIIHUTHI U 0€30-
IMACHOCTH JaHHBIX. He BBI3BIBaCT COMHCHHI
HEOOXOIMMOCTh OOecIedeHHs] HH()OPMAIHOH-
HOM 0€30MacHOCTH OOIMIECTBA M TOCYAapCTBa
Kak OCHOBBI X mnpomnseTanus (Ducuing et al.,
2019: 1-10). IIpaBo u mudpoBU3aNUS I CO-
BPEMEHHOTO COIIMyMa — 3TO HEepPa3phIBHO CBsI-
3aHHBIE TIEHHOCTH, HYXXJAIOIHAECS B TMOCTO-
SSTHHOM TIOJIJICpKaHUU OajlaHca MEXJy HUMHU.
C omHOW CTOpPOHBI, MONTyYEeHHE, HAKOIIJICHHE,
XpaHeHHe W o0paboTKa 3HAHUH, OOecredH-
BalOIIHUE BBICOKYIO WH()OPMHUPOBAHHOCTH 00-
meCTBa MOCPEACTBOM ITU(PPOBBIX TEXHOJIOTHN
(Hampumep, OOJNBIINE JTAaHHBIC, KOTOPHIC SIB-
JISTFOTCST MOIITHBIM WHCTPYMEHTOM B PYKax ro-
CyJlapcTBa), ¢ IPyTroi — mpaBa U cBOOOIbI, ra-
paHTHUPYIOIIHE HETPUKOCHOBEHHOCTH YACTHOM
JKM3HHM, aBTOHOMHIO JTUYHOCTH U T.1. Ha aToM
(oHe 1MUPpPOBU3ANMS TAKUX CTOPOH >KH3HU
o01ecTBa, Kak MPaBoOMOPSIAOK U MPaBOCYAHE,
B HW3BECTHOH Mepe 3aMelJieHHa, OCOOCHHO

B 00JIACTH YTOJIOBHOTO CYAOIIPOU3BOJCTBA,
XOTS PAIl CTPaH CTPEMHUTEIHFHO Pa3BUBAIOTCS
B nmanHoM Hampasiennu (Pecnmybnuka Kazax-
cran, CIIIA u np.).

Ludppouzanust B OTCUYCCTBEHHOM YTO-
JOBHOM  CYAOIIPOM3BOJICTBE  MPEICTaBIs-
eT co0oil mporecc BHEAPCHHS B YTOJIOBHO-
MPOIECCyabHYI0 AESTEIBHOCTh MH(POBBIX
TEXHOJIOTHH B BUJE TEXHUYECKHUX YCTPOWCTB,
MIPUCIIOCOOJICHHH, TTO3BOJIIONINX ITONyYaTh
u 00pabaThiBaTh WHGOpPMAIUIO B IU(GPOBOH
(dopme, a TakKe OCYIISCTBISITh €€ XPaHECHUE
U Tepenady. YTOJIOBHO-TIPOIECCYalbHBIM 3a-
KOHOM DETJIAMCHTHPOBAHBL: MPUMEHEHUE BH-
JICOKOH(EPEHIICBA3M (HAmpuMep, CT.CT. 240,
278.1 VYIIK P®); mopsimok MCHOIB30BAHUS
AIIEKTPOHHBIX JOKYMEHTOB B YTOJIOBHOM CYIO-
npousBojcTBe (cT. 474.1 YIIK P®); ocobeHHO-
CTH U3BSITHS DIICKTPOHHBIX HOCHTENEH HHPOP-
MAITUH U KOITUPOBAHMSI C HUX HH(OPMALIAH IIPU
MIPOU3BOJCTBE CICICTBCHHBIX ICHCTBHM (CT.CT.
81.1, 164.1 YIIK P®). Bce 310 cBUIETENECTBY-
€T O TOCTYMATEeIBHOM Pa3BUTHH LHUPPOBHIX
¢dopm B yromoBHOM mporecce. CoBpeMeHHas
YTOJIOBHO-TIPOIECCyalibHAsl ~ JOKTPHHA  TIO-
3BOJISIET TOBOPUTH HE MPOCTO O IMPUMCHEHUH
UKT npu mpous3BOACTBE CIEICTBEHHBIX JCH-
CTBUI1, UCTIONF30BaHIH JIICKTPOHHBIX HOCHTE-
Jeit nHpOpMalMH B Ka4eCTBE JOKa3aTeIbCTB
B YT'OJIOBHOM IIpoIiecce, a 00 yTOJOBHOM Jelie
B DJICKTPOHHOM (pOopMaTe CKBO3b IIPU3MY yiKe
HMMEIOIIETOCS OIBITA 3apyOeKHBIX CTPAH.

IIpodnema

B 1poBOAMMOM HCCIIEIOBAHUN HAMHU MIPE/I-
[IPUHSITA TIONBITKA M3YYCHUsI aKTYyaJlbHBIX BO-
[IPOCOB OMpEIENICHNsT OalaHCca MEeXK/1y KOHCep-
BaTHBHOCTBIO YTOJIOBHOTO CYJOIPOM3BO/ICTBA
M IPOrPECCHBHOCTBIO Ipoliecca uppoBH3a-
[UH POCCHICKOro 0O0IIecTBa U 3apyOeKHBIX
CTpaH, IeJ1eco00pa3sHOCTH U 3PPEKTUBHOCTH
[IPUMEHEHHSI COBPEMEHHbBIX IU(PPOBBIX TEXHO-
JIOTHi B YTOJIOBHOM IIPOILIECCE.

MeTtoposiorus

B OCHOBY HCCJIICOOBAHUA IIOJIOXKCH JH-
aJICKTUUYECKUN METOJ IIO3HAHHA, a TaKXKC
O6H_I6Hay‘{HBIe MCTOAblI aHAJIM3a W CHHTE3a.
HpI/IMeHCHI/Ie YKa3aHHBIX METOAOB ITO3BOJIACT
JIOTHYCCKH CTPYKTYpHUPOBaTh HCCICOAOBAHUC,
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COXPaHsISl €ro MEJOCTHOCTh U TOCIIeI0BATEIb-
HOCTH M3JIOKEHUS, (POPMYIUPOBATH OCHOBHBIC
BBIBOJIBI M 3aKJIIOYNTEILHEIE TIOJIOKEHUS.

TeopeTnueckuii MaTepHal COCTABHIIN UC-
CJIeJIOBaHMsI 3apyOEIKHBIX YUCHBIX B BOITPOCAx
nHU(POBU3AIMN  YTOJIOBHOI'O CYAOIMPOU3BOJI-
CTBa, MEPCIEKTHBAX YAAJICHHOTO TIPABOCYIHS
W OIbITa IPUMEHEHHU S [IU(PPOBBIX TEXHOJIOTHI
B TIEPHOJ] MAHJICMHU KOpPOHABUpyCa U OTeYe-
CTBEHHBIX YUCHBIX B 00J1aCTH aBTOMaTH3aIl1H,
JNIEKTPOHU3ANMK W TUPpoBU3anHH Cchepbl
YTOJIOBHOT'O TIpoIlecca, TEHJICHIMAX W Tep-
CIEKTHBAaX 3THX IporeccoB B Poccun.

OMIHUpPUYECKyt0 0a3y COCTaBHIIU: pellle-
Hust EBporieiickoro cyja mo mnpaBaM 4esioBe-
Ka; o(pUIHaIbHbIC CTATUCTHYCCKHE JTaHHBIC
EBponeiickoii Komuccuu mo oreHke WHIEKca
nudpoBoit skoHOMHMKH H oOmectBa (Digitial
Economy and Society Index (DESI) u EBpo-
nietickoid Komuccuu no onenke 3¢hGHekTHBHO-
CTH TIpaBocyaus coBeta EBpombl; opuimaisb-
HBIC CTAaTUCTHYECKHE JaHHbIe [eHepanbHOU
npokypatypbl Pecriyonmuku Kaszaxcran o 3a-
PETUCTPUPOBAHHBIX TMPECTYIUICHUSIX M pe-
3yJIbTaTax JCSTEIBHOCTH OPTraHOB YTOJIOBHOTO
npecnenoBanus 3a 2019-2020 roasr u nepBoe
nmonyroaue 2021 roaa; cyneOHas CTaTHCTH-
Ka VYmOpaBJeHHS CyIeOHOro JenapTaMeHTa
B OpeHOyprckoit obmactu 3a 2018—2020 roms
u nepsoe mnonyroaue 2021 ronma; cyaeOHas
MPaKTHKA.

OocyxneHue

Hugposvie mexnonozuu

6 Y207106HOM CYOONPOU3BOOCHIBE
3apybescHvix cmpan

Ocobas 3maunmocth WMKT xak omgHOro
W3 CpEACTB OOCCIECUCHHS KU3HEACATEIBHO-
CTH oOmiecTBa cTajia HEOCIOpMMa C Haya-
na nangemun 2020 roma, u Kaxaast U3 CTpaH
B pa3HOH CTeNeHW OBbUIM ITOJTOTOBJICHBI
K Hell ¢ mudpoBOd TOYKH 3pEHHS BBHIY HE-
00X0oIUMOCTH obecriedeHUs 3PPEKTUBHOTO
M KaueCTBEHHOrO JIMCTAHIIMOHHOTrO (opmara
B3auMoJieiicTBus. [IporpeccuBHBIC B3MIISIBI
YYECHBIX BelnKoOpUTaHWH KacaroTCsl aKTHB-
Horo BHenpenus MKT B cyneOHy0 cucTemy.
BputanckuME OpHCTaMH pa3pabdOTaH U pe-
anu30BaH MHTepHET-TIpoekT «Remote Courts

Worldwide» mox pykoBojpcTtBoM Puuapna
CacckuHIa, OpPHUCHTHPOBAaHHBIM Ha OOMEH
PasHBIX CTPaH OMBITOM B pa3paboTKe ymasieH-
Horo mpaBocynus. Puuapmy CacckuHm oTMe-
9aeT, YTO B MEHSIOMIEMCSI MUpPE TOCyIapcTBa
JOJDKHBI TOTOBHUTHCS K Oyaymiemy, a cyaeOHas
cEcTeMa MPOUTH TPH BPEMEHHBIC TIEPCIICKTH-
BBL: KPAaTKOCPOUHYIO (MHHHMH3aLIHsS COOCB
B paboTe CyneOHBIX OpPraHOB B yIaJCHHOM
¢dopmare, cTaOmiIH3aus U COBEPIICHCTBOBA-
HHUE CIICIUAIBHBIX CHCTEM), CPEIHECPOUHYIO
(YYUTBIBaTh OIBIT YNAJEHHOTO CYZEOHOTO
MPOU3BOJCTBA B IENIX IOBBIIICHUS KauecTBa
IporpaMM, CYIICCTBOBABIIUX IO KPU3HCA)
U JONTOCPOYHYIO (paJMKalbHOE W3MEHEHUE
CyIeOHOH CHCTEMBI, MOCTPOCHUE HOBOH TeX-
HOJIOTMYECKH ITPOTPECCUBHON U YCTOMIHBOM).
VYYeHBIH CMeTIo 3asBISAET, YTO «ACHHXPOHHBIE
CITYIIaHUS, NICKYCCTBEHHBIM HHTEJICKT U BUP-
TyalbHasi PEaNbHOCTH SIBISIIOTCS IICHTPAIb-
HBIMH CTOJIIAMH HAIIUX CYACOHBIX CHCTEM)
(Susskind, 2020).

B BennkoOputannu B mepuo MaHICMHIH
KOpOHABHpYyCa MPHHST PErJIaMeHT (PyKOBOII-
CTBO) TIPOBEICHUS YHAJICHHBIX CYICOHBIX 3a-
cemaHmil. PermaMeHT mpenocTaBiseT CyAbSIM
MpaBO CaMOCTOSTENEHOTO BBEIOOpa (opmara
CyIeOHOTO 3acemaHusl UCXOAS U3 HHTEPECOB
MPaBOCYIUS C yYEeTOM CHenH(UKH paccMa-
TPUBAEMBIX BOIIPOCOB, ITOJIOKEHUS M MOTPeO-
HOCTEHl yYacCTHHKOB MPOU3BOACTBA W T.IL
BoO3MOXHBI OHJIAWH, OYHBIA M THOPHIHBIN
(hopMaTel CyJIeOHOT0 pa3oupaTenLCTBA.

[IpexycmoTpeHo mpoBeneHne KOHPEPEHTI-
CBSI3U C HCIIONB30BaHUEM TeleoHa C TTOMO-
meio0 nporpammel BTMeetMe, urto cymie-
CTBCHHO OOJIerdJaeT MaTepHaIBHYIO CTOPOHY,
MTOCKOJIBKY HET HEOOXOAMMOCTH B KAKOM-TTHO0
CIIeIIHATFHOM 000PYIOBAHNH, 338 UCKIIOYCHHU-
eM caMoro TeneoHa U, MPH HEOOXOIUMOCTH,
KOJIOHOK WUIH HAayIIHHKOB K HeMy. BumeokoH-
(epeHIICBsI3b MMPOBOTUTCS ¢ TOMOIIEBI0 Skype
for Business, yJyacTHHKaM e cyaeOHOTO 3a-
CemaHMs IOCTATOYHO MPHIOXKEHUS Skype
B OecIutaTHOH BepCHH, ITOCKOJBKY ITONyda-
I0OT COOTBETCTBYIOIIYIO CCBUIKY IIepexona
B Ka4eCTBE «TOCTs». PeriaMeHT OIUCHIBAET
U TpOIETypHBIC aCHEeKTH, HAIPUMEp TaKWe,
Kak TpeOOBaHMs K HCIIPABHOCTH 00OpyIOBa-
HUS, W30JIMPOBAHHOCTH IIOMEIICHUS, CO3Ja-
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HUC ayIHOTHIINHBI, TOPSIOK IMOTKIIOUCHIS
YYaCTHUKOB K 3aceJaHuio W T.O. Jus ygact-
HUKOB TIpoIiecca pa3paboTaHbl WHCTPYKIHUH,
JIETAIbHO PA3bICHSIONINE BOIPOCH! MOIKIIIO-
YeHHs K BeO-pecypcaM U YKa3bIBaIOIIHE,
KaKue M3 HUX NPUMCHSIOTCS B KOHKPETHOM
cyne. OOs3aTenbHO HaJWUYHE MOAEPATOPOB
(momorHUKOB) u3 CiyObI CYJI0B B TpUOYyHa-
JIOB, 00ECIICYNBAIONINX 3AIHCh MPOBOIUMOTO
yIAJCHHO Cy/IeOHOTO 3aceaH s, e¢ XpaHEeHHE.
[lomumo pa3pabOTaHHBIX peErjamMeHTa, HH-
CTPYKIHH, OBLITN TPUHSATEI MEPHI 110 YBEIHYC-
HUIO PECypCOB 00IaYHON BUACOIIAT()OPMEL

Hunepmanas!l sBISIOTCS ONHUM W3 MU-
POBBIX JHIEPOB B 00JacCTH IUPPOBHU3ALUA
mo nanHbiM EBpomneiickoir Komuccuu, xoTo-
past OLICHUBACT WHICKC NH(POBON IKOHOMUKH
u obmectBa (Digitial Economy and Society
Index (DESI) ¢ To4ku 3peHHs] pa3BepTHIBa-
HUS U UCIIOIB30BAHUSI CBSI3H, PA3BUTHS LUQ-
POBBIX HABBIKOB, HCIONB30BAHUS MHTECPHETA,
HWHTETpaIui OHGPOBBIX TEXHOIOTHH W muQp-
pOBEIX rocymapcTBeHHBIX ycayr (European
Commission, 2020). Tak, ¢ aekadps 2018 roma
B Hupmepnmammax oTkpeIT Beb-moptan Bep-
XOBHOTO CYZa, MO3BOJISIOMINN IMOZAaBATh IS
paccMoTpeHHsT nenma B OuppoBoM (opma-
Te. V3HauanpHO BeO-mOpTanm OBLT ITOCTYIICH
[0 YTOJIOBHBIM JIeNaM W JeiaM O KOH(HCKa-
nuu, a ¢ 2020 roga 3HAYUTENBHO paCIIUPEH.
Y106cTBO PabOTHI ¢ HUM 3aKJIIOUACTCS B TOM,
YTO aJIBOKATHI, IPOKYPOPHl MMEIOT BO3MOXK-
HOCTH IPOCMATPHUBATh, CKAYUBATH TOCTYITHBIE
IUTSL HUX MIPOIeCCyalbHbIe TOKYMEHTEI B paM-
Kax YTOJIOBHOTO Jejia, a TaKkXe 3arpykaTh
CBOM, TONIy4YaTh aBTOMAaTHYCCKHE YBEIOMIIC-
HUS Ha DIIEKTPOHHYIO ITOYTY 000 BCEX HM3Me-
HEHHSX 110 Aeny. Bce MOKYyMEHTHI JOCTYITHBI
B TI000M BpeMECHHOM HHTepBaje. HazHaueHne
aJIBOKATOB U MPEICTABUTENCH TaKKE OCYIIECT-
Bisiercs depe3 BeO-noptan (Editorial lawyer’s
gad, 2020).

B mammemuio ymameHHas paboTa craia
BEIHY)KJICHHOW HEOOXOAMMOCTBIO, C OTHOH
CTOPOHBI, W CHJIBHBIM TOTYKOM B Pa3BUTHH
TUCTAHIIMOHHBIX (POPM B3aUMOACHCTBHS HUIIe-
HOB 00IIecTBa M TOCYAapCTBa, BKIIOYAS OCY-
mIecTBICHHE TpaBocyaus, — ¢ apyrou. Cy-
neOHoe mpom3BoACTBO B Humepmanmax, kak
1 B APYTHX CTpaHaX, MEepenuio B yAAJICHHBIN

pexum. Kak oTMeuaeT B CBOEM HUCCIIEIOBAaHUU
E.K. AHTOHOBHY, IOpHINYECKOE COOOIIECTBO
€BPOIEICKUX CTpaH 0Ka3ajoch HaJEKHBIM
U yCTOMYMBBIM B BOIIPOCaxX NH(POBU3AINU
(Antonovich, 2020: 136—137). Xotst Haps-
Iy C MOJIOKUTEIbHBIMU OT3bIBAMH IOPHCTOB
0 MPOrPECCUBHOCTH, ONEPATUBHOCTH MpPOLEC-
ca C HCIONB30BaHHEM LHU(PPOBBIX TEXHOJIO-
ruil HeM30€KHbl YTBEPKICHUS U O BBICOKOMN
CTCTICHH WHTCHCHUBHOCTH  IH(pPOBU3ALNH,
BBI3BIBAIOIIEH HEBO3MOXKHOCTh YCIEThb 33 U3-
MEHEHHUSMHU, B TOM YHUCJI€ MEHAIOIUMHUCS TI0-
TPeOHOCTSIMU WICHOB OOIIECTBA.

Buenpenne nmuppoBbIX TEXHOIOTUH B CY-
JorpousBoAcTBo HuaepianaoB M paccmo-
TPEHHE YTOIOBHEIX JeN B CyaeOHOM pa3owu-
paTesNbCcTBE JUCTAHLMOHHO OCYILECTBIISIOCH
C TO3WIIMH COONIOACHUS W TapaHTHH IpaBa
HAa 3alIUTY NOACYAUMOMY, IJTACHOCTHU U PABEH-
CTBa cTOpOH. [IpuMeHeHre BHICOKOH(DEPEHII-
cBs13u EBponelickuii cyj 1o mpaBam 4ejoBeKa
OLICHUBACT KaK CPEACTBO, OOECIeUnBAarOIIce
JOCTYIl K MPaBOCYAMIO, HE IPOTHUBOpEUAllee
HETIOCPEICTBEHHOCTH CyaeOHOro pasbmpa-
TEJIbCTBA, CIPABEIJIMBOMY U OTKPHITOMY
CIIYLIAHUIO, ITIOCKOJIBKY 3TO HE JIMLIAeT IMOJ-
CYJIMMOTr0 BO3MOXHOCTH HaOJI0aTh BECh XOJ
CyIeOHOTO pa30HpaTenbCTBA, BUACTh U CIIBI-
IaTh €r0 YYaCTHUKOB, a TaK)ke OBITH 3aciy-
maHHbIM. Vcmonp3oBanne B CymeOHOM pas-
OupaTensCTBE BHICOKOH(EPEHIICBI3H CaMO
mo cebe He MPOTUBOPEUHT CT. 6 EBporelickoi
KonBennuu o 3aimure npas 4enoBeka U OCHOB-
HBIX cBOOON (manee — EBpomeiickoit Konpen-
nun). Ho pemenne o mpoBeneHnu cyaeOHOTO
paz0upaTenbCTBA ¢ MPUMEHEHUEM BHICOKOH-
(bepeHIIcBsI3U, Kak ykaszan EBporeickuid cyn
0 TIpaBaM YeJIOBEKa, JOJKHO OBITHh MOTHBH-
POBaHHBIM (3amIuTa OOIIECTBEHHOW Oe3omac-
HOCTH, CBHUJETENEH, oOecredeHne MpaBoIo-
psanka u 1.11.) (Marcello Viola v. Italy, 2006).

CloXKHOCTH BO3HHMKAJIU U BO BpPEMs Cy-
neOHBIX 3acenanuii. O0mecTBeHHOCTH Humep-
JaHA0B Oblila MOTPsACEHa CyPOBOW HecIpaBe-
JUBOCTBIO 10 OTHOLIEHUIO K IOJICYIUMOMY
CO CTOPOHBI CyJa, HE NMPEIOCTABUBILIETO eMY
BO3MOYKHOCTb BBICTYIHUTB C IOCIEIHUM CJIO-
BOM BBHUJY OI'PaHUYEHHOCTHU TpaHCIALUU (45
MUHYT) BUACOKOH(EPEHIICBs3N. JKypHaIHUCT
Po06 3umitsictpa ony0aukoBan 0JIor 0 TOM, 4TO
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OKpYXHBIM cynoM ['poHuHreHa paccmarpu-
BAJIOCh YTOJIOBHOE [€JI0 O BBIMOTaTEJIbCTBE
B YJaJEHHOM HOpSAKE M MOACYAUMBIM Ipu-
CYTCTBOBAJ B CyIeOHOM 3acelaHUM II0 BHJIC-
OKOH(EPEHIICBSI3M, HAXOISCh B IEHUTCHIIH-
apaoM yupexnaennn. CyneOHoe 3acenaHue
He yJajoch IpoBecTH 3a 45 MUHYT (3TO Bpe-
Msl, YCTaHOBJIEHHOE MJIs JJaHHOM KaTeropuu
IeTT), TTOTPeOOBaJIOCh UyTh OOJBIIE BPEMEHH.
[lo oxoHuUaHWU JIMMHUTa CBS3b IpEpBaach,
OITHAKO CYI HE OTIOXKHI CyIeOHOe 3aceJaHue,
a IPOAOJIKUIL €r0 B OTCYTCTBHUE IOACYIUMOr0
elle HEKOTOPOe BpeMs U OKOHUYMJI CIIyLIaHHE.
B pesynbraTe mnoacyiMMblii HE BOCIOJIB30-
BaJICA IPAaBOM Ha IocliefHee cyioBo. bior no-
JTy4Yua OIHPOKYIO OTNIACKy, OOIIEeCTBEHHOCTH
U IOPHANYECKOE COOOIIECTBO HE OCTAIHCH
PaBHOAYIIHBIMU B 3ToM Boripoce. HOpuctsel
BBICKA3bIBAJIUCh O TPyOOM HapyllleHUHU IpaB
MOJCYJUMOI0, O 3aBEAOMO HEPaBHOM IIOJIO-
JKCHUHU CTOPOH, O HEIOITYCTUMOCTH TOTOOHBIX
OrpaHUYEHUN BPEMEHHU, a CyAbl MbITAIUCh
HalTH 3TOMY JOormdyeckoe oOBscHeHme. Ha-
[IpUMED, TO, UTO B IEHUTEHLUAPHBIX YUPEXKJIe-
HUSX OI'PaHUYEHO KOJIMYECTBO TEXHHUYECKHUX
CPEACTB ISl TIPOBEICHUS BHICOKOH(DEPCH-
ICBSI3U B cyneOHOM 3acemanuu. B pesymnbra-
te OxpyxHoi cyn Cesepubix Hunepnanmos
BO300OHOBIUI ~ cyneOHOE  pa30HpaTenbCTBO,
a 10 MHUIMATHBE CyJeOHBbIX OpPraHOB M NPO-
Kyparypsl MpOBeIeHBl paboTHl HaJ TEXHHYE-
CKHUM YJYYIIEHUEM CBSA3H U CTAJIO JOCTYITHBIM
3aIIaHUpPOBAaTh OoJiee AIUTEILHOE BpEMs
cynebnoro 3acemanus (Droogleever Fortuyn,
2020).

B nauane nannemuun B Hunepnannax, kak
U B JPYrUX CTpPaHax, BOIPOC OTHOCUTEIHHO
OTKPBITOCTH CyA€OHOI0 3aceaHus CTOSI JI0-
CTAaTOYHO OCTPO, B LIEAX O€30MacCHOCTH 3/10-
POBbsI HACEJIEHU S CTPAHbI IPUCYTCTBUE ILINPO-
KO 00IIIECTBEHHOCTH B CyICOHBIX 3aCETaHUsIX
HE JI0IyCKaJIOCh, MIPEIbABIISLIUCH ONPEIEIIeH-
HBIe TpeboBaHusL. Bo-mepBhIX, B 3aI1e CyneOHo-
r'0 3aceJaHusl MOTJIH IIPUCYTCTBOBATh HE 00-
Jee Tpex JKypHAJIMCTOB, 3a HCKJIIOYCHHEM
CIIy4yaeB, €ClId MOMELIeHHE MO3BOJIAJIO JIONy-
cKaTh OoJiblllee YHCIIO JIUL IPHU YCIOBUHU CO-
OJIOICHUST TIONIyTOPAMETPOBOH TUCTAHIIUU.
[IpuopuTter HENOCPEICTBEHHOTO MPUCYTCTBUS
B CyJeOHOM 3acelaHHWM BBICTpPaUBAJICs Clle-

IyIomuM 00pa3oM: CHadaja CTOPOHBI, 3aTeM
mpecca U B MOCICAHIOID OYepenb JIMIA, JKe-
Jaromue HaONroaaTh XOI CyaeOHOro Cirymia-
Hus. [Ipu sToM mocienHue NOIKHEL «3a0po-
HUPOBATh» CBOE IPHCYTCTBHE MOCPEICTBOM
OTIIPaBKM DJIEKTPOHHOTO MHChMa B aJpec
COOTBETCTBYIOIIETO CyAa — TIPEABAPUTEIb-
Hasl DJIEKTPOHHAsI peructpamnus. Bo-BTOpEIX,
B HEKOTOPOU CTETCHM YHAJCHHEIC CyIcOHBIC
3acelaHus HOCWJIHM M NTHCHMEHHBINA XapaxTep,
MIOCKONIBKY CTOPOHAM IIPEAJIaralioch 3apaHee
MPEIOCTaBUTh B CYI IpOIecCyabHBIE JTOKY-
MEHTHI JJII WX OIJalleHHs. JTO BBI3BIBAJIO
HEIIOBOJIECTBA B CPEIE aJBOKATOB, yTBEPIK/a-
IOIINX, YTO YacTh ITOKa3aHUH, 3asBICHIH MO-
KeT OBITh MPOCTO HE YCNBIMIaHa, TaK KaK UX
MPUXOANUTCS PE3IOMUPOBATh BBUIY OTPaHU-
YEHHOCTHU BPEMEHU, OIPEACIsisi ATO KaK Hapy-
meHue nmpuHIuIa myonnanoctu (Droogleever
Fortuyn, 2020).

OmnucaHHbIe CIOKHOCTH B Hunmepnanmax
MPEONIOJICBAIACH ITOCPEICTBOM  OTKPBITOTO
OITyOJTMKOBaHUSI CYICOHBIX aKTOB B CPEICTBAX
MaccoBOod HH(MOpPMAIMH, a TaKXKe MPSIMBIX
TpaHCIAIUN CyneOHBIX 3aceIaHHid 10 Pe30-
HAHCHBIM yTOJIOBHBEIM JeJiaM, K KOTOPBIM JKe-
JAIOIINUE MOTJIH TOIKIIOYUTHCS II0 CCBUIKE.
[pomecc mmdppoBU3aUu CymOIPOU3BOICTBA
HE OCTAHABIMBACTCS IOJ BO3ICHCTBUEM 3a-
TPYIOHSIOMHX €ro (pakTOpOB, a IIeJCHAIpaB-
JICHHO JIBIDKETCS] K HOBOMY OyIyIIeMy.

PaccmoTpuM 3akoHOAATETBHBIE MPEIIIO-
CBUIKH AJIEKTPOHHOTO TTPOU3BOJICTBA IO yTO-
JIOBHBIM JieJiaM (3JIEKTPOHHOTO YTOJIOBHOTO
Iena) U y)Ke WMEIOMIMICS ONMBIT CTpaH, €ro
pernamenTupoBaBmuXx. OOpamasch K CTaTh-
CTUYIECCKUM JTAaHHBIM 10 BOIIPOCY WHTET PALIHH
nudpoBoit TpaHchopmanuu BO Bce chepbl
JKU3HU 00IIecTBa B 00MIeMIPOBOM MacIiTale,
otrMetuM, 4to EBpomneiickas komuccus DESI
B cBoeM coobmennnu «Dopmupys uudpoBoe
oyayitee EBpons» ot 19 deBpans 2020 roga
U3IIOKUJIAa TEHACHIWH W TEePCHEKTUBEI IU(-
poOBO# TpaHC)OpPMAHH TOCYAAPCTB-LICHOB.
OnHu opueHTHPOBAaHBI Ha (OpPMHUpPOBAHUE Ha-
[UOHANBHEIX IUIAHOB HHU(POBOTO pa3BHTHS
o0miecTBa Ha OCHOBE BBICTpOEHHBIX Kommuc-
CHEH TPHOPUTETOB IpU moxnepxkke DoHma
Ha cymMmy 560 muutrapaoB espo. Muaukaro-
pHI IU(poBU3anuu cTpan EBpomsl, a Takxke
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18 cTpan, He Bxoasimux B EBporneticknit Coro3
(manee — EC), omnenuBarorcs mo 100-06ain-
TpHON miKaje. JlumepamMu MO COCTOSHHIO
Ha 2020-2021 roxmsl ¢ mMokKa3aTelIIMUA CBBIIIE
70 6annoB sBustoTcs Hunepnanae (83), ®uH-
nstaaust (80), Hsenust (73). Huxaue nmozunun
3aaumaroT [lonema (11), I'penust (13), Pymsi-
aus (18). JloctaTodHO BBICOKHE TIOKA3aTEIH,
MIpeICTaBICHHBIC B CPAaBHUTEIBHON TaOIUIEe
[0 WHICKCY WHTErpamuu LOH(PPOBEIX TexX-
HOJIOTUH cpenu cTpaH, He Bxomsmux B EC,
nonyuunu: lBeimapus (86), Uzpauns (76),
CIIIA (73) (European Commission, 2020).
Poccust 3aHMMaeT He MOCIETHIOI CTPOYKY
B OTOM CITHCKE, OJJHAKO TEMITHl U MacCIITa0bI
nr(pOBU3AIMH OIEHUBAIOTCS MOKa B 28 6air-
JIOB, YTO TOBOPHT O Hadaye MyTH Pa3BUTHI
nudposoro obIIecTBa.

[NockonpKy TUAEPOM Cpear eBPOIEHCKUX
cTpaH 1o nudpoBoii TpaHcHOPMAITHH SBIISIOT-
cs HumeprmaHasl 1 HAMU PacCMOTPEH acHeKT
BHENIPEHUs ITU(POBEIX TEXHOJIOTHH B chepy
CyIeOHOTO TIPOM3BOACTBA IO YTOJOBHBIM Jie-
JaM, TIPENCTABISIETCS HWHTEPECHBIM BOIPOC
0 TIPEATIOCHUIKAX IEKTPOHU3ANNN YTOJIOBHO-
0 TIpoIlecca B JAHHOM TOCYIapCTBe.

Cepbe3Hble  HM3MEHCHHS  KOCHYJIHCH
YTOJIOBHO-TIPOIIECCYAIEHOTO  3aKOHOATEIb-
crBa Hunepnanaos ¢ npunstuem B 2019 rony
HoBoro 3akoHa «O KHOEpPIPECTYMHOCTH
IIl». Tak, cormacao ct. 125p VYromosHO-
IporeccyalbHOro Komekca Hunepnanmos (na-
nee — YIIK Hunepnanmos), mpokypop BIIpaBe
TpeOoBaTh OT MOCTABIINKA YCIYT CBSI3H (IIPO-
Baliiepa KOMMYHHKAITHOHHBIX YCIIYT) IPHHATH
BCE He3aMeITUTEIFHBIC MEPHI, B KOTOPBIX pa3-
YMHO BO3HHKAeT IMOTPEOHOCTD, IO obecrede-
HUIO HEJOCTYITHOCTH XPAHSIINXCS WIH Tepe-
JaBaeMbBIX NaHHBIX, C IETBI0 IPEKpaIICHHs
MIPECTYITHON MAESATEIBHOCTH FUIM TPEAOTBpa-
meHust HOBBIX mpectyreHuit. (Netherlands
Code of Criminal Procedure, 2021). 3akonona-
TeJNbHAS HOpPMa TO3BOJIAET IO IMHCEMEHHOMY
YKa3aHHIO IPOKYPOPA, TI0 MPEIBAPUTEIHLHOMY
pa3pemIeHHIO CIACICTBECHHOTO CYIBbH, MTPOHIK-
HOBEHUE CIICICTBCHHBIMU OpTaHAMH B aBTOMa-
THU3UPOBAHHYIO pabOTy, UCIIONIB3YEMYIO MO0~
3pEBACMBIM JIMIIOM, €CIIH COBEPIICHO TSHKKOE
MIPECTYIUICHUE, TPECTYIIICHAE TEPPOPUCTHIC-
CKOH HaIlpaBIICHHOCTH U CIICICTBHE HE TCPIUT

otnararenbcTB (cT. 126nba YIIK Hwunepnan-
JIOB).

YronoBHO-NIpoOIECCYaIbHOE  3aKOHOJa-
TeAbCTBO HuaepnaHAoB COAEPXKUT HOHSA-
TUUHBIM anmnapar, PacKpbIBAIOIINN TMOHSITHS
OUQPPOBBIX TEPMHUHOB, TAKUX KaK 21€KMpPOH-
Has NOONUCL, NpPosanioep KOMMYHUKAMUG-
HBIX Yycnye, noavzogamens ycaye ceasu. YIIK
HunepnanoB Takxke perjaMeHTHPYET MOpH-
IOK XpaHEHUS W HCHOIH30BAHUS HUPPOBOIH
WHPOPMALUU TIPH TMPOU3BOIACTBE pPaccieao-
BaHMS [0 YIOJOBHOMY J€iy; 3allMCH, Xpa-
HEHHSI W YHUYTOXXCHHS KOH(HICHIIHNAIEHON
WHPOPMALUN C WCIIOIB30BAaHUEM TEXHHYC-
CKHX CPEJCTB; IIPOU3BOJCTBA JIONIpOCa MO BU-
JneokoH(pepeHncBszu (cT. 131a), B ToM yucie
B paMKaxX MEXIyHapOIHOI0 COTPYIHHYECTBa
110 YTOJIOBHBIM JiesiaMm (cT. 513a); mpumeHeHus
WHPOPMALMOHHBIX TEXHOJOTHHA IIPU TMPOM3-
BOJICTBE CJIEJICTBEHHBIX M JPYTUX IMPOLECCY-
AJBHBIX ICUCTBHUS I COOMpAHUS JOKaza-
TEJIbCTB.

B yronosaom cynonpoussoactse Hunep-
JaHA0B LIMPOKO MPUMEHSIOTCS COBPEMEHHbBIE
TEXHOJIOTHH 00pa0OTKH U XpaHEHUS OOJIBIINX
naHHbIX. Hanpumep, opaep ajBokaTa Uiy J0-
BEPEHHOCTh NPEJCTABUTEINISI XPAHATCA B €1U-
HOM pEEecTpe, U UX Ha3HAu€HUE B yIOJIOBHOM
JieTie BO3MOYKHO B 2JIEKTpOHHOM (opmare. [1o-
[IpaBKU B YTOJIOBHO-IIPOLIECCYaIbHOM 3aKOHE
HunepnanoB NO3BOJIMIM €ro y4acTHUKaM
MPHUHOCHUTD JKAJOOBI, 3asABJATH XOJATaliCTBA
U T.IL. B QJIEKTPOHHOM BHJIE, a TAK)KE MOIy4YaTh
JJIEKTPOHHBIE JOKYMEHTHl B YCTAHOBJIEHHOM
nopsiake. IIpoueccyalibHble peleHus no yro-
JIOBHOMY J€Jly, IPUHUMAEMble yIIOJIHOMOYEH-
HBIMHU JIOJDKHOCTHBIMU JIMLAMU, TAaK)KE€ MOTYT
0(OpMIIATECS DIEKTPOHHO, HANIPHMEpP pellle-
HHUE 0 BO30YKJICHUU YyTOJIOBHOTO jaena (CT. 51g
VIIK Hunepnauaos). DNeKTpoHHYIO (Gopmy
MOTYT HMETh M MEXJIYHapOAHbIE 3alpoChl
0 npaBoii momouu. Takue T0KyMEHTHI 3aBepsi-
IOTCS JIEKTPOHHOM IOJAINMUCKHIO, PErjaMeHTH-
poBanHo#1 cT. 138e.

CyliecTByeT  OIPOMHOE€  MHOXECTBO
HAITMOHAJBHBIX IPOEKTOB MO WH(pOPMALH-
OHHBIM CHCTEMaM, COJAEpXKALIUM JIaHHbIE
MIPEIBAPUTEIBHOIO PaCCIeNOBaHUS B o0ecIie-
YUBAIOIIUM JJIEKTPOHHBIH TOPSAIOK (POPMH-
poBaHUA yroioBHOro nena. Tak, B Pecmry0um-
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ke Kazaxcran eme B 2017 romy yTBepkaeHa
rocyjaapcTBeHHas nporpamma  «lludposoit
Kaszaxcran», oHa oO3HamMeHOBaJla HOBBLIA BHU-
TOK pa3BUTHUS YTOJOBHO-IIPOIECCYATHLHOTO
3aKoHOMaTeabCTBA. Tak, cT. 42—1 YromoBHO-
nporeccyaibHOro Kojekca Pecryonuku Ka-
3axcran (manee — YIIK PK), mocssimeHHas
(hopMe YyToJIOBHOTO CYJIONTPOU3BOJICTBA, BBIJIC-
JseT OyMaXKHBIH H (MJTH) SJIEKTPOHHBIH (opma-
ThI (Criminal Procedure Code of the Republic
of Kazakhstan, 2021).

B mensax o6Gecnedenus 3(hdeKTHBHOTO
MPUMEHEHHUSI 3JICKTPOHHOI'O TOPSJKA IPO-
M3BOJICTBA TI0 YTOJIOBHOMY Jiedy 3 siHBaps
2018 roma ytBepxkaeHa « THCTpyKIHs O Beje-
HHUM YTOJIOBHOT'O CYJIOIPOU3BOJICTBA B DJICK-
TpoHHOM (hopmare» Ne 16268 (manee — UH-
CTPYKIHs). DJCKTPOHHOE  IMPOU3BOACTBO
0 YTOJIOBHOMY JIENTy, TO €CTh €ro aBTOMAaTH-
3UPOBaHHOE (OPMHUPOBAHHE B AICKTPOHHOM
BHJIC, OCYIICCTBISACTCS C HCIOJb30BAaHUEM
nHpOpMaIMOHHOW cHucTeMbl EnuHOTO pee-
CTpa JOCYJICOHBIX pacciellOBaHHUi (najiee —
HUC EP/IP). JlomXHOCTHOE IHI0, OCYIIECT-
BJISIFONICE MPEBAPUTEIBLHOE paccicIOBaHUe
10 YTOJIOBHOMY JIEJy, CAMOCTOSTEIIBHO OIpe-
JeNseT popMaT MPOU3BOACTBA — OyMaKHBIN
u (WIK) 3JIEKTPOHHBINA. [Ipy HEBO3MOKHOCTH
OCYIIECTBJISITH TIPOU3BOJICTBO 3IIEKTPOHHO
MOXHO BEPHYTBhCSA K OyMakHOMY (opMmary.
[Ipu snekTpoHHOM (DopmaTe B HHPpOpPMAIIH-
OHHOW CHCTEME 3aloJIHSIETCS IIa0JIOHHAs
(¢opma, BeICTyHAromas OTIPABHOW TOYKOH
Havaja mpousBojcTBa. CucTteMa aBTOMATH-
YECKH YBEIOMJISET MPOKYypopa W YYacCTHH-
KOB 00 O3JICKTPOHHOM (opmaTe TpOH3BOJI-
CTBa. YUYaCTHUKH YTOJIOBHOTO Jieja MPOXOIST
peructpanuio u Ouomerputo B MC EPJIP,
MOCJIC Yero IMOJIyYaroT 3JIEKTPOHHYIO IU(-
POBYIO TIOJMHUCH. DTO JaeT YYACTHHKAM BO3-
MOXHOCTh HMMETh JUCTAHIIMOHHBIH JIOCTYII
K MaTepualiaM yTOJOBHOTO JieJia B TOH Mepe,
B KaKO# 3TO TMO3BOJISIET MX MpoIecCcyalbHBIN
CTaTyC, a TaKXe K COOTBETCTBYIOIIUM MO-
nyisiM. Moayie SMS-onoBemenust obecrie-
YHUBAaCT aBTOMATH3WPOBAHHOE YBEJIOMIICHUE
YYaCTHHUKOB O XOJI¢ NMPOHM3BOACTBA 1O YTO-
JIOBHOMY JIeNTy TIOCPEJICTBOM PACCHIJIKH COOT-
BETCTBYIOIIUX MPOIECCYATHHBIX IOKYMEHTOB
Ha WX JJICKTPOHHBIC IMOYTHI UJIA MOOHMIIbHBIC

TeneOHbl, MyOTMYHBIH MOIYNb OTpPHIBA-
€T JOCTYIl K MaTepHaliaM yTroJOBHOTO Jena,
mojade W MpHEMY 3asBICHHH, kalxod W Xo-
nartaiict. Ilockonsky MC EP/IP compsixena
¢ MH)OPMAIIMOHHON CHUCTEMOH Cymompous3-
BOJICTBA, TO MIepeada yroJIOBHOTO JIeNa B CY[
OCYIIECTBIISICTCS TUCTAHIIMOHHO B DJICKTPOH-
HOM (opmare.

[To manapiM KomuTeTa M0 MpaBoBOi CTa-
THCTUKE W CIICIUATBHBIM ydeTaMm [ eHepainb-
HOU Tpokyparypsl Pecrmybnmkm Kaszaxcraw,
B niepBoM nonyroanu 2021 roga B mpou3Bo-
ctBe Haxonmiock 110757 yromoBHBIX Ae,
W3 HUX B 3JCKTPOHHOM Qopmare — 68476
(62 %), a B 2020 rony — 40 %. Cratuueckuit
pPOCT MaHHBIX MOKa3aTeleH CBUACTEIHCTBY-
€T O IeNIecO00Pa3HOCTH IIEKTPOHHOTO yTO-
nmoBHOro cyzpompou3BoacTBa (Committee on
Legal Statistics and Special Accounts of the
General Prosecutor’s Office of the Republic of
Kazakhstan, 2021).

O yughposusayuu yeonoeHo2o npoyecca
6 Poccuu

Ludppouzanmst HE SBISIETCS BESHHUEM
MOJIbl, CKOp€e 3TO 3aKOHOMEpHBII mpolecc,
KOTOPBII HE 3aBHCHUT OT KEJaHHS CYOHEKTOB
YTOJIOBHO-TIPOLIECCYaIbHBIX — IPABOOTHOLIE-
muii. [lo muennto O.A. 3alineBa, Hay4HBIC
HCCIICOBAHUS B OOJIACTH JIEKTPOHHEIX (hopM
¢bukcanuu, XpaHeHUs, Iepenadn U 00padoTKH
HHPOPMAIIUU 0COOEHHO aKTYyaJbHBI CETOIHS,
a mporecc NH(POBU3AIUY, MPOHUKAIOIIHHA
B YT'OJIOBHO-TIPOLIECCYANIbHYIO J€ATEIbHOCTD,
Hen30€KHO OKa3bIBaeT BIUSHHC Ha (OPMHU-
pOBaHME J1I0Ka3aTeNbCTB 10 YIOJIOBHOMY €Y
(Zajcev, 2019: 42). C suBaps 2019 roma YIIK
P® nononnHeH craThel, periaMEeHTHPYIOLIEH
0COOCHHOCTH U3BITHS DJICKTPOHHBIX HOCH-
Tejell HHpOPMALNK U e¢ KOIMHPOBAHUS ¢ HUX
IIpY [IPOU3BOJICTBE CIEICTBEHHBIX ACUCTBUM.
CoOTBETCTBEHHO, YIIOMUHAHHE 00 JJIEKTPOH-
HBIX HOCHTENSAX HH(POPMALHHA COACPKUTCS
u B cT. 81.1 VIIK P®. ITpu aToM 3aKoH He orpe-
JeJISIET MOHATHE «DJIEKTPOHHBIE JI0Ka3aTellb-
CTBay, JaHHAS KaTeropus pa3padoTaHa U IpH-
MensieTcst B Teopuu. Kak ormeuaet C. B. 3yes,
CETrO/lHs D3JIeKTPOHHBbIE [0Ka3aTeJIbCTBa IS
YIOJIOBHOTO IIpOLECCa CTaJIM IMPUBBIYHBIMU
(Zuev, 2020: 46).
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Bonee Toro, mo muenuto A.lO. Adana-
CheBa, HU(PPOBHU3AIMS YTOJIOBHOTO IIPOIEC-
ca HE CTAaBHUTCS B IIPOTHBOBEC CIICICTBECHHOM
NEeSITeTPHOCTH, a, HAIPOTHB, BHEAPCHHE HC-
KYCCTBEHHOTO HWHTEIICKTAa MOXET CIoco0-
CTBOBATh IOBHIIICHUIO €€ JIPPEKTHBHOCTH
(Afanas’ev, 2018: 29-33). MickyccTBEeHHBIN WH-
TEJUICKT CETO/THSI TPUMEHSCTCS B aBTOMATH3H-
POBaHHBIX CHCTEMaX, DKCHEPTHBIX CHCTEMax,
HEHPOHHBIX CETAX W T.I.; TaK, PH IMPOU3BO-
CTBE TI0 YTOJOBHBIM JellaM HCIOIB3yIOTCS
CHCTEMBI aBTOMATH3alnu cOopa U 00padOTKH
IKCIIEPUMEHTAIBHBIX JaHHBIX MPeIBapUTEIIb-
HOT'O pacciiefoBaHus (aBTOMaTH3HPOBAHHBIC
MH(POPMAMOHHO-TIOUCKOBBIC CUCTEMBI U OaH-
KU JaHHBIX: «MeTtaibly, «Opyxuey, «Hapko-
TUYECKHE CPECTBA» U 1p.). YKa3aHHBIE CHCTe-
MBI aBTOMATH3UPYIOT IESTEIEHOCTD YEJIOBEKa,
CHIDKAIOT €€ BPEMCHHEIC 3aTPAThl, TOMOTAI0T
B IIPUHSATHU PEIICHUN 110 KOHKPETHON CHUTya-
ouu, 00ecreYynBaloT HHHOPMATUBHOCTE.

[pexmoceuikamu T100aTBHON 1TH(POBHU-
3allMd B POCCHICKOM YTOJOBHOM IIpoIecce
MOYXHO HAa3BaTh HE TOJHKO yKA3aHHBIC BEIIIE
3aKOHOMATENFHBIC YIIOMUHAHHS 00 3JIEKTPOH-
HBIX HOocuTensax nHpopmaruu (ct. 164.1 VIIK
P®) u snextpoHHBIX NOKyMeHTax (cT. 474.1
VIIK P®), cuctembl MOIIEPXKH CyIeOHBIX
IKCIIEPTH3, HO W Pa3BUTHEC NPAKTHKU MPH-
MEHEHUS TaKUX IMUPPOBBIX TEXHOJOTHU, KaK
rOCyJapCTBEHHBIC aBTOMATHU3WPOBAHHBIC CH-
CTEMBI IPAaBOCYAHS M IIPABOBOH CTATHUCTHKH,
KOTOPBIC MOKHO OIPEACTHTH B Ka4eCTBE Tep-
BOMCTOYHUKOB JIIEKTPOHU3AIUN YTOJIOBHO-
IIpoIecCcyarbHON POPMEL.

YTroJ0BHO-TIpOLIECCYaTbHOE  3aKOHOJA-
TEIBCTBO HE PETIIAMEHTHPYET JIICKTPOHHOMN
(opMBI yromoBHEIX aei. OmHaKO MHOTHE TEX-
HOJIOT MM CETOTHS yIKe HE SBIISTIOTCS HOBUHKOM,
HaIpUMep HCIONB30BaHUE B paboTe MPaBOOX-
PaHUTETBHBIX OPTaHOB MPABOBBHIX ITOUCKOBBIX
cucTeM, 0a3 TaHHBIX (padoTta ¢ Big-1aHHBIMY),
BEIOMCTBEHHBIX JJNIEKTPOHHBIX ITOYT, O(HIIH-
AJBHBIX CAaWTOB, MHTEPHET-TIOPTAJOB H T.II.
Hudpouzamuss cyneOHOTO  IIPOU3BOICTBA
B HEKOTOPOI CTEIeHN MHTCHCHBHEH n0Ccyne0-
Horo. B Poccun peiicTByeT rocyaapcTBEHHAS
aBTOMaTH3MpoBaHHas cuctema «IIpaBocymme»
(TAC «IIpaBocyauey), (GopMmupyromas eun-
HOE WH(OPMAIIMOHHOE IPOCTPAHCTBO CYIOB

oOmIel IOPHCAWKIIMK W CO3IaHHBIA I ee
noaepxkku wHTepHeT-nIoptast. [AC «Ilpa-
BOCYJIHE» aAKKyMYJIHPYeT CIIPABOYHYHO HH-
(hopmaruto, cyneOHbIe peleHrs U akThl Bep-
xoBHOro Cyna P®, nena cyneOHBIX y4acTKOB
MHPOBBIX CyJiel U eliepaIbHBIX CYI0B 00IIeh
FOPUCITUKITUN U IPYTHE CBEIICHHUSI.

JlaHHas cucTemMa aBTOMATH3UPYET clie-
JIyIone (yHKIUU: JOKYMEHTOOOOpOT; Tpa-
BOBOE OOECICUeHHE; SKCIIyaTalus CepBHCa
00CIy)XKMBaHUS CUCTEMBI; 00yYeHHE TOIb30-
BaTeJe CHCTEMBI;, IPOBEJCHHE CYACOHBIX
3ace/laHui C HMCIOJIb30BaHUEM BHICOKOH(DE-
PEHIICBS3H; OPMUPOBAHHE TIPOTOKOIA CYIe0-
HOTO 3aeJaHus Ha 0a3e (oHOrpamMm; 3amuTa
nHpopmanuu U 1p. C nomonisio ['AC «IIpaBo-
CyJIie» MOKHO OTCJICXKUBATH JIBH)KCHHUE Jlela,
MOJIaBaTh OOpANICHHUSI B CYIeOHBII OPraH H 0-
Jy4aTh pe3yJbTaThl HX PACCMOTPEHHUS, a TaK-
K€ HMETh JIOCTYN K HH()OpPMAIHH 10 eIy
yYaCTHUKAM.

B wyactu oOpamieHus TpakJaH BaKHO
OTMETHTb, YTO YTOJOBHO-IIPOIECCYabHBIN
3ak0H B cT. 474.1 nomyckaer mojady B Cy.A
XOJIaTAalCTB, 3asBJICHUH, >XKallo0, TpEICTaB-
JCHWH W TpUJIaraeMbiX K HHM JIOKYMEHTOB
B DJIEKTPOHHOM (hopMaTe uepe3 opHUIHaTbHBIN
caiT cyna B mHTepHeTe. [Ipyn 3TOM HOKyMEHT
JIOJKCH 3aBEPATHCS SJCKTPOHHOM IOJITHUCHIO
B COOTBETCTBUH C POCCUHUCKHUM 3aKOHOIATEIb-
ctBoM. CyzneOHOoe peleHue, 3a UCKITFUYeHUEM
yka3zaHHbIX B 4. 2 cT. 474.1 YIIK P®, Takxe
MOXET OBITh HM3TOTOBJICHO B 3JIEKTPOHHOU
(hopMe M TIOANMKMCAHO CYAbCH YCHIJICHHOW KBa-
TUPUITUPOBAHHON DJIEKTPOHHON IOJITHUCKHIO
(ipu 3TOM 00SI3aTEILHO M3rOTABIUBACTCS JK-
3eMILISIp Ha OyMa)kHOM HocuTene). Takoe pe-
MICHUE 3aUHTEPECOBAHHOE JIMIIO MOXKET TOJY-
YUTh TIOCPEICTBOM HHTEPHETA.

I'AC «IIpaBocynue» comepxxut 27 moa-
CHUCTEM, KaxkJas W3 KOTOPBIX OTBEYaeT
3a ONpeleJCHHbIM (QYHKIMOHAT U OOBEKT
aBTOMaTh3aluu. Hampumep, moacucTeMa
«BuieokoH(DepeHIICBSI3bY obecrieunBaeT
CyIbl OOIICH FOPUCIUKIMUA YCIyTaMHu BHUJC-
OKOH(EpEeHIICBsI3M, OpraHu3aluell CeaHCOB
MHOTOTOYCUYHBIX BHJICOKOH(EPECHIUH, Mepe-
Jladel 3JICKTPOHHBIX KOIHH JIOKYMEHTOB He-
MTOCPENICTBEHHO B X0JI¢ CyIe0HOTO 3aceTaHm s,
a TaKXe YMpaBJICHHEM W aJIMHUHHUCTPUPO-
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BaHHEM BHJICOKOH(PEPCHIICBA3HU. [ JTaBHEIMU
3a/ladyaM¥ dTOU TIOICUCTEMBI SIBIISIOTCS: BBI-
MTOJTHEHUE TPEeOOBAHHH NEHCTBYIOIMETO POC-
CHICKOTO 3aKOHOATEIhCTBA M 0053aTCIbCTB
Poccun 1o MeXIyHapOOHBIM JOTOBOpaM
0 COTPYIOHHUYECTBE; YCKOPEHUE CPOKOB pac-
CMOTpEHUS JeJ; o0ecIeueHne 0e30MacHOCTH
YYaCTHHKOB IIPOIIECCa; IKOHOMHUS OIOJIKET-
HBIX CPEJACTB; JOCTYNI K MPaBOCYIHIO; yBe-
nudeHue 3QQPEeKTUBHOCTH M KadecTBa pabdo-
TBl cynoB. Co3maer yCIOBHsS IS Tepexona
OT TPaJHIHOHHOTO OyMa’kKHOTO JOKYMEHTO-
00opoTa K 3JEKTPOHHOMY moacuctema «Jlo-
KYMEHTOOOOpOT M OOpamieHus TpakIany.
Ona mpegHaszHAyeHa JUIsI aBTOMAaTHU3AINH
HH(POPMAITMOHHEIX MPOLECCOB TOKYMEHTO-
o0opoTa W IENONPOU3BOJCTBA B DJICKTPOH-
vHom mnopsake. 'AC «IIpaBocynue» wumeer
OTIpe/IeTICHHBIN ()yHKIIMOHA U 10 CYACOHBIM
IKCIEePTH3aM: TIOATOTOBKY TOKYMEHTOB B CO-
OTBETCTBUU C YTOJOBHO-IPOIECCYaTbHBIM
3aKOHOJATEIECTBOM JIJIsS HA3HAYCHHUS, TIPOH3-
BOJICTBA CyAeOHON SKCIEPTH3HI U MOy YCHHS
3aKIIOYCHUN; YHH(UKAIINIO METOIOJIOTHU
CyIeOHO-IKCIIEPTHON AEATCIBHOCTH W EIU-
HOOOpasme MPaKTHKH; TOCTYIl B COOTBET-
CTBUU C TOJUTHKONW WH(OOPMAIIMOHHBIX CBE-
JICHUH K CyIeOHBIM YKCIIEPTHBIM JOKYMEHTaM
[0 YTOJOBHBIM JeJIaM U TIPEIOCTABICHUE UX
QNEKTPOHHBIX Komuid monb3oBarelsim [AC
«IIpaBocynue» B 3aBHCHMOCTH OT MPOIECCY-
aJBHOTO CTaTyca YUYaCTHUKA U JIP.

JpyraM sieMEeHTOM mpolecca BHeEApe-
HUS THQPOBBIX TEXHOJNOTHH B YTOJOBHO-
MpoIecCyalbHyI0 cdepy SBISIETCS MpHMe-
HEHHE HU(PPOBBIX M TEXHUYCCKUX CPEICTB
B CyIeOHBIX 3acelaHUAX, 00ECHCUHBAIOIINX
BUJICOKOH(EPEHIICBSA3b, ayINO- U BHICOMPO-
tokonmpoBanue. Otuets CynebHOTO nemnap-
tameHTa OpeHOyprckoit obmactu «O padore
CYZOB 001I1el FOPUCIUKIINY TI0 PACCMOTPEHHIO
YTOJIOBHBIX J€JT IO NEepBOW HMHCTAHIIUI» IIO-
Ka3bIBaloT, 4To B 2018 roay uucio cymaeOHbIX
3acefaHuil C NMPUMEHCHUEM BHJICOKOH(DEpeH-
rcBsizu coctaBmiio 1639, B 2019 roqy — 1948,
B 2020-1768;  ayamompoTOKOIUPOBAHHE
B 2018 roxy npumensinock no 2150 yroiaoBHBIM
nenam, B 2019 roxy — mo 7143, 8 2020 romy —
mo 15977; BUIEOTPOTOKONIMPOBAHUE OCY-
mecTBisock B 2018 roay mo 33 yroioBHBIM

nmemam, B 2019 — mo 100, B 2020 — mo 338
(Judicial statistics of the Office of the Judicial
Department in the Orenburg region, 2021).
B nepuoa nanaemMun KopoHaBUpyca IpUMEHe-
HUE TEXHIUYECKUX CPENCTB, 00ECTICUNBAIOIINX
BUJICOKOH(EPEHIICBSA3b, ayINO- U BHICONPO-
TOKOJIMIPOBAHUE B CYACOHBIX 3aCeTaHMsIX CTa-
T 0COOEHHO aKTYaIbHBIMH, O €M CBHICTEIb-
CTBYIOT JaHHBIC OQHUIIMAIBFHONH CTAaTUCTHKH,
OTpa’kalollne SBHYIO IPOrPECCUI0 YyBelnye-
HUSI YUCJIa YTOJIOBHBIX €N, 110 KOTOPbIM OHU
HCIOJIb30BAJIUCD.

B nocyneOHOM IpOWM3BOACTBE TO YTO-
JIOBHBIM JI€JlaM TOXK€ IPUMEHSAeTCs Trocynap-
CTBEHHAas AaBTOMATHU3UPOBaHHAs CHCTEMA.
Tak, IloctranoBnenuem IlpaButensctBa PO
ot 15 nexabpst 2020 roga Ne 2113 yTBepxaeHO
[Tonoxenue o rocy1apcTBEHHONH aBTOMAaTU3H-
pPOBaHHOM cUCTeME NTPAaBOBOW CTATUCTUKU (1a-
nee — [lonoxenue). ['ocynapcTBeHHas aBTomMa-
TU3UPOBAHHAA CHCTEMa IIPABOBOM CTaTUCTUKH
(manee — TAC mpaBoBoii craructuku, [AC I1C)
MPEICTABIISET COO0I aBTOMATH3AINIO SIIHO-
r'0 rOCy/1IapCTBEHHOI'0 CTAaTUCTUYECKOIO yueTa
3asIBICHUN W COOOIICHUI O MPEeCTYIICHUSX,
COCTOSIHUS MIPECTYITHOCTHU U €€ PacCKpbIBaeMO-
CTH, COCTOSIHUSI HpPEIBApUTENILHOrO pacclie-
JIOBaHMsI, POKYPOPCKOI'O HAJ30pa U aBTOMa-
TH3anuio (HOPMHUPOBAHUS W TIPEICTABICHUS
OTYETHOCTH OPraHOB IIPOKypaTypsl. Oneparo-
POM JaHHOHM cucTeMBbI sBisieTcs ['eHepasibHas
npokyparypa P®.

Jannas cucrtema Mo3BOJIsET (HopMHUpO-
BaTh €IMHOEC HHPOPMAITHOHHOE TPOCTPAHCTBO
B OOJIACTH YTOJIOBHO-IIPABOBOH CTATHCTUKH.
Bce rocynapcTBeHHBIE CTPYKTYpPBI, OCYIIECT-
BIIAIOIME IIPEABAPUTEIBHOE pPaccieloOBaHue,
OCHAlIeHbl HEeO0OXOIUMOM TEXHHUKOH U Ipo-
TpaMMHBIM 00eCIeUeHHEM NIl pabOThHl B CH-
CTEME MPABOBOM CTATUCTHKHU. JOMKHOCTHbBIE
JMLa, B IPOU3BOJACTBE KOTOPBIX HAXOIATCA
YTOJIOBHBIE JIeIa, 00s13aHBI CBOEBPEMEHHO BHO-
CUTh JaHHBIE O XOJ€ PacCIeOBAHUS MO0 HUM
U TNPUHATBIM peleHussM (0 MpeKpalleHuu,
O INPHUOCTAHOBJIEHUHU, 00 OKOHYAHUHU IPOU3-
BOJICTBA U T.J1.). DTO MO3BOJISIET OCYLIECTBIISATH
HAJ30p 3a JEeSTeIbHOCTBIO IIPU IIPUEME U pe-
THCTpAINH 3asBICHUN W COOOIIEeHUi o mpe-
CTYIUIGHHM, a TaKXXe Ha MPOTSHKEHUU BCEro
X0/1a IPEeBAPUTENILHOTO pacciieIoBaHusl.
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I'AC mpaBOBOl CTAaTUCTHKH BKJIIOYA-
eT: TOpTajJ CHUCTEMBI IPABOBOH CTATHCTUKH
(cOop, 00paboTKa, XpaHESHUE U UCTIOTb30BAHUE
nHPOPMALINY, MOHUTOPUHT W aHAJIN3 CBEJIe-
HUH, TONITUCAaHUE JOKYMECHTOB); CIICIIHAIEHOE
mporpaMMHOe obecreueHrne (TOKyMEHTHPO-
BaHHE JAHHBIX); 3aKPBITBIH KOHTYDP CHCTEMBI
MIPaBOBOM CTATUCTHKH, COCTABJIAIOMICH ToCy-
JApCTBEHHYIO TaliHy; IOpPTajl TEXHHYECKOH
MOAICPKKH  WWW.gasps-support.genproc.gov.
ru (oOyueHHe ¥ MOBBIIICHHUE MPO(eCcCHOHATb-
HOT'O YPOBHSI KOMIBIOTEPHOH TI'PaMOTHOCTH);
ITOPTAJI IIPABOBOI CTATUCTUKU WWW.Crimestat.
r'u WIH TIpaBOBasicTaTUCTHKA.pd (0puImamnb-
Hasl CTaTHCTUYECKas WHPOpMAIUs); a TakKe
TPH MOACUCTEMEL.

3akJouenne

Hecmotpst Ha TO, 9TO CETOAHS HCIOJb-
30BaHUEe MH(POpPMAIMK B 3JICKTPOHHOM BHJIC
B MIPEJIETBHON CTEMEHH MUPOKO B COBPEMEH-
HOM OOIIeCTBE, IMpPaBOBas perjaMEHTAIHs
MeXaHH3Ma 3JICKTPOHHBIX (OPM B yTOJOBHOM
nporecce Poccun cinabas. Jinme HeOombIIOE
YUCIIO CTaTel YTOJOBHO-TIPOIECCYaTbHOTO
3aKOHa KacaloTCsl SJEKTPOHHBIX HOCHUTEIEH
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Abstract. In the Era of Artificial intelligence (Al) it is necessary not only to define precisely
in the national legislation the extent of protection of personal information and limits of its
rational use by other people, to improve data algorithms and to create ethics committee
to control risks, but also to establish precise liability (including criminal liability) for
violations, related to Al agents.

According to existed criminal law of Russia and criminal law of the People’s Republic
of China Al crimes can be divided into three types: crimes, which can be regulated with
existed criminal laws; crimes, which are regulated inadequately with existed criminal laws;
crimes, which cannot be regulated with existed criminal laws.

Solution of the problem of criminal liability for Al crimes should depend on capacity of
the Al agent to influence on ability of a human to understand public danger of committing
action and to guide his activity or omission. If a machine integrates with an individual,
but it doesn’t influence on his ability to recognize or to make decisions. In this case an
individual is liable to be prosecuted. If a machine influences partially on human ability to
recognize or to make decisions. In this case engineers, designers and units of combination
should be prosecuted according to principle of relatively strict liability. In case, when
Al machine integrates with an individual and controls his abiity to recognize or to make
decisions, an individual should be released from criminal prosecution.

Keywords: artificial intelligence; criminal liability; prosecution; to principle of relatively
strict liability.
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“IOpuouyeckutl uHcmumym, Mucmumym uHmen1exmyaibHou coOCmeeHHoCmu
Kumaticko-poccutickutl yeHmp cpasHumenbHo20 npasosedeHus

Xonanvckozo ynueepcumema

Kumaiickas Hapoornas Pecnyonuxa, Xanano

*Tomckutl 20Cy0apcmeeHHblil YHUepcumen

Poccuiickaa @edepayus, Tomck

*Hayuno-ucciedosamensckutl UHCmumym

DedepanvHoll cyxHcObl UCNOIHEHUs HAKA3AHULL

Poccuiickaa @edepayus, Mockea

AHHoOTanus: B 310Xy HCKYCCTBEHHOTO MHTEIUICKTA B HALIMOHANBHBIX 3aKOHAX HEOOXOUMO
HE TOJIBKO YETKO OMPEACINUTh 00bEM 3aLTUTHI TUYHON HHGOPMALIUH U TPAHUIIBI €TO
PaLMOHATIBHOTO UCTIONB30BAHUS IPYTHMH JTIOABMH, ONITUMU3UPOBATh ANTOPUTMBI JAHHBIX
U CO371aTh KOMUTET 110 ITUKE JUIsl KOHTPOJI PUCKOB, HO U YCTaHOBUTD YETKYIO IOPUANUECKYIO
OTBETCTBEHHOCTb (B TOM UHCIIC U YTOJIOBHYIO) 38 HAPYIICHUS], CBSI3aHHBIC C TIPOAYKTAMHU
HCKYCCTBEHHOI'O MHTEJIIEKTA.

B cootBeTcTBUM ¢ AEHCTBYIOLIUM YTOJIOBHBIM 3akoHoaaTenbcTBoM Poccun u KHP
[IPECTYIUICHUS, CBA3aHHBIE C UCKYCCTBEHHBIM HHTEIIJIEKTOM, MOXKHO IIOAPA3AEIUTh HAa TPU
THUIA: IPECTYIIIEHUSI, KOTOPbIE MOT'YT PErYJINPOBAThCS AEUCTBYIOIIMMH [10JI0KEHUSIMU
YTOJIOBHOIO 3aKOHA; IIPECTYIIEHHs], KOTOPbIE HEAJIEKBaTHO PETYIUPYIOTCA IS CTBYOIUMHU
YTOJIOBHBIMU 3aKOHAMU; IIPECTYILIEHNUS, KOTOPBIE HE MOTYT PETYJIMPOBATHCS ACHCTBYIOIUMHU
YTOJIOBHBIMM 3aKOHAMU.

Pemenue Bompoca 00 yrojaoBHOI OTBETCTBEHHOCTH 33 IPECTYIUICHUS, CBSI3aHHBIC
C UCKYCCTBEHHBIM MHTEJUICKTOM, JOJKHO 3aBHCETh OT CIIOCOOHOCTH MPOAYKTa
HCKYCCTBEHHOTO MHTEIIJIEKTA BIUSATH Ha CIIOCOOHOCTH (PU3MUECKOTO JIMIIA OCO3HABATH
0O0IIECTBEHHYIO ONACHOCTH COBEPIIAEMOTO UM JICSHHS U PYKOBOJUTH CBOUMU JICHCTBUSIMU
nin Oe3neiicTBusIME. Eciii MPoayKT HCKYCCTBEHHOTO HHTEIIIEKTA COUETACTCS C (PU3HMIESCKUM
JIMIIOM, HO HE BIMSET HA CIIOCOOHOCTH PACMO3HABAHUS U CYKACHUS (PU3NIECKOTO JINIA,
TO (pU3HUECKOE JIMIIO HECET YTONOBHYIO OTBETCTBEHHOCTh. EC/u MPOAYKT HCKYCCTBEHHOTO
MHTEJIEKTa YACTUYHO BJIMSET HA CIOCOOHOCTh PACHO3HABAHMS U CYXKICHUS (PU3UUECKOTO
JIMLa, TOrAA CIeAyeT NPUBJIEKATh K YTOJOBHONW OTBETCTBEHHOCTU IPOU3BOAUTENEH,
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pa3pabdoOTYNKOB MPOAYKTOB HCKYCCTBEHHOTO MHTEIUICKTA U IOHUTOB COUYCTAHUS
B COOTBETCTBUU C IPUHLMIIOM OTHOCUTEIBHO CTPOroil OTBETCTBEHHOCTH. B cityuae,
KOT/Ia TIPOTYKTHI HCKYCCTBEHHOTO MHTEIIEKTA COUCTAIOTCS ¢ (PU3NICCKUMH JINIaMU
U KOHTPOJHPYIOT CIIOCOOHOCTH PACIO3HABAHUS H CYKICHHS (PU3MIECKUX JIUIL, (GHU3HICCKIE
JIUIIA TOJDKHBI OBITH OCBOOOXKIICHBI OT YTOJIOBHON OTBETCTBEHHOCTH.

KuioueBble ciioBa: I/ICKyCCTBeHHHﬁ HHTEJUICKT, YIoJIOBHAasA OTBETCTBEHHOCTD, IIPUBJICYCHUC
K OTBETCTBCHHOCTH, IIPUHIUIT OTHOCUTEIILHO CTpOFOﬁ OTBCTCTBCHHOCTH.

JanHas ctarhsa MOAroTOBIEHA B paMKax Mpoekra HannoHanbHOTro (hoHIa COIMAIbHBIX
Hayk KHP «MHCTUTYT 0011l YacTh POCCUHCKOTO YTrOJIOBHOTO MpaBa» (MPOEKT
Ne 16 AFX008) 1 mporpaMMbl OCHOBHBIX ITPOEKTOB B 00J1aCTH (PUI0COPHN B COLUATTBHBIX
HayK B YHHUBepcuTeTe XdHaHb (HoMmep npoekra: 2019ZDXMO005). Dta crarbs Takxke

¢unancupyercs HarmonanbHbiM (hoHIOM 111 00y4eHUs 3a pyOesKoM.

Hayunas cnermmansaocts: 12.00.00 — ropucnpyneHius.

Introduction

Due to the development of cybernetics Arti-
ficial intelligence (AI) becomes more important
object of legal regulation (Kibal’nik, Volosyuk,
2018) and legal research (Shestak, Voevoda, 2019)
in our world. Including in Russia and China.

Federal law Ne 172 of 28 June 2014 “On
strategic planning in the Russian Federation”
and the Russian Federation Presidential Decree
of 07 May 2018 Ne 204 “On national objectives
and strategic concerns of the development of the
Russian Federation for the period up to 2024”,
the Russian Federation Presidential Decree of
09 May 2017 Ne 204 “On Strategy of the devel-
opment of information society in the Russian
Federation for 2017-2030”, the Russian Feder-
ation Presidential Decree of 01 December 2016
Ne 642 “On Strategy of scientific and techno-
logical development of the Russian Federation”,
the Russian Federation Presidential Decree of
10 October 2019 Ne 490 “On development of
artificial intelligence in the Russian Federation”
define directions of informatization in the Rus-
sian Federation. The later establishes the National
strategy of the Al development in the Russian
Federation up to 2030.

The President of the Russian Federa-
tion V. Putin, addressing to scientists, engineers
and representatives of high-technology business,
defined the necessity to hold leadership in Al
sphere. “Comfortable and safe cities, accessible
and qualified medicine, education, modern lo-

gistics and reliable traffic infrastructure, space
exploration, exploration of the World ocean, and
finally, national defense capability, the devel-
opment of all these spheres depends largely on
our success in Al sphere now and in the nearest
future. Not to notice changes, to reject them it
means to devaluate, to lose existent opportu-
nities, which can be great today, but tomorrow
they can become obsolete rapidly or be zeroed
out. Artificial intelligence is a resource of ex-
treme power. Those, who owns it, would break
forth”, — underlined the President of the Russian
Federation (Putin, 2019). Main principles of the
development and use of Al- technologies, obser-
vation of which is compulsory in carrying out
the National strategy of development of Al in
the Russian Federation, are protection of human
rights and freedoms, safety, transparency, tech-
nological state authority. Integrality of innovative
course, rational economy and maintenance of
competitive environment.

On 05 March 2017 Premier of the Chinese
State Council of Li Keqgiang in the Report of
the government’s work pointed strictly at sup-
porting the Al development, underlining “we
will accelerate elaboration and reorganiza-
tion of new materials, artificial intelligence,
electronics, biopharmaceutics, mobile service
of fifth generation and other technologies”.
(LiKeqiang, 2017). On 08 July 2017 the Chinese
State Council passed “Plan of the Al develop-
ment of new generation”, where it was clearly
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formulated requirements to creation of legal,
ethic and political system of AI”. In this official
document it was underlined that the important
principles of legislation on Al are principle of
human interest’s protection, principle of clarity
and principle of liability. Consequently, forma-
tion of corresponding principle of criminal lia-
bility is important part of creation of criminal
regulation, related to artificial intelligence. On
20 July 2017 the Chinese State Council pub-
lished “Next generation Al development Plan”,
suggesting “to build initial advantages of Al
development in China, to accelerate creation of
innovative country and world scientific — tech-
nological state”. (http:/www.gov.cn/zhengce/
content/2017-07/20/content_5211996.htm).

In Russia and in China attempts to use
artificial intelligence have even been made in
judicial sphere. Chairman of the Council of
Judges of the Russian Federation V. Momotov,
speaking at plenary meeting of international
conference in Qatar on subject “Prospects for
the use of artificial intelligence in judicial sys-
tem of the Russian Federation”, underlined “in-
troduction of artificial intelligence in judicial
system may provide a) elevation of quality and
effectiveness of judicial activity based on use
of support system of decision making by court,
for example, system of sentencing in criminal
proceeding, use of system of analysis of natu-
ral speech processing — recognition of general
sense of text with possibility to distinguish key
thesis from the text, use of speech recognition
and video content with purpose to mark audio
and video reports of court trials, computer-
managed preparation of judicial acts drafts,
b) efficiency improvement of judicial protection
of rights and legal interests of citizens, organi-
zations, state authority (based on use of intel-
lectual assistants of trial participants, extension
of distant participation in trials through use of
biometric identification of citizens), ¢) reduc-
tion of conflicts, rising of legal consciousness
by means of introduction of expert system
of predictive analysis of the results of a trial,
d) creation of systems of predictive analysis
for changing caseload depending on legislation
changes”. (Momotov, 2019)

President of the Supreme People’s Court of
China Zhou Qiang, speaking at the third World

internet-congress “Intellectual courts”, namely
at forum on problems of rule of law in the In-
ternet in 2016, said that he is going “to promote
actively application of artificial intelligence in
judicial sphere”.(Deng Heng, 2017). Simultane-
ously, technological companies began to join
their efforts with courts all over the country for
promotion the Al application in justice, for ex-
ample, [IFLYTEKCO.,LTD., as high-technology
company and the Supreme People’s Court from
three provinces and one city (Jiangce, Zheji-
ang, Anhui, Shanghai) signed a Decree on pro-
found strategic cooperation of three provinces
and one city at the Yangtze river delta in sphere
“Artificial intelligence + court” (http: /www.
ah.xinhuanet.com/2018—06/07/c_1122949446.
htm.). Alongside this cooperation the Supreme
People’s Court of Shanghai it was elaborated
“Shanghai High People’s Court intelligent as-
sistive case-handling system for criminal cas-
es” (system —206) (Yan Jianqi, 2018).

At the same time Russian and Chinese
legal communities conduct comprehensive
researches on legal issues, related to artificial
intelligence. Analyzing existed literature of
Russia and China, authors show that today Al
researches in legal sphere are concentrated
on the following aspects: 1) definition of the
notion Artificial intelligence (Arhipov, Nau-
mov, 2017; Ponkin, Red’kina, 2018; Vasil’ev,
Shpopper, Mataeva, 2018); 2) studying of the
Al influence on the whole legal system and
separate legal system (Yu Chengfeng, 2018;
Li Sheng, 2018.); 3) studying Al legal capaci-
ty (Yastrebov, 2017; Wu Xiyu, 2018; Shestak,
Volevodz, 2019.); 4) it is considered possible
Al influence on branch law, for example, le-
gal basis of liability for the damages, caused
during the operation of an autonomous car
(Churilov, 2018); doctrinal criminal law ques-
tions (Kibal’nik, Volosyuk, 2018); subject of
Al crime and criminal liability (Mosechkin,
2019); legal issues, related to application of
criminal legislation in crimes against proper-
ty (Lin Shaowei, 2018; Jiang Bixin, Zheng Li-
hua, 2018; Wu Yunfeng, 2018), and system of
punishment (Liu Xianquan, 2018; Hisamova,
Begishev, 2019.) and others. There are not so
many specified researches, related to the prob-
lem of criminal liability for Al crimes.
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Criminal risks of AI application

Al based on digital technologies is one of
tendencies of future society. According to ex-
isted difference between types of Al there are
two of them: a strong Al and a weak Al. Strong
Al, having powerful mathematical and logical
abilities, refers to big data, capacity to learn,
algorithms, it moves towards mankind model.
Regarding this Al type in future we should con-
sider problem of its structured coexistence with
humans in a society. At the same time, weak
Al, focused on narrow tasks, realizes general
human tasks under data guidance, for example,
autopilot is typical weak Al (ZhengGe, 2017).
Both strong Al and weak Al need big data and
it follows risks and problems. Consequently,
with a huge development and widespread Al
application in different spheres of life there
arise some negative problems such as social
danger associated with excessive or incorrect
use of Al technologies, social damage, asso-
ciated with “autonomous” Al decisions, made
with use of technologies of “computer-assisted
instructions” and “deep learning”.

Problem which influences the most on
human consists of the fact that when artificial
intelligence is progressing to such a degree,
it can form its own consciousness and it can
damage itself or human. Scientists predicted
that “during Al Era people will lose their sa-
cred status, they will become animals, who
are captured by robots, and they can be mur-
dered by robots at its own wish”. (Yuval Noah
Hariri, 2017). Analyzing examples when ro-
bots damaged themselves or other people,
what happened in judicial practice, we can see
that there is such a problem. For example, on
12 November 2013 in Austria there was an in-
cident of “suicide” of a robot-cleaner, as a re-
sult the house of owner was burnt down. The
reason of Roomba “suicide” was concluded as
unbearable difficult housework (www.tanling.
com/archives/1921.html). On 18 November
2016 at the International High-Tech Fair in
China (Shenzhen city) there was the first inci-
dent of robot abuse in China, resulting sudden
failure. This robot named “Fabo” broke the
glass of exhibition booth and injured a visi-
tor because of absence of proper instructions
(Yao Wangqin, 2019).

Obviously, criminal risks in human soci-
ety, created by Al technologies, are increas-
ing quite fast. At present time (i.e. at the Era
of weak Al) criminal risks, related to artifi-
cial intelligence, can be divided in two cate-
gories: firstly, criminal risks, emerging in use
of intellectual robots by individual. Including
cases, when an individual didn’t expect by
negligence that intellectual robots could have
caused damages, but these actions have serious
consequences for the society; or an individual
anticipated that robots could have caused dam-
ages, but carelessly he planned to prevent from
damages, and these actions have socially dan-
gerous results; secondly, criminal risks, related
to use of intellectual robots with intention to
commit a crime.

It is not unusual when there are serious
dangerous consequences when normal using
of intellectual robots. For example. In 2016 in
Handan, Hebei China self-driving car Tesla
during “highway driving” failed to distinguish
another car according to its program settings,
as a result the driver died. In 2018 in Arizo-
na, U.S. there was an incident when a pedes-
trian was struck by autonomous car Uber. In
2015 one of employees of Volkswagen was
grabbed by robot and crushed against a met-
al plate while working on production line; he
suffered a lot and died from his injuries in hos-
pital (http:/news.mydrivers.com/1 /437/437018.
htm).

There are a lot of cases when a person uses
intellectual robot to commit a crime. For exam-
ple, a person uses pilotless IR camera to search
cannabis farm and manipulates pilotless aerial
vehicles to commit cannabis theft. Meanwhile,
there are cases, when people equipped pilot-
less aerial vehicles with guns, loud-speakers
and other devices, manipulating pilotless aeri-
al vehicles to rob pedestrians (http: / /digi.163.
com/14 /0418 /17/9Q40Q61Q001620UT.html).
Al technologies can help in military sphere to
clear mines and to provide security of people,
but if it is used by terrorists, it can lead to un-
believable dangerous consequences.

Therefore, Al development, extensive use
of autonomous devices lead to technical and
ethical problems. Including legal regulation’s
problems of relations between a robot and a hu-
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man, between a robot and a robot (Cukanova;
Skopenko, 2018). Based on real cases of inflict-
ing injuries to a human by artificial intelligence
and cases, which can happen in future, lawyers
should consider issues of using criminal norms
to prevent Al offences against human interests.

Legal regulation of AI crimes
in Russia and China

At this Era of weak Al intellectual robots
may act only as extension of human body and
mind, accomplishing actions within elaborat-
ed programs for realization of human will and
consciousness. In the context of current level
of development Al technologies existed crim-
inal norms of Russia and China may regulate
the majority of crimes, related to artificial in-
telligence, but there are some statements of the
Criminal Code of the Russian Federation and
the Criminal Code of the People’s Republic of
China, which are too blurred. These statements
need to be explained by means of judgments or
by criminalization of new criminal acts, aris-
ing at the Al Era, it is necessary to restore the
balance between high development of technol-
ogies and relative stability of Criminal Code.
According to existed criminal law of Rus-
sia and criminal law of the People’s Republic
of China Al crimes can be divided into three
types: crimes, which can be regulated with
existed criminal laws; crimes, which are regu-
lated inadequately with existed criminal laws;
crimes, which cannot be regulated with existed
criminal laws.

1. Al crimes, which can be regulated with
existed criminal laws. These crimes refer to
Al crimes which can be actually regulated
with existed criminal laws of the Russian Fed-
eration and criminal laws of the People’s Re-
public of China or they can be regulated only
with judicial explication aimed at strict defi-
nition of sphere and application of statements
of the Criminal Code. For example. In “The
first case with Al use for committing a crime
in China”  (http://www.xinhuanet.com/lo-
cal/2017-09/26/c_1121726167.htm), criminals
using capacity of an intellectual robot to learn,
programmed it to distinguish effectively iden-
tification code of image data. This skill helped
criminals to gain the access to personal accounts

and passwords of users on different websites
(http: / /www.sohu.com/a/202973604 65917).
Essentially it is illegal access to personal infor-
mation of citizens, it is regulated with part 3 of
art.253 of the Criminal Code of the People’s Re-
public of China “Theft or illegal access to per-
sonal information through other means”, that
is why these actions can be qualified as illegal
access to personal information. In the Russian
Federation illegal access to computer informa-
tion, containing personal information on pri-
vate life, committed willfully and knowingly
for mercenary or personal purpose, providing
causing damage to rights and legal interests
of citizens, is treated accumulative sentencing
with art.272 and art.137 of the Criminal Code
of the Russian Federation.

2. Some traditional crimes have ac-
quired new characteristics in Al context
and criminal law cannot cope with it effec-
tively. At this Era of weak Al the behavior
of intellectual robots is controlled with pro-
grams, elaborated and created by a human,
these programs carry out human will and
consciousness and they are continuation of
human body and mind. By contrast of tradi-
tional criminal tools they are not only exten-
sion of human body, but they are extension
of human intelligence, so this “intelligence”
leads to certain changes in initial patterns
of human behavior. Previously. In case of
traffic accident, happened during a driving
of a car (supposing that the driver is fully or
partially responsible for the accident): when
the accident was caused by quality of a car,
responsibility for the product’s quality is car-
ried by automobile manufacturer or designer;
when the accident was caused by driving vi-
olation, responsibility for it is carried by the
driver. Nowadays autonomous car requires
participation of a driver during the process
of driving, that is why it is allowed to make
driver responsible for the accident according
to mentioned model of responsibility. How-
ever, if an autopilot is developing to the stage
of fully-automatic driving. In other words,
it is driving without participation of a driv-
er, and this autopilot causes an accident, so
if the accident is caused by the quality of a
autonomous car, we can still charge automo-
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bile manufacturer or designer with it; but if
the accident is caused by driving violation,
we cannot charge the driver with it, because
autonomous car is related to weak intelli-
gent robots and cannot be responsible for its
actions due to the lack of its own will and
consciousness. Criminal liability for a traffic
accident, which should be imposed on driver,
cannot be transferred to an autonomous car.
In this case is it possible to make automobile
manufacturer or user of this autonomous car
liable for this traffic accident? If the answer
is positive, are they liable for the quality of a
car or for traffic accident? There is no clear
regulation of these questions in existed crim-
inal legislation of Russia and China.

3. Al crimes, which cannot be regulated
with existed criminal laws, present a serious
danger for the society. These actions cannot be
regulated with current Criminal Code of the
Russian Federation or Criminal Code of the
People’s Republic of China for a couple of rea-
sons:

Firstly, actus reus (elements of crime),
provided by criminal law, doesn’t cover new
forms of behavior at the Al Era. For example,
today with Al technological development and
with its combination with biology and neurol-
ogy, there were produced Al prosthetic de-
vices, which can help to a variety of disable
persons to solve their problems and to reduce
their suffering. If a person destroys Al pros-
thetic device, which works good with human
body, it can cause great physical and mental
suffering to its owner. Consequently, if we
consider these Al prosthetic devices as prop-
erty of a person and its damage is just a de-
struction of property, it doesn’t make sense;
meanwhile if we consider Al prosthetic device
as a part of human body, it seems highly prob-
able that damage of prosthetic device leads to
health problem of a person. However, accord-
ing to the Criminal Code of the Russian Fed-
eration and the Criminal Code of the People’s
Republic of China, willful health damage is
considered as a crime only in case when bodi-
ly injuries form petty bodily harm (in Russia)
and minor personal injury (in China), it is pos-
sible not to consider damage of Al prosthetic
device, which didn’t cause short-term health

problem or petty loss of ability to work, as
minor personal injury or petty bodily harm,
so it couldn’t be considered as a crime. At the
same time with Al technologies development
Al prosthetic devices become cheaper. Price
of Al prosthetic devices may not be compared
to the notion of considerable damage, which is
required as actus reus (elements of crime) of
deliberate destruction or damage of property.
In other words, existed criminal laws of Rus-
sia and China do not define liability for dam-
age of Al prosthetic devices of other people.

Secondly, there are no elements of crime.
Including new form of behavior, appeared at
Al Era in the current Criminal Code of the
Russian Federation or the Criminal Code of
the People’s Republic of China. For example,
Microsoft created Al chatter bot Tay (chat-
ter bot Tay was designed as 19-year-old girl),
who has capacity to learn from interacting
with human users. Some users figured out
how it worked and using the mechanism of its
learning, began tweeting politically incorrect
phrases. Microsoft shut down the service the
next day because of inflammatory and offen-
sive tweets such as racism. Microsoft had re-
leased this chatter bot for entertainment but
deliberately offensive behavior of other users
made Tay to be in “instrument” of racist state-
ments. According to the Criminal Code of the
Russian Federation and the Criminal Code
of the People’s Republic of China, extensive
use of such statements can be considered as a
crime. Imagine is it a corresponding deliber-
ate crime when a person deliberately teaches
Al bot to pronounce these words? In addition,
if creators of Al robots didn’t manage to es-
tablish some functions to stop this behavior
(i.e. Al robots cannot do it automatically), is
it possible to consider these creators guilty in
committing crime by negligence? If it is nec-
essary, how should we build and improve cor-
responding legislation in this sphere?

To sum up. In course of the Al develop-
ment we have more similar questions, that
should be answered, that is why it is necessary
to improve statements of the current Criminal
Code of the Russian Federation and the Crim-
inal Code of the People’s Republic of China to
meet the requirements of Al Era.
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Influence of AI existence
on traditional definition of criminal liability

Criminal law should respond to the chang-
es of time. However, faced with different crim-
inal risks, related to Al technologies, current
criminal legislation can hardly manage all new
problems. Thereupon it is necessary to create
new conception of criminal law, to improve
legislation and judicial practice, adjusting to
the requirements of time. Several scientists
suppose that it’s no purpose discussing crim-
inal liability and legal capacity of intellectual
robots, because they are just additional instru-
ment for a human to deal with any work (Shi
Fang, 2018). This viewpoint is based on the
fact that intellectual robots today are weak Al
robots, they can be used as part of a process,
created and designed by a human to embody
human will, and therefore only users can be
subjected to of criminal liability. In our opin-
ion. Intellectual robot is subject of the crime or
it is an instrument of crime, it can influence on
definition of criminal liability. It is revealed in
following:

Firstly. Intellectual robots, used as crime
instrument. Influence on criminal liability for
committed crime. According to the judgment
of the Supreme People’s Procuratorate of the
People’s Republic of China of 18.04.2008 on
classification of crime by way of receiving, use
a credit card of another person in cash machine
(ATM), it is stated that this action is provid-
ed by section 3 part 1 art.19 of the Criminal
code of the People’s Republic of China “use
of credit cards, belonging to another person,
without their knowledge or consent” and it is
considered as credit card fraud. Concerning
this Judgment some scientists noted that as far
as cash machine (ATM) could not be deceived
because it didn’t have consciousness, it could
not make a mistake of perception and could not
dispose its property because of the perception
mistake, that is why use of credit cards, belong-
ing to other people without their knowledge or
consent should be considered as theft (Zhang
Mingkai, 2009). Other scientists stated that the
main reason of classification of this crime as
credit cards fraud consists in the fact that cash
machine (ATM) after programming is business
staff which operates on behalf of the financial

institution for financial processing: considering
that business staff can be defrauded, computer-
programmed cash machine can be a fraud sub-
ject for sure (Liu Xianquan, 2017). In other
words, computer-programmed cash machine is
distinct from regular technical vehicles in that
they have recognition function of human brain,
what can influence on definition of criminal li-
ability in cases when they are subjects of crime.
It seems that when people come down the weak
Al Era. Intellectual robots have the capacity to
deep learning, they acquire functions of human
brain, and certainly it will influence a great
deal on criminal liability of guilty persons.

Secondly. Intellectual robots, as crime
instruments. Influence on criminal liability of
guilty persons. Classification of criminal liabil-
ity between designers and users can vary with
the growth of “intellect” of intellectual robots,
when robots are instruments for committing
crime by people. For example, when a usual car
is not dangerous, but its driver violated traffic
rules and it led to a big accident, designer of
a car is not liable for this crime. The user of
this car (i.e. the driver) is liable for this crime.
Meanwhile autonomous (self- driving car or
robotic car) is controlled by a program of au-
topilot (for example, the way or direction of the
car), there are only passengers in this car, there
is no driver in it: in case of serious accident,
related to the procedure itself (including viola-
tion of traffic rules by autonomous car and so
on), the designer of autonomous vehicles can
be liable for this accident only. It follows that
at Al Era risks, related to Al technologies, are
growing up shortly and intellectual robots, by
contrast with ordinary auxiliary instruments.
Influence on detection and classification of
criminal liability towards wrongdoers.

It seems that the conception of the criminal
law, criminal legislation and judicial practice
should be adapted to time tendencies to pro-
vide that criminal law, being “the last defense
line of the society”, plays its role to guarantee
stable and strong development of the society.
Conception and system of criminal law in ev-
ery social form are different, it is reflection of
the fact, that criminal law corresponds to ten-
dencies of the society’s development. Today we
live at the weak Al Era. Intellectual robots with
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capacity to deep learning, playing important
role in all aspects of social life. Influence and
continue to influence on the development of so-
cial forms. That is exactly why we should adapt
the concept of criminal law to provide stable
development of Al technologies, to prevent and
to control criminal risks, related to Al technol-
ogies, finally to achieve purposes of protection
of human interests and contribution of progress
in social development. This is the essence of
the idea of criminal law at Al Era.

At Al Era we should create a perspective
view of the criminal law concept. While tech-
nical backgrounds and social conditions, lying
in the basis of criminal legislation at Al Era,
are changing quickly (Zhao Li, 2015; Begishev,
2018), we should predict possible criminal risks
today and think over response strategy.

The solution of the problem
of liability for AI crimes

As it was mentioned above, Strategies of
Al development were enacted in Russia and in
China. In these official documents it was un-
derlined that the important principles of leg-
islation of Al are principle of human rights
protection, principle of clarity and principle of
responsibility. Consequently, composition of
principle of criminal liability is an important
part of criminal norms, related to Al

Summarizing all opinions of Chinese sci-
entists on Al liability (Chen Xingliang, 2010;
Xia Chenting, 2019; Liu Honghua,2019), the
authors approve introduction of strict liability
into system of criminal law and application of
relatively strict liability in context of rule of
law towards Al crimes.

1. Introduction of strict liability

In the Chinese criminal law imputation of
liability. In general, is considered as criminal
liability of a person for committing a crime
(Feng Jun, 1996), i.e. imputation of liability is
general impact of correlation between a crime
and criminal liability. Al crimes, as negative
consequence of technical progress, are both an
output of industrial society and typical effect
of technology-related risk in society. Gravity
of social risk, created by Al, is beyond human
ability to find and to solve the problem, that

is why necessity of criminal regulation of Al
crimes is obvious. Nevertheless, artificial intel-
ligence, as a highly intelligent “person”, may
not only create and carry out unlawful risks,
but it is able to evade created risks by means
of effective control; it means that if an artifi-
cial intelligence commits a crime, it will be li-
able for all negative consequences. In this case
there are some theoretical challenges to impose
criminal liability on artificial intelligence; con-
sequently, it is essential to create special prin-
ciples of imputation of criminal liability for Al
crimes according to characteristics of social
risk to solve general problems on regulation of
Al crimes.

General content of traditional principle of
imputation of criminal liability lies in the fact
that criminal liability is caused with guilt of a
person, i.e. guilt of a person is starting point
for subjecting to criminal liability. Deliberate
intent and negligence as content of guilt are not
only individual elements of crime, but it is a
condition for determination of criminal liabil-
ity. Consequently, a subject is not liable for its
personal innocence. Faced to numerous com-
plicated social risks, related to technical devel-
opment, the opinions of Chinese scientists were
divided over mentioned problem: some scien-
tists considered that it was necessary to break
the limits of principle of criminal liability on a
provisional basis and to move to problems of
criminal law on prevention and control of risks
to provide security (Hao Yanbing, 2012); other
scientists noted that it was necessary to follow
principle of guilt with guarantee of freedom by
criminal law (Lao Dongyan, 2014). Despite dis-
agreements among scientists of criminal law,
social practice and legal progress are develop-
ing according to its internal patterns, criminal
law, as the last defense and control line of the
society, enriches itself gradually with its con-
tent due to the changes of time. In mentioned
case principle of strict liability (Li Lifeng,
2009) become strategic.

Al crimes as impact of technical risks are
characterized with co-existence of the present
and uncertainty of risk in modern society. Al
products may achieve or overpass human in-
telligence by means of deep learning process,
what can considerably increase expectation of
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uncontrolled risks (Ma Changshan, 2018). Be-
sides, as far as use of the technology of “black
box” in Al agents leads to non-transparency
of its algorithms, terminal users do not know
how Al agents make their decisions by means
of their algorithms. Definition of the process
of making up the decisions by Al agents is
uneconomic and even impossible task, accord-
ing to the traditional principle of fault-based
liability definition of this element of guilt is
important and irreplaceable in the process of
imposition of criminal liability. In that context,
with reference to uncontrolled risks, related to
Al crimes and non-transparency of algorithms
of Al behavior, application of the principle of
strict liability meets to a greater extent the re-
quirements of technical norms and regulatory
requirements at Al Era.

2. Application of the principle
of relatively strict liability
in context of rule of law

Application of the principle of relatively
strict liability in context of rule of law means
that it is limited sphere and degree of applica-
tion of strict liability by means of direct regu-
lation of the legislation, i.e. due to differences
between strong Al and weak Al and to the lev-
el of combination of Al and an individual it is
necessary to establish principle of fault-based
liability with amendments of the principle of
relatively strict liability.

Today majority of Russian and Chinese
scientists, hewing to position “instrument”
and “ agent” (Wu Handong, 2017; Mosechkin,
2019), consider that designer and user of Al
agent should be liable for its actions, if a ma-
chine of weak Al is used for committing a de-
liberate crime, user should be found guilty due
to personal guilt. Other scientists noted that
despite the fact that machine of weak Al does
not have capacity to commit deliberate crimes
itself due to absence of full consciousness and
individual capacity to identify and to control
its actions in context of criminal libility, at
the same time it is not equivalent to tradition-
al technical instruments. Weak Al, having the
capacity to deep learning, may use technology
of “black box” for making corresponding deci-
sions and consequently, it has certain individu-

al characteristics, what will lead to individual
“intellectual” differences of different Al units,
which can be beyond intentions of designers
(Li Zhengquan, 2019). In these cases criminal
liability for crimes, committed by Al by neg-
ligence, demands introduction of the principle
of relatively strict liability to explain classi-
fication of liability between Al creators, Al
manufacturers, Al owners and Al users. As ex-
amples we can name cases of traffic accidents
with autonomous cars: a) if the user of this car
didn’t participate in driving of this car, his li-
ability is excluded and according to principle
of relatively strict liability, the owner, manu-
facturer or programmer of autonomous car are
liable for the accident. Nevertheless, mentioned
case refers to the problem of responsibility for
manufactured products, so corresponding par-
ties should be solidarily liable; b) in case when
user participated partially in driving of this
car on autopilot mode, but he didn’t take any
effective and adequate measures to slowdown
the car to prevent socially dangerous conse-
quences, he should be solidarily liable for the
accident jointly with owner, manufacturer and
programmer. Concerned parties may exclude
or define shares of liability according to their
corresponding and reasonable arguments.

As to imputation of criminal liability for
actions of strong Al units, as it was predicted
by some scientists, strong Al has remarkable
capacities to recognize and control its actions,
consequently, it has corresponding criminal im-
putation, so criminal liability for committing a
crime is followed according to the principle of
fault-based liability. Although some scientists
consider that appearance of strong Al may lead
to the end of mankind (Hawking, http:/www.
sohu.com/a/137173188 609518), however, peo-
ple’s efforts to improve life by means of im-
provement of technology and science are not
stopped, as efforts to improve laws for regula-
tion of the development process of science and
technology. In this context, “purpose of the leg-
islator is not to establish definite order, but to
create conditions when well-ordered structure
can be built itself and be reconstructed perma-
nently” (Friedrich von Hayek, 1997). We are
sure that legislators have enough wisdom to
restraint the development of strong Al in con-
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text of protection of human rights, that is why
the discussion of criminal liability towards Al
strong units is not excessive.

It is possible to predict that in future the
model of combination of human and Al will
be permanent. When it comes to imputation of
criminal liability in case of integration of a hu-
man and Al, we should form out three follow-
ing consequences: firstly. In case when an Al
unit is jointed to a human, but doesn’t influence
on his ability to recognize and to judge, so unit
should be identified as additional instrument,
belonging to a weak Al, for example, when us-
ing system of improvement of paramedical aid
an individual bears criminal liability; secondly.
In case when Al is combined with a human and
it influences partially on his ability to recog-
nize and to judge, an Al agent is theoretically
still a weak Al, but its judgments on making
decisions direct and influence on committing
of a crime by a person, it is necessary to charge
manufacturers, Al machine’s engineers ac-
cording to principle of relatively strict liabili-
ty; thirdly. In case when Al is integrated with
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Abstract. In 2020, Chapter 22 of the Criminal Code of the Russian Federation was amended
by Article 200.7, stipulating liability of arbitrators (arbitral referees) for corruption-related
crimes. Such a decision of the law-maker is differently weighed by criminalists, namely,
given that the object under protection is referred to the sphere of economics. Although,
the explanation of this approach is connected with the fact that the activities of arbitrators,
though performed within the system of justice, meaningfully affects a complicated network
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The article thoroughly analyzes the proposals on criminalization of illicit activities of
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of relevant case-law of those countries where such norms are applied.

The authors elaborate a detailed criminal and legal characteristics of the analyzed deed,
revealing the features of all its elements, including the rights and obligations violated by
arbitrators which are enshrined in the blanket legislation (first and foremost, in the Federal
Law “On Arbitration Tribunals in the Russian Federation”), evaluative features of elements
of a crime, a moment of accomplishment of a crime, setting up a correspondence between
the elements of a subject and legal provisions of sector specific legislation etc.

Based on the analysis of the case-law on related elements of a crime: bribes, commercial
bribe, the article proposes solutions of the problems which will definitely occur in
determination of a deed. In particular, given that an arbitration tribunal considers a dispute
by three arbitrators, with every one of them participating in making an arbitration award,
the authors point out, which exactly actions one arbitrator should perform as a subject of

passive bribery and how an issue on determination will be solved if all three arbitrators
are bribed.
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Hayuno-obpazosamenvuviii yenmp « ¥Y20108H0-NpaAgo6as IKCHEPMuU3a»
Mockosckuii cocyoapcmeennvlil ynusepcumem umenu M. B. Jlomonocosa

Poccutickas ®eoepayus, Mocksa

Annoranusi. B 2020 r. rmaBa 22 YronoBHOTo Kojekca PD nomojiHeHa cTaThew,
MIpeyCMaTPUBAIOIIECH OTBETCTBEHHOCTh apOUTPOB (TPETEHCKUX Cy/el) 32 KOPPYIIIHOHHEIE
npectyruieHust. Takoe perenne 3aKoOHOAATeNsl T0-Pa3HOMY OIIEHMBACTCSI KPUMUHAITCTAMH,
B TOM YHCJIC BBy OTHECEHHs 00BbEKTa OXpaHbl K chepe SIKOHOMUIECKOU JIeATSIIEHOCTH.
OpHaKko 0OBSICHEHUE TAKOTO IMOJIX0/1a CBA3aHO C TEM, UTO JICATEIIBHOCTh apOUTPOB XOTS
1 OCYIIECTBIISIETCS] B CHCTEME TTPABOCY/IUSI, OHAKO COACPKATEIHHO BIUSET Ha CIIOKHBINA
KOMIIJIEKC OTHOIIEHHWH B 00IACTH XO3IHCTBOBAHUS.

B crarpe noapoOHO aHAMM3UPYIOTCS IPEIOKEHNS 0 KPUMHUHAIIN3AINHA HEITPaBOMEPHOM
JIeSITeIbHOCTH TPETEeNCKUX cyzier kak B Poccum, Tak 1 Ha MEXIyHApOTHOM YPOBHE,
B 3apyOeKHBIX CTpaHax, MPUBOISTCS IPUMEPHI M3 CyIeOHOM MPAaKTHKH TEX CTPaH, Ie
CyIIECTBYIOT aHAJIOTUYHBIE HOPMEI.

ABTOpBI pa3padaThIBAFOT MOIPOOHYIO YTOJOBHO-TIPABOBYIO XapaKTEPUCTHKY aHATM3UPYEMOTO
JIeSTHUS, PACKPBIBasl IPU3HAKHK BCEX €TI0 AJIEMEHTOB, B TOM YHCJIC HapyliaeMble apOuTpaMu
IpaBa ¥ 003aHHOCTH, 3aKPEIICHHBIC OJIAHKETHBIM 3aKOHO/IATEILCTBOM (B TIEPBYIO 0Yepe/ib
®enepanbpabM 3ak0HOM «O Tpererickux cynax B Poccuiickoit deneparium), O1ieHOIHBIS
MPU3HAKU COCTaBa, MOMEHT OKOHYAHUS MPECTYIUICHUS, YCTAHOBICHHS COOTBETCTBUS
MIPHU3HAKOB CYOBEKTA MOJOKEHUSAM OTPACIICBOTO 3aKOHOIATEILCTBA U JIP.

Ha ocHoBe ananmza cyneOHON MPaKTUKHY 10 CMEKHBIM COCTaBaM MPECTYIUICHUS — B3SITKH,
KOMMEPYECKOTO MOAKYIa — MPeJIararoTcs pelieHus MpooiieM, KOTOpbIe HEU30eKHO
BO3ZHHUKHYT NPH KBAJTA(PHUKAIIAK JISSTHUS. B 4acTHOCTH, C y4€TOM TOTO0, YTO JIeNia B TPETECHCKOM
CyJle paccMaTpUBAIOTCS TPEMS CYJIbSIMU, KXKIBIA U3 KOTOPHIX yYaCTBYET B MPHUHSITUH
peIleHH s, aBTOPHI YKA3bIBAIOT, KAKHE HMEHHO JICHCTBHS JIOJDKEH COBEPINIATh OJMH apOUTp
KaK CyOBEKT MTACCHBHOTO IMOJIKYIIa M KaK OyJeT peraThbcsi BOPOC KBAIM(UKAIINH, €CITN
TTOJIKYTUICHBI BCE TPOE TPETEUCKHUX CY/IEH.

KunroueBble c10Ba: yroJoBHAS OTBETCTBEHHOCTD, aPOUTP, KOPPYIIIMOHHBIC TPECTYIUICHUS,
B3SITOYHHUYCCTBO, MTOJKYH apOuTpa.

Hayunas cneunansaocts: 12.00.00 — ropucnpyaeHuus.

Introduction. One of the most vivid indi-
cators of the intention of a state to prevent any
manifestations of corruption imply numerous
changes in the legislation permanently extending

the scope of criminal liability for illegal gratifi-
cation of executive officers, persons discharging
managerial functions in a profit-making orga-
nization and some other categories of persons

-1109 -



Maria A. Filatova and Pavel S. lani. Bribery of an Arbitrator (Arbitral Referee): Criminal Characteristics

for performance (ommission) of actions in the
course of exercise of their powers.

As testimony to the above trend those in-
cluded:

*  Supplementing a group of legal rules
on liability for corrupt business practices and
bribery (Articles 204, 290 and 291 of the Crim-
inal Code of the Russian Federation) with arti-
cles on mediation in corrupt business practices
and small-scale corrupt business practices, and
on mediation in bribery and small-scale brib-
ery (Articles 204.1, 204.2, 291.1 and 291.2 of
the Criminal Code of the Russian Federation);

* Criminalization of bribery of a contract
employee, contract executive manager, member
of a procurement commission (Article 200.5 of
the Criminal Code of the Russian Federation);

e Criminalization of bribery of an ar-
bitrator (arbitral referee) (Article 200.7 of the
Criminal Code of the Russian Federation).

Statement of the problem. The reform-
ing has least of all touched upon Article 184 of
the Criminal Code of the Russian Federation
envisaging criminal liability for exerting influ-
ence on the results of professional sport compe-
titions or entertainment profit-making contests.
Over the last 25 years of history of this legal
provision, it has been amended twice — to cor-
rect a title, to introduce a part on mediation and
specify in a footnote conditions to discharge
from responsibility.

Based on the records of the Judicial De-
partment of the Supreme Court of the Russian
Federation, data from legal reference systems
and the Internet-based resource “Judicial and
Normative Legal Acts of the Russian Federation
(sudact.ru), it should be concluded that the above
legal provision was absolutely deadborn — be-
tween 2012 and 2020 no person' was convicted
under that legal provision, it was not possible to
find earlier or later judgments either. Assuming
that the findings of journalist investigations are
true?, the latency of crimes is absolute.

! Judicial Statistics on Corruption-Related Cases, Judicial
Department at the Supreme Court of the Russian Federation.
Auvailable at: http://www.cdep.ru/index.php?id=150

2 Tricking with Bets: “Leaks” of Rigged Matches — All
Schemes and Disclosure. Details on the “Chempionat”]. avail-
able at: https://www.championat.com/bets/article-3719927-
razvod-v-stavkah-na-sport-sliv-dogovornyh-matchej—-
shemy-i-razoblachenie.html?utm_source=copypaste (in Rus.)

Before proceeding to the analysis of the
criminal legal characteristics of bribery of an
arbitrator (arbitral referee), one should uphold
the conclusion on systematic shortcomings
evincing in supplementing of the criminal law
with the analyzed legal provision.

Thus, on evaluating a legislative decision
to supplement the law with a legal provision
on bribery of an arbitrator, A.V. Ivanchin
pointed at:

— inconsistency of a law-maker in ques-
tions of inclusion of the elements of giving
and taking of a bribe in a single article, as it
was done in Articles 184, 204 and 200.5 of the
Criminal Code of the Russian Federation as
opposed to division into separate articles in re-
spect to giving and taking of a bribe;

— similar incoherence in respect to the
institute of mediation, because in certain ele-
ments it was singled out in a separate article
(for example, Article 291.1 of the Criminal
Code of the Russian Federation), in others — it
was included in one of the parts of the article
(for example, Article 184, Part 5 of the Crimi-
nal Code of the Russian Federation), in the new
one — it was missing at all, whereupon the insti-
tute of accomplice should be used for criminal
and legal evaluation of a relevant act;

— absence — once again in violation of log-
ical supplement of the criminal law with legal
rules on small-scale bribery and minor corrupt
business practices — of liability for small-scale
bribery of an arbitrator (Ivanchin, 2020).

A.N. Kameneva partially upholds the pro-
posals to “single out” giving to and taking a
bribe by an arbitrator likewise the appearance
of a separate legal provision on mediation, on
the whole positively evaluating the elements of
crime introduced by the law-maker (Kamene-
va, 2021).

Although, the fact of imposition of crim-
inal liability for arbitrators in the absence of
law-based guarantees of their independence
and security, which protect government judges,
is evaluated controversially, because “there is
no official data that the cases of receiving il-
legal gratifications by arbitrators occur wide-
ly (and especially in the “post-reform” period)
while there are risks of ungrounded instiga-
tion of criminal cases against arbitrators in the
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above described circumstances, and they are
quite substantial” (II'ichev, Savranskii, 2020).

It appears that such concerns should not
prevent from execution of legislative initiatives
on imposition of liability for these or those so-
cially dangerous acts. Although, the question
on criminalization of such acts is not expressly
solved throughout the world.

For example, in the United Arab Emirates
the effective criminal liability of arbitrators for
taking a bribe enshrined in Article 257 of the
Penal Code was excluded in 2018, obviously,
due to unfavourable “arbitral climate” in the
country in view of possible criminal liability of
arbitral referees?.

At the same time, in Great Britain, which
is considered to be one of the most often cho-
sen jurisdictions for dispute settlement, crimi-
nal liability of arbitrators is provided for widely
enough — both by common rules (fraud*, breach
of confidence in relation to entrusted informa-
tion, bribery), and special rules. However, only
a few such cases are reported in the literature,
therefore, it is difficult to find relevant practice,
because the parties choose an arbitrator, based
on his/her high moral and ethical personal fea-
tures”>.

Criminal liability is envisaged in other
countries too. Thus, in the Republic of Colom-
bia and Federative Republic of Brazil arbitral
referees, in the context of criminal legislation,
are equated with government judges and, for
example, Article 269 of the Penal Code of the
Argentine Republic specifically states which
parts of the article apply to, particularly, arbi-
trators®.

Therefore, the legislation of foreign coun-
tries is not uniform in terms of criminalization
of this deed, on the whole, and singling it out

3 Criminal Liability of Arbitrators Repealed in the UAE.
Available at: https://www.jdsupra.com/legalnews/criminal-
liability-of-arbitrators-69719/ (accessed August 8, 2021).

4 Thus, for example, one of the three arbitrators was charged
with fraud committed by a group of persons in the case of Ber-
nard Tapie for own actions in his favour as agreed with his
lawyer. The Arbitrator’s Liability Report (2017). In Le club de
jurists, Ad hoc committee, Paris, 45.

> Le The Arbitrator’s Liability Report (2017). In Le club de
jurists, Ad hoc committee, Paris, 39, 114.

¢ Available at: http://servicios.infoleg.gob.ar/infolegInternet/
anexos/15000-19999/16546/texact.htm#25 (accessed August
8,2021).

into a separate legal provision, in particular.
Naturally, the countries which are interested in
popularization of their jurisdictions chosen for
arbitration agreements try to minimize crim-
inal risks because they complicate the proce-
dure of selection of arbitrators and formation
of an arbitral panel (for example, the UAE).
Although, those countries, where this institute
is nevertheless widely used, on the contrary,
strengthen the guarantees of honesty and im-
partiality of arbitrators, applying more crimi-
nal legal provisions to them (for example, Great
Britain).

Corpus Delicti. By Article 200.7 “Brib-
ery of an Arbitrator (Arbitral Referee)” the
Criminal Code of the Russian Federation is
supplemented with Federal Law No. 352-FZ
dd. 27.10.2020 and, pursuant to the Explana-
tory Report” to the draft law, it resulted from
execution of requirements of the Additional
Protocol of 2003% to the Council of Europe
Convention on Criminal Law Convention on
Corruption of January 27, 1999°. In spite of the
fact that the Protocol had been just signed, it
was not however ratified by the Russian Feder-
ation within the third evaluation by the inter-
national organization GRECO (Group of States
against Corruption) of fulfillment by Russia of
provisions of the Convention, in the domestic
legislation numerous recommendations were
given, in particular, on criminalization of brib-
ery of national and foreign arbitrators.

The content of the object of the analyzed
deed became a matter of discussion, which
some of participants ignored a circumstance
that in the course of definition of this element
of the act in question, one should take into
account the provisions of the civil procedural
law as a branch positively regulating relations,

7 Legislative Activities Support System, Draft law 9312117
On Amendments to the Criminal Code of the Russian Feder-
ation and Article 151 of the Code of Criminal Procedure of
the Russian Federation, available at: https://sozd.duma.gov.ru/
bill/931211-7

8 Presidential Decree 158-rp of March 16, 2009 On Signature
of the Additional Protocol to the Criminal Law Convention on
Corruption, In Collected Legislation of the Russian Federa-
tion, 12, Article 1419.

° Ratified by the Russian Federation in 2006. Federal Law
125-FZ of July 25, 2006 On Ratification of the Criminal Law
Convention on Corruption, In Collected Legislation of the
Russian Federation, 31 (1 part), Article 3424).
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which were protected by application and threat
of application of the commented criminal legal
provision.

Thus, some authors point out that “inclu-
sion of this article in Chapter 22 of the Criminal
Code of the Russian Federation is not justified
so far as the crime obviously infringe the in-
terests of justice, and therefore the main direct
object of the crime concerned could be defined
as social relations ensuring the interests of law-
ful and just arbitration (arbitral) proceedings”
(Esakov, 2021). Although, one should address,
first and foremost, the legal nature of the in-
stitute of arbitrators in the Russian Federation
in order to understand whether it can refer to
infringement on justice in case of bribery of an
arbitrator.

Articles 2 through 4 of the above-
mentioned Additional Protocol focus on active
and passive bribery of domestic and foreign ar-
bitrators (i.e., on giving and taking of a bribe).
Here, an arbitrator shall be understood as a per-
son by reference to the national law of the State
Parties, but shall in any case include a person
who by virtue of an arbitration agreement is
called upon to render a legally binding decision
in a dispute submitted to him/her by the parties
to the agreement (Article 1, part 1 of the Ad-
ditional Protocol). The above GRECO Report
dated March 22, 2012, contained recommen-
dations in point 69, and recommendation “ii”
was directly dedicated to arbitrators'®. At the
same time, the first Report of the Russian Fed-
eration'!, adopted by GRECO on 16-20 June,
2014, the Russian representatives referred,
first of all, to the draft Federal Law “On In-
troduction of Amendments to Legislative Acts
of the Russian Federation for the purposes of
strengthening of liability for corruption” elab-
orated by the Prosecutor General’s Office of the
Russian Federation, considered at an on-site
meeting of the Committee of the State Duma
on Security and Combating Corruption, and
which was at that time “a matter of public dis-
cussion where it was proposed to supplement

10 Evaluation Report on the Russian Federation Incriminations
(ETS 173 and 191, GPC 2) (Theme I), available at: https://
www.coe.int/en/web/greco/evaluations/russian-federation

' GRECO RC-III (2014) 1E, available at: https://www.coe.
int/en/web/greco/evaluations/russian-federation

the Criminal Code of the Russian Federation
with Article 202.2 (point 13 of the Report).
It quoted the text of the draft law which was
close to the existing version, although it offered
to criminalize a proposal to take or promise to
give money, securities and etc. to an arbitrator,
and also an agreement of an arbitrator to take
the above property assets.

In the same Report, Russia referred to the
draft federal law which would supplement a
note to Article 285 (abuse of official powers)
of the Criminal Code of the Russian Federa-
tion with point 6 stating as follows: “6. For the
purposes of application of Articles 290, 291,
291.1 and 304 of this Code, an official should
be understood as an arbitrator (arbitral referee),
considering a dispute in compliance with the
legislation of the Russian Federation on arbi-
tral tribunals and international commercial ar-
bitration”. It also specified that Article 290 of
the Criminal Code of the Russian Federation
would be supplemented with point 3, intended
to state that “a crime envisaged by part 1 of that
Article shall be considered to be committed by
an arbitrator (arbitral referee) in case of taking
by him/her personally or through a mediator of
a bribe in the form of money, securities, other
property or in the form of illegal provision of
property-related services, illegal entitlement of
other property rights for commission of actions
(omission) in the interests of a giver or persons
he/she presented within the framework of dis-
charge of functions of an arbitrator (arbitral ref-
eree) in a particular case”.

Considering the fact, that none of the
draft laws at that time had been submitted to
the State Duma, the recommendation was not
accepted as being fulfilled. In 2016, the sec-
ond Report on fulfillment of recommendations
was issued'?, stating adopted and effective
laws connected with organization of activities
of arbitral tribunals aimed at creation of legal
framework for criminalization of bribery of ar-
bitrators (point 9 of the Report). Although, it
specified that despite the previous position, the
bribery of arbitrators would not be criminal-
ized within the Chapter on Crimes against Civ-
il Service, instead, Article 202 of the Criminal

12 GrecoRC 3(2016)9, available at: https://www.coe.int/en/
web/greco/evaluations/russian-federation

-1112 -



Maria A. Filatova and Pavel S. lani. Bribery of an Arbitrator (Arbitral Referee): Criminal Characteristics

Code “Abuse of authority by private notaries
and auditors” and Article 204 of the Criminal
Code “Bribery in a profit-making organiza-
tion” would be expanded in view to spread their
action to cover arbitrators (arbitral referees),
including foreign ones. Such a draft law was
indeed submitted to the State Duma'®, whereby
GRECO admitted the recommendation to have
been partially fulfilled. Although, the draft law
was returned by the relevant committee of the
State Duma to the subject of the right of leg-
islative initiative to comply with the rules and
provisions of the Constitution of the Russian
Federation (Article 104) and Regulations of the
State Duma of the Russian Federation (Article
105) dd. 23.05.2017.

In 2018 after sharing of additional infor-
mation between the parties, the Annexes were
elaborated to the Second Compliance Report !4,
stating that on July 24, 2017 draft Federal Law
No. 232807-7 “On Amendments to the Crimi-
nal Code of the Russian Federation” was regis-
tered to strengthen the liability for corruption”,
which further amended Articles 202 and 204 of
the Criminal Code of the Russian Federation.

The draft law was excluded from consid-
eration because it was revoked by the subject
with the right of legislative initiative. At that,
an official revocation of the Government of
the Russian Federation published on Novem-
ber 25, 2017 stated that the Government did
not uphold the draft law in the presented re-
vision. In support of that two arguments were
made. First, all above-considered draft laws
contained as an addition of the subject matter
(for all corruption-related crimes) with non-
profitmaking services, which, according to the
Government, could lead to complications con-
nected with evaluation of the amount of grati-
fication and problems in the law-enforcement
practice.

Although, of the utmost interest is an argu-
ment based on the fact that the indication men-
tioned in the draft law on actions (omission)

'3 Draft Law 3633—7 On Amendments to the Criminal Code
of the Russian Federation and Code of Criminal Procedure of
the Russian Federation for the Purposes of Strengthening of
Liability for Corruption, registered on 11.10.2016, available
at: https://sozd.duma.gov.ru/bill/3633-7

4 GrecoRC 3(2018)5, available at: https://www.coe.int/en/
web/greco/evaluations/russian-federation

falling within the office duties of an arbitrator
(arbitral referee), will lead to the formation of
ambiguous law-enforcement practice due to
the fact that office duties of these persons are
not defined by the Federal Law “On Arbitration
(Arbitral Tribunal) of the Russian Federation.

Finally, on March 26, 2020, Federal Law
No. 931211-7 “On Amendments to the Crimi-
nal Law of the Russian Federation” and Article
151 of the Code of Criminal Procedure of the
Russian Federation (with respect to imposi-
tion of liability of arbitrators (arbitral referees)
for corruption)” was registered in the Russian
State Duma. After its numerous discussions
and technical modifications, on October 27,
2020, by Federal Law No. 352-FZ Article 200.7
of the Criminal Code was added to Chapter 22
“Crimes in the Sphere of Economics”.

Pursuant to Article 31 of the Federal Law
“On Arbitrators in the Russian Federation”,
the parties who have concluded an arbitration
agreement shall assume responsibility to vol-
untarily execute an arbitral award. In profes-
sional literature, therefore, arbitral tribunals
are denied to be referred to the bodies adminis-
tering public justice.

The substantiation of that lies, first of all,
in “significant differences in the reasons for
origination of terms of reference of arbitrators
and government judges, and also in procedures
and legal results of arbitration proceedings”
(Mezhdunarodnyi..., 2018). The key differenc-
es are indicated below, in particular:

e Imperative initiation of procedural
form of government proceedings, at the same
time when basically the parties participate in
the arbitration;

* Absence of delegation of a public and
procedural function for administration of jus-
tice by the government;

e Determination of the nature of an ar-
bitration agreement as a private procedural
agreement;

» Significant difference of the legal force
of an arbitral award from acts of state courts.

Such an approach is quite widespread in
the doctrine. Thus, it is rightfully to argue that
arbitration proceedings is a private form of law-
enforcement and arbitration tribunals are not
included in the government system of justice
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which results from their legal nature (Iarkov,
2020), and also arbitration tribunals (arbitrag-
es) are not included in the government judicial
system and cannot administer justice which is
a prerogative of government courts (Ruzakova,
Gaifutdinova, (2018).

The Constitutional Court of the Russian
Federation also highlighted that arbitration tri-
bunals do not execute government (judicial)
powers and are not included in the judicial
system of the Russian Federation consisting
of government courts'>. Based on this postu-
late, the Constitutional Court confirmed that
arbitration tribunals did not administer justice,
which fell within the exclusive prerogative of
state courts (Mezhdunarodnyi..., 2018).

In view of the above analysis, consistent
attempts of criminalization of the discussed
deed, it becomes evident that the law-maker
does not also consider arbitrational tribunals
to be referred to the system of justice because
none of the draft laws has ever contained pro-
posals to include this crime in Chapter 31 of the
Criminal Code of the Russian Federation.

Moreover, the inclusion of bribery of an
arbitrator into the system of crimes against jus-
tice should have led to introduction of amend-
ments to Article 295 of the Criminal Code
“Encroachment on the life of a person admin-
istering justice or engaged in a preliminary
investigation”, punishable, all the way to, by
capital punishment (changed, at present time,
for deprivation of liberty for life). Encroach-
ment on the life of other participants of arbitra-
tion proceedings would happen to be equated
to other crimes against justice. It appears that
there are no grounds for such an expansion of
the scope of provisions of Chapter 31 of the
Criminal Code.

15 Ruling 10-P of the Constitutional Court of the Russian Fed-
eration dd. 26.05.2011 “In the Case of Verification of Constitu-
tionality of Provisions of Article 11, Point 1 of the Civil Code
of the Russian Federation”, Article 1, Point 2 of the Federal
Law “On Arbitration Tribunals in the Russian Federation”, Ar-
ticle 28 of the Federal Law “On Government Registration of
Rights to Real Estate Property and Transactions Therewith”,
Article 33, Point 1 and Article 51 of the Federal Law “On
Mortgage (Mortgage of Real Estate) in view of the request
from the Higher Court of Arbitration of the Russian Federa-
tion”. (2011), Sobranie zakonnodatelstva Rossiiskoi Federatsii
[Collected Legislation of the Russian Federation], (23), 3356.

Thus, it can be argued that justice cannot
be an object of the considered crime.

The immediate object of bribery of an ar-
bitrator (arbitral referee) shall constitute public
relations in the sphere of legitimate and impar-
tial execution of functions of an arbitrator (arbi-
tral referee) in compliance with the legislation
on arbitration and arbitration agreement.

The subject-matter of bribery shall
constitute money, securities, other property,
and also property-related services, property
rights. In view of understanding of these cat-
egories in the criminal law doctrine and law-
enforcement practice, property-related ser-
vices have a significantly wider interpretation
rather than the services are understood in the
civil law. The Supreme Court of the Russian
Federation refers to such services, namely:
provision of any property benefits, including
discharge it from property-related obligations
(for example, granting of a low-interest rate
loan for its use, free of charge package tours,
apartment renovation, construction of a sum-
mer home, transfer of property, in particular,
of a motor vehicle, for its temporary operation,
fulfillment of obligations to other persons).
If the subject-matter of bribery constitutes
“property-related rights, the person ... award-
ed such an illegal award, shall have a possibil-
ity to take possession or dispose of someone
else’s property as his/her own, requires that
the debtor shall discharge property-related
obligations in his/her favour, generates reve-
nues from usage of non-documentary securi-
ties or digital rights etc. The property given
as a bribe or a subject-matter of commercial
bribery, rendered property-related services or
granted property-related rights shall have a
monetary value based on the evidence provid-
ed by the parties, including, where applicable,
in view of an expert opinion or expertise”'®.

The objective element of a crime consists
either of illegal giving (Part 1 — Part 4) to an ar-
bitrator (arbitral referee) of a bribe for commis-
sion of actions (omission), if they fall within
the powers of an arbitrator or if they facilitate
performance of the above actions (omission)

1o Point 9 of Resolution 24 of the Plenum of the Supreme
Court of the Russian Federation dd. 09.07.2013 “On Bribery
and Other Corruption-Related Crimes Case Law”.
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due to his/her position; or illegal acceptance
by an arbitrator (arbitral referee) of a bribe for
performance of the above actions (omission) or
facilitation of their performance.

The complicated issues of admittance
of the discussed deed to be complete shall be
solved in view of the position stated in the
precedent-creating document of the high-
er court — Resolution 24 of the Plenum dd.
13.072013. Considering the above, the rules of
definition of a bribe of an arbitrator as a com-
pleted deed shall consist of the following:

a crime shall be considered to have been
completed if an arbitrator accepted at least
a part of given valuables (for example, from
the moment they were given personally to an
arbitrator, placing them to an account he/she
provided, “E-wallet”); at that, as a completed
crime shall be determined taking and giving
a bribe in case when, as previously agreed, a
bribe-giver puts valuables into a pointed place,
which an arbitrator has an access to, or receives
an access after the valuables are placed in it;

if a bribe constitutes an illegal provision
of property-related services, the crime shall be
deemed to be complete from the beginning of
performance of, when agreed by an arbitrator,
actions directly aimed at deriving property-
related benefits (for example, from the moment
of destruction or return of a promissory note,
transfer of property to another person towards
performance of obligations of an arbitrator,
conclusion of a loan agreement with deliberate-
ly low interest-rate for its use, from the begin-
ning of renovation works at a deliberately low
cost);

if an arbitrator intended to achieve a bribe
on a considerable, large-or especially large
scale, although, the illegal gratification he/she
actually received, did not reach the above scale,
the deed shall be determined as a completed
crime, respectively, on a considerable, large-or
especially large scale;

taking or giving of a bribe, if the above
actions were performed in the conditions of
operative and search activities, shall be deter-
mined as a completed crime, in particular, in
case when the valuables were confiscated by
law-enforcement authorities immediately after
they had been taken by an arbitrator;

if, as agreed between an arbitrator and me-
diator, the money and other valuables received
for transfer as a bribe, remain with the media-
tor, then illegal transfer and taking of a bribe
shall be deemed to be complete from the mo-
ment of receipt of valuables by the mediator,
whose actions are determined as complicity
in commission of a crime envisaged by Arti-
cle 200.7 of the Criminal Code of the Russian
Federation;

a crime shall be deemed to be complete
from the moment of taking of a bribe by at
least one of the arbitrators included in a crim-
inal group of arbitrators. Although, in case the
organized criminal group acknowledges bribe-
taking, the crime shall be deemed to be com-
plete from the moment of taking of an illegal
gratification by any of the group members.

In cases, when an arbitrator deceives a giv-
er whether he/she obtains one or another pow-
ers (i.e., when in fact he/she cannot perform or
facilitate performance of these actions (omis-
sions), which he/she takes a bribe for), his/her
actions shall be determined as fraud pursuant
to Article 159 of the Criminal Code of the Rus-
sian Federation. The giver in such situations
shall bear liability for attempted bribery.

A subject of the crime envisaged by Ar-
ticle 200.7, Parts 1 through 4 of the Criminal
Code of the Russian Federation, is general, and
by Parts 5 through 7 hereto, — special, that is an
arbitrator (arbitral referee), which definition is
given in Federal Law No. 382-FZ dd. 29.12.2015
“On Arbitration (Arbitral Proceedings) in the
Russian Federation!. In compliance with Arti-
cle 2, an arbitrator (arbitral referee) — is a nat-
ural person, chosen by the parties or selected
(appointed) in accordance with the procedure
agreed by the parties or established by the fed-
eral legislation for resolution of a dispute by the
arbitration tribunal.

The researchers note, that the “parties of
arbitrational proceedings are free to form its
board and may agree, at their option, a pro-
cedure of selection (appointment) of an arbi-
trator or arbitrators. At the same time, there
are conditions based on requirements of the

!7 Rossiiskaia Gazeta (2015) [Russian Newspaper], 297
(6868), available at: https://rg.ru/2015/12/3 1/arbitrazh-dok.
html
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public order, which limit the freedom of the
parties in formation of a panel of arbitrators.
In the Russian Federation, such requirements
are defined in Article 11 of the Federal Law
“On Arbitration” (Arbitral Proceedings) in
the Russian Federation, Article 11 of the Law
of the Russian Federation “On International
Commercial Arbitration” (Kurochkin, 2017).
One of the conditions stated in Article 11 of
the Federal Law “On Arbitration” (Arbitral
Proceedings) in the Russian Federation, ad-
dressed to an arbitrator settling a dispute sit-
ting alone, is a requirement “to have a higher
legal education, supported by the standard
form diploma issued in the territory of the
Russian Federation” (Article 11, Part 6, Para.
). In view of the above, the question arises
as to whether a person could be referred to a
number of subjects of a deed stipulated by Ar-
ticle 200.7 of the Criminal Code of the Rus-
sian Federation, selected or appointed by the
court (Article 11, Part 3, Para. 2), but who has
no higher legal education, at that either know-
ingly for the parties appointed him/her, or
concealed that and submitted a fake diploma?

For determination of official crimes, this
question is solved by the highest judicial body
the following way: “if a person appointed to a
post in violation of requirements or limitations,
established by law or other normative legal
acts, to a candidate to this post (for example, in
case of absence of a higher education diploma,
required work experience, in case of criminal
record and so on), out of mercenary or personal
interest, used duties of office contrary to the in-
terests of office or performed actions apparently
beyond the scope of his/her powers, which led
to significant violation of the rights and legal
interests of citizens or organizations, or legally
protected public or government interests, then
such actions shall be determined accordingly
as abuse of office or exceed authority”'®. Such
an approach may be used for determination un-
der Article 200.7 of the Criminal Code.

Mens rea of a crime shall be character-
ized by direct intent both in case of illegal giv-
ing and illegal taking of a bribe.

18 Point 6 of Resolution 19 of the Plenum of the Supreme
Court of the Russian Federation dd. 16.10.2009 “On Abuse of
Office and Exceed Authority Case Law”.

Aggravated and highly aggravated ele-
ments of a crime for illegal giving of a bribe
for a person performing an illegal transfer, de-
scribed in Parts 2—4, shall constitute giving of
a bribe:

* on alarge scale (Part 2);

e group of persons by previous concert
or organized criminal group, for knowingly
unlawful actions (omission), on a large scale
(Part 3);

* on a specially large scale (Part 4).

Apart from the above-mentioned, a defin-
ing element of association with extortion of a
bribe shall be envisaged for a person taking a
bribe.

A considerable scale shall constitute an
amount exceeding twenty-five thousand rou-
bles, a large scale — one hundred thousand rou-
bles, especially large scale — one million rou-
bles.

In view of the fact that the subject of taking
of a bribe is special, the alleged defining ele-
ment of a group of persons by previous concert
(Article 200.7, Part 7, Para. “a” of the Criminal
Code) shall be possible in case there are two
accessories complying with the elements of a
special subject. Such a situation may occur, for
example, if the parties did not define a number
of arbitrators for dispute resolution: as a gener-
al rule, in this case three arbitrators shall be ap-
pointed . The parties may determine a number
of arbitrators in their own discretion; therefore,
there may be more than three persons. In this
case, taking of a bribe shall be covered by a
single intent for the purposes of commission of
one-directional actions in favour of a giver. For
example, when two or three arbitrators agree
to make a deliberately false arbitration award
in favour of one of the parties, having taken an
illegal gratification for that.

As for the organized criminal group, to
define a deed according to this element, it is
sufficient for the group to have just one person
in it who would have elements of a special sub-
ject.

19" Article 10 of Federal Law 382-FZ “On Arbitration “Arbitral
Proceedings” in the Russian Federation” dd. 29.12.2015, (Rev.
on 27.12.2018, rev.edit.), Rossiiskaia Gazeta [Russian News-
paper], 297 (6868), available at: https:/rg.ru/2015/12/31/
arbitrazh-dok.html
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Point 2 of the Notes to Article 200.7 of the
Criminal Code of the Russian Federation con-
tains an imperative provision to exempt from
criminal liability a person who has illegally
given a bribe, if he/she actively facilitated de-
tection and (or) investigation of a crime and ei-
ther in relation to him/ her a bribe was extorted
or that person voluntarily reported a crime he/
she committed to a body empowered to insti-
gate a criminal case.

At the same time, a perceived, to a cer-
tain extent, nature of that position is connect-
ed with evaluativity of such characteristics of
facilitation of detection and (or) investigation
of a crime, as active. “Active facilitation of de-
tection and investigations of a crime, accord-
ing to the highest judicial body, shall consist
of performance by a person of actions aimed at
exposure of persons involved in commission of
the crime ... detection of property given as a
bribe or commercial bribe, and so on?.

20 Point 19 of Resolution 24 of the Plenum of the Supreme
Court of the Russian Federation dd. 09.07.2013
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Tocyoapemeennvtii opuduueckuii ynusepcumem Tawkenma
Pecnybruxa Yzbexucman, Tawixenm

AHHoTauus. B cTarbe aHamM3UpyeTcs OTBETCTBEHHOCTD 3a MIPECTYIUIEHUS IPOTHB JKEHIIUH
0 YTOJIOBHOMY 3aKOHOIATENBCTBY PecmyOnuku Y30ekucTaH, IpH STOM BIIEPBEIC JaETCSI
OLIEHKa HOPM YTOJIOBHOT'O KOJI€KCa C TOUKHU 3PEHUS BBISIBICHUS €r0 OTIUYUTEIbHBIX
0COOCHHOCTE! IIPAaBOBOTO PETYINPOBAHUS, 00YCIOBICHHBIX TEHACPHBIMU H CEMEHHBIMU
pasIMuMAMH CyObEKTOB. DKCIIEPTHOE U3yUEHHE YTOJIOBHOIO 3aKOHOIATEeNbCTBA, CBI3aHHOTO
C IPECTYIUIEHUAMU POTUB KEHIINH, UTPAeT BCIIOMOTaTEIbHYIO POJIb HE TOJILKO B BHISIBIIEHUH
peanbHOi cephbl MPUMEHEHUS YTOJIOBHO-TIPABOBBIX HOPM, HO U B OIIPENEICHUN TOTO,
€CTh JIM B 3aKOHE IpoOeJI WIIM IPaBOBOE PETYIMPOBAaHUE HEAOCTATOYHO COLMAIbHO
obycrnoBneHo. bonee Toro, ananu3 reHe3nca yroJloBHBIX HOPM 00 OTBETCTBECHHOCTH
3a IPECTYIJICHUS IPOTUB JKEHILMH [T03BOJIMI IPOCIEIUTh U3MEHEHHUS B 3aKOHO/IATEIbCTBE
B OTHOLIEHUH TaKUX OOBEKTOB YrOJIOBHO-IIPABOBOM 3aILIUTHI, KaK, HAIIPUMEp, KU3Hb,
3I0pPOBEE, CEKCYyaTbHas CBO0OIA U CEKCyaIbHAsI HEIPUKOCHOBEHHOCTD, YECTh U JJOCTOHHCTBO
JKEHILHbI, UHTEPEChI CEMbU U €€ WeHbl. B pe3ynbrare B cTarhe NPUBOASTCA HEKOTOPbIE
CpaBHEHUS C 3aKOHO/IATEIHCTBOM 3apyOe)KHBIX CTPaH.

KitoueBble cj10Ba: yroIoBHOE 3aKOHONATEIECTBO, CYOBEKTHI YTOJIOBHBIX A€, IIPECTYIUICHUS
NPOTHUB KCHINWH, )KU3Hb U 3J0POBbHEC KCHINWUHBI, HACUJIUC B CCMbC, HCTOPUYCCKAs

U3MCEHYHUBOCTbD.

Hayunas cneunansaocts: 12.00.00 — ropucnpyaeHuys.

Introduction

The question of necessity to study criminal
responsibility for crimes against women, subject
to its specificity, did not arise immediately, since,
unlike other branches of law such as labor law
or family law, the criminal law is not a daily use
one, and is applied only when committing so-
cially dangerous acts (crimes), including against
women. In addition, fundamental international
legal documents, such as the Convention on the
Elimination of All Forms of Discrimination
against Women (1979), which Uzbekistan joined
in 1995, have no reference to public relations,
which are the subject of criminal law.

Thus, the Convention binds States parties
over to take necessary measures to eliminate dis-
crimination in political and public life, as well as
education field, labor, and matrimonial relations,
but it does not address the issues of preventing
discrimination against women specifically in

the sphere of criminal law. Merely article 6 of
the Convention (International documents, 2007:
24) addresses the issue of crimes against women
and establishes that “States parties shall take
all appropriate measures, including legislation,
to suppress all forms of traffic in women and
exploitation of the prostitution of women”. In
addition, according to paragraph a) of the second
part of article 11, the Convention prohibits, under
threat of a sanction, dismissals from work based
on pregnancy or maternity leave (International
documents, 2007: 28).

Purpose and objectives of research Pur-
pose and objectives of the research are to develop
proposals and recommendations aimed at further
improving criminal legislation regarding respon-
sibility for crimes against women.

Objectives of the research. Research on
formation and development of criminal legis-
lation of Uzbekistan in terms of crimes against
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women, research of elements of the crime that are
committed against women, comparative analysis
of some crimes against women in the Criminal
Code of Uzbekistan and some foreign countries,
the rationale for amendment of some articles
of the Criminal Code of Uzbekistan where the
victim is a woman, development of proposals for
improvement of national criminal legislation in
order to protect the rights and interests of women.

Research methods. As part of the re-
search, general scientific and special methods
of scientific knowledge were used: historical,
systematic, comparative- legal, analytical,
logical-legal, and others, which made it possi-
ble to a certain extent to ensure reliability and
validity of the results of this research.

Research results. The paper makes a his-
torical analysis of criminal legislation rules
relating to crimes against women, provides a
comparative review of some types of criminal
liability for crimes against women in CIS and
non-CIS countries, demonstrates the need to
amend existing articles of the Criminal Code
that calls for responsibility for crimes against
women, proposes improving the criminal legis-
lation of Uzbekistan, in terms of responsibility
for crimes against women.

Assessment of rules of criminal legisla-
tion in terms of peculiarities of its legal reg-
ulation is conditional to gender differences of
subjects and objects of elements of the crime.
This analysis has shown that during a certain
period of formation and development of inde-
pendent Uzbekistan, rules of criminal legis-
lation concerning liability for crimes against
women have also changed. History of criminal
legislation allows us to trace changes in pub-
lic legal consciousness in relation to objects
of criminal law protection, among which life,
health, sexual freedom, honor, and dignity of
women, interests of the family and its members
can be indicated.

In ancient Uzbekistan (1884—1917), at the
time of Sharia, attitude towards women was
more than humiliating. Parents considered the
girl as an “extra mouth” in the family, and from
the moment of her birth, they thought about
her “arrangement” and looked for a suitor for
a one-year-old baby. Girl being in the cradle
was the property of another person who bought

her from her parents according to customary
sale and purchases transaction — kalym (re-
purchase), which was illustrative of the slave
position of women in society. The woman was
bought and sold for money, no one regarded her
opinion.

According to the rule of Sharia — “fear
your husband after God” — a woman was the
property of her husband, who derived full pow-
er over her, could punish for the slightest dis-
obedience continuing until battery legal. Here-
with, according to Sharia, the husband was not
responsible for the abuse of his wife. A beaten
and crippled woman could formally complain
about her husband, but no one listened to her
or supported her. The Kazi (judge) always took
the side of her husband, since he received mon-
ey from him, and besides himself, as a man,
lived according to Sharia.

At the same time, the man had every right
to marry again, since the Sharia allowed po-
lygamy, while husbands used a whip against
disobedient, obstinate wives since the Sharia
enacted “strictness in treatment of wives”.

Later (1917-1991) place of women
changed, their emancipation took place and
women began to take part in elections to lo-
cal councils, while law codified their rights to
labor, education, medical care, pensions, and
others. The structure of the executive branch
formed women’s departments, which assisted
women, took measures to provide them with
work, and protected them from despotic hus-
bands. It was during this period that Uzbeki-
stan adopted the Marriage and Family Code,
the Civil Code, the Criminal Code, and other
legislative acts regulating the rights and free-
doms of women, including their protection
from criminal infringements.

What type of crimes against the person
the crimes against women have relation to?
Criminal legislation of many countries
places special emphasis on problems related
to domestic violence. The Family Code of the
Republic of Uzbekistan enshrines equality of
women and men in family relations (Article
2) and emphasizes that “all citizens have equal
rights in family relations” (Article 3), “spouses
enjoy equal rights and bear equal responsibili-
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ties” (Article 19). At the same time, established
practice in applying the law still encounters
cases of violation of these rights, which leads
to domestic violence against women.

“Issue of domestic violence has long been
taboo all over the world, and any attempts to
develop and lobby a law on its adoption was
perceived as a negative Western influence.
Stereotypes reflected in the mentality of many
nations justified the situation of violence, and
it stopped perceiving as it is. Attitude towards
it for the most part has become commonplace,
natural. And it increasingly becomes a com-
mon type of offense that trenches upon the life,
health, and dignity of women and children. Ac-
cording to statistics, most murders, inflictions
of bodily harm of varying degrees of severity,
beatings, and humiliations, coercion into early
marriages, crimes for sexual reasons are com-
mitted in the family on domestic grounds”. To-
day it is no coincidence that programs practic-
ing targeted deterrent models to reduce various
forms of violence (Abt 2019) (Morgan, Boxall,
Dowling, Brown, 2020) have growing support
abroad.

Domestic abuse issues today during the
coronavirus pandemic become more pro-
nounced. Many scientists around the world are
discussing the danger of COVID-19 not only in
terms of health, but also in terms of the atmo-
sphere in the family when all its members are at
home, and the likelihood of violence arises. As
Katrin Kaukinen rightly noted, “Coronavirus
pandemic will have an unprecedented impact
on frequency and consequences of crime and
violence around the world. This includes influ-
encing the risk, consequences, and decision-
making of women experiencing intimate part-
ner violence”. Recent article by Taub in the
New York Times (Kaukinen, 2020) suggests,
“travel restrictions intended to stop the spread
of coronavirus could make domestic violence
more frequent, more violent and dangerous”.

The peculiarity of these crimes is that the
weakest members of the family — women and
children — become the target of violence. As
well as the fact that most of these crimes have
latent, i.e. insidious nature, when due to fear of
husband (father) or due to family obligations,
traditions, religious beliefs, material, and oth-

er dependencies, the victims do not report to
the law enforcement agencies about acts of vi-
olence committing or committed against them
(Legal Reform Program in Uzbekistan,2019:
33)

Many changes have taken place in Uz-
bekistan with the adoption of the Law of the
Republic of Uzbekistan “On the Protection of
Women from Oppression and Violence” on 17
August 2019, which aims to regulate relations
in the field of protecting women from all forms
of oppression and violence.

It is thought that the adoption of such im-
portant law on the protection of women’s rights,
their protection from violence, will contribute
to the introduction of appropriate amendments
to the Criminal Code of the following nature.

Section one of the Criminal Code pro-
vides for liability for crimes against the person,
where, in case of intentional homicide (Part 2,
Article 97), incitement to suicide (Article 103),
inducement to suicide (Article 103), intentional
grave bodily injury (Article 104), intentional
moderate bodily injury (Article 105), inten-
tional slight bodily injury (Article 109), torture
(Article 110), the threat of homicide or violent
use (Article 112), a victim of criminal acts is a
person without gender determination, with the
exception of “women are known to the perpe-
trator was pregnant” distinctive feature. In oth-
er words, most rules of criminal liability apply
to both women and men.

Taking into consideration Uzbekistan’s
topical issues on the development of legislative
frameworks for combating domestic violence,
we presume to include a distinctive feature into
indicated elements of the crime against a per-
son that will provide for liability of “spouse or
person in an extramarital relationship with per-
petrator”. It should be noted that similar liabil-
ity is provided by the Criminal Code of France
(in all crimes of intentional infringements of
inviolability of the person, spouse or person in
extramarital cohabitation with victim commit-
ted such a crime is brought to justice), and the
Criminal Code of Belgium (Articles 398—405 —
crimes of murder that are not qualified and of
intentional harm to health, where the perpetra-
tor committed such acts against his spouse or
person with whom he cohabits or cohabited,
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maintains or maintained long-term love and
sexual relations).

The Turkish Criminal Code provides for
liability for crimes against life committed
against “wife, husband, brother, sister, adop-
tive parents, adopted son, adopted daughter,
stepmother, stepfather, stepson, stepdaugh-
ter, father-in-law (both father of wife and fa-
ther of husband), mother-in-law (both mother
of wife and mother of husband), son-in-law or
daughter-in-law” (Article 449).

Chapter 4 of the Criminal Code provides for
liability for sexual assault and indecent assault. In
order to protect women from criminal infringe-
ments, attention should be paid to two elements
of crime in this chapter: assault (Article 118) and
forcible satisfaction of sexual need in the unnatu-
ral form, forcible sodomy (Article 119).

Assault (forcible rape) is one of the most
serious violent crimes against women. As ev-
idenced by data of criminal statistics, Uzbeki-
stan registered a rise in the number of assaults
until 2014 inclusive; while in the period 2015-
2019 figures in records for this crime began to
decline. Indeed, if 2014 registered 635 assaults
in the country, 2019 showed 204 similar crimes
(State Statistics Committee of the Republic of
Uzbekistan, 2019). Such dynamics can be ex-
plained both by large-scale crime prevention
works carried out in the Republic of Uzbeki-
stan and by the high latency of this crime due
to the fact that many victims of assault do not
apply to law enforcement agencies.

Analysis of criminal legislation on this
type of crime has shown that historically as-
sault has always been referred to as a serious
crime, while the existence of aggravating cir-
cumstances was an especially serious crime.

According to edition 1959 of the Criminal
Code, liability for simple and aggravated as-
sault is punished by three up to seven years’
imprisonment and by eight to fifteen years’ im-
prisonment or by the death penalty (Criminal
Code 1966: 32). In accordance with amend-
ments to the Criminal Code introduced by Law
in 2001, the current Criminal Code imposes
punishment for assault with distinctive features
from seven to ten years (part 2, article 118) and
from ten to fifteen years (part 3, article 118),
while assault of a person under the age of four-

teen, punishment is imprisonment from fifteen
to twenty years (part 4, article 118) (Criminal
Code 2019: 85).

The objective aspect of assault according
to edition 1959 of the Criminal Code consisted
in sexual intercourse of a male person with a
woman with the use of violence or threat of its
use, as well as using helpless state of victim,
i.e. with a direct indication of victim gender.
In 1994, with the adoption of the new Crim-
inal Code, the content of objective aspect of
this crime has transformed, the legislator has
determined that in case of assault, ¢ person of
both female and male sex can be recognized as
a victim. In addition, in the specified period,
new article 119 was introduced in the Criminal
Code, which provides for liability for forcible
satisfaction of sexual necessity in unnatural
form, sodomy, committed against the victim
(without determining the sex).

Note that such notion of assault as a crime,
the perpetrator of which, most commonly, is a
man', and the victim is a woman, is considered
traditional both for the doctrine of domestic
criminal law and for the law enforcement prac-
tice. This circumstance plays important role in
determining the objective aspect of this type of
crime, since physiologically sexual intercourse
in a natural form, although against the will of
the person, with the use of violence and threats,
is possible only against a woman.

Article 119 of the Criminal Code estab-
lishes liability for unnatural cases when actions
of the perpetrator are of a violent nature and
they infringe on sexual freedom of the person
in unnatural form, whose gender does not mat-
ter for determining the objective aspect of a
specified crime.

Thus, it can be stated that since liability
for assault under Article 118 of the Criminal
Code was established without taking into ac-
count the physiological characteristics of a per-
son, and in order to protect the rights of women
in determining objective aspect of the specified
element of crime in this article, it is required to

! In practice, there are cases when a woman is recognized as
a co-perpetrator of this crime, for example, if she, by using
violence, helps to suppress resistance of victim. A woman can
also be an accomplice in assault, such as helpmate or abbetor.
For example, in 2013-2015, woman involved 21 assault cases.
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specify the sex of the person in whose respect
sexual intercourse was done with the use of vi-
olence, threats or through his helpless state. At
the same time, it should be recognized that the
existence of responsibility for assault (Article
118) in the modern Criminal Code and forcible
satisfaction of sexual needs in an unnatural
form, sodomy (Article 119), testifies the justice
in the sense of equal criminal law protection
of sexual freedom and sexual inviolability as
for women and men. Thus, equality has been
established in the protection of mentioned in-
dividual rights in the event of infringement on
sexual freedom.

Women as an objects of crimes against family,
youth, and morality

In terms of analyzing crimes against
women, we can consider criminal liability for
polygamy (Article 126 of the Criminal Code).
It should be noted that the Criminal Code of
Uzbekistan in 1959 defined “bigamy or polyg-
amy” as cohabitation with two or more women
based on a common household (Criminal Code
of the Uzbek SSR, 1966: 43), since then this
element of the crime has not undergone any
special changes, the word “bigamy” is exclud-
ed from the name and disposition of specified
content of the current Criminal Code.

Main feature of the objective aspect of this
crime is cohabitation with two or more women
based on a common household. It seems that
these actions, defined by the legislator as “po-
lygamy,” go beyond the latter, since “polyga-
my” word means “being in an official marriage
with several wives at the same time,” while
“cohabitation is only life as a couple, living,
sexual relationship between man and woman”
(Ozhegov, 2014: 587), without the official con-
clusion of a marriage.

This gives reason to assume that the legis-
lator did not specify under what circumstances
actions of the guilty party are recognized as
criminal: when a guilty person is in an official
marriage relationship with two or more wom-
en, or when the guilty party lives together (is in
sexual relationships) with two or more women.

It seems that since, according to Arti-
cle 16 of the Family Code of the Republic of
Uzbekistan, marriage is not allowed between

persons when at least one is already in anoth-
er registered marriage, criminal liability is
established not for polygamy (based on the
context of this word), but for cohabitation —
joint living with two or more women without
formal marriage.

Similar disposition of criminal liability
for cohabitation with two or more women can
be found in the Criminal Codes of Tajikistan
and Kyrgyzstan, at the same time, for example,
the Criminal Code of Switzerland establishes
liability specifically for polygamy: “those who
conclude marriage being already married, who
concludes marriage with a married person”
(Article 215) is subject to criminal liability,
while in Japan, Great Britain and Norway, po-
lygamy, meaning as officially concluded sever-
al marriages, is also a criminal offense.

According to the Criminal Code of Poland,
those who conclude a marriage, despite the fact
that they are already in a marriage union, are
prosecuted (Article 206), Article 192 of the
Criminal Code of Austria stipulates liability
for polygamy, i.e. to someone “who concludes
new marriage while already in marriage, or
concludes marriage with a married person”.

At the same time, criminal legislation of
Azerbaijan, Kazakhstan, the Russian Federa-
tion, Latvia does not contain criminal liability
for polygamy at all.

In the process of studying crimes against
women, the particular interest aroused crimi-
nal liability for the maintenance of the house of
prostitution (Article 131 of the Criminal Code).

It should be noted that edition 1959 of the
Criminal Code of Uzbekistan did not contain
liability for indicated criminal acts, this arti-
cle was introduced into the Criminal Code in
1999 and consisted of two parts, the first of
which says that “Organization or maintenance
of house of prostitution, as well as procuration
motivated by money or other base motives”,
second part established distinctive features of
this crime in the form of involving juvenile,
repetition, dangerous recidivist or person who
had previously committed crimes related to hu-
man trafficking or kidnapping (Criminal Code
of the Uzbek SSR, 1999: 76).

Analysis of criminal legislation of for-
eign countries shows that the concept of
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procuration includes prostitution, pimping,
engaging in prostitution, etc. For example,
the French Criminal Code’s section “On
procuration and identical criminal acts” de-
termined that “A procuration is an act com-
mitted by any person in whatever form, ex-
pressed in:

1. Assisting, facilitating, or encouraging
prostitution of another person;

2. Capitalizing on the prostitution of an-
other person, participating in the distribution
of income from this activity, or receiving pay-
ments from the person who systematically en-
gages in prostitution;

3. Involvement in prostitution, seduction
or hiring for prostitution, or pressure on the
person to force him to engage in prostitution or
continue to do so” (Article 225%).

The Code determined distinctive features
of this crime: making it easier for a pimp to le-
galize fictitious sources of his income, actions
committed against the juvenile, by the ascen-
dant, etc. (Articles 2256225 of the Criminal
Code of France).

The Turkish Criminal Code contains
“Incitement to prostitution”, the independent
chapter three, which defines the liability of the
person who seduces and abets to prostitution
a teenager under the age of 15 years, and cre-
ates conditions for this if the act of seduction
was committed by one of the close relatives in
ascendant, from among brothers or sisters, by
an adoptive parent, guardian or curator, teacher
or tutor, servants or other persons under whose
supervision the adolescent has been placed,
and if a girl or woman who has reached the age
of 21 is incited to prostitution by her husband, a
close ascendant relative, brothers or sisters, etc.
(Articles 420—426).

References

The Austrian Criminal Code’s “Crimes
against morality” section, establishes liabili-
ty for procuring (§ 213), facilitation of sexual
abuse of others for money (§ 214), assistance
in professional prostitution (§ 215), pimping
(§ 216). At the same time, for procuring, the one
“who inclines a person to sexual abuse with an-
other person with whom he is in relationship
specified in § 212 (having parental rights), in
the presence of prerequisites provided there, or
inclines to sexual cohabitation”, is subject to
criminal liability.

Conclusion

So, concluding the article, we come to the
following conclusions:

— the issue of criminal liability for crimes
against women in historical development was
regulated by the legislation of Uzbekistan,
while some elements of crime of forced nature
did not determine the gender of victim and
criminal violence against women remained
without due attention;

— the current domestic legislation on
crimes against women needs to be reformed; it
is necessary to carefully review the elements of
crimes where the victim is a woman;

— the rules of criminal law in terms of
identifying features of legal regulation condi-
tional with gender and family differences of
subjects are subject to careful analysis since the
content of criminal law rules is not sufficiently
socially conditioned.

It should be summarized that since the
criminal legislation is the finalizing element
in the legal system of the state, it must contain
all the grounds for the occurrence of the most
severe type of legal liability — the criminal lia-
bility for crimes against women.
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Abstract. In the modern period of development of administrative mechanisms in the
penitentiary system, a special place is occupied by the nature and role of the public
presence, the institution of public control, which is the subject of this article. Revealing
the topic through the significance and strategic necessity of social influence on the legal,
organizational, managerial, informational and ideological parameters of the penal mechanism,
the authors proclaim the purpose of the study in the form of substantiating the optimal
model of the institution of public control in the penitentiary system.

In the methodological aspect, the material is supported by the authentic views of researchers
on the nature and main models of civil society participation in the control of the penitentiary
system. It is shown that the proper functioning and effectiveness of public control in the
area under consideration depends on the level of mutual coordination of the system of
legal means, forms, procedures for the activities of public observers, experts, observation
groups and commissions.

The conclusion states that the redemption of convicts can be achieved only in
the conditions of real presence of public structures in given area of government
administration, broad implementation of the aspirations and recommendations of
specialized monitoring commissions. The author notes the features and prospects for
the development of the most optimal model of public control in the penitentiary system
with active interaction between society and the state. The proposed partnership model
is a promising and practice-oriented direction for the development of the modern
penitentiary system in Russia.

Among the various models of public control in the penitentiary system, precisely the
partnership one can serve as the basis for the development and implementation of a legal
policy of public influence on the sphere of execution of criminal sentences.

A number of novels are proposed, as conclusions, among which is the creation of a central
union (association) of public structures exercising public control in the penitentiary
sphere. The need to develop a legal standard that fixes the main attributes and technology
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of informing all interested parties about the activities of public oversight commissions is
substantiated.
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“Cubupckuti opuouveckuil uncmumym MBJ] Poccuu
Poccutickas ®eoepayus, Kpacnospck

*Cubupckuti ghedepanvhblil ynusepcumen
Poccutickas ®eoepayus, Kpacnospck

AHHoTauus. B coBpeMeHHbIN NIepuo/] pa3BUTHUS YIIPaBIE€HUYECKHX MEXaHU3MOB B IICHU-
TEHIIMAPHOU CHCTEME 0C000€ MECTO 3aHUMAIOT XapaKTep M PO OOIICCTBEHHOTO IIPHUCYT-
CTBYISI, HHCTUTYT OOIIECTBEHHOTO KOHTPOJIS, YTO BBICTYHACT IIPEAMETOM HUCCIICIOBAHUS
HacToslell craTbu. PackpbiBas TeMy depe3 3HaUUMOCTb U CTPaTeruuyecKyro Heooxonu-
MOCTB OOIIECTBEHHOTO BO3CHCTBUS HAa PABOBEIC, OPTaHU3AIOHHO-YIPABICHICCKIE,
HH()OPMAIIIOHHO-UICOIOTHUCCKIE TTAPAMETPHI YTOIOBHO-UCTIOTHATEIHLHOTO MEXaHU3Ma,
aBTOPHI U3JIATaIOT LENb HCCIEeTOBAHUS B BUIE 00OCHOBAHUS ONTUMAIBLHON MOIETH
WHCTUTYTa OOILECTBEHHOI0 KOHTPOJIS B IEHUTEHI[UAPHOH cUCTEME.

B meTononoruueckoM acrnekre Marepuail HOAKPEIIsieTcsl ayTeHTUYHBIMU B3IVIsIAaMU
HCCIIeIOBaTeNICH Ha IPUPOTY U OCHOBHBIC MOJICIIH YIaCTHs TPaXKTaHCKOTO 00IIecTBa
B BOIIPOCAX KOHTPOJIS B OTHOLLIEHUH [IEHUTEHIMApHOU cucTeMbl. [lokazaHo, 4To AOJDKHOE
(YHKINOHUPOBAHKE U PE3YIBTATHBHOCTE OOIIECTBEHHOTO KOHTPOJIS B pacCMaTpUBaeMOi
ctepe 3aBUCAT OT YPOBHsI B3aNMHON KOOPIUHAIINH CUCTEMBI IPABOBEIX CPEICTB, (HOpM,
MOpsIIKA IESATEIEHOCTH OOMIECTBCHHBIX HaOMIOIaTenel, IKCIIepTOB, HAOMIONaTSIEHBIX
IPYII ¥ KOMUCCUH.

B 3akitouenune yka3pIBaeTCs, 4TO UCIPABIEHUS OCYKIEHHBIX MOKHO JOCTHYb TOJBKO
B YCJIOBHSIX PEATHOTO MPUCYTCTBUS OOMIECTBEHHBIX CTPYKTYP B TaHHOH 00JIacTH TOCy-
JTApCTBEHHOTI'O YIIPABJIECHUs, IIUPOKON pealn3aliy yCTPEMIICHUH U peKOMEHIallii CIIeLH-
ANMM3UPOBAHHBIX HAOMIONATETHHBIX KOMUCCHIA. OTMEYatoTCsS 0COOCHHOCTH U TIEPCIICKTUBEI
pa3BuUTHs HanboJiee ONTUMAIBHOM MOIEIH OOILECTBEHHOIO KOHTPOJIS B IEHUTEHIIMAPHON
cHcTeMe TP aKTUBHOM B3aWMOJICHCTBHH OOIIECTBa U rocynapcTsa. [Ipenmoxennas
MOJIEJIb — MaPTHEPCKAasl — BHICTYIIAET NEPCIEKTUBHBIM U IPAKTUKO-OPHUEHTUPOBAHHBIM
HalpaBJIeHUEM Pa3BUTHUSI COBPEMEHHON EHUTEHIMapHO! cucTeMbl Poccuu.

Cpenu pa3IUIHBIX MOJIENIeH 0OMECTBEHHOTO KOHTPOJIS B YTOJIOBHO-UCTIOTHATEIHHOMN
CHCTEME HMEHHO TIapTHEPCKas MOYKET BBICTYIIHTH OCHOBOM IS pa3pabOTKU 1 MPETBOPEHIUS
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B JKM3HB ITPABOBOH MOJIUTHKU OOIIECTBEHHOTO BO3ACHCTBUS Ha Chepy HCIOTHEHUS

YTOJIOBHBIX HAKa3aHUMU.

B KkauecTBe BHIBOJIOB ITPEIAraeTCs PsiJi HOBEILI, CPE/IM KOTOPBIX CO3[aHKE LICHTPAILHOTO
coro3a (accouualin) 00MEeCTBEHHBIX CTPYKTYP, OCYIIECTBISIONMX 00IeCTBEHHbIN KOH-
TPOJIb B MIEHUTEHITMapHOU cepe. OOOCHOBBIBAETCS OTPEOHOCTH Pa3padOTKH MPABOBOTO
CTaHapTa, 3aKPEIUISIOIIETO OCHOBHBIC aTPUOYThI M TEXHOIOTHIO HH()OPMUPOBAHUSI BCEX
3aMHTEPECOBAHHBIX CYOBEKTOB O JCSTEIBHOCTH OOIIECTBEHHBIX HAOTIOIATENBHBIX KOMUCCHIA.

KaroueBble ciioBa: rpaxkiaHcKoe 00IIeCcTBO, 00IECTBEHHBIN KOHTPOJIb, TapTHEPCKAast
MOJICTIb, OCYIKICHHBIH, ICHUTCHIIMAPHAS CUCTEeMa, IIpaBa YeI0BeKa.

Hayunas cnermansaocts: 12.00.00 — ropuandeckue HayKu.

Introduction

Currently, the trend of reforming the
penitentiary system of the Russian Federation
is associated with the idea of optimizing
its utilitarian properties, determining the
balance of social and legal impact on a person,
strengthening the social component in the
mechanism of redemptive action on a convicted
person. The phenomenon of interconnection of
such continuums as society, criminal punishment
and the functioning of a correctional institution
presupposes the presence of a certain significant
for the society role of the tandem — the creation,
on the one hand, of a stereotype of social
solidarity, justice and cohesion, and on the
other, ensuring public safety and order. This
role is performed artificially and this presupposes
compulsory social and legal impact on the
penitentiary sphere.

The relevance of the topic is due to the need
to modernize the mechanisms for guaranteeing
human rights, preserve and develop human
potential, establish social indicators of legality
and legal stability.

Objective- determination of the optimal
model of social influence on the penitentiary
system of modern Russia, that takes into account
the socio-legal, ethical, cultural principles
and forms of harmonious development of the
individual and society.

One can note the results of special studies
that the process of implementing criminal
punishment is illusory and inherently violent,
therefore penitentiary institutions are not able
to contain the tension and contradictions that

they personify, and are constantly “in crisis”
(Carvalho&Chamberlen, 2017; Lesnikov,
Ulezko&Klochkova, 2020).

In the legal field of modern Russia, the
penitentiary system is a priority and requires
close attention from the legislator, law
enforcement officer and legal science. In turn, the
mechanism for improving the internal segment
of the penal system requires an alternative
influence from public structures, which must be
transformed into an appropriate legal model. So,
the legal model is a system of principles, norms,
requirements adopted by a specific professional
community, which implements the technology of
legal impact on the corresponding object (sphere)
in order to solve a number of interrelated public
tasks. The legal model is organizationally stable,
sustainable, which, in turn, reflects the relevant
views and ideas that meet objective reality,
progressive principles of social development.

Historical aspect of public control
in the penitentiary system

The penitentiary system and its specific
historical model at different times acts as the
most dynamic and capacious management
phenomenon, demonstrating the legitimacy
and quality of such values as human rights,
humaneness, democracy, mutual responsibility
of society and the state, solidarity of ideas.

For example, in the pre-revolutionary period
of the development of the penitentiary system
(from the beginning of the XIXth century), the
participation of public structures in the work of
the prison and exile-hard labor system, the re-
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education of convicts was characterized by public
paternalism and wide donations (Romashov &
Bryleva, 2019: 833—834), the detachment of the
elite and the middle class from solving relevant
issues and problems in the presented area.

In the Soviet period, the practice of
public participation in the implementation
of corrective labor policy followed the path
of direct participation of public collectives
in the work of corrective labor institutions,
supervisory commissions, boards of trustees
were created, a mechanism for patronizing the
colony was formed by enterprises, collective
farm and production links, Soviets of Working
People’s Deputies, Komsomol and trade union
organizations. But this form of public presence
was predominantly ideological in nature, was
in the mainstream of socialist relations and the
construction of a nationwide state, and did not
always achieve the desired results in the real
re-education of convicts.

If we talk about the 90s of the XX century,
we can observe the general tendencies of state-
legal relations: a high level of corruption,
detachment of society from solving many
issues of a public nature, disunity of opinions
and interests, legal nihilism and passivity, lack
of mutual trust of society and state (Teplyashin,
2011: 530-531). Criminal and correctional
legislation during this period was still based on
Soviet nominations and established practice,
however, in fact, it did not allow maintaining
public patronage in its previous form and seeking
mechanisms for the influence of public structures
on the penitentiary system.

Discussion

In the modern period, the organizational,
legal, informational, cultural and value aspects
of the participation of civil society in manage-
ment relations, combating corruption, monitor-
ing the activities of authorities are the subject of
research both by Russian and foreign experts.
(Mikheev, Dudko & Mikheeva, 2015; Norboeyv,
2020) Public presence in the penal sphere by
citizens and public associations is carried out
mainly in the form of public control. In theo-
ry and practice, public control is understood as
the activities of non-state structures carried out
in order to monitor the work of state authori-

ties and local self-government bodies, state and
municipal organizations and institutions, as
well as for the purpose of public verification,
analysis and assessment of their issued acts and
decisions.

The legislative consolidation of this form
of social influence on the activities of state
bodies carrying out the forced detention of per-
sons in places of detention was formalized in
2008 in the federal law No. 76-FZ “On public
control over the provision of human rights in
places of detention and on assistance to per-
sons in places of detention . Subsequently, the
foundations of the mechanism of public control
were unified by the legislator in 2014 as a result
of the adoption of federal law No. 212-FZ “On
the foundations of public control in the Russian
Federation”.

Reflecting the aforementioned legal acts,
the main forms of public control over ensuring
human rights in places of detention are: obser-
vation; general inspection of the activities of
places of detention; targeted control checks on
individual messages, appeals, complaints; le-
gal expertise; monitoring of adopted local legal
acts.

It is worth noting that non-state structures,
their individual active links, are somehow in-
terested in organizing a stable law and order
and legality in the penal sphere, and in the
proper re-education of convicts. At the same
time, the professional nature of management
relations and the need to take into account the
specifics of the proposed form of public pres-
ence affect the choice of means, forms, direc-
tions of influence on a given object of public
control. In this regard, the features of public
activity in the national penitentiary system are:

1) the presence of deep and ambiguous
historical foundations and practice of inte-
grating the penitentiary system into the social
sphere, social processes.

2) significant social capacity of the pre-
sented object of public control. So, as of July
1, 2020, 499406 people were kept in the insti-
tutions of the penal system, including 104507
detainees, which forms a dense communicative
social space.

3) a fairly stable social contact and the
presence of a “feedback” between the subject
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and the object of control, which is due to the
peculiarities of the long-term static legal sta-
tus of participants in activities related to the
identification of violations in the penitentiary
system.

Models of public control
in the penal system

In the context of an active discussion of
a local model of public-private partnership in
the penitentiary system (Skiba, 2019: 78—79;
Kozin et al., 2019: 259), the relevance and
prospects of a corresponding modernization
of public control are increasing. It seems that
such modernization can be carried out along
the path of “sectoral” specialization of public
control, the formation of a high level of legal
culture and legal awareness of its active par-
ticipants. Of no small importance are such
aspects of the study of the model behavior of
public structures in the penitentiary system,
such as: the establishment of real criteria for
the effectiveness of public activities, the con-
solidation of legal practice, monitoring of re-
gional experience, the technique of identify-
ing and eliminating shortcomings and gaps,
as well as the systematic use of digital tech-
nologies. In this regard, the practical imple-
mentation of theoretical views and proposals
is due to a long period of reforming the nation-
al judicial and penal systems.

When modeling the institution of pub-
lic control, one should recognize the spatio-
temporal variability of this public law in-
stitution. Within the boundaries of public
administration in the penal sphere, specific
approaches that establish an appropriate spe-
cies range of models of public control can be
determined.

So, depending on the object of obser-
vation, the model of public control can be:
static and dynamic; depending on the chosen
and implemented methods and means: non-
democratic and democratic; from the level of
formation: international and national. In turn,
the national model can be divided into: a) an
external model implemented at the central and
regional levels through the creation and opera-
tion of public councils under the Federal Peni-
tentiary Service; b) an internal model, which is

implemented through the formation and activi-
ties of public oversight commissions.

The most representative criterion is the
goal of exercising public control and the com-
pleteness of the results obtained, depending on
which the chamber, detailed and progressive
model is determined.

The chamber model is formed during
the implementation of public control, which
is aimed at checking and diagnosing the state
of human rights in the penitentiary system, its
legal status, as well as in order to bring to the
public information about the violations identi-
fied both by specific officials and the system as
a whole.

The detailed model is aimed at establish-
ing objective and real facts of corruption in the
penal system, determining the specifics and
characteristics of the work of specific peniten-
tiary institutions. This model contributes to the
creation of a national map of tension in the field
of observance of the rights of convicts, the de-
velopment of recommendations and proposals
from public professional groups aimed at im-
proving the penitentiary educational mecha-
nism.

A progressive model is able to identify
complex problems and shortcomings in the
functioning of the penitentiary system, deter-
mine its deformation, and also establish latent
offenses in this area. The model provides for
the formation of a holistic and systemic worl-
dview of persons exercising public control in
this area, as well as a mechanism for predict-
ing the dynamics of the implementation of civil
initiatives.

It is extremely important to pay atten-
tion to the nature of the rights and freedoms
of convicted persons and, at the same time,
to the legal status of public figures exercising
public control. The following models are dis-
tinguished here: imperative, local, liberal, co-
ordination, partnership.

The imperative model is based on the prin-
ciple of priority of public funds and methods
in matters of public participation in the oper-
ation of the object of control. In this model,
the rights and interests of persons in places of
imprisonment and other forms of isolation are
considered in the context of labor and produc-
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tion resources, the material condition of cor-
rectional institutions, and their possibilities in
state construction. At the same time, the social
and legal status of a public figure to a greater
extent depends on his place in the management
hierarchy, where the state of his real interests
and aspirations in public verification is prac-
tically leveled. The presented model operated
during the socialist period of the development
of the national penitentiary system.

The local model is characterized by the se-
lectiveness of the object of control, a truncated
set of means and forms of social influence. In
this case, the consistency and scale of the im-
plementation of the institution of public control
are lost. The presented model was characteris-
tic of the period of the 90s of XXth century, as
well as the 2000s. During this period, the first
forms and technologies of interaction between
public structures and the state apparatus were
launched. The local model ensured the rehears-
al nature of individual links in the mechanism
of public control, made it possible to establish
the most acceptable forms and methods of pub-
lic influence, as well as to determine specific
areas of the penal system included in the super-
visory relationship being formed.

The liberal model is predominantly based
on modern European standards, practices and
largely avant-garde advances in the penitentia-
ry system (Tomczak & Thompson, 2019). It is
based on the progressive nature of social im-
pact on the results of penitentiary standards,
which does not guarantee that historical tradi-
tions and features of the national development
of the penal educational system are taken into
account. In turn, the subjects of public control,
not receiving significant means of influencing
the object, are faced with new requirements
and technologies (for example, V.I. Seliverstov
quite correctly points out the problems of using
measuring instruments by members of public
supervisory commissions to control the micro-
climate in residential and industrial premises
(Seliverstov, 2018: 401)), ultimately concen-
trate their attention only on certain areas of
the functioning of the penal mechanism. The
attention of social activists is mainly drawn to
human rights, the legal status of the convict,
while individual components of the optimal

mechanism of public presence remain aside:
the algorithm for re-educating the convict, the
possibility of his post-penitentiary adaptation,
means of public assistance, information and
ideological support of the reform being imple-
mented.

The coordination model is aimed at an
organized and consistent social impact on the
practice and standards of keeping convicts in
social isolation, the procedure for observing
the established rules by the administration of
the penitentiary institution. Here there is a high
level of supervision of the subjects of public
control on the part of civil society institutions,
the parameters and target orientation of the be-
havior of public figures are detailed. The coor-
dination model should be recognized as accept-
able in the absence of traditions and experience
of interaction between civil society institutions
and the state.

The partnership model presupposes sig-
nificant autonomy and a high degree of inde-
pendence of supervisory commissions and
public councils in exercising public control in
the penitentiary system. A special role in the
proposed model is assigned to the development
and adoption of legal provisions regulating this
activity, legal acts adopted by the authorities in
conjunction with advanced public structures.
Here the consolidated interests of the subjects
of public control, details the rights, guarantees
and legitimate interests of a public figure are
taken into account. The institution of public
control itself is primarily based on the princi-
ples of democracy, mutual trust of society and
the state, dynamism and constant organization-
al improvement. The presented model of public
control in the penitentiary system seems to be
the most optimal for modern Russia.

Conclusion

To a certain extent, public control in the
penitentiary system, taking into account its
specific features of a closed and targeted na-
ture, shows the promise of the concept of
public-private partnership of public participa-
tion in corrective action on convicts, and acts
as a qualitative indicator of the development of
civil society. It is possible to outline the main
directions of increasing the efficiency of public
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control and the development of its partner mod-
el in the modern national penitentiary system:

1) it is extremely important to create a
systematic and practically demanded mech-
anism for informing society about the activi-
ties of public oversight commissions and other
subjects of public control in the penitentiary
system. For example, the Public Chamber of
the Russian Federation only publishes individ-
ual authentic decisions. In turn, the Ministry
of Justice of the Russian Federation practi-
cally does not record the law enforcement ac-
tivities of public structures. In this case, it is
important to raise statistics, development indi-
cators, achievements of penitentiary and post-
penitentiary measures to the public level. The
establishment of technical, legal, organization-
al, managerial and informational support in the
implementation of public initiatives in the field
of the penitentiary complex can only contribute
to the strengthening of law and order in society
and the state

2) the Russian society, in close cooper-
ation with state authorities, needs to create a
central union (association) of public structures
exercising public control in the penitentiary
sphere. Today there are public oversight com-
missions at the level of each region. At the same
time, a centralized and effective public struc-
ture that monitors and improves this direction
of public control has not been formed today. In
unison with the noted direction, it is advisable
to reform national monitoring mechanisms in
accordance with the recommendations of in-
ternational organizations (in particular, the Eu-
ropean Committee for the Prevention of Tor-
ture and Inhuman or Degrading Treatment or
Punishment) and detailing the corresponding
reporting procedure;

3) the process of codification of legal
norms aimed at the comprehensive regulation
of public control in the national penitentiary
system seems to be in demand. A federal law
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HaquHaJZbHaﬂ accoyuayu a()MuHucmpamueucmog

Poccutickas ®edepayus, Mocksa

Annortanusi. O00CHOBaHa HEOOXOIUMOCTE PEHOPMHIPOBAHUS aIMHHUCTPATUBHOTO
BBIJIBOPEHUS, JCTIOPTALUH U PEaIMUCCUN HHOCTPAHHbIX IPaX/IaH U JIHIL 0e3 rpaX1aHCTBa
¢ Tepputopun Poccun.

[IpensnoxeHo ynoJHOMOYUTh COTPYAHUKOB OPraHOB BHYTPEHHUX J1€JI IPUBJIEKATh
K aIMUHUCTPATUBHOM OTBETCTBEHHOCTH C HA3HAYEHUEM aIMUHUCTPATUBHOIO BBIIBOPEHUS
U BBIHOCHTH PEIICHUS O ACTIOPTAINU M PEaJIMUCCHH MHOCTPAHHBIX TPa)XIaH | JHI Oe3
TpakIaHCTBa HAa OCHOBAaHUH MPEIUIOKEHIH « ABTOMAaTH3UPOBAHHON MH(OPMAITHOHHON
CHCTEMBI KOHTPOJISI MUTPAIIUN», CHOPMHUPOBAHHBIX C UCITOIIE30BAHUEM TEXHOIOTHI
HCKYCCTBEHHOI'O MHTEJJIEKTA.

Pa3paGoraHHEI B cTaThe MOAXOJ IO BHEAPEHUIO « CHCTEMBI COITUATBHOTO PEHTHHTA
WHOCTPaHHBIX IPAXKAAH U JIHIL 0€3 rpakJaHCTBa» OyleT BIUATh HAa IPUHATHE YKa3aHHBIX
pellIeHui 1 Ha yCTaHOBJIEHHE TOYHOI'O CPOKa HepaspelleHus Bbesza B Poccuro.

B crarbe 060CcHOBaHbI MEpBI, KOTOPBIE IO3BOJIAT CIEJIaTh COOTBETCTBYIOLIME IPOLIEAYPbI
MIPO3pAauHbIMU, @ BHIHECEHHBIE PELLIEHHUS BBIBEPEHHBIMU U 000CHOBAHHBIMH, YTO TAKXKE
OyzeT cocoOCTBOBATh YCTPAHCHHIO CYOBEKTUBI3MA TIPH IIPUHATHN PEIICHUH.

Kaouesble cjioBa: aJMUHUCTPAaTUBHOE BBIABOPEHUE, A€NOPTaLUs, peagMUCCusl,
HepaspelieHIEe Bbe3/a, HHOCTPAHHBIN IPaskIaHUH, COIMATBHBIA PEUTHHT, IIH(POBH3AIIHS,
ABTOMATH3UPOBAHHAS HH(POPMAIHOHHASI CHCTEMA, HCKYCCTBCHHBIN HHTEIUICKT, MUTPALTHSL.

Hayunas cneunansaocts: 12.00.00 — ropucnpyaeHuys.

Introduction

Many countries of the world at the state level
make decisions to move to a new economic and
technological order based on digital technologies.
Special attention is also paid to digitalization of
the activities of the Russian state. The active de-
velopment and implementation of digital technol-
ogies will make it possible to make breakthrough
transformations in the country and allow the state
to be competitive on the world stage.

The Strategy for the Development of the
Information Society in Russia, approved by the
Russian President in 2017, for several decades
determined the directions of the State’s activities
in the application of information and communi-

cation technologies (Decree of the President of
the Russian Federation No. 203). The Russian
Government has been entrusted to organize ac-
celerated implementation of digital technologies
until 2024, in particular, in the field of public
administration (Decree of the President of the
Russian Federation No. 204).

The Presidential Council for Strategic De-
velopment and National Projects approved a
number of documents aimed, in particular, at
the development of systems capable of process-
ing and storing large amounts of data, as well
as at the development of artificial intelligence
(hereinafter referred to as Al), robotics, and the
creation of a state unified cloud platform (Pass-
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port of the National Program “Digital Economy
of the Russian Federation”).

Successful development and implemen-
tation of the above-mentioned tools will allow
the state to make a qualitative growth in public
administration. However, digital technologies
need to be introduced into such a sphere of
public administration as the fight against illegal
migration.

The List of Instructions on the Implemen-
tation of the Concept of State Migration Policy
for 2019-2025 is dedicated mostly to the dig-
italization of the migration sphere. However,
little attention has been paid to the modern-
ization of administrative coercion measures
applied to foreign citizens and stateless per-
sons (hereinafter — foreign citizens, foreign-
ers, migrants) in case of violation of migration
legislation, despite the fact that the State tra-
ditionally pays special attention to combating
illegal migration.

The procedures for administrative expul-
sion from Russia and deportation have been in
effect in Russian legislation since 2002 without
significant changes. Transfer on the basis of in-
ternational readmission agreements (hereinaf-
ter — readmission) was introduced into the Rus-
sian law in 2008. Since then, the procedure for
applying these measures has not changed signifi-
cantly (administrative expulsion, deportation
and readmission hereinafter — expulsion).

Theoretical framework

The study of the expulsion of foreigners in
international law was carried out by Bluntschli
(1877), Gefter (1880), Oppenheim (1948).

The issues of administrative expulsion,
deportation and readmission from the territo-
ry of Russia have been investigated in scien-
tific works by Shurukhnova (2001), Kondakov
(2004), Gorbunov (2005), Gerasimov (2005),
Kuz’menko (2006), Kataeva (2007), Poliakova
(2008), Sherstoboev (2009), Kazhaeva (2014),
Zubova (2016), Simakov (2016), Ogienko
(2019).

The use of Al in legal practice and bring-
ing to administrative responsibility was studied
by Thompson (2015), Kingston (2016), Ash-
ley (2017), Zeleznikow (2017), Pullen (2019),
Zaplatina (2019), Reiling (2020).

Social credit system has been stud-
ied by Hodson (2015), Backer (2017), Chen
and Cheung (2017), Chorzempa et al. (2018),
Blomberg (2020), Bayer et al. (2020), Everling
(2020), Timofeeva (2020).

Currently, foreign citizens who are outside
the border territory, in case of violation of mi-
gration legislation, can be expelled from Russia
by administrative expulsion, deportation and
readmission.

Decisions on administrative expulsion
from the country, deportation and readmission
in Russia are not made (except in some cases)
from March 15, 2020 to September 30, 2021
due to the measures taken in connection with
the COVID-19 pandemic. At the same time,
until June 15, 2021, the courts could make de-
cisions on administrative expulsion in the form
of a “controlled self-departure”. At the same
time, the validity of all kind of permits were
extended (Decree of the President of the Rus-
sian Federation No. 274; Decree of the Presi-
dent of the Russian Federation No. 364).

The countries of the European Union have
also taken a number of similar measures. At the
same time, “there was no uniformity between
the EU Member States regarding the measures
taken” (Sommarribas and Nienaber, 2021).

Administrative expulsion from the Rus-
sian Federation, which is one of the types of
administrative punishments, is applied in ac-
cordance with the Code of Administrative Of-
fenses as a punishment for committing certain
administrative offenses by foreigners.

Cases of administrative offenses commit-
ted in the field of migration legislation are got
turned on by the police with their subsequent
transfer to the court for consideration. If a mi-
grant is brought to administrative responsi-
bility, a judge will impose an administrative
fine with or without administrative expulsion.
When imposing punishment, the courts take
into account the nature of the offense, the iden-
tity of the offender, his property status, as well
as the circumstances mitigating responsibility
(include marital status) and aggravating re-
sponsibility (include bringing to administra-
tive responsibility before). The choice of the
form of administrative expulsion belongs to
the judge considering the case, and depends on
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the circumstances, including the material and
physical possibilities for independent departure
from the territory of the Russian Federation
(Kostyria, 2017).

At the same time, firstly, some provisions
of the Code of Administrative Offenses provide
for the appointment of an administrative fine
with mandatory administrative expulsion, that
in some cases contradicts Article 8 of the Con-
vention for the Protection of Human Rights.
In this regard, D.N. Shurukhnova proposes to
envisage administrative expulsion as an ad-
ditional alternative punishment, imposed or
not when a decision is made on the case, tak-
ing into account the personality of the person
brought to administrative responsibility and
other circumstances of the case (Shurukhnova,
2019). Secondly, the judicial practice on bring-
ing migrants to administrative responsibility in
case of violation of migration legislation is not
uniform.

Internal discretion of judges when making
decisions exists in other countries. For exam-
ple, in the USA “judges’ personal attitudes,
biases, and motivations are often revealed as
they articulate their desire to circumvent the
removal process for noncitizens they view as
“deserving” of relief — but for whom only tem-
porary relief from removal is often available
given judges’ interpretations of immigration
law” (Asad, 2019).

Currently, the courts hear all cases, even
in the case of a foreigner’s consent of a com-
mitting an administrative offense and willing-
ness to be punished. Note that administrative
expulsion is appointed by the border authority,
rather than the court, if a foreign citizen com-
mits an administrative offense on the Russian
border territory (Code of Administrative Of-
fenses).

Unlike the procedure for bringing for-
eign citizens to administrative responsibility,
bringing to responsibility of vehicle owners is
carried out automatically when violations are
recorded with special technical means (Code of
Administrative Offenses).

The next type of removal from the territo-
ry of Russia is deportation. This is the forced
transfer of a foreigner from the country in
case of loss or termination of legal grounds for

his further stay (residence) in Russia (Federal
Law No. 115-FZ). This type of administrative
coercion is aimed at ensuring the safety and
protection of citizens and the state (Smash-
nikova, 2011). The assignment of deportation
is carried out by police officers. Russian legis-
lation provides 6 grounds for the deportation
of migrants.

The third type of expulsion is readmis-
sion. Agreements on readmission provide for
the admission by Russia from foreign states of
its own citizens and foreign citizens who are
citizens of third countries, as well as the trans-
fer of foreigners to another state. There are 5
grounds for the transfer of foreigners on the ba-
sis of readmission agreements.

The transfer in accordance with readmis-
sion agreements is carried out on the basis of
decisions made by the chief of the police au-
thorities. Note that administrative expulsion
in the form of forced and controlled transfer is
carried out by the bailiffs, and the readmission
procedure is carried out by policemen. In this
regard, the transfer on the basis of an agree-
ment on readmission of persons subject to ad-
ministrative expulsion is difficult to implement
and requires the issuance of an appropriate in-
teragency legal act.

Administrative expulsion, deportation and
readmission from the territory of the country
entails the closure of the entry to a foreigner
for 3, 5 or 10 years. If the expulsion is carried
out for the first time, the entry closure period is
5 years, if it is repeated — 10 years. In case of
termination of the readmission procedure due
to voluntary departure at their own expense or
at the expense of a third party, the deadline for
closing entry to Russia is 3 years.

Statement of the problem

In case of violation of migration legislation
decisions on administrative expulsion are made
by judges, based on materials prepared by the
police officers. The decisions on deportation
and readmission are made by the police. Prepa-
ration, consideration and decision-making is
carried out ‘in manual mode’, that requires
large human resources, time expenditures and
does not guarantee the absence of the influence
of the human factor.
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At the same time the period for which the
entry is closed does not depend on the person-
ality of the offender or the nature of the offense,
but on the number of cases of administrative
expulsion, deportation and readmission.

Given that digital technologies allow im-
proving various areas of activity, the procedure
of appointment of all types of expulsion should
be reformed. The methods of applying the con-
sidered measures of administrative coercion
should be improved by introducing Al methods
in making decisions. Moreover, the period of
non-entry for foreign citizens must be fair and
proportionate to the committed misconduct
and offense. At the same time under the condi-
tions of digitalization, the legality and fairness
of decisions should increase.

The subject of this study is the proce-
dure for assigning three types of expulsion
of foreign citizens and stateless persons from
the territory of Russia in case of violation of
migration legislation. The object of the re-
search is the social relations that develop in
the process of administrative expulsion, de-
portation and readmission of these persons in
the event of their violation of migration legis-
lation. Its purpose is to develop proposals for
reforming the procedure for assigning types
of expulsion from the territory of Russia to
foreign citizens.

Discussion

It is planned to create In Russia a Unified
Information Platform for registering foreign
citizens, which will contain digital profiles of
migrants. Foreigners will be able to apply for
public services in electronic form, receive in-
formation about their end of the period of stay
and validity of documents, as well as the need
to leave the country (In Russia will create a
single database of digital profiles of foreigners
staying in the country).

Artificial intelligence technologies are one
of the most popular and fastest growing areas
of scientific research. The ability to process big
data exceeds human capabilities. Al generally
refers to the ability of a machine to demonstrate
human intelligence, for example, when solving
a problem without using software containing
detailed instructions (Tupchienko, 2018).

Currently, the most popular is machine
learning (hereinafter — ML), based on statis-
tical modeling. Popular ML algorithms such
as neural networks or gradient boosting are
capable of recognizing even the deepest re-
lationships in datasets that can often achieve
very high accuracy of predictions (Nikitin,
2018). An example of the effective use of ML
methods in making court decisions is the pro-
gram that achieved 79 % accuracy in deter-
mining the outcome of the case, as a result
of analysis of 584 judgments of the European
Court of Human Rights (Taylors, 2016). To
make Al more efficient in decision making,
more algorithms need to be introduced to cov-
er more cases contained in judicial decisions
(Zaplatina, 2019).

With regard to the issuance of ‘court’ deci-
sions, the computer calculates the result based
on the analysis of a large number of documents,
based on the input data. Due to the lack of un-
derstanding of how the decision was made and
what initial data influenced it, the decision-
making algorithm is often called a ‘black box’.
However, to solve the ‘black box’ problem,
programmers have already proposed dozens of
programs. Many are based on the idea of re-
placing a complex, poorly interpreted model
with one or more simple models that are similar
in their properties (Krakhalev, 2015).

The work of programmers on the black
box problem solves a number of issues. First,
the ability to provide a person with informa-
tion, on the basis of which the program made
a certain decision. Secondly, psychologically
people trust the solution of the system if they
have an understanding of how it came to such
a result. Third, information about which vari-
ables the program uses and how they affect the
final result allows it to be improved, thereby
improving the quality of the result.

In this case, special attention should be
paid to the security of the information system.
It is necessary to use effective measures of pro-
tection against accidental or deliberate influ-
ences on information, impact on systems of its
processing and transmission. Information se-
curity technical means solve various problems
to protect the system, in particular: access con-
trol, including authentication and authorization
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procedures, audit, information encryption,
anti-virus protection, network traffic control
(Guseva and Kireev, 2014).

The presence of the described computer
technologies makes it possible to modernize
the procedure for making the considered de-
cisions in relation to migrants in the event of
their violation of migration legislation.

Taking into account the vigorous activity
of the state aimed at digitizing the migration
sphere, and the availability of the abovemen-
tioned technologies, we propose to create an
“Automated Information System of Migration
Control” (hereinafter — the System). The Sys-
tem will receive information about foreigners
from the Unified Information Platform and
other state automated information systems.
Then, using the machine learning method, the
System will propose to the official a draft of
the appropriate decision (based on the analy-
sis of a huge number of decisions on bringing
foreigners to administrative responsibility and
deportation), taking into account information
about the identity of the migrant, his marital
status and other information affecting the issu-
ance of decisions (including information about
family members — citizens of Russia and other
information that prevents the adoption of these

decisions). The procedure for making decisions
is shown in the Fig. 1.

In accordance with the art. 26.2 of the
Code of Administrative Offenses, evidence is
established by protocols, explanations of a for-
eigner, testimony of witnesses and other docu-
ments. In this regard, it is necessary to provide
for the possibility for officials to enter all the
listed documents into the System in a formal-
ized way. In the same way it must be entered
into the System circumstances precluding the
proceedings on an administrative offense under
art. 24.5 of the Administrative Code.

The System also should contain informa-
tion on the existence of valid agreements on
readmission and on the conditions for sending
applications (requests) for readmission, accep-
tance and transfer of foreign citizens. When
authorized officer confirm the need to apply a
readmission agreement, the System should au-
tomatically generate a draft decision on read-
mission and a request for readmission to anoth-
er state and other documents necessary for the
readmission of a migrant.

It is necessary to provide for the possibili-
ty of access to the data of a foreigner by police-
men not by entering personal data manually,
but in a faster way — by scanning a QR code
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generated for each migrant when creating his
profile in the information system. In addition, it
is necessary to establish the possibility of self-
entry of information by the migrant (through
the created personal account).

All decisions made must be detailed and
contain all the information about the foreigner
taken into account by the system. If there is any
information that is not taken into account by
the System, due to the capabilities of the pro-
gram, a foreign citizen should have the right to
appeal the decision to a court. Subsequently,
with the help of Al technologies, the System
will take into account the decisions of a court
when making next decisions.

Many countries have rating based systems.
For example, credit ratings are actively used
(Cantor and Packer, 1994). At the same time,
it is proposed when calculating an individual
credit rating to use neural networks along with
expert estimates (Rzayev et al., 2019). In Rus-
sia, when assigning an insurance pension, an
“individual pension coefficient” is calculated,
which is also called “pension points” (Federal
Law No. 400-FZ).

At the same time, the most controversial is
the China’s Social Credit System. This Credit
System still scares the rest of the World (Bay-
er et al., 2020). It is planned to evaluate people
and organizations based on data on the finan-
cial and social behavior of them, and then to
punish or encourage in accordance with certain
agreed standards of good conduct (Chorzempa
et al., 2018). “The more understandable is the
assessment, the more impartially it is being ful-
filled, the stronger is the public support” for the
China’s System. It is planned to extend this sys-
tem not only to persons, but “also companies
as legal entities and then various non-profit and
management structures and organizations, and
their leadership” (Bayer et al., 2020).

The Social Credit System does not create
new data about a specific person, it systematiz-
es existing data. Such systems have actually
entered our lives. For a long time, applications
have been actively using ratings and feedback
systems. People prefer to use services with
good reviews.

It is necessary to introduce a Social Rat-
ing System of Foreign Citizens in Russia,

which will make possible to apply adminis-
trative coercion measures to migrants, taking
into account the points scored and to calculate
a fair period of non-entry permission when
making decisions on removal from the terri-
tory of Russia.

For example, points should be accrued to
foreigners for knowledge of the Russian lan-
guage, the basic knowledge of the law and the
history of Russia, the presence of education,
work experience in the specialty; the pres-
ence of close relatives — Russian citizens and
non-Russian citizens permanently residing in
Russia; no violations of criminal and admin-
istrative legislation during the year; timely
payment of fines; the amount of taxes paid;
length of stay (residence) in Russia; availability
of income and housing in Russia; the amount
of investment; passing a medical examination;
voluntary departure and payment of removal
costs in case of deportation during the previous
stay, as well as for “good deeds” (for example,
social work) and compliance with the “Code of
Ethics” which should be developed.

Penalty points should be awarded in case
of committing administrative or criminal of-
fenses, the presence of infectious diseases that
pose a danger to others, failure to comply with
the requirement to leave the territory of the
country in the event of an appropriate decision,
evasion from entering the data into the System,
entering inaccurate information and falsifica-
tion documents.

The final rating of a foreigner will affect
the amount of an administrative fine when
brought to administrative responsibility, mak-
ing a decision on administrative expulsion,
deportation and on the exact deadline for non-
entry (up to a day).

With the help of the proposed Social Rat-
ing System of Foreigners, the presence of close
relatives — Russian citizens will not be an un-
conditional “indulgence” for migrants who
systematically or grossly violate Russian leg-
islation.

In the case of committing an intentional
crime, the rating of a migrant should be influ-
enced by the sentence passed taking into ac-
count the nature and degree of social danger
of the crime committed by him, his personal-
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ity, as well as the circumstances that mitigate
and aggravate the punishment. We consider
that when committing especially grave crimes
against life, health or public safety, such a
number of penalty points should be awarded
so that a foreigner should not be allowed to
enter the country for life, and not for 10 years,
as provided for by the current regulatory legal
acts.

Conclusion

Russian legislation concerning the proce-
dure for the appointment of administrative ex-
pulsion, deportation and readmission of foreign
citizens from the territory of Russia needs to
be reformed. Bringing foreign citizens to ad-
ministrative responsibility by the police, the
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Mockosckuii 20cy0apcmeeHHblll UHCIUNTYM
MeAHCOYHApOOHbIX omHoulerutl (YrHusepcumem,)

Munucmepcmea unocmparnuwix 0en Poccuiickoii @edepayuu

Poccuiickaa @edepayus, Mocksa

AHHoTanusi. Mepsl, npunsaTeie Opranusaiueil ucaamckoro corpyaanuectsa (OHC)
B 00J1aCTH 3aIIUTHI U TIOOLIPEHHS MIPAB YEIOBEKA B TIOCICAHHE IO/Ibl, OTPAXAIOT U3MEHEHHUS
B €IMHOM MO3UIMK rocynapcTB — wieHoB Opranuzanuu. Ha 3To yka3bIBaloT U MOJ0KEHUS
npunsatoid B 2020 rogy Hexnapanuu ONC o npasax yenoseka. Llens HacTosero
HCCIE0OBaHUs — ONPEAEIUTh U3MEHEHUS B I03ULMU rocynapcTs — wieHos OUC
110 BOIIPOCaM IIpaB YeJIOBEKA C TOUKH 3PEHUs] YHUBEPCAIBHON KOHIIENIUY U KYJIBbTYPHOIO
pendaruBu3Ma. B ero ocHOBY JI€INIO IIPEACTABIEHUE O TOM, YTO KYJIBTYPHBIM PEISITUBUZM
rOCyAapCTB MOXKET KaK CIIOCOOCTBOBATH, TAK U MPEMSATCTBOBATH UMIIJIEMEHTAIINHU
MEKAYHAPOJHBIX CTaHIAPTOB 3allUTh] ¥ IIOOLIPEHYs IIpaB YelloBeka. B xone uccienoBanus
OBUTH PACCMOTPEHBI MEXKTyHAPOHbBIE JOTOBOPHI M aKThl PEKOMEHAATEIBHOTO XapaKkTepa,
npunsATeie B pamkax ONC, uccnenoanus noj aruaoil OpraHuzanuu U JOKYMEHTHI
€€ MEXaHU3MOB 3alUThI IIpaB yejaoBeka. CornacHo pe3ynbpTaraM UCCIIEI0BaHUs,
nestenabHocTh OMC cmocoOCTBYET 3alUTe U MOOUPEHUIO YHUBEPCAIbHBIX NPAB
YenoBeKa B roCyAapcTBaxX-4JIeHax, OJHAKO HEKOTOPBIE 0OCTOSITEIbCTBA MPEMTCTBYIOT
MEXAYHApOAHOMY COTpyAHHUUYecTBY Opranusamnuu B fanHoi obnactu. [logxox OUC
K [IpaBaM 4eJI0BEKA XapaKTEePU3YyeTCs KaK ILIIOPaIMCTUYECKUM.

KuaroueBbie ciioBa: IpaBa 4CJIOBCKa, Ky.]'ILTypHLII‘/JI PECISATUBU3M, OpraHmauHs[ HCJIaMCKOI'o
COTpyAHNYICCTBA, KaI/IpCKaSI ACKJIapanus, ITaxT 0 mpaBax pe6eHI<a B UcCj1aM¢e, HezaBucumas

MOCTOsTHHAss KOMUCCHS 110 ITpaBaM 4YC€JIOBCKa, ):[eKnapauHﬂ OUC o mpaBax 4CJIOBCKaA.

Hayunas cnenmanbsaocTh: 5.1.5. MextyHapOIHO-TIPAaBOBBIC HAYKH.

Introduction

In 2020, the OIC Declaration of Human
Rights was adopted. Alongside other recent
developments, it reflects the changes in the
Organisation’s approach to human rights. This
study aims to examine the developments in acts
and mechanisms of protection and promotion of
human rights of the OIC from the standpoint of
universalism and cultural relativism.

In relevant publications, cultural relativism
is referred to as a doctrine justifying certain
variations in moral rules and social institutions
by cultural and historical divergences between
the societies (Donnelly, 1984). As applied to
human rights, the doctrine suggests that certain

derogations in interpretation and application
of the universal human rights norms could be
historically and culturally justified.

This study is premised on the idea that
relativist doctrines can either contribute or
impede protection and promotion of human rights
by states. The focus is drawn on the concepts and
methods that facilitate respect of the universal
standards as reflected in the universal human
rights acts.

The study explores the origins of different
human rights approaches and debate on their
correlation. It analyses the legal nature of
the conflict between the concepts from the
standpoint of implementation, fragmentation
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and eurocentrism of international public law.
Then, it considers different aspects of the
OIC activity. Finally, it draws conclusions
on the OIC position in the debate on cultural
relativism.

For the purposes of the study, the OIC
treaties and ‘soft law’ acts on human rights
were explored alongside with its human rights
mechanisms’ activity and officially published
studies and reports. Human rights doctrine in
the field of human rights and Islamic law was
taken into account.

L. Islamic States Relativist Approach
and Universal Human Rights

Alongside adoption of the first universal
human rights acts academic works on human
rights as recognized and protected by Sharia
appeared. The scholars were trying to find the
answers to the two main questions, first being
whether Islamic law recognized and protect-
ed fundamental human rights (Nawaz, 1965;
Donnelly, 1982) and second concerning the ra-
tio between the Islamic, Western and universal
approaches to fundamental human rights (Ala
Maudoodi, 1977; Renteln, 1988; Said, 1979).

A. Islamic Human Rights Doctrine

Some oriental lawyers and philosophers
suggested that Sharia had been protecting fun-
damental human rights long before the adop-
tion of the Universal Declaration on Human
Rights (UDHR) and International Covenants
on Civil and Political Rights (ICCPR) and Eco-
nomic, Social and Cultural Rights (ICESCR)
(Traer, 1989). Meanwhile, it was asserted by
other scholars that Sharia did not safeguard
human rights enshrined in those acts (Coulson,
1957). The nature of rights and obligations as
well as remedies sought in case of prejudice
to such values as life, property and honour ac-
cording to the Islamic legal doctrine revealed
their aim of securing general legal order and
not the individual.

Scholars attributed the authority of di-
vine commands to states’ obligation to protect
human rights which is common to all norms of
Islamic law due to their concurrently religious
and legal nature (Faruqi, 1983). As regards
universal standards, the UDHR preamble

provides that fundamental human rights pro-
tection is essential as their recognition is the
foundation of freedom, justice and peace. The
protection of human rights itself is considered
an obligation under the UN Charter. Although
the UDHR’s wording does not appear to di-
rectly contradict any teaching on the primary
source of human rights, one of the objectives
raised by Saudi Arabia when abstaining from
the vote on the final draft of the declaration
was that the UDHR contradicted the notion
of human rights as granted by Allah (Traer,
1989).

The existence of a relevant human rights
doctrine in Islam is inextricably linked with
the debate on the nature of human rights. It ap-
pears that it was not the source of the doctrine,
religious or secular, that raised concerns but
the implications of possible interpretation of
Islamic divine provisions protecting the state,
social institutions or any other social phenom-
ena instead of the individual. Thus, the lack of
individualism was considered an obstacle to
inferring that foundations of universal funda-
mental human rights doctrine are enshrined in
Islam.

B. The Ratio between the Universal,
Western and Islamic Human Rights

The question of culturally justified region-
al approaches to human rights in internation-
al public law became acute with the adoption
of the 1950 Convention for the Protection of
Human Rights and Fundamental Freedoms
(ECHR) (Aldeeb Abu-Sahlieh, 1990). Accord-
ing to its preamble, the Convention was issued
by Governments of European countries which
were like-minded and had a common heritage
of political traditions, ideals, freedom and the
rule of law. Technically, ECHR was a regional
treaty reflecting the European states’ approach
to human rights, the adoption of which was jus-
tified by states’ common historical and cultural
heritage.

The Islamic states’ approach to human
rights had not been expressed in any interna-
tional public law act until the end of the XX
century. Before that, a debate occurred on the
distinction of Western and other human rights
approaches accompanied by the demand that
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Western countries not impose their legal and
political tradition on other States (Said, 1979).
At the same time, the Islamic law concept of
human rights was developed.

Anthropological research (Messer, 1997),
as well as recent international law doctrine
(Hogemann, 2020), suggests that numerous
cultural approaches to human rights exist and
have to be recognized. A pluralistic approach is
introduced that implies coexistence of different
cultural traditions alongside universal human
rights standards. The distinction between cul-
tural and ethical relativism is drawn (Salmon,
1999). Relativist approaches are deemed appro-
priate only if they do not contradict core ethical
standards.

Today, Islamic States’ concept of human
rights is reflected in the OIC and the Arab
League acts, while that of Western states is
represented in e.g. the Council of Europe and
the European Union acts. The universal human
rights approach as contained in universal acts
and UN bodies’ activity is to be separated from
the Western one so as to prevent eurocentrism.

The correlation and mutual influence of
universal concept and relativist approaches
are not sufficiently analysed. From the stand-
point of international public law, the regional
practice influences the inferences on existence
of universal norms. At the same time, the uni-
versal acts are a means of codification and
progressive development of international legal
rules that are to be observed by States in their
regional cooperation.

I1. Legal Nature of the Conflict between
Islamic and Universal Human Rights
International obligations of states in the
field of human rights include states” implemen-
tation of universal standards which involves
their adaptation to the particularities of the
national legal systems. Regional internation-
al organisations may facilitate the process by
adopting acts and mechanisms that address le-
gal culture particularities of the member states.
However, such acts and mechanisms may
contribute to regional fragmentation of inter-
national law and its ethnocentrism, a striking
example of which in human rights doctrine is
eurocentrism.

A. Relevant particularities of Islamic Law

Islamic international law doctrine pro-
vides for the respect on equal footing and in
good faith of the lawfully concluded agree-
ments, which applies to conventions between
Muslims and non-Muslims (Malekian, 2011).
Thus, human rights treaties have to be imple-
mented in the legal systems of Islamic state
parties according to both international public
law and Sharia.

Historically, Islamic law developed upon
a set of fundamental principles that differ from
those found in other legal systems. Firstly, the
initial cause of creation of the state was con-
sidered the will of a superior essence, laws
being direct commands of that essence. The
interconnection between lawful and pious be-
haviour has been strengthening, the source of
applicable legal rules being Islamic scriptures
(Van Den Berg, 2006). Thus, for an interna-
tional law norm to be implemented in national
legal systems of an Islamic State, it has to be
compatible with Islam.

Secondly, the main sources of Islamic re-
ligious and legal knowledge include guidance
to any sphere of human life and, thus, they
contain or imply all necessary rules of con-
duct. The Quran, according to its wording, was
revealed <...> as an exposition of everything
(16:89) (Krachkovsky, 1963). Both the wording
and substance of the Revealed Book are to be
preserved while no critic of them is allowed.
Thus, it is crucial to discover foundations for
protection of human rights in the main sources
of Islamic law for their effective respect on the
territory of Islamic States.

Thirdly, judges and religious and legal
scholars play an incomparable role in Islamic
legal systems. They make respective inferences
and resolve the occurring conflicts between le-
gal provisions, assuring coherence of the sys-
tem. This idea could be supported by the au-
thority of the founders of the main Islamic law
schools (madhab) as well as such sources of
legal rules as fatwa, i.e. Islamic case law.

Apparently, legal and religious scholars
and practitioners ensure the implementation of
the universal human rights standards in Islamic
states. Their authoritative judgments and theo-
ries based on undisputable sources of Islamic
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law influence state practice in the field. Today,
some legal scholars tend to believe that Islamic
law sources contain all necessary mechanisms
for the system’s adaptation to the modern uni-
versal human rights doctrine (Saeed, 2018).

Finally, the heads of Islamic States are
considered Allah’s representatives on Earth,
one of their primary obligations being to pre-
serve religion from undue practices and ideo-
logical influences (Van Den Berg, 2006). All
government bodies assume the responsibility
for their proper and pious ruling before Allah
and their acts are to reflect the divine com-
mands. According to the al-Shura principle of
Islamic constitutional law, heads of State and
other State authorities should consult the wisest
and most decent representatives of the Muslim
Umma (Said, 1979). Therefore, it is important
for Islamic states’ authorities to be sure that the
measures taken align with divine prescriptions
while taking into account the recommenda-
tions of recognised specialists in the field of
human rights in Islam.

B. Fragmentation of International Public Law
and Eurocentrism

In spite of the claims that countries from
different political and cultural backgrounds ne-
gotiated the text of the UDHR (Saeed, 2006), a
lot of modern-day OIC Member States had not
gained independence by the time the Declara-
tion was adopted. They include Algeria (1962),
Benin (1960), Mali (1960), Mauritania (1960),
Morocco (1956), Tunisia (1956) and other states.
Even though some Islamic states were present,
such representation did not reflect the global
share of Muslim communities. As a result, the
legal systems of numerous modern day states
were underrepresented, which lead to their
advocacy for reconsidering international law
norms with equal regard to all existing legal or-
ders and rejection of the ‘civilizing mission’ of
the European countries (Samour, 2014). Today,
eurocentrism is considered a topical issue of in-
ternational public law (Fassbender, 2012).

Eurocentrism seems relevant to human
rights law as well. As mentioned above, Islam-
ic scholars insisted that Western human rights
approach not be imposed on others. Due regard
to all states’ teachings and practice could help

to elaborate a regime that would be ultimately
applicable in most States and would not techni-
cally fit only European legal orders.

In some legal families, a separate approach
to international public law emerges. Thus, Is-
lamic law scholars develop the doctrine of “Is-
lamic international law” aimed at exploring in-
ternational law norms and principles enshrined
in Islamic legal sources (Malekian, 2011). From
certain perspective, this implies development
of an ‘Islamic’ international legal order which
could disintegrate the universal one. However,
reconsideration of state practice in light of in-
ternational public law is necessary for progres-
sive development of international law towards
a genuinely universal set of norms.

C. The OIC and Universal Human
Rights Implementation

The OIC activity in the field of human
rights is based upon its Charter as revised in
2008. According to its provisions, the Member
States adhere to the principles of the UN Char-
ter and international law, seek to preserve and
promote core Islamic values, contribute to the
dialogue among civilizations and promote hu-
man rights and fundamental freedoms.

Article 1 of the Charter reiterates the Mem-
ber States’ objectives to promote human rights
and freedoms including the rights of women,
children, youth, elderly and people with special
needs alongside preserving Islamic values and
heritage. The principles of the OIC function-
ing include commitment to the principles of the
UN Charter, human rights protection and pro-
motion being one of them. In their fulfilment of
the OIC principles, the States shall be guided
and inspired by the noble Islamic teachings and
values. As can be seen, the regime enshrined
in the OIC’s founding document implies con-
current observance of the universal and Islamic
human rights doctrines.

It is worth mentioning that national legal
systems of Islamic States are diverse and their
human rights practice varies. That makes any
international law obligation assumed by states
under the auspices of the OIC a step towards
creation of a common Islamic approach. At the
same time, expertise of the OIC mechanisms
in both international human rights law and Is-
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lamic law ensures compatibility of the Islamic
concept with the universal standards. As re-
gards its international cooperation, the OIC en-
joys the UN General Assembly Observer status
and participation in its bodies’ activity. Thus,
the OIC has relevant international law means
to ensure application of the universal human
rights standards by its Member States.

II1. The OIC Human Rights Treaties
and ‘soft law’ Acts

Several human rights treaties and ‘soft
law’ acts have been adopted under the auspices
of the OIC that reflect the common position of
its Member States.

A. Dhaka and Cairo Declarations
on Human Rights in Islam

The 1983 Dhaka Declaration was adopted
by Resolution No. 3/14 of the XIV Islamic Con-
ference of Foreign Ministers (Dhaka Declara-
tion). The Declaration recognises fundamental
human rights as a part of Islamic faith. It at-
tributes to them the authority of divine com-
mands and to their respect the quality of an act
of worship. It is proclaimed that Sharia calls for
the safeguard of people’s religion, soul, mind,
honour, wealth and progeny. The universal
application of the Declaration implies that it
addresses human rights of all Muslims of the
globe.

The Dhaka Declaration appeals to the pi-
ety of Muslims in its attempt to give grounds
for respect of human rights. It is usually consid-
ered as a disadvantage of the Declaration. Yet,
Dhaka declaration is a ‘soft law’ act reflecting
the OIC Member States common position on
the necessity to integrate human rights concept
in their religious and, therefore, legal doctrines.

In 1990, the Cairo Declaration was adopt-
ed by Resolution No. 49/19-P of the XIX Con-
ference of Foreign Ministers (Cairo Declara-
tion). The preamble of the act expresses the
OIC Member States’ intention to contribute to
the efforts of mankind to assert human rights in
accordance with Sharia. It reaffirms that human
rights concept is the integral part of Islamic re-
ligion. Impermissibility of human rights’ full
or partial suspension or violation is proclaimed
one of the principles of the Declaration.

The Cairo Declaration enumerates rights
and freedoms protected by the OIC Member
states. Many of them align with those protected
by the UDHR, some of the rights being accord-
ed only to men, such as freedom of movement
and residence and the right to seek asylum from
prosecution. Some human rights are protected
that are not proclaimed by the UDHR, such as
protection during war and armed conflict and
protection of intellectual property rights.

The Cairo Declaration subordinates the
rights and duties proclaimed by it to the pro-
visions of Sharia as both applicable law and
source of interpretation. On the one hand, such
dispositions make it possible to interpret human
rights scope in derogation from the universal
standards. At the same time, it is important to
consider the Declaration as an act expressing
Member States’ common position on a cata-
logue of human rights and freedoms preserved
by their legal systems. As such, the Cairo Dec-
laration approximates national practice to the
universal standards.

Neither the Dhaka nor the Cairo Declaration
defines expressly the correlation between univer-
sal human rights and human rights in Islam.

B. The OIC Covenant
on the Rights of the Child in Islam

Adopted in 2004, the Covenant on the
Rights of a Child in Islam (OIC Covenant) is
the first binding international law act adopted
under the auspices of the OIC. According to
the preamble of the OIC Covenant, the parties
thereof proceed from Islamic efforts on issues
of childhood which contributed to the 1989
Convention on the Rights of the Child (CRC).
Thus, the OIC Covenant is implied to be com-
patible with and complementing the CRC.

Respect of the provisions of Sharia and ob-
servance of the domestic legislation of Member
States as well as cultural and civilisation con-
stants of the Umma can be found among the
principles of the OIC Covenant. The wording
of the act reveals its parties’ intention to pre-
serve their relativist approach and respect the
internationally recognised standards. Their po-
sition could be defined as pluralistic.

By the time of the adoption of the OIC
Covenant 55 out of 57 OIC Member States had
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bound themselves with the provisions of the
CRC, Palestine and Somalia adhering to it in
2014 and 2015 respectively. At the same time,
the CRC received numerous reservations by
Islamic States, most of them with regards to
articles 2, 14, 20 and 21 (Hashemi, 2007). The
articles are concerned with freedom of thought,
expression and conscience as well as rules on
adoption.

Article 20 of CRC mentions the Islamic
Kafalah system of guardianship. However, it
was found by Islamic States’ to contradict the
Islamic system of guardianship as opposed to
the system of adoption established in other le-
gal systems. The IPHRC outcome document
on the OIC Covenant revision of 2017 refers to
Kafalah as a means to ensure the bondage with
the child’s biological family. As the system of
Kafalah is itself approved of by CRC, protec-
tion of its principles through the OIC Covenant
could not be found contradictory to it. At the
same time, the wording of article 20 of the CRC
reflects the influence of Islamic legal culture on
universal human rights protection.

Since 2018, the OIC bodies have been
working on the draft of the revised version of
the OIC Covenant.

C. The OIC Declaration
on Human Rights

Adopted in November 2020 by Resolu-
tion No. 63/47 of the Council of Foreign Min-
isters, the OIC Declaration on Human Rights
(OIC Declaration) contains 25 articles, includ-
ing those on children’s and women’s rights,
freedom of religion and freedom of expres-
sion. The Declaration guarantees 26 out of 32
rights and freedoms enshrined in the UDHR
(Kayaoglu, 2020). Some of the rights previ-
ously attributed only to men are granted to
women as well.

The preamble of the Declaration expresses
the adherence of the OIC Member States to the
idea of human rights and the mission of their
protection. It refers to Medina Charter along-
side the universal human rights acts. That re-
flects the OIC Member States’ adherence to the
Islamic and international law doctrines at the
same time. The Declaration affirms that human
rights are universal, indivisible, interdependent

and interconnected but points at the need to
consider states’ historical and cultural back-
ground.

The revised Cairo Declaration does not
contain any direct references to Sharia. Howev-
er, it uses Islamic religious terms in describing
the scope of some rights, for instance the ‘right
to life as a gift by Allah Almighty’ or wom-
en’s ‘right to motherhood in line with Allah’s
creation’.

Article 1 of the Declaration proclaims that
all individuals are equal without any discrim-
ination, including on the grounds of sex, reli-
gion, sect and age. Article 5 on women’s rights
affirms that men and women are equal in their
dignity, rights and obligations as prescribed by
applicable law. It encourages the OIC Member
States to take measures aimed at women em-
powerment. The effectiveness of these provi-
sions relies on national legal rules application,
including interpretation and application of Is-
lamic legal sources.

The OIC Declaration reflects some
achievements in the field of the rights of the
child. It guarantees equality to all children and
prohibits sentencing children to capital punish-
ment. However, the Declaration does not con-
tain dispositions concerning children’s free-
dom of conscience and religion. In general, it
approximates the OIC acts regime to universal
standards but it doesn’t expressly provide for
all guaranties granted by the CRC.

The right to security of one’s religion is
considered a part of the right to privacy (article
19). The approach expressed in the 1990 Cairo
Declaration concerning that right hasn’t been
modified. The OIC Member States continue to
grant protection to religion through protection
of fundamental human rights.

As for certain negative developments, the
right to seek asylum granted by the Cairo Dec-
laration is no longer granted by the OIC Decla-
ration on Human Rights. Although article 12 of
the Declaration guarantees the same universal-
ly recognized human rights and fundamental
freedoms to all refugees and migrants, the gen-
eral approach to the issue of refugees is reflect-
ed in article 11 that only preserves expressly
the right of refugees to return to their countries
of origin, not their right to assimilation or re-
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settlement on the territory of the OIC’ Member
States.

The OIC Declaration reflects some partic-
ularities of the Islamic human rights doctrine,
while it refers to universal standards and re-
flects their wording, demonstrating the plural-
istic approach of the OIC Member States. The
Declaration gives rise to expectations of fur-
ther approximation of the two approaches.

IV. The OIC Human Rights
Protection Mechanisms

Several human rights protection mecha-
nisms function under the auspices of the OIC.
They include the Independent Permanent Hu-
man Rights Commission (IPHRC), its Field
Visit Commissions (FVC) and Women Devel-
opment Organisation (WDO). In 2017, IPHRC
encouraged the OIC Member States to estab-
lish a separate mechanism for the implementa-
tion of the revised OIC Covenant.

A. Independent Permanent
Human Rights Commission

The IPHRC activity is based on Chapter X
of the OIC Charter and its 2011 Statute. Ac-
cording to Article 15 of the OIC Charter the
aim of the IPHRC is to promote human rights
preserved by both the OIC acts and universal
human rights acts in conformity with Islamic
values. Thus, human rights promotion by the
IPHRC is subject to universal and Islamic doc-
trines. Meanwhile, as an OIC body, IPHRC’s
activity is subject to universal principle of hu-
man rights protection and promotion.

As can be inferred from Chapter I'V of the
Statute of the IPHRC, it is rather a consulta-
tive body established in order to assist the OIC
bodies and Member States in their efforts to
promote and protect human rights. The IPHRC
is also meant to support the OIC position on
human rights at the international level and con-
solidate cooperation among the Member States
in this area.

Representatives of the UN human rights
bodies are regularly invited to participate in the
IPHRC sessions. At the end of each session out-
come documents are adopted. These documents
include both interpretation of Sharia provisions
and references to universal international law

acts. It is common for these publications to out-
line the areas of common ground between the
universal concept of human rights and human
rights in Islam. As to the recommendations,
they frequently include accession or ratification
of universal treaties by the OIC Member States,
their implementation and cooperation with the
UN bodies. However, some recommendations
raise concerns. E.g. the IPHRC Study on Gen-
der Identity of 2018 recommends reducing do-
nations to the UN bodies and organisations and
reconsidering cooperation with them if these
bodies and organisations promote the views
that do not correspond to those held by the OIC
Member States. Such recommendations be-
yond doubt impede international cooperation
in the field of human rights.

IPHRC session documents outline the ne-
cessity to involve Islamic scholars in further
development of human rights doctrines, exam-
ple of which is a recommendation contained in
the 2017 study on the OIC Covenant. It appears
that the Commission is especially concerned
with ensuring the authoritative interpretation
of national legislation that would make OIC
acts on human rights effectively applicable on
the territory of the OIC Member States.

The IPHRC takes into consideration Is-
lamic States’ cultural particularities when
including Sharia-based interpretations of uni-
versal norms or recommendations to involve
religious leaders in human rights promotion
processes. It refers to Islamic law and universal
treaties at the same time, thus supporting the
pluralistic approach and developing a relativist
concept with regard to application of universal
standards.

B. Field Visit Commissions

Since 2014, the OIC has been sending FVC
to countries and regions in which violations of
human rights raise concerns of the Member
States. So far, four FVC have examined the
situation in Central African Republic (CAR)
(2014), Palestine (2015), State of Azad Jammu
and Kashmir (2016) and Myanmar (2018).

FVC mandates derive from decisions of
various bodies of OIC which include Islam-
ic Summit (2015 visit to Palestine, 2018 visit
to Bangladesh), Council of Foreign Ministers
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(2015 wvisit to Palestine; 2016 visit to Paki-
stan; 2018 visit to Bangladesh) and Executive
Committee (2014 visit to CAR). Requests and
recommenfations to examine human rights sit-
uation in a certain area are construed to be a
FVC mandate.

Permission of the State visited is required
for a FVC to enter its territory. Denial of such
permission has been a deterrent factor in case
of States that have no member or observer sta-
tus in the OIC. For example, the Republic of
India did not respond to the request to let the
IPHRC representatives on its territory. As a
result, the examination performed on the ques-
tions of human rights violations on the territo-
ry of Jammu and Kashmir relied on Pakistani
politicians’ and refugees’ testimony. Similarly,
FVC received no positive response from the
Government of Myanmar to grant access to its
territory so the primary source of information
became refugees from the Rohingya refugee
camps in neighbouring countries, mostly Ban-
gladesh.

The aim of all four FVC was to investigate
human rights violations against Muslim pop-
ulation of the respective territories. Report on
each situation contains a description of histor-
ical background, findings on current situations
and the IPHRC recommendations. The latter
are addressed to the OIC, its Member States,
non-Member States suspected of human rights
violations and even the UN, its bodies and in-
ternational community.

FVC findings are focused on representa-
tion of the factual background of a situation
rather than human rights interpretation. FVC
reports contain references to the UN Charter,
international law in general, international hu-
manitarian law and international human rights
treaties. No reference to human rights in Islam
or OIC declarations or covenants can be found.
Thus, FVCs are aimed at ensuring that the uni-
versal standards’ are respected with regard to
the Muslim population of the globe and not as-
serting the relativist concept of human rights
in Islam.

C. Women Development Organisation

The WDO was established and its Statute
was adopted in 2009. It took eleven years for

the Statute to enter into force upon the 15 rat-
ification by the Republic of Cameroon. WDO
is aimed at women empowerment in the OIC
Member States. It does so by means of train-
ing, education and rehabilitation in line with
the principles of Islamic values.

WDO Members are the OIC Member
States that acceded to its founding document.
Its Council consists of Ministers concerned
with women’s affairs in Member States. It is
the Council’s mission to adopt policies and pro-
grams linked with women development.

The main functions of the WDO are to
raise awareness about women empowerment
and the role of Islam in preserving the rights
of Muslim women. As all OIC mechanisms,
the Organisation aims at consulting Member
States and promoting the interests of the OIC
at the international fora. The WDO shall im-
plement the OIC acts and recommendations,
including the OIC Plan of Action for the Ad-
vancement of Women (OPAAW) of 2016 and
Resolutions adopted by the OIC main bodies
and conferences of ministers in charge of
women.

Conclusions

As of March 2021, 51 out of 57 OIC Mem-
ber States (89 %) are bound by the provisions
of the ICCPR and ICESCR. These At the same
time, it cannot be affirmed that the OIC Mem-
ber States who have bound themselves with the
provisions of universal treaties have ensured
their full respect on their territories.

The OIC Member States and the OIC it-
self seek to preserve and develop their relativist
concept of human rights in Islam as a part of
Islamic legal systems.

The nature of the conflict between the
two concepts of human rights is connected
with Islamic states’” human rights implemen-
tation mechanisms. This process should take
into account the particularities of Islamic legal
culture. From the standpoint of international
law, the conflict should be considered in light
of eurocentrism and regional fragmentation of
human rights law.

The OIC and its human rights protection
mechanisms take into account the above men-
tioned particularities through addressing gov-
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ernmental and academic sources as well as the two approaches. In general, the measures
international and Islamic doctrines in the field taken by the OIC appear to contribute to human
of human rights. Sometimes, lack of coopera-  rights protection in its Member States. The ap-
tion or counter productivity of the OIC bodies’  proach of the Organisation can be described as
recommendations can impede the alignment of  pluralistic.
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Abstract. The processes of active digitalization of various sectors of the Russian economy
have influenced the field of higher education. The existence of many digital educational
platforms for hosting online courses is a reality. Although it seems obvious, the institution
of a digital educational platform has not yet been properly clarified. There is no full-fledged
concept of a “digital educational platform” from the standpoint of a legal assessment of
its nature. Is the platform a set of services or something else? Does the platform provide
services? Is the platform responsible for user access and content? Different types of such
platforms created “from above” and “from below” have not yet been systematically
considered in legal science. The representative of the first model is “Open education”, in
the emergence and existence of which a public subject is interested. Private platforms such
as “SberUniversity” or “Lectorium”, which have several directions of interaction with users
and claim their place in the higher education system, can be classified as those created
“from below”. The coexistence of educational platforms is not limited to competition
between them. Platforms are changing the education system: secondary, higher, additional.
Therefore, the risks of further penetration of platform reality into higher education need
to be predicted. The existence of educational platforms has had an impact on the previous
education system. Subjects of education are the first to undergo such a transformation:
universities, teachers. Russian universities are actively working to expand the offer of digital
analogs of classical academic disciplines. Also, the universities are constructing courses for
the formation of competencies in demand today. This is becoming a new educational area
for universities. Thanks to the legal regulation of the credit of online courses, universities
are differentiated into those offering educational content and using such content. Professors
are now competing in an open space where any classic academic discipline can be replaced
by an online course. In conclusion, the prospects for the transition of higher education
from formalized to informal are noted.
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educational resources, online courses, additional programs, university competition, academic
mobility.
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Canxm-Ilemepoypackuil 2ocyoapcmeenblil yHugepcumen
Poccutickas ®edepayus, Cankm-Ilemepbype

AHnHoTanms. [Iporeccyl akTUBHOM UG POBHU3AIUN PAa3HBIX OTpaciieil poCcCUiiCKOU
SKOHOMUKH TOBJIHSIN Ha cepy BeIcIIero oopazoBanus. CymecTBOBAHHE MHOTHX
nu(pOBBIX 00pa30BaTEIBHBIX IIAT(HOPM IS Pa3MEIICHUS OHIAWH-KYPCOB SIBIISICTCS
peanbHOCTBIO. [Ipu KaKyIIelcss OYeBUAHOCTH HHCTUTYT IH(PPOBON 00pa30BaTEIbHOM
1aThOpMBI TTOKa HE HCCIECI0BAH JODKHEIM 00pa3oM. He CyIecTByeT MoIHOIIEHHOTO
MOHATHS «IH(POBast 00pa3oBaTeNbHAS IDIATPOPMay C MOUIUH IOPUANICCKOI OLIEHKH ¢
npupoxsl. [Inatrdopma — Habop cepBrcoB Wil 4To-THO0 HHOE? OKa3bIBACT JIH IUIaTGopMa
yeayru? Hecer nu mmaropmMa OTBETCTBEHHOCTD 3a JOCTYI TOJIB30BATENCH 1 ColepiKaHme?
CHCTeMHO B IOpHINYECKOI Hayke MOKa He OBUTH PAaCCMOTPEHBI pa3HbIe BUIBI TAKHX
IaTopM, CO3IaBAEMBIX «CBEPXY» H «CHU3Y». [IpencraBuTeneM nepBoil MOIEIH SBISCTCS
«OTKpBITOE OOpa30BaHUE, B MOSABJIEHUHU U CYLIECTBOBAHUU KOTOPOIO HMEET HHTEPEC
myOnmaHbI cyObekT. K co3maBaeMbIM «CHH3Y» MOTYT OBITh OTHECEHBI YACTHBIE ITAT(GOPMEI,
takue kak «CoepYHuBepcure™ n «JIeKTOpuyM», HMEIOITIEe HECKOJIFKO HAIIPABICHHHA
B3aUMOJIEHCTBUS € I0JIb30BATEISIMU U IIPETEHAYIOIIUE Ha CBOE€ MECTO B CUCTEME BBICILIETO
ob6paszoBanusi. CocymecTBOBaHHE 00pa30BaTEIbHEIX TUIAT(GOPM HE HCUCPITBIBACTCS
KOHKypeHIHel Mex 1y HuMH. [1mat¢hopMbl MEHSIOT cCUCTeMY 00pa30BaHUs: CPETHETO,
BBICLLIETO, JOMOIHUTENbHOIO. [103TOMY HYKIal0TCsl B IPOrHO3UPOBAHUM PUCKHU JaIbHEHILIEro
MIPOHUKHOBEHUSI TUIAT(OPMEHHOHN pearbHOCTH B BEICIIee 0Opa3oBaHue. CylieCcTBOBaHUE
00pa3oBaTeNbHBIX IDIaT(GOPM OKa3bIBACT BIMSHIC HA IMPESKHIOI CHCTEMY 00pa30BaHUSL.
[epBBIMU TOABEPIKEHBI TAKOH TpaHCPOPMALIUU CYOBEKTHI 00pa30BaHUs: YHUBEPCHTETHI,
npernoaaBaTenau. Poccuiickue yHUBEpCUTETHI aKTUBHO paOOTalOT HaJ paclIMpeHUueM
TIPEUIOKEHIS ITU(DPOBBIX aHAIOTOB KIACCHYCCKHUX YICOHBIX IHUCIUILINH, 8 TAKKE KYpPCOB
st opMUpPOBaHHS BOCTPEOOBAHHBIX CETOMHS KOMIIETCHITHI. DTO CTAHOBUTCSI HOBBIM
o0pazoBaTesbHBIM HallpaBJIEHHEM Ul By30B. biarogaps HOpMaTUBHOMY IIpaBy 3auera
OHJIAWH-KYPCOB ITPOUCXOIUT AU((epeHINAINS YHUBEPCUTETOB Ha MPEIIaraloNnIiX YIeOHBII
KOHTEHT U IOJIb3YIOIIMXCS TAKUM KOHTEHTOM. [IpernonaBarenu tenepb KOHKYpPUPYIOT
B OTKPBITOM IIPOCTPAHCTBE, KOT/Ia JII00ast KIIaccuueckas yaeOHas AUCIUIUINHA MOYKET OBITh
3aMEHEHa OHJIalH-KypcoM. B 3aBeplieHne oTMeUeHbl IePCIeKTUBBI IEPEX0/1a BBICILIETO
00pazoBaHus OT (POPMATIH30BAHHOTO K YUUTHIBAIOIIEMY HE(OPMAIEHBIC COCTABILIIONINE.
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Kuarwuesrple cjioBa: nudpoBu3amus 00pa3oBaHus, 00pa3oBaTelbHbIC TIATHOPMBL,
00pa3oBaTesbHBIC CEPBHCH], 00pa30BaTEIILHBIC PECYPCHI, OHIAWH-KYPCHI, JOTTOTHUTEITHHBIC
MPOTpaMMBI, KOHKYPEHIIUS YHHBEPCUTETOB, aKaIeMUIeCcKasi MOOMIIBHOCTb.

Cratbs MOJArOTOBJICHA B paMKax Hay4YHOTO MpoekTa Poccuiickoro GpoHma GpyHIaMeHTaIbHBIX
uccienoBanuit Ne 19—011-00687 «Biusinue nudpoBu3aiiuy BeIcIIero 00pa3oBaHus
Ha CBSA3aHHBIC C HUM DKOHOMHUYECKHE MPOIECChl B COBPEMEHHOM POCCHICKOM OOIIECTBEY.

Hayunas cnenmansaocts: 12.00.00 — ropuandeckue HayKu.

Introduction

The rethinking of the value of distance
learning technologies and e-learning that has
taken place in recent years in the Russian educa-
tional system is largely due to the development
of digital platforms for online courses. The plat-
forms have no formally restrictions on the level
of education and allow endlessly individualizing
the process of obtaining new competencies. A
catalyst for the growth processes of educational
product offers on platforms should be sought not
so much in a pandemic and the forced transfer
to the “distance” learning processes, but in the
broad horizon of the concept of “education” laid
down by the legislator, directly or indirectly, rep-
resenting ... attitudes, experience, and compe-
tence of a certain volume and complexity” (Art.
1 Federal Statute of December 29, 2012 No. 273-
FZ “On Education in the Russian Federation™).
At the same time, the formalized higher educa-
tion remains on the agenda of state policy, and
its framework (educational standards and rele-
vant curricula, as well as programs of courses
or practices) currently demonstrate only limited
flexibility for the implementation of the content
of any digital platforms in the learning process.
We can say that the process of “digitizing” var-
ious educational courses has now continued,
with new argumentation: from online courses as
the equivalent of academic disciplines in higher
education programs to any material claimed to
be useful in the educational process. The dis-
cussion about the content of education has been
developing between the three interested parties
involved: a public subject, an employer and a
student. Each of them has its ranking of expect-
ed results in higher education. For the state, the
standardization of higher education through the
system of “standards-curricula-work programs”

is still an indisputable axiom. Accordingly, each
product of the digital platform, positioning itself
as “educational”, must be designed into a nor-
matively defined format. It is quite obvious that
in this approach developers of massive online
courses can and will only be universities — or-
ganizations that realize their higher education
programs based on state standards, or university
standards and curricula. However, educational
organizations are crossing the former corporate
boundaries of programs, entering the competi-
tive environment of online courses on a digital
platform, and offering various opportunities for
offsetting the result within the framework of
classical learning process. The reasons for such
innovations are different, we will discuss them
separately. At the same time, we see it quite log-
ical if a student is confident that upon receiving
a diploma, he or she will be able to integrate into
the economy without the need for retraining.
Employers, who determine the structures of the
labor market influence through several factors,
including by offering their vision for the neces-
sary knowledge, skills, and abilities of a gradu-
ate with a higher education diploma. The digital
educational platforms we are considering as the
institutional solution for companies to promote
their needs in competencies and ways to satisfy
them.

Theoretical Framework

Today, the attention is drawn to the emer-
gence of domestic digital educational platforms
created as a result of the collaboration of uni-
versities (for example, the National Platform
“Open Education”), as well as business proj-
ects of organizations that are not related to the
academic sphere (for example, “SberUniversi-
ty”). The multiplication of the number of plat-
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forms is an expression of the basic economic
postulate of demand, which generates supply.
The popularity of online education even before
the pandemic made it possible to introduce var-
ious materials to the virtual educational “mar-
ket” from personal self-development to analogs
of academic courses of higher education pro-
grams. Educational platforms have given for
such content a structure, a quality standard, as
well as their vision of applicability and useful-
ness for various social tasks. The super com-
petitive environment for the existence of edu-
cational platforms is permanently complicated
by several factors. Firstly, the presence of “bal-
anced” representatives (“Open Education” and
“SberUniversity”). Secondly, different strat-
egies for preparing online courses exist (aca-
demic courses and courses from practitioners).
Thirdly, the variability of service offerings (on-
line courses and additional programs). Fourth-
ly, using different approaches to the concept of
quality (presumption of the quality of univer-
sity courses and positioning the significance of
the results of development in practice-oriented
courses). The first to come to our educational
space “Coursera” today concurs with the oth-
er digital educational platforms, retaining as a
visible advantage the possibility of expanding
the audience of consumers — placing online
courses in English and other foreign languages.

Statement of the Problem

The processes of digitalization of higher
education create a new educational reality for
all subjects involved (the platform itself, cre-
ators of materials, content users), which one so-
ciologists today call “platform” today. In such
a reality, the social component is using the po-
tential of different communities and managing
the interaction between them on the platform to
achieve maximum efficiency. The difficulty in
understanding the latter lies in the lack of un-
derstanding of consumer motivation on digital
educational platforms. The variety of content
allows you to individualize your education, but
is there a necessary, scientifically defined limit
for such a process? Are consumers of online
content themselves aware of the learning goals
and how to achieve them? Do clients of educa-
tional platforms differentiate between the pur-

pose of higher education courses and e-courses
from other organizations? Only professionals
understand that university courses are the part
of the systemic education, they work for a long
term. Educational products of other partici-
pants in the educational market solve specific
problems at a particular moment in time, pro-
vide the acquisition of competencies that are
urgently needed at a given moment in time.
Both those and other courses are necessary for
the student, but their ratio and volume depend
on the needs of the individual student.

It is also impossible to get away from the
question of whether the educational organiza-
tions themselves are the very moderators of
higher education? Do universities understand
the optimal content of the training program for
each direction, determining the necessary and
secondary online courses and other materials
presented on educational platforms (Sheveleva,
Vasiliev, 2021: 53—68)? Should they submit to
the dictates of the consumer in education, who
speculatively chooses the material necessary
for his professional viability? Finally, how does
the digital educational platform affect higher
education in terms of determining its content,
albeit in a virtual plane? Are there risks of the
elimination of universities due to the variety of
platforms, created without the participation of
the academic community?

The fate of classical universities in the new
reality does not look like a linear development,
various options are possible. The first one is a
partnership with companies offering education-
al products as a way to increase competitiveness
in the context of the dominance of educational
platforms. The second option, educational or-
ganizations become regional research centers
(ecosystems), and platforms are assigned the
role of technological platforms for uniting in-
terests. The creation and support of their digital
systems require large financial resources; uni-
versities must seek support either from the state
or from a business. How far the forecasts will
become in Russian reality, will depend on the
results of the implementation of the program of
strategic academic leadership “Priority 2030
The task of the authors of this article is to try
to offer a meaningful understanding of termi-
nological and institutional components of such
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a phenomenon as a digital educational platform
in the Russian educational system.

Methods

The implementation of platform solutions
in several sectors of the economy, in the so-
cial sphere, in the public administration, and
in the provision of services had been being a
public policy priority over the past three years
(The Decree of the President of the Russian
Federation of 07.05.2018 No. 204 “On national
goals and strategic objectives of the develop-
ment of the Russian Federation for the period
up to 2024”). However, attempts to define the
generic concept of “digital platform” are still
being undertaken by researchers from various
fields of scientific knowledge. For example,
philosophers consider a technological plat-
form as a way of dynamically self-describing
systems, reaching the level of describing self-
descriptions, providing for a regular review
of a portfolio of priority projects (Lichutin,
2012: 164-169). Sociologists, referring to for-
eign researchers, agree with the understanding
of a digital platform as a virtual platform that
ensures the interaction of two or more par-
ties (user groups) according to certain rules
(Shevchuk, 2020: 30-54). For representatives
of the exact sciences, a digital platform is a set
of technologies based on processes and appli-
cations, which represent a mechanism for com-
bining the efforts of all interested parties, used
to solve specific problems and having a certain
set of properties (Ryazanova, 2020: 26-36). In
management, it is proposed to call a platform
an enterprise that ensures mutually beneficial
interactions between the parties of the producer
and the consumer, creates an open infrastruc-
ture for participants and sets the rules (Alstin,
Parker, Sangeet, 2017: 18). A digital platform is
understood as a business module with technol-
ogy support that facilitates the exchange of in-
formation between users of information and its
consumers, who do not necessarily know each
other, thereby achieving a certain confidential-
ity (Zaramenskikh, 2018: 105—-112). In Russia,
platform solutions first appeared in business,
later spreading to the education sector. At first
glance, the reasons for turning to digital trans-
formation are quite simple and universal for

a platform in any area. In the context of dig-
ital technologies the uniqueness of a product,
which is difficult to maintain for any length of
time even with modern legal protection meth-
ods, is replaced by the uniqueness of consum-
er services in the form of customization of the
product and the introduction of an ecosystem
of accompanying services. As a result, digital
platforms act as platforms for the placement of
services demanded by consumers, at the same
time “creating conditions for the emergence of
a new business environment” (Zaramenskikh,
2018: 111). The concept of a digital platform
correlates with the above definitions, can be
found in the strategic agenda of the Eurasian
Economic Union: a system that supports the
use of digital processes, resources, and services
by a significant number of subjects of the dig-
ital ecosystem and provides the possibility of
their seamless interaction (The Decision of the
Supreme Eurasian Economic Council of Octo-
ber 11, 2017 No. 12 “On the Main Directions
for the Implementation of the Digital Agenda
of the Eurasian Economic Union until 2025”).

In the field of education, the position of
the Ministry of Science and Higher Education
is important, so in article 3 of the Regulations
on the state information system “Modern dig-
ital educational environment” educational plat-
forms received a legal definition: “Information
platforms in the information and telecommuni-
cations network Internet, on which educational
organizations host online courses, the develop-
ment of which is carried out by students through
the usage of distance educational technologies
and e-learning” (The Decree of the Government
of the Russian Federation of November 16, 2020
N 1836 “On the state information system “Mod-
ern digital educational environment” (together
with the “Regulations on the state information
system “Modern digital educational environ-
ment”). We could see that the key feature of a
digital educational platform is online courses,
the free development of which should be plat-
forms understood as technology.

The researchers have noted other essential
aspects of the platform, including its purpose —
the provision of services (online services). Con-
ceptually, one can agree with the position pre-
sented in science that educational platforms are
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built around software as a service, thereby en-
suring that educational content meets the needs
of listeners, as well as, in some cases, including
built-in analytics (Ryazanova, 2020: 30). High-
lighting the service goal in the digital platforms
means raising the issue of compensation or gra-
tuitousness of services provided to users, the
first of which is access to online courses.
Summarizing the above definitions and el-
ements of the concept, we propose the following
vision of a digital educational platform — a soft-
ware product on the Internet for providing users
with services for educational products (imple-
mented in electronic form or using distance ed-
ucational technologies of educational programs,
online courses) and support of the processes of
obtaining related information by users.

Discussion

The formation of digital educational plat-
forms can be carried out on an initiative basis
“from above” or “from below”. Some research-
ers have been called the first case a “state
model” since platforms are created for the im-
plementation of public policy in a certain area
(Veredinsky, Makarov, Slutsky, 2021: 108). The
“commercial model” provides for the imple-
mentation of the business model chosen by the
organizers of the platform project (Veredinsky,
Makarov, Slutsky, 2021: 108). The above classi-
fication seems to be quite universal for different
platforms. However, we will make a few clar-
ifications regarding the initiative as a criterion
for classifying the ways of platform implemen-
tation. “State” does not mean the creation of an
educational platform directly by a public entity
and funding from the budget of the correspond-
ing level. The key is to formulate the goals of the
platform in the context of the multidimensional
mission of education in the Russian legal system.
This missions are social (investment in human
capital, which means priority-free development
of educational products and their availability to
any person on the Internet), reputational (pro-
posing their approaches to the structure and the
content of the educational product, as well as
its possible uniqueness), competitive (the choice
among thematically similar educational offers
of different universities), the attraction of com-
mensurate resources (the provision of paid relat-

ed services, starting with the payment of a cer-
tificate of successful course completion). Such a
model can be implemented indirectly, through
state universities as ready-made centers for gen-
erating the main educational product of digital
platforms today — online courses. The “com-
mercial” creation of an educational platform
is distinguished by a change in the ranking of
goals: the development of corporate human cap-
ital comes to the fore (providing the company's
employees with an appropriate level of compe-
tence); transformation of the business landscape
(forced changes in the sphere or several areas
of the economy according to the ideas of the
creator of the platform); making a profit (sell-
ing educational products that are currently in
demand at the moment). The digital education-
al platforms that have appeared with the listed
goal-setting are to some extent complementary
in comparison with the “state” ones since they
will be forced to offer innovative and atypical
educational products-services that meet a wide
range of consumer needs, both in terms of sub-
ject matter and content, execution. Therefore,
it is quite predictable that the organizers of the
“commercial” educational platform are busi-
ness entities. At the same time, collaboration
with universities is a far from obvious solution
to achieving a massive offer of educational ser-
vices on such a platform. Maybe, it is so due to
the main target audience — the companies’ staff,
and only secondarily — the other consumers.
Corporate orientation may lead to attention to
the “fashionable” (for various reasons, not only
because of the effectiveness of the methods and
the product being created) creators of educa-
tional products that exist outside the academ-
ic community. It is enough to see who are the
main speakers on the formation of so-called soft
skills, digital skills, hard skills: Nathan Fehr —
professor of strategy at INSEAD business
school, Jorg Missing — professor of INSEAD,
lecturer of the discipline “Creating a unique cli-
ent experience”, Simon Seibrands — consultant
Leadership Development, Coach of the Kets de
Vries Institute (KDVTI), Evgeny Dotsenko — Di-
rector of R&D of the Training Institute — ARB
Pro Group. As a result, “commercial” digital
educational platforms imply the offer of prod-
ucts from those who know in what form, based
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on what educational technologies (the so-called
“EduTech”), and with a focus on what result it
is necessary to interact with persons involved in
specific business processes.

The right to receive an education is recog-
nized in Russia as a constitutional value, defin-
ing the social mission of the state as creating
conditions for the accessibility of education.
We believe that it is the “state” model that is
preferable in the domestic educational system.
However, at the moment, only the platform
“Open Education” created by the Association
“National Platform for Open Education” could
be called “state model” in the field of higher ed-
ucation. The educational platform was initiated
by a leading university: Moscow State Univer-
sity. M. V. Lomonosov, SPbPU, SPbSU, NUST
MISIS, NRU HSE, MIPT, UrFU, and ITMO
University. The public entity is not the direct
creator of the platform but realized his inter-
est in its appearance in the “support” format
(this is how the background of the platform is
determined in the methodological recommen-
dations on the use of online courses hosted on
“Open Education”), as well as through state
universities, the founder of which is (Method-
ical recommendations: 3). The goal of “Open
Education” is the emergence of “a new ele-
ment of the higher education system in Russia,
which will help increase the availability and
quality of education”. This mission correlates
with the principles of state policy in the field of
education, presented in paras. 2, 7, 8 art. 3 of
the Federal Statute of December 29, 2012, No.
273-FZ “On Education in the Russian Federa-
tion” (hereinafter — the Statute on Education):
“2) ensuring the right of every person to edu-
cation, the inadmissibility of discrimination in
the field of education; 7) the freedom to choose
education according to the inclinations and
needs of a person, creating conditions for the
self-realization of each person, the free devel-
opment of his abilities; 8) ensuring the right to
education per the needs of the individual, the
adaptability of the education system to the level
of training, developmental characteristics, abil-
ities and interests of a person”.

The effective achievement of public edu-
cation goals cannot be achieved directive “in
manual mode”, the Ministry of Science and

Higher Education cannot require the founders
of the platform and other state universities to
systematically prepare a certain number of on-
line courses at a specific time. A different way
of encouraging universities to develop courses
specifically for this platform is needed. Open
Education declares three unified principles
for the online courses presented at it: the best-
specialized courses of the best professors; qual-
ity standards; organization of assessment pro-
cedures. However, the positions presented are
bonuses only for consumers who could choose
online courses in a competitive environment of
several educational platforms. In this situation,
if the online course is equal to the academic
course of the corresponding curriculum, then it
has an advantage.

The national platform “Open Education”
is characterized by the functioning of inter-
connected platform services: (a) the ability to
search for courses on topics with a filter for a
specific university (selection of proposals from
the best), (b) a well-thought-out structure of
courses (combining videos with presentations,
materials for self-study, current issues and fi-
nal certification as a guarantee of high-quality
development), (c) a system of identification of
the applicant (guarantees of the fairness of ob-
taining a certificate). As noted on the platform's
website, in comparison with courses on other
online learning platforms (1) all courses are de-
veloped under the requirements of federal state
educational standards; (2) all courses meet the
requirements for learning outcomes of educa-
tional programs implemented in universities;
(3) emphasis is placed on the effectiveness and
quality of online courses, as well as procedures
for assessing learning outcomes. Of the above,
the first two features stand out — compliance
with educational standards and requirements
for learning outcomes for higher education pro-
grams. This correlation can stimulate univer-
sities to develop online courses since their use
makes it possible to reallocate their resources
and increase the efficiency of their activities. A
multi-effect arises — the achievement of several
tasks using the created courses: the use of our
online courses instead of classical disciplines
or as an addition to them, as well as the exter-
nal transfer of knowledge for universities that
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do not have a sufficient base of courses, but
strive to optimize the processes of implement-
ing their programs. Some of the parameters
of such optimization are given in the material
“Analysis of the needs of universities and expe-
rience in the inclusion of open online courses
in curricula” which is presented on the “Open
Education™: (a) reduction of financial costs for
teaching; (b) filling the shortage of teachers in
narrow-profile disciplines; (c) mastering and
applying new teaching methods.

At the same time, for the intensity of the
transfer of online courses, an important nuance
is the payment, based on a standard network
agreement concluded between two universi-
ties: a developer and a consumer. The digital
platform provides incentives for universities
to prepare online courses hosted on the plat-
form — income directly depends on the array
of in-demand online courses. The founding
universities of the national platform, defend-
ing their commercial interest, decided that the
university can implement an online course in
its educational program by concluding a net-
work agreement with the university that devel-
oped the course. We know that in a pandemic,
the Open Education platform provided online
courses free of charge, and this decision was
made jointly with the Ministry of Science and
Higher Education (Press Release “Leading
universities have opened free access to online
courses for students”). The use of the network
contract model makes one think about the cor-
respondence of the decision to the understand-
ing of the network form of the implementation
of educational programs and the current legal
regulations (See: the Decree of the Ministry
of Education and Science of Russia N 882 of
May 8, 2020 “On the organization and imple-
mentation of educational activities in the net-
work form of implementation of educational
programs” (together with the “Procedure for
the organization and implementation of edu-
cational activities in the network form of im-
plementation of educational programs”, art.
15. Participating organizations are not entitled
to charge students for the implementation of a
part of the network educational program and
(or) the provision of resources for its implemen-
tation). We believe that the financial interest

of a university-developer of an online course
should be protected within the framework of
simpler structures — a contract for the provision
of services for a fee, and the use of a network
contract needs additional justification.

The current content of the Open Education
convincingly demonstrates the process of sin-
gling out a group of universities (which were its
founders), systematically replenishing the base
of online courses. The digital educational plat-
form is becoming a catalyst for the processes of
complication of the national structure of higher
education organizations, according to which
some universities are “suppliers” of high-
quality educational products that other univer-
sities implement in their educational programs.
In parallel, there is a branch of the selected vec-
tor of development — virtual academic mobility
of students who choose an online course from
a leading university instead of the disciplines
of their educational program, followed by the
result of development. This trend is another in-
centive given by the public subject of interest
of universities in the creation of online courses
within the framework of “Open Education” —
competition for the reputation obtained as a re-
sult of replacing courses in other programs, as
well as for possible funding within the frame-
work of federal projects.

On the one hand, it seems that the use of
online courses presented on the “Open Educa-
tion” platform fits into the content of the concept
of education in the sense that is enshrined in the
provisions of art. 2 of the Statute on Education:
“a single purposeful process of upbringing and
education, which is a socially significant benefit
and carried out in the interests of the individ-
ual, family, society and the state, as well as a
set of acquired knowledge, skills, attitudes, ex-
perience and competence of a certain volume
and complexity for intellectual, spiritual, mor-
al, creative, physical and (or) professional de-
velopment of a person, to meet his educational
needs and interests”. On the other hand, higher
education is realized at the levels presented in
the provisions of art. 10 of the Statute on Edu-
cation (bachelor, master, specialty), this means
that online courses should also be “tied” to the
corresponding level of higher education, they
should support the formation of relevant com-
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petencies. We can assume the possibility of the
existence of “free” online courses, suitable for
any educational programs of higher education,
however, this requires deep methodological
study. Therefore, the value of online courses
can be recognized to a greater or lesser extent
in the acquisition of higher education, provid-
ed that the results of such courses are read in a
specific program. Nevertheless, the content of
education is doomed to go beyond the strict lim-
its of educational programs, with a competence-
oriented setting of higher education, the acqui-
sition of knowledge, skills, and abilities can be
carried out using a wider range of educational
products (so-called ‘“non-formal education’)
that meet the needs of the labor market. As a
consequence, the emergence of “Open Educa-
tion” is seen as a timely element of public ed-
ucation policy, not limited only to higher edu-
cation programs at universities (which thereby
stimulate the development of local procedures
for recognizing online courses as academic dis-
ciplines), but also to include an interest in re-
cruiting and the development of competencies
outside the framework of educational programs.
This educational platform also offers anyone
who wants an initial acquaintance with the pro-
fessions of the present and the near future (ca-
reer guidance). But having made the first step,
the public subject sooner or later must decide
on an “educational reformation” to revise the
rigid system “‘standard-curriculum-program of
discipline, practice”. The variability of academ-
ic disciplines allowed in the current educational
standards, which implies the student’s right to
choose educational courses, is insufficient. A
simple expansion of variability is threatening to
develop into a system of a free set of academic
disciplines, which fundamentally contradicts
our domestic educational system, built on the
principle of consistency and the teaching meth-
od “from a common to the private”. Weighted
decisions are needed about the admissibility of
replacement, compliance criteria, the amount of
variability, and some others. Educational plat-
forms will be needed as tools for the implemen-
tation of ready-made methodological solutions.
The second model, “commercial” digital
educational platforms, is created not by aca-
demic institutions of higher education (and, as

it seems to us, even with the principled position
of not representing universities in such proj-
ects), but by companies from different sectors
of the economy. The latter, as we noted earlier,
considers the result for the consumer from at
least three points of view: (1) the development
of their human corporate capital, (2) the impact
on the transformation of the professional field
on a national scale according to their percep-
tion, and (3) as a way of making a profit. At
the same time, the forms of functioning of ed-
ucational platforms may differ. “SberUniver-
sity” is one of the most successful examples.
The platform was created by the corporate uni-
versity of the same name, which has the status
of an organization that implements additional
professional educational programs (lifelong
education) (ANO DPO “Sberbank Corpo-
rate University”). The educational partners of
“SberUniversity” for several programs are an
international business school, as well as com-
panies from their eco-environment: “Access to
lectures by teachers from INSEAD and Sbe-
rUniversity 24/7 in combination with live com-
munication with experts from companies in the
Sberbank ecosystem. Remotely, at a convenient
time for you” (program “Digital transformation
is a new reality”). The flexibility of designing
programs allows us to offer thematic diversi-
ty, combined for “open programs” (available to
any audience, not excluding employees of the
“Sberbank” ecosystem companies) by three fil-
ters: soft skills, digital skills, hard skills. These
filters on the platform are not decrypted and
their content remains undefined for users: at the
moment the first two do not have fixed courses,
hard skills include only “Strategic asset and li-
ability management”, the rest of the programs
are displayed when the “All” filter is selected.
The distribution by filters seems to be expected
in the future. We can assume that the use of
filters on the platform has at least two goals.
On the one hand, new “skills”, compliance with
the modern agenda, the development of which
will benefit the listener. For what are these
“skills”, and what is the benefit of mastering
the program — making decisions only for each
consumer. True, it remains questionable wheth-
er the skills related to the triad of the result of
higher education programs: knowledge and
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competence. On the other hand, thanks to the
“skills” filters, the “SberUniversity” influences
the formation in the professional community
(and, therefore, in different spheres of the econ-
omy) its vision of a newfangled phenomenon.
Having indicated, for example, “hard skills”
for the open program “Strategic management
of assets and liabilities”, the consequence is to
fill this type of “skills” with meaning. In com-
parison, “corporate programs” designed for
employees of organizations on the platform are
not marked with the listed filters, are purpose-
fully focused on the development and education
of the personnel of the ecosystem companies.
Online courses are deliberately not fol-
lowed with the status of additional educational
programs and are distributed according to two
previous filters: soft skills, digital skills. The
filling of both filters on the platform is uneven:
seven courses for the first, two courses marked
“digital”. For distance programs, as well as on-
line courses, a separate service has been creat-
ed to provide and support the learning process
“Sberbank’s Virtual School”. The platform
also presents a knowledge bank as a separate
service, divided into the author's short thematic
business articles; materials for teaching about
the professional skills of the future; the online
store of selected business publications.
“SberUniversity”, in general, corresponds
to our understanding of the digital platform as
a set of services and processes associated with
their use by consumers. Firstly, there is a set of
services for the distance educational programs,
support of full-time programs, mastering the
presented online courses, and using the knowl-
edge bank. Secondly, services are built on the
direct and indirect interaction of subjects within
the framework of the necessary processes. The
presence of a digital platform for the activities
of “SberUniversity” is secondary. The compa-
ny was looking for the most convenient form
for all involved subjects (at the beginning — its
employees, later — any consumers) and a flex-
ible form of offering educational products in
conditions of objective territorial disunity. The
result was quite predictable — a digital platform
available 24/7/365 to any external customers, as
well as to employees of their eco-environment,
allows the user to constantly individualize the

educational trajectory (for self-development,
lifelong education) with the help of additional
professional education and online courses. The
consumer demand we noted earlier for the flex-
ibility of modern higher education means the
use of not only courses with the “discipline of
higher education” filter, which can later be cred-
ited in the learning process. Beyond the content
rigor of higher education programs, there is
sufficient space for educational products that a
graduate will need. And here the omnipotence
of “commercial” educational platforms, using
the example of “SberUnivrersity”, is unlikely
to be challenged by academic universities and
there are several reasons for this, but the main
two are financial resources and the absence of a
dictate of educational standards.

“Lectorium”, like “SberUniversity”, rep-
resents a group of “commercial” educational
platforms, but it has several significant differ-
ences. Firstly, the project includes several direc-
tions, only one of which is “an educational plat-
form for hosting massive open online courses
(MOOCs)”. Other main forms of activity: digi-
tal publishing (creating online courses for var-
ious educational platforms, including our own
platform), media library (video archive of edu-
cational materials in Russian, more than 6,000
lectures have been published in the public do-
main), an educational center (training for pro-
ducers and developers online courses), Eduar-
do (providing anyone with a platform to create
and launch an online course). Thus, the “Lec-
torium” as an educational platform represents
both an available online set of services, as well
as offered offline services (digital publishing)
or combining the first and second forms (edu-
cational center). Secondly, the strategy of plac-
ing online courses demonstrates a combination
of approaches of other platforms to the repay-
ment of content: they have paid access, similar
to “SberUniversity”, or paid certification, as
in “Open Education”. Thirdly, online courses
are divided according to user filters “school-
children”, “specialists”, “enrollees”, “parents”.
The subject approach seems to be the correct
solution when the understandable terminology
“student”, “parent” is used. We have doubts
about the other two filters used. The question
remains, by what criteria should a user classify
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himself as an “enrollee” or “specialist”. Hav-
ing chosen the first, a list of courses is offered
may be in interest to a wide range of people,
without reference to the status of educational
programs. After analyzing the set of courses
for “specialists”, we could say that the platform
understands them, first of all, as the audience of
students in higher education programs. Some
courses (for example, “Genius. Giftedness.
Mediocrity”) could be considered as the devel-
opment of any user of the very “skills” that we
previously cited concerning “SberUniversity”.
But then there is no formulated utilitarian re-
sult for persons with higher education — why
this course is useful for a “specialist”, and who
is this ‘specialist” in need. Fourthly, the “ad-
vanced training” filter does not mean offering
additional educational programs designed in
the format of an online course. In this version,
the platform presents content that seems to be
a possible beginning (and only a starting point,
no more) for acquiring additional specializa-
tion — the first knowledge, skill, or competence
within the framework of a new profession.

The Strategy for Digital Transformation
of the Science Industry and Higher Education,
promulgated by the Ministry of Science and
Higher Education, identifies two main prob-
lems of entering the market for “digital educa-
tional services” like “SberUniversity”. The first
one is the difficulty for companies that are not
part of this ecosystem and do not have access to
the capital that develops and sells content. All
speakers have already been “disassembled” and
work for large digital platforms. It seems that
in this case, “digital educational services” are
hostage to their strategy to attract high-profile
external speakers, not from the academic envi-
ronment, whose market is objectively limited.
The second problem is the lack of a standard
for the provision of educational services on
such digital platforms, as a result of which the
content of the programs or courses of the same
name may differ significantly.

The quality of education and educational
services are the most difficult concepts in the
field of higher education. Even the legislator
did not dare to define quality, in the Statute on
Education quality is understood as the fulfill-
ment of a set of mandatory requirements for a

university and its educational program, deter-
mined by the criteria of state accreditation and
licensing federal state educational standards.
This does not help in assessing the quality of
online courses of various “manufacturers”.
How much an electronic product of one “com-
mercial” platform is better than a thematically
identical course of a similar platform, and how
qualitatively both of these differ in one direc-
tion or another from the course of an academic
organization on a “state” platform — the equa-
tion with many unknowns. Quality in the sense
of usefulness concerning online courses and
additional educational programs should be lap-
idary defined as the ability to immediately use
what was lawfully heard in practice in one's in-
terest (professional, interpersonal, social).
Noteworthy is the use of the Ministry
of Science and Higher Education in the said
Strategy concerning “SberUniversity” and
similar projects at the same time by two terms
as synonyms: “digital educational services”
and “digital platforms”. According to GOST
R 52653-2006 “Information and communica-
tion technologies in education”, an electronic
educational resource (EER) is an educational
resource presented in digital form and includ-
ing a structure, subject content, and metadata
about them (an electronic educational resource
may include data, information, the software
necessary for its use in the learning process).
The standard was adopted in 2007 and could
not operate in terms of a digital platform and
digital educational service. However, the defi-
nition of an e-learning resource is similar to
the content of an online course. The latter in
para. 3 of the Decree on the state information
system “Modern digital educational environ-
ment” is considered as a training course imple-
mented using exclusively e-learning, distance
educational technologies posted on the official
websites of educational organizations, educa-
tional platforms, access to which is provided
through information and telecommunications
network Internet, and aimed at ensuring the
achievement of certain learning outcomes by
students. To unify terminology, an electronic
educational resource should be recognized as
identical to an online course and, therefore, is
an educational service implemented on a digi-

- 1166 -



Natalia A. Sheveleva and Ilia A. Vasilyev. Digital Platforms in Russian Higher Education

tal educational platform in the interests of con-
sumers (users).

The national project “Education” involves
the implementation of such a federal project as
“New Opportunities for Everyone”, which is
the normative basis for the emergence of a dig-
ital platform for lifelong education, combining
vocational training and additional education.
According to the project passport, together
with the platform, a set of services should be
created that provide navigation and support to
citizens when choosing educational programs
and organizations that carry out educational
activities, innovative forms of learning in of-
fline and online formats. The main target audi-
ence of the platform is working citizens, how-
ever, the platform and its services can be used
by any person (the Passport of the Federal Proj-
ect “New Opportunities for Everyone™: 20). At
the second stage of the implementation of the
federal project (2021-2024), it is planned on an
ongoing basis to stimulate universities to par-
ticipate in the formation of the content of the
educational platform through a system of grant
support (the Passport of the Federal Project
“New Opportunities for Everyone™: 21). This
incentive method should allow a wide range
of Russian universities to get involved in the
process of creating digital educational prod-
ucts. In comparison with the emerging group
of leading universities of “Open Education”,
concerning lifelong education, other “players”
may appear who previously implemented an
array of demanded additional educational pro-
grams and (or) professional training programs
offline (for example, corporate universities).
The characteristics listed in the project pass-
port speak of the concept of a digital platform
close to “Open Education” — the placement of
online courses of a certain educational policy, a
unified structure, and a single quality standard.

A systematic approach to the digital trans-
formation of education should undoubtedly
take into account the platform solutions that
have taken place as tools that create new models
of interaction between subjects of educational
activity. However, public policy has radically
changed with the adoption and implementation
of the national projects “Education” and “Dig-
ital Economy” in the direction of expanding

the actors of digital online services and their
audience. A significant milestone is the Decree
of the Government of the Russian Federation
of November 16, 2020, No. 1836 “On the state
information system “Modern digital educa-
tional environment”, aimed at creating a state
information resource that accumulates both
information (data) and processing technologies
for use by interested subjects in the field of ed-
ucation. This portal is not positioned as a dig-
ital educational platform either institutionally
or at the regulatory level — it is a management
solution for the consolidation of online cours-
es of various platforms into a single register
and access to them on a “one-stop” basis. To
some extent, this can also be called the consol-
idation of public resources of state universities
(Belov, Linskaya, Kropachev, 2020: 151-163;
Vasiliev, Diveeva, Dmitrikova, Kashaeva,
Sheveleva, 2020: 877-902). Along with this,
the emergence of the project will mark an at-
tempt to “socialize” the accumulated results to
increase their general availability and develop
a new quality standard. For example, an auto-
mated psychometric analytics service has been
launched on the “Modern Digital Educational
Environment” portal. The service analyzes the
online course in four main areas: content dif-
ficulties, changes in student readiness, student
interaction with content, analysis of evaluation
tools; the analytical report that the course de-
veloper receives includes recommendations for
its modernization to improve the quality of the
online course. Separate services are employers’
access, with the consent of the student of the
online course, to the information of his digi-
tal individual portfolio and the assessment of
the online course. The portal does not offer its
online courses or, moreover, educational pro-
grams implemented in the form of e-learning
or using distance learning technologies. Nev-
ertheless, new, in comparison with “Open
Education”, services have been introduced to
improve practice orientation, including auto-
matically generated analytics to enhance the
interaction of platform subjects. Such decisions
act as new incentives on the part of a public en-
tity to involve digital educational platforms and
universities-rightsholders in the functioning of
the portal. How effective they will be — it will
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be possible to say in a few years, when the feed-
back of the operation of the new structure from
the “suppliers” of educational content appears.

Another vector of modern platform reali-
ty and a factor that will influence future com-
petition in digital education is the creation of
their educational platforms by leading uni-
versities. For example, the “Online Education
Platform of St. Petersburg State University”
or “Online Education Platform at the Higher
School of Economics”. The strategies of uni-
versities for placing online courses on such
platforms are, in principle, identical. On the
one hand, providing its students with content
that meets state standards: direction or areas
of training, learning outcomes (competencies,
according to the standard), determination of
labor intensity in credit units. This approach
to course design is similar to “Open Educa-
tion”, where an online course is viewed as
the equivalent of a discipline in the curricu-
lum. Whether the course will be implemented
as part of the curriculum of the educational
program or chosen by the student for credit.
Another mission of the course may exist, but
it will be secondary to the filling of the ed-
ucational process with formalized elements.
On the other hand, the emergence of their
digital educational platforms is a natural de-
sire of universities to exclude an intermediary
in the face of an external platform (calling
itself an operator in the case of “Open Edu-
cation”), which, moreover, assumes the only
technical responsibility in terms of content
and does not bear any responsibility for the
content (art. 6.2 the Open Education User
Agreement). The emergence of an additional
source of extra-budgetary funds through the
issuance of certificates for online courses is
also an important incentive for the universi-
ties. However, this raises two main problems.
Firstly, if the online course is included in the
curriculum of the university, then payment for
the certificate of development can be provided
only for educational programs for which only
places with payment of tuition fees are provid-
ed. Accordingly, the obligation to pay will be
included in the contract for educational ser-
vices as a student’s obligation. For students of
a budgetary form, such a requirement would

be a violation of the constitutional principle of
obtaining free higher education on a competi-
tive basis. Secondly, university online course
platforms need to go beyond the corporate of-
fering by offering content for any learner. In
addition, there is a regulatory guarantee — ed-
ucational institutions of higher education, fol-
lowing the existing regulations, are required
to provide procedures for offsetting the results
of mastering external online courses (see the
Decree of the Ministry of Education and Sci-
ence of Russia of August 23, 2017 No. 816
“On approval of the Procedure for the use of
e-learning, distance learning technologies by
organizations carrying out educational ac-
tivities in the implementation of educational
programs”). Consequently, universities that
have (1) a reputation (academic rating and the
demand for a diploma in the labor market), (2)
selection of personnel (academic professors
and leading practitioners), (3) resources for
non-trivial topics and course content (unique
issues, interdisciplinary teams), as well as (4)
those who can provide a systematic produc-
tion of courses, can receive additional income.

Conclusion

Digital educational platforms present in
the educational environment are identified as
a set of online courses and services to sup-
port their development. Digital platforms are
a relatively new information educational tech-
nology, which is associated with development
prospects in the field of education, including
in matters of individualization of educational
trajectories; continuity of education; the avail-
ability of the best educational products. Fur-
ther development of digital platforms in edu-
cation follows from the tasks set in the national
projects “Education” and “Digital Economy”.
Decree of the Government of the Russian Fed-
eration of November 16, 2020, No. 1836 “On
the state information system “Modern digital
educational environment” without removing
the questions that have arisen gives rise to the
problem of the relationship between digital ed-
ucational platforms and the state information
portal, including the distribution of functions
and responsibilities of participants in educa-
tional relations.
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An analysis of the legal regulation of exist-
ing digital educational platforms indicates the ab-
sence of special regulation and the “introduction”
of new technologies into the current educational
legislation. Nevertheless, the differences between
the conditionally “state” and “commercial” dig-
ital platforms are evidently. Presumably, their
coexistence becomes competitive in the field of
additional education, in which the “commercial”
digital platforms have a significant advantage.

The expansion of the scope of digital plat-
forms will inevitably affect the development of
classical higher education (bachelor, master,
specialty), including the stratification of uni-
versities into “producers” and ‘“‘consumers”
of online courses, which in turn will require
changes in state policy in the field standardiza-
tion of higher education and increasing the in-
dependence of universities in the formation of
a model of the educational process.
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Abstract. The present article gives a complete overview of developments in the Russian
law and practice since the adoption of the Russian Criminal Procedure Code in light of the
European Convention standards applicable in extradition and transfer cases.

The authors analyze the positive and negative trends and identify the remaining problems
on the basis of legislative acts, national jurisprudence, conclusions of the European Court
of Human Rights, academic studies and the direct professional experience of one of the
authors dealing with extradition cases in Russia for the last 9 years as a representative of
requested persons before national courts and the ECtHR.

Since the adoption of the Russian Criminal Procedure Code in 2001 the Russian
authorities has made a number of improvements in law and legal practice as regards
extradition proceedings. These steps proved to be quite effective and put an end to
the gravest human rights violations in this sphere such as detention without any time-
limits or judicial review of its lawfulness. Moreover, national courts began to analyze
extradition orders issued by the Russian Prosecutor General’s Office more thoroughly
from the European Convention perspective and quash them more often (at least in
certain categories of cases). This led to the change of approaches of the Russian
Prosecutor General’s Office itself.

However, some of the «traditional» problems still remain present. Among them are the
improper assessment of risks of ill-treatment in a requesting country and the too lengthy
appellate judicial review of detention pending extradition. This results into a flow of
new judgments of the ECtHR delivered in a 3-judge Committee formation dealing with
repetitive cases.

At the same time, new questions have arisen, for example, regarding the regulation of
termination of national search of a person whose extradition has been denied. Furthermore,
there are recent worrying trends in the jurisprudence of the Presidium of the Russian
Supreme Court in cases where the Presidium reconsiders extradition orders after the
European Court judgments.
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The existing problems require prompt legislative amendments and other measures aimed at
bringing the Russian law and practice in full conformity with the Convention requirements.
The authors make their own suggestions as regards such measures.

Keywords: European Convention on Human Rights, European Court of Human Rights,
extradition, extradition from Russia, removal, removal from Russia.

Research area: law.

Citation: Zharinov, K.G. and Torkunova, E.A. (2022). Implementation of the European
convention on Human rights in extradition proceedings in Russia. J. Sib. Fed. Univ.
Humanit. soc. sci., 15(8), 1171-1178. DOI: 10.17516/1997-1370-0919

Mocrkogckuii 2ocyOapcmeentviil UHCHUmym
MmedncoyHapoonvix omuoutenutl (MIUMO — Ynusepcumem)
Poccuiickas @edepayus, Mocksa

AHHOTanmsi. B HacTosimel cTarhe JTaH MOJHBIA 0030p U3BMEHEHUH B POCCHICKOM
3aKOHOJIaTEJIbCTBE U NPAKTUKE C MOMEHTa NPpUHATUA Poccuiickoro YrojsioBHo-
MIPOLIECCYAIbHOIO KOIEKca B CBETE cTaHIapToB EBporneiickoil KOHBEHIIMH, TPUMEHUMBbIX
B JieJlaX O Bblaye U repejaye.

ABTOpBI aHAJIU3UPYIOT MTOJIOKUTEIbHbIE U OTPULIATENIbHbIE TEHAEHLIMHU U BBISBIISIOT
OCTaBIIHECS MPOOJIEMBI Ha OCHOBE 3aKOHOJATEIBHBIX aKTOB, HAIMOHAIBHOM cyaeOHOH
MIPaKTHKH, BBIBOJOB EBporelickoro cyna no mnpaBaM 4eJIoBeKa, HAyYHBIX HCCIIeI0BaHUN
U HETIOCPEACTBEHHOTO MPO(eCcCHOHATBFHOTO ONBITa OAHOTO U3 aBTOPOB, 3aHIMATIOIIETOCS
JesTaMu 00 SKCTpa iy B Poccuut B TeUeHNE MOCTISAHUX 9 JIeT B KAYECTBE IMPEACTABUTEIS
3arpaniuBaeMbIX JIMI B HAITMOHANBHBIX cynax u ECITY.

C momenta npussTusi Poccuiickoro YroioBHo-1porieccyanbHoro kojgekca B 2001 roxy
pOCCHICKHUE BJIACTH BHECIH P YIyULIEHUN B 3aKOHOAATENBCTBO U IIPABOBYIO IPAKTHKY
B OTHOIICHUU MPOIEIYP SKCTPATUINH. DTH IIard OKa3aauch BecbMa () (HEeKTUBHBIMH
1 TIOJIOXKHITH KOHETI TPYOeHIIM HapyIISHUsM IIpaB YelloBeKa B ATOH cepe, TaKUM Kak
coleprKaHue O] CTpakel 0e3 KaKuX-ITH00 CPOKOB HIIH CyAeOHOTO IMepecMoTpa ero
3akoHHOCTH. boree Toro, HalMOHAIBHEIE CYIBI CTANN OOJIee TIIATEIFHO aHAJIH3HPOBATh
MIOCTAaHOBIICHIS 00 SKCTpaIUINH, BEIIaHHBIEC [ eHepabHON poKypaTypoit Poccrn, ¢ Toukn
3penust EBponeiickoli KOHBEHIIMH 1 Yallle OTMEHSITh UX (110 KpaifHell Mepe, B ONpe/IeIeHHBIX
KaTeTopusIX Jel). ITO MPUBEJIO0 K M3MEHEHHUIO TIOAX00B CaMON pOoCCHiCKOi | eHepanbHOM
MIPOKYpaTyphbl.

OJHAKO HEKOTOPHIE U3 «TPAJIUIHOHHBIX» MPOOIEM BCe €Ile 0CTAIOTCs akTyaubHBIMU. Cpean
HUX HelpaBUJIbHAS OLIEHKAa PUCKOB )KECTOKOI0 OOpallleHHs B 3alpallluBalolIeil cTpaHe
1 CITUIITKOM JUTATENBHBIN alleIUIIIMOHHBIN CYIeOHBII IIepecMOTp COIEpIKaHuUsI IO CTPakel
B OKUJAAHUU SKCTPAJULMU. DTO IPUBOJAUT K NOTOKY HOBBIX perieHuit ECITY, BoiHECEHHBIX
B cocraBe Komurera u3 Tpex cyzeil, 3aHMMAaIOIIErocs IOBTOPSIOLUIMMHUCS JienaMu Poccun
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o aenam, koraa [Ipesnnanym nepecMaTpuBaeT MOCTAHOBICHUST 00 SKCTPAJAUIINH TIOCIIE

pewenunii EBpornerickoro cyna.

CymiecTByromnue mpooiIeMsl TpeOyIOT He3aMeUTHTEIEHBIX 3aKOHOATEIBHBIX TIOIIPABOK
U IPYTUX Mep, HAIIPABICHHBIX Ha IPHBENCHUE POCCHHCKOTO 3aKOHOIATEIECTBA U IPAKTHKA
B MOJIHOE COOTBETCTBHE C TpeOoBaHUsIMU KOHBEHIIMN. ABTOPBI BHOCST COOCTBEHHBIC

MPCIIOKCHUA OTHOCUTEIIBHO TaAKHUX MEP.

Kuarouesrble ciioBa: EBporneiickasi KOHBEHIIMS 110 TpaBaM 4esioBeka, EBponeiickuil cyn
T10 TpaBaM 4YeJI0BEeKa, SKCTPaJAULIN, SIKCTpaauius u3 Poccuu, BbIIBOPEHNE, BBIIBOPEHHE

n3 Poccumn.

Hayunas cnenmansaocts: 12.00.00 — ropuandeckue HayKH.

Introduction

The ECtHR has taken a great number of
judgments against Russia finding violations of
the ECHR in extradition proceedings, mostly of
Articles 3 and 5. Since 2017 the Court has been
considering a significant part of such cases by a
Committee of 3 judges via a simplified procedure
developed for repetitive applications based on
well-established case law.

This indicates the existence of structural
problems with the implementation of the ECHR
in extradition proceedings in Russia, which
remains important as Russia will remain a party
to the ECHR at least until 16 September 2022
and the ECtHR will continue examining cases
against Russia.

Theoretical Framework

There are not many studies on the topic
despite its importance. Certain related issues
were touched upon in papers by attorneys at
law and other legal practitioners such as Daria
Trenina, E.Z. Riabinina, N. V. Ermolaeva,
E.G. Davidian, A.E. Stavitskaia.

Statement of the Problem

The Russian authorities have already
taken a range of rather effective steps to bring
the national law and jurisprudence regarding
extradition in conformity with the Convention
standards. However, the number of judgments
of the ECtHR finding repetitive violations has
not decreased. Moreover, new applications have
been communicated and are now pending.

It demonstrates that certain systemic
problems remain, which requires an urgent
response in legislative and other forms.

Discussion

Implementation of Article 3 of the ECHR
in extradition proceedings

1.1. Overview of the developments since
the adoption of the Russian Criminal
Procedure Code

The Russian Criminal Procedure Code (the
CPC)! provided a list of grounds for denial of an
extradition request in Article 464 not including
risks of human rights violations (except the non-
extradition clause in case of granting asylum in
Russia). As a result, the Russian prosecutors and
courts did not carry out thorough analysis of
such risks in the light of Article 3 of the ECHR
(Riabinina, 2017. 16, 68) with rare exceptions
(Ibid. 177-181)2. All of these resulted in dozens
of judgments taken by the ECtHR from 2007 to
2012 finding violations of Article 3 of the ECHR
in extradition cases against Russia®.

In light of the above, on 14 June 2012 the
Plenum of the Russian Supreme Court issued
a special Ruling on extradition and transfer
proceedings®. The Supreme Court specifically
reminded that «the grounds and the conditions

' Criminal Procedure Code of the Russian Federation of
18.12.2001 Ne 174-FZ (in Rus.).

2 Further, see the cassation ruling of the Supreme Court of the
Russian Federation of 19 July 2011 in the case of A.T. Niiazov
Ne 66-011-93.

3 See the list of judgments of the ECtHR in the group of cases
“Garabayev v. Russia”. Available at https://search.coe.int/cm/
Pages/result_details.aspx? ObjectID=090000168091ed13#-
globalcontainer (accessed 11 August 2021).

4 Ruling of the Plenum of the Supreme Court of the Russian
Federation of 14.06.2021 Ne 11 “On practice of consideration
by courts of issues connected with extradition of persons for
criminal prosecution or execution of a conviction and transfer
of persons for serving a sentence” (in Rus.).
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for denial of an extradition request are set forth
not only in the Criminal Procedure Code of the
Russian Federation or other laws but also in
the international treaties ratified by Russia». It
directly referred to Article 3 of the ECHR and
cited the case-law of the ECtHR.

The Court, in turn, welcomed this new
ruling and noted that following its provisions by
courts could indeed prevent breaches of Article
3 of the ECHR®.

However, strange as it may seem, the
publication of the Ruling in 2012 did not lead to
a significant decrease of violations in extradition
cases®. Some studies even implied that the
situation after 2012 deteriorated further (Trenina,
2014a. 63-78). Thus, at least until 2016—2017 in
most cases the Russian prosecutors (Riabinina,
2017) and courts including the Supreme Court
did not seriously assess risks of ill-treatment with
only rare exceptions’. They generally required
that the requested persons already belonging
to especially vulnerable groups should provide
additional evidence of risks; accepted vague
diplomatic assurances and upheld extradition
orders basing solely on ratification by a
requesting state of certain human rights treaties
(Riabinina, 2017. 86; Trenina, 2014). All of these
led to a new stream of judgments of the ECtHR®.

Fortunately, since approximately 20162017
the situation has been gradually improving. Thus,
in 2017-2018 the Supreme Court found unlawful
at least 45 extradition orders®. Some of them were
quashed with direct reference to a high risk of

5 Savriddin Dzhurayev v. Russia, no. 71386/10, § 259,
ECHR 2013 (extracts).

¢ Recommendations of the Russian Presidential Council for
Civil Society and Human Rights following the special meeting
on the topic “On ensuring rights of foreign nationals in the course
of extradition, deportation, expulsion and asylum proceedings
in the Russian Federation. 2014. P. 2 (in Rus.).

7 See, for example, the appellate ruling of the Supreme Court
of the Russian Federation of 14 January 2014 Ne 67-AITY 13-33
(in Rus.).

§ See the list of judgments of the ECtHR in the group of cases
“Garabayev v. Russia”. Available at https://search.coe.int/cm/
Pages/result_details.aspx? ObjectID=090000168091ed13#-
globalcontainer (accessed 11 August 2021).

° See information on the execution of the judgments of the
ECtHR in the group of cases “Garabayev v. Russia”. Avail-
able at https://hudoc.exec.coe.int/eng#{ %22 fulltext%22:[%22ga-
rabayev%22],%22EXECIdentifier%22:[%22004-14088 %22]}
(accessed 11 August 2021).

ill-treatment'® or due to certain related facts such
as falsification of charges'’.

Since 2016 there has also been a stable trend
of setting aside extradition orders in respect of
persons belonging to one of the vulnerable groups
identified by the ECtHR '2, namely ethnic Uzbeks
from Kyrgyz Republic .

As to the judgments of the ECtHR of 2017—
2018 (regarding extradition proceedings at the
domestic level taken place in mostly 2015-2016)
by that moment the ECtHR had already delivered
a considerable number of judgments against
Russia finding violations of Article 3 where
the Court had held that persons charged with
anti-state crimes by the Uzbekistani authorities
formed a vulnerable group .

However, the Russian authorities continued
to grant such extradition requests. This resulted
in the delivery of the judgment “Z.U. v. Russia”",
which became the sixty-ninth judicial act within
the group of cases “Garabayev v. Russia” and
the first judgment against Russia concerning
extradition delivered via a simplified procedure
by a Committee of 3 judges.

10" See, for instance, the appellate ruling of the Supreme Court
of the Russian Federation of 16 February 2017 in the case of
S.R. Bazarov Ne 78-AITY17-3 (in Rus.).

' See, for instance, the appellate ruling of the Supreme Court of
the Russian Federation of 15 June 2017 in the case of F.D. Nur-
matov Ne 5-AITY17-31 (in Rus.). In this case the Supreme
Court referred to the serious inconsistencies in the procedural
documents submitted by the requesting state.

12 See, for instance, Makhmudzhan Ergashev v. Russia, no.
49747/11, 16 October 2012, Kadirzhanov and Mamashev v.
Russia, nos. 42351/13 and 47823/13, 17 July 2014, Khamra-
kulov v. Russia, no. 68894/13, 16 April 2015 and R. v. Russia,
no. 11916/15, 26 January 2016.

13 Judgment of the Moscow City Court of 11 February 2016 in
the case of A. E. Khasanbaev Ne 2-0006/2016 (in Rus.); Appellate
ruling of the Supreme Court of the Russian Federation of 14 April
2016 in the case of A. E. Khasanbaev Ne 5-AITY16-15 (in Rus.);
Judgment of the Moscow City Court of 23 May 2016 in the case
of D.A. Sarymsakov Ne 2-227/16 (in Rus.); Appellate ruling of
the Supreme Court of the Russian Federation of 6 September
2016 in the case of D.A. Sarymsakov Ne 5-AITY 1640 (in Rus.);
Appellate ruling of the Supreme Court of the Russian Federation
of 30 January 2017 in the case of D.A. Talibaev Ne 82-AIIY17-1
(in Rus.).

4 Muminov v. Russia, no. 42502/06, 11 December 2008; Ab-
dulazhon Isakov v. Russia, no. 14049/08, 8 July 2010; Karimov
v. Russia, no. 54219/08, 29 July 2010; Yakubov v. Russia, no.
7265/10, 8 November 2011; Ergashev v. Russia, no. 12106/09, 20
December 2011; Abdulkhakov v. Russia, no. 14743/11, 2 October
2012; Kholmurodov v. Russia, no. 58923/14, 1 March 2016

5 L.U. v. Russia, no. 48917/15, 10 January 2017.
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It is remarkable that soon after the said
judgment the Russian courts continued to issue
analogous rulings leading to violations of the
ECHR .

Finally, in 2018 the Court expanded
its practice of considering applications by a
Committee of 3 judges to cases of extradition
to Tajikistan’.

1.2. Implementation of Article 3 of the ECHR
in extradition proceedings at the present stage

Due to the constant increase in the number
of judgments of the ECtHR and the Russian
courts finding extradition orders unlawful the
Prosecutor General’s Office has more and more
often refrained from taking extradition orders in
respect of persons belonging to vulnerable groups
since 2017-2018. In some cases extradition
checks ended by denials of extradition'®. In
many others requested persons were released
from detention without any final decisions on
their extradition .

Moving further, it seems appropriate to
make an overview of the most recent judgments
of the ECtHR against Russia in extradition
cases. In 2019 the Court took 5 judgments
finding violations of Article 3 n regard of 6
applicants?°. In 2020 the Court issued no

16 Judgment of the Moscow City Court of 26 January 2017 in
the case of Z.R. Saifullayev Ne 2-0008/2017 (in Rus.); Appellate
ruling of the Supreme Court of the Russian Federation of 21
March 2017 in the case of Z.R. Saifullayev Ne 5-AITY17-16
(in Rus.); A.N. and Others v. Russia, no. 61689/16 and 3 Others,
23 October 2018; Judgment of the Moscow City Court of 6 April
2017 in the case of F. D. Nurmatov Ne 2-0018/2017(in Rus.).
7" AN. and Others v. Russia, no. 61689/16 and 3 Others, 23
October 2018.

'8 The author is aware of at least 7 such decisions of the Russian
Prosecutor General’s Office in 2018-2021. Though, it is not
possible to provide further details due to attorney-client privilege.
19 See, for instance, the judgments and decisions of the ECtHR
in the cases B.U. and Others v. Russia, no. 59609/17, 22 Janu-
ary 2019, S.S. and Others v. Russia, no. 2236/16 and 3 others,
25 June 2019, K.Z. v. Russia (dec.), no. 35960/18, 19 March
2020 and also communicated cases K.Z. v. Russia and 1 other
application, no. 35960/18 and 1 other, N.K. v. Russia and 1 other
application, no. 45761/18 and 1 other, K.O. v. Russia and 4 ther
applications, no. 71772/17 and 4 others.

20 S.S. and B.Z. v. Russia, no. 35332/17 and 1 other, 11 June
2019; S.S. and Others v. Russia, no. 2236/16 and 3 others, 25
June 2019; S.B. and S.Z. v. Russia, no. 65122/17 and 1 other,
8 October 2019; R.R. and A.R. v. Russia, no. 67485/17 and 1
other, 8 October 2019; N.M. v. Russia, no. 29343/18, 3 December
2019.

such judgments and in 2021 there was one
judgment «A.K. and Others v. Russia»*'. All
the applicants were nationals of Uzbekistan
and Tajikistan charged with anti-state crimes
and the violations occurred (in 2017-2021) are
similar to those already described in par. 1.1.

Of particular interest is also the judgment
of 19 November 2019 in the case «T.K. and
S.R. v. Russia»?* where the Court suddenly
changed its consistent approach to extraditions
of Uzbeks to Kyrgyzstan and concluded that
belonging to the Uzbek minority is no longer
enough to establish the real risk of ill-treatment
in Kyrgyzstan in case of criminal prosecution.
The Court referred to the recent positive
developments in the situation in Kyrgyzstan and
relied on the bilateral mechanism of monitoring
diplomatic assurances of humane treatment.
The said line of reasoning was unanticipated
as it is unclear from the judgment what exactly
had changed in the regulation and functioning
of the monitoring mechanism as compared to
the period when the Court had considered it
unreliable?. The case is now being reconsidered
by the Grand Chamber and the final judgment
is yet to be delivered.

Further, there have been unanticipated
trends in the case law of the Presidium of the
Russian Supreme Court — the highest judicial
authority in Russia. Under the Russian criminal
procedure law, the Presidium reconsiders
criminal (including extradition) cases if the
Court has found a violation. Before 2020 the
Presidium had always quashed extradition
orders following the Court’s judgments.

However, on 22 January 2020 the
Presidium after fresh consideration found
lawful the extradition of Mr.I. Usmanov? — the
applicant in «/I.U. v. Russia», which has been
already described. The Supreme Court referred
to the selected abstracts from the reports of
international organizations on Uzbekistan

2l A.K. and Others v. Russia, no. 38042/18 and 2 Others, 18
May 2021.

2 T.K. and S.R. v. Russia, nos. 28492/15 and 49975/15, 19
November 2019.

2 Khamrakulov v. Russia, no. 68894/13, 16 April 2015; U.N.
v. Russia, no. 14348/15, 26 July 2016.

24 Judgment of the Presidium of the Supreme Court of the Rus-
sian Federation of 22 January 2020 in the case of I. M. Usmanov
Ne 199-1T19 (in Rus.).
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covering the period of 2019 and concluded
that the situation in Uzbekistan had improved.
Apparently, the Supreme Court did not take
into account the conclusions of the ECtHR
in its judgment « V.M. v. Russia» delivered
just a month and a half before the hearing
of Mr.I. Usmanov’s case at the Presidium.
Moreover, it was clear from the reasoning of the
Presidium that it was unaware that the ECtHR
had assessed the risk of ill-treatment ex nunc,
although this concept had been first formulated
back in 1996%.

After that the Presidium issued a few
analogous rulings regarding extradition to
Uzbekistan and Tajikistan®®. Therefore, the recent
developments in the case-law of the Presidium
might raise new problems with the proper
implementation of the judgments of the ECtHR.
In 2020 and 2021 the Court communicated the
new three applications under Article 3 lodged
by the said applicants?’.

2. Implementation of Article 5 of the ECHR
in extradition proceedings

There are no serious troubles with
implementation of Article 5—1-f guarantees in
extradition proceedings at the moment since
detention of requested persons is now governed
by the general provisions of Chapter 13 of the
CPC. These provisions and clarifications made
by the Supreme Court ensure the higher level
of protection.

Though, the situation has not always been
perfect. Conversely, in the first years after the
adoption of the CPC it was unclear which legal
rules applied to detention pending extradition.
This led to detention for years without any court’s
judgment setting time-limits. As a result, the
ECtHR found violations of Article 5 in more
than a dozen of judgments from «Garabayev

% See Chahal v. the United Kingdom, 15 November 1996, 112,
Reports of Judgments and Decisions 1996-V.

% Judgment of the Presidium of the Supreme Court of the Rus-
sian Federation of 19 February 2020 in the case of Z.Z. Khu-
doyberdiev Ne 197-I119 (in Rus.); Judgment of the Presidium of
the Supreme Court of the Russian Federation of 10 June 2020
in the case of S.N. Saidov Ne 194-I119 (in Rus.); Judgment of
the Presidium of the Supreme Court of the Russian Federation
of 9 September 2020 in the case of N.A. Makhanov Ne 9-I120
(in Rus.).

?7 See the communicated cases 1.U. and Z.K. v. Russia, no.
12767/20 and N.M. v. Russia, no. 22706/20.

v. Russia»?® and «Eminbeyly v. Russia»?® up
to «Gaforov v. Russia»>°. The Russian highest
courts, reacted by making certain clarifications.
The Constitutional Court in a few rulings® and
the Plenum of the Supreme Court in its special
ruling regarding detention, bail and house arrest®
explained that Chapter 13 of the CPC did apply
to detention pending extradition. The said steps
soon put an end to the gravest violations of
Article 5 (Riabinina, 2017. 87).

Nevertheless, Article 466 of the CPC, par.
2 still allows a significant exclusion from the
general rules. Thus, a prosecutor may detain
a requested person without a Russian court’s
order if the extradition request is accompanied
by a requesting country’s court’s detention
order. In «Kholmurodov v. Russia» the Court
concluded that such legal regulation did not meet
the criteria of lawfulness required by Article
5—1-f. Unfortunately, no amendments to Article
466 have been adopted so far. Still, examples
could be found where the Russian courts quashed
prosecutor’s detention orders referring to the
Court’s case law™*.

There is another issue in the Russian law
and practice interesting from the Article 5
perspective. In a number of cases the Russian
authorities refused to take out from the national
wanted list names of the persons whose
extradition had been denied or annulled. For
example, this happened to Mr. A. Khasanbaev
and Mr. D. Sarymsakov who appealed to courts
referring to Article 39 of the CIS Regulation on

28 Garabayev v. Russia, no. 38411/02, 7 June 2007.

» Eminbeyli v. Russia, no. 42443/02, 26 February 2009.

30 Gaforov v. Russia, no. 25404/09, 21 October 2010.

3! Rulings of the Constitutional Court of the Russian Federation
of 4 April 2006 Ne 101-O “On the complaint of the national of the
Tajikistan Republic Nasruloiev Khabibullo about the violation
of his constitutional rights by parts one and two of article 466 of
the Criminal Procedure Code of the Russian Federation” and of
1 March 2007 Ne 333-O-I1 “On the complaint of the national of
the USA Menakhem Saidenfeld about the violation by part three
of article 1 and part one of article 466 of the Criminal Procedure
Code of the Russian Federation of his rights guaranteed by the
Constitution of the Russian Federation” (in Rus.).

32 Ruling of the Supreme Court of the Russian Federation “On
practice of application by courts of the measures of restriction
in the forms of detention, bail and house arrest” of 29 October
2009 (in Rus.).

3 Judgment of the Frunzenskii District Court of Iaroslavl” of
20 August 2018 in the case Ne 3 10-43/2018 (in Rus.).
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international search?*. However, the Russian
courts upheld the refusals to terminate their
search referring to the lack of competence of the
respective bodies®. At the moment a few other
cases of that kind are pending before Russian
courts in a number of regions?®.

The presence of the foreigners’ names
whose extradition has been denied in the national
wanted list leads to their periodic arrests with no
prospect of their extradition in breach of Article
5-1-f.

As regards implementation of Article 5—4
in extradition proceedings, in the first years after
the adoption of the CPC there were also serious
problems with that. The absence of common
understanding that Chapter 13 rules apply to
extradition cases led to no review of detention
pending extradition at all. Consequently, the
Court found violations in a number of judgments
starting from «Nasrulloev v. Russia»®'. Later the
regulation was put in conformity with the ECHR.
However, even in recent years there have been
violations of the requirement of speediness of
review of detention?.

As to the implementation of the Article 5-5
the Russian legal system provides mechanisms
of claiming compensation for unlawful detention
under the civil law. One of the successful
examples is the case of Mr. A. Khasanbaev
who was granted 40 000 rubbles for two-months
unlawful detention pending extradition®. The
Court found this sum appropriate*.

3 Decision of the Council of Heads of Governments of the
CIS “On the Regulation of of the competent bodies of the CIS
on conducting international search” (Adopted in Dushanbe on
30.10.2015 (in Rus.).

3 See the appellate ruling of the Moscow City Court of 2 No-
vember 2017 in the case 33a-4913/2017 (in Rus.).

3% See, for example, cases 02a-0043/2021 at the Tverskoi Dis-
trict Court of Moscow, 02a-0534/2020 at the Butyrskii District
Court of Moscow, 2a-154/2021 at the Kanashskii District Court
of the Chuvash Republic. See also Cassation ruling of the Sixth
Cassation Court of General Jurisdiction of 23 September 2021
in the case Ne 8a-20097/2021 (in Rus.).

37 Nasrulloyev v. Russia, no. 656/06, 11 October 2007.

3 See, for instance, S.S. and B.Z. v. Russia, no. 35332/17 and
1 other, 11 June 2019, R.A. v. Russia, no. 2592/17, 9 July 2019.
3 Decision of the Simonovskiy district court of Moscow of
8 February 2018 in the case of A. E. Khasanbaiev in the case
Ne 02-0630/2018 (in Rus.).

4 Khasanbayev v. Russia (dec.), no. 19488/16, 21 May 2019.

3. Implementation of Articles 13 and 34
of the ECHR in extradition proceedings

As to Article 13 in conjunction with Article
3 the Court found its violation in the very first
Russian extradition case «Garabayev v. Russiay.
The violation occurred due to the execution of
the extradition order on the same day its copy
was provided to the applicant. It contradicted
both the Russian law and the requirement of
an automatic suspensive effect of a domestic
remedy against removal. Later such situations
did not recur.

Finally, Article 34 of the Convention
have not been always observed in extradition
proceedings in Russia. In the recent case «S.S.
and B.Z. v. Russia» the extradition order was
executed 2 days after the Court suspended one
of the applicant’s removal. Before the ECtHR the
Russian authorities claimed that the applicant
applied for the interim measure too late. Still,
the Court concluded that the Government had
had enough time to effectively comply with the
interim measure using modern-day technologies
and found a violation of Article 34.

Conclusions / Results

For a few years after the adoption of
the CPC there were significant troubles with
implementation of the ECHR in extradition
proceedings, mostly of Articles 3 and 5. They
took place due to the absence of provisions
allowing to deny extradition on human rights
grounds and vague governance of detention
pending extradition.

A number of steps was taken to improve
the situation. In particular, the Supreme Court
delivered two significant rulings: concerning
detention, bail and house arrest in 20094 and
regarding extradition proceedings in 2012 aimed
at complying with the ECHR.

These steps put an end to the gravest
violations in extradition proceedings such as
detention with no time-limits or judicial review.
National courts also began to analyze extradition
orders more thoroughly and quash them. This

41 Later replaced by the Ruling of the Supreme Court of the
Russian Federation of 19.12.2013 Ne 41 “On practice of appli-
cation by courts of legislative acts on measures of restriction
in the forms of detention, house arrest, bail and prohibition of
certain acts” (in Rus.).
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led to the change of approaches of the Prosecutor
General’s Office.

However, some «traditional» problems
remain present. The most acute of them are the
improper assessment of risks of ill-treatment
and the lengthy appellate review of detention.
New questions have arisen as to the regulation
of termination of search of a person whose
extradition has been denied. Moreover, there are
worrying trends in the case-law of the Presidium
of the Supreme Court.

Suggestions

It has been discussed that most violations of
Article 3 of the ECHR in extradition cases may be
caused by the fact that the CPC does not include the
risk of ill-treatment in the list of grounds for denial
of extradition.

The first suggestions to add it were made back in
2010 (Riabinina, 2017. 123-125), though, not adopted.

In 2016 a new legislative draft was prepared*.
It provided that an extradition order shall not be

# Draft of the Federal Law Ne 67509—7 “On amendment of the
Criminal Procedure Code of the Russian Federation (in part
regarding the improvement of the procedure of extradition upon
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“benopycckuti 20cy0apCcmeeHHblll YHUBEPCUmem
Pecnybnuxa benapyco, Munck

OKununcKutl ynusepcumen

Cnosakus, Kununa

AHHOTanus1. B 3Tol cTarbe Mbl aHAJIM3UPYEM CUCTEMY JIEKTPOHHOTO 3/IPABOOXPAHEHUS
C TOYKHU 3pCHUS MIpaB YC€JIO0BCKA, IPpUHUMAsA BO BHUMaHUC TCXHUYCCKUE U IOPUIUICCKUEC
MOCJEICTBHS; 9TO BaXKHO, TaK KaK MYJIbTHUAUCIHUIUNIMHAPHBIN MOIX0A JaeT Ooee
ryOokoe moHuMaHue npoodiiembl. Takum 00pa3oM, HaMH TIPOBEICH 0030p MPaBOBOMH
Cpe/lbl DJIEKTPOHHOTO 3/[PaBOOXpaHEHUs, YTOOBI MIPEIOCTABUTh YMTATEIIO OO
KOHTEKCT IEKTPOHHOTO 37jpaBooxpaHeHus. [IpuBoasiTcst TexHuueckue noapoOHOCTH
(YHKIIMOHUPOBAHUS CUCTEM 3JICKTPOHHOTO 37IPABOOXPAHEHUS C I[EIBIO JaTh YETKOE
MpeJICTaBICHHUE O CYIIECTBYIONMX pruckax. Habmronast TeHASHIINIO N3MEHEHNS OTHOLIICHHH
MEXTy MEAMLIMHCKUMH paOOTHUKAaMH (BpayaMM, MEICECTPAMU U IPYTUM MEPCOHATIOM
MEIUIMHCKUX YUPEKACHUH) U MaIMEHTaMHU, MBI YICIUIN 0C000€ BHUMAaHHUE BONIPOCaM
3allIUThI JaHHBIX, CYHICCTBYIOIIUM MIPEUMYIICCTBAM U OTPAHUYCHUAM 1JIs1 BHCAPCHU
B CHCTEMBI 3JIEKTPOHHOTO 3/ipaBooxpaHenus. Ilokazano, uto COVID-19 npusen k 6omnee
IIAPOKOMY IIPUMEHEHUIO CUCTEMBI DJIEKTPOHHOTO 3/IpaBOOXPAHEHMUS U IIPUBHEC HOBLIE
TIEPCIICKTUBLI B 9TOT IIpoOLECC. Ml IMPUXOAUM K BBIBOAY, UYTO METOAblI HCKYCCTBECHHOI'O
HHTCJIJICKTA MMOJEC3HbI A1 MEIUIINHBI, a C TEXHUYECKOU TOUKHU 3pCeHUA YyIKC MOT'YT
JlaTh IICHHbIC pe3ynbTaThl. OHAKO HE0OX0IMMa COOTBETCTBYIOIAS IIPAaBOBas 0a3a At
obecrnedeHnst BO3MOKHOCTH KOHTPOJIS, IPOBEPKH U TOTyYEHHSI BTOPOTO MHEHHMS CO CTOPOHBI
yenoBeka (Bpaya).

KaroueBble ciioBa: 3APaBOOXPAaHCHUC, DJICKTPOHHOC 3/IpaBOOXpPAaHCHUC, ITpaBa YCJIOBCKaA,
3aliuMTa JaHHBIX, Bpa‘-Ie6Ha$I OH.[I/I6Ka, HCKYCCTBGHHLIﬁ HHTCJIJICKT.

Uccnenoanue moanepxkano MHCTUTYTOM ITpaB uenoBeka uM. P. Bannen6epra Jlynjackoro
yauBepcuteta (ILIBenus) B corpyaamuectse ¢ LleHTpom 1o mpaBam yenoBeka (akyspreTa
MEKJYHapOoJIHbIX OTHOIIEHUN benopycckoro rocyiapcTBEHHOI0 YHUBEPCUTETA
1 MUuHHUCTEpPCTBOM 3/IpaBooxpaHeHus PecryOivku benapych, a Takke pH MOIICPKKE
WuTerpupoBanHoi nHGpacTpykTypbl [IporpamMmbl oniepaTHBHOTO MpoekTa — bruobaHk
paka u penkux 3adonesanuii, ITMS: 313011 AFG5», codpunancupyercst EBponeiickum
(OHIOM PETHOHATBHOTO PA3BUTHSL.

Hayunas cnenmansaocts: 12.00.00 — ropuanueckue HayKu.
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Introduction

The progress in the development of informa-
tion and communication technologies (ICTs) in
recent decades has led to qualitative changes in
the healthcare sector, creating new opportunities
in the field of medicine.

The possibilities of ICTs in healthcare are
determined by the state of three components:
information, telecommunications and med-
ical technologies; thus, their development is
an essential basis in the creation of electronic
healthcare systems. Such systems are current-
ly put into operation in a variety countries of
the world, as the advancement of technologies
makes it possible to digitalize many of the ex-
isting procedures.

This all lead to the development of the
concept of E-Health or Electronic Healthcare
(EH), which includes a complex of diverse
information, communication and medical ser-
vices provided at a distance. As defined in the
Resolution WHAS58.28 on E-Health (adopted
in May 2005 at the 58th session of the World
Health Assembly), the concept of E-Health im-
plies “the use of information and communica-
tion technologies both in a given place and at a
distance”, combining everything related to the
use of ICT in medicine.

Telemedicine, including its sub-divisions
such as teleeducation, telemonitoring, telecon-
sultations, plays a major role in this concept.
EH covers some other important aspect of
healthcare, such as electronic medical records,
exchange of medical and managerial data,
analysis of laboratory research results and im-
age transmission. Information support for sci-
entific research, etc.

EH is one of intensively developing areas
(Sajedi, 2020: 100104): the total funding made
by investors in the E-Health industry from 2010
to 2020 increased from 1,1 billion U.S. dollars
to 21.6 billion U.S. dollars. These systems have
become even more important in the face of the
pandemic COVID-19 (Bitar, 2021).

According to Healthcare Information and
Management Systems Society (HIMSS) to-
day, a significant number of countries in the
world have EH systems, with the United States,
Canada and Australia being the leaders in this
field. As the HIMSS Annual European Digital

Health Survey (HIMSS Survery 2021) shows
European Union countries have also estab-
lished EH systems that are advanced and note-
worthy (Sweden, Estonia, Denmark).

However, human rights and their protection
are often not viewed as an essential component
of such systems; even though countries aim at
promotions of respect to human rights. In prac-
tice sometimes relevant aspects fall out the fo-
cus of attention of those in charge of developing
healthcare system in digital environment.

The research in (HIMSS Survery, 2021)
analysed the biggest priorities in EH domain
(Fig. 1). The dominant e-health priorities are
related to security and data privacy issues, the
development of which is not only a technical
problem (Sajedi, 2020: 100—104). To develop
a reliable security model, privacy rights and
security for eHealth must be integrated into a
comprehensive legal and security framework
that addresses the rights and obligations of the
healthcare provider: including physicians, hos-
pitals and healthcare enterprises, the patient,
medical and cybersecurity researchers, and
Internet service providers. The collaboration
of government, industry and academia is cru-
cial to the development of security models that
will not only protect individual rights, but will
meet the future challenges essential to the de-
livery of healthcare treatment (Bonifazi, 2020:
242-258).

Introduction and development of health-
care system has important influence both on
medical professionals (that is, medical profes-
sionals involved in the provision of medical
services — doctors, nurses, etc.) and on patients
(consumers of medical services). It is important
to note that from the human rights perspective
patients are a very broad category, which cov-
ers foreign citizens, stateless persons, and other
categories of people that have quite diverse in-
terests, needs, religious and cultural tradition;
and thus it is important to take all this into con-
sideration in the process of development of EH
systems.

The EH is an interdisciplinary domain,
which is influencing the research of the topic,
as many different aspects are to be considered.
In this respect, in our research the combination
of technical and legal knowledge was under-
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Fig. 1. E-Health priorities

lying the process of tracing the main trends,
prospects and challenges in the formation of
EH systems taking into consideration the hu-
man rights based approach, especially in such
areas as decision-making and right to access
health information. Specific attention was giv-
en to the application of artificial intelligence in
medicine, as it influences significantly patient
safety and security, and brings new risks with
regard to medical errors.

In recent years, there’s growing use of the
notion “Smart medicine”, that is, intelligent
healthcare, which uses the latest mobile and
digital achievements in the field of E-Health
and mHealth, which encourages the develop-
ment of smart and connected medical devices
that ensure constant monitoring of patient in-
dicators outside of medical institutions and, ac-
cordingly, the prevention of diseases. In some
cases, this type of monitoring can recognize
or predict critical health conditions of patients
and it can warn health institutions if immediate
first aid is needed.

Smart medicine
and electronic health records

The development of the E-Health (EH) is
done in a variety of ways that can influence pa-
tient’s rights. Currently, the creation of E-Health
system envisages the formation personal ac-
count of the patient, through which it will be
possible to make an appointment, call a doctor
at home, get an extract from medical documents,
a reminder of vaccinations and an electronic

prescription, view the results of tests, etc. Imple-
mentation of many health information systems
is accompanied by creation or linking to it a call
service or support services, where all medical
information and details, i.e. on the work of med-
ical institutions, cost of their services and other
relevant data, can be accessed in one call.

An important part of this process is of
course the creation of Electronic Health Re-
cords (EHR).

EHR is in its essence a database about pa-
tient’s medical status (with texts, graphical and
other information about his health).

There are a number of human rights that
need to be addressed during the process of
creation and developing of EHR, which can in-
clude, inter alia:

* right to access and read all material in
EHR;

* right to refuse to process his data in
EHR,

* right to make decisions about his
health (including within the framework of dig-
ital technologies such as electronic prescrip-
tions),

* the right to remove information about
himself and his health from EH systems.

Obtaining health information is an import-
ant part of realizing the right to health. Today,
the availability of complete, reliable and under-
standable information is the basis for making
further decisions about how and to what extent
to receive treatment, how to plan your life tak-
ing into account the state of health, etc.
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The importance of health data for any pa-
tient determines the fact that the information
should appear in the EHR promptly and in a
sufficient volume (in particular, this applies to
the results of tests, data on past appointments,
records of information provided to the patient
during a personal visit to the doctor, data on
manipulations, procedures, medical measures
taken in relation to the patient).

In this regard, the right to obtain infor-
mation about one’s heath is an important part
of States’ efforts to improve public health lit-
eracy, as it enhances overall effectiveness of
healthcare efforts. People are more likely to
follow doctor’s prescriptions when they under-
stand why they are needed

EHR provides important opportunities for
patients, compared to the “regular” way of ac-
cessing information about one’s health which
is stored in a paper format. This process could
include making appointment with a medical
official, visiting a medical facility, which of-
ten leads to problems such as the need to wait
in line for a medical worker, requesting your
medical card and trying to remember or obtain
the copy of the information, limited time to
receive information from him, the possibility
of illness due to contact with persons who may
be infected, etc. There are some other aspects
which can hinder the familiarization with one’s
medical history, such as illegible handwriting
of the doctor and the use of special medical
terms, without deciphering.

Introduction of a remote access to EHR
provides quicker and easier option, which re-
quires only present of a computer (or any other
device that can be connected to the Internet,
including regular mobile phone), logging and
choosing the information that is of interest. As
a whole, it seems to be an important way of the
realization of the right to access health infor-
mation, which is an important component of
the right to health.

From the technical viewpoint, there are
number of steps that one should take in order to
access his EHR (Ablameyko, 2007). The first
step is authentication. For this, the user account
is usually necessary, which is defined by an
open user name and an encrypted password.
When performing the identification procedure,

the user enters her name and password, which
are then checked by the system for correctness.
If the first step is completed, the user opens a
session with the server. All subsequent actions
are performed on behalf of the account for
which the password was successfully entered.

When accessing the database, the server
checks whether the current user has the rights
to the information that it requests. In case of a
positive decision, the information is provided
to the user. In case of a negative decision, the
user is denied access.

So, for each HIS object a list must be set,
according to which the HIS itself will check
whether this user has the right to access this
object or not. Such list is usually called Access
Control List (ACL). The main objects for which
an ACL must be set, are:

e information stored in the database;

e applications included in the system
software package;

* commands and functions in applica-
tions that can be used with different access lev-
els.

Thus, a patient gets access to EHR only
by fully identifying themselves on the network,
obtaining a username and password to access
the system through their personal account.
This is important, as it gives the patient the
necessary level of security, as it excludes the
possibility of familiarization of third parties.

As a result, within the framework of the
current legislation, a centralized approach is
considered as most appropriate, as it is focused
on the creation of a single database of Integrat-
ed IEHR owned by the state and intended for
the circulation of information within the health
authorities with the right to make changes only
by a medical professional. From the point of
view of the patient, the IEHR provides for the
creation of a personal patient account, where
you can: make an appointment with a doctor,
call a doctor at home, get an extract from med-
ical documents, get a reminder of vaccinations,
get an electronic prescription without visiting a
polyclinic, see the results of tests passed.

The EHR can provide quick access to
medical information, however the patients may
face another problem: they might be unable
to understand medical terms, slang and ab-
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breviations, and thus still not be able to come
to the right conclusions about their diagnosis
and conditions. There are cases when people
thought of committing suicide after seeing in
their EHR diagnose or test result that they con-
sider as fatal to them. Thus, automatic place-
ment of all health information in EHR is not a
right solution. Special attention should be paid
to the so-called “sensitive information”, i.e. in-
formation that can affect the mental state of a
person (a message about cancer, HIV, etc.). In
this case, before providing access to this infor-
mation in the EHR, the doctor must personally
familiarize the patient, prepare him morally
and give explanations, i.e. the information is
entered in the EHR immediately, and access to
the patient is provided after a conversation with
the doctor. It is obvious that in today’s COVID
situations, when certain restrictions on move-
ment are in place, face-to-face contact might
not always be appropriate; however there are
now many technical ways that allow doctor to
contact his patient and remotely discuss the de-
tails of his condition.

Thus, it is necessary to ensure that health
information is fixed in the EHR in an accessi-
ble and understandable form to human percep-
tion (i.e. decoding of diagnosis). It is important
in order to ensure clarity of information about
one’s health and methods of medical care. Fur-
ther steps can include the creation of informa-
tion support services (patient support services):
descriptions of diseases, basic treatment meth-
ods, descriptions of medicines, etc.

When encoding diagnoses, a reference
field should be provided for obtaining general
information about a particular disease. This as-
pect is extremely important, since it is increas-
ingly common for people to receive informa-
tion from the Internet, which is often of poor
quality. In this regard, the provision of general
reference information for decoding the diagno-
sis recorded in the EHR is desirable for the pa-
tient himself. In order to avoid misunderstand-
ings. Incorrect interpretation and subsequently
self-medication, which can lead to serious con-
sequences.

Another important patient’s right, which is
close to the personal data protection rights, is a
right to data portability. At the moment, many

medical institutions use their own software and
ways of data collection and storage. Thus, pa-
tients have problems when they want to trans-
fer their medical history to another institution,
as they cannot be viewed or otherwise used
there. It is important to aim at the creation of
the single information space, which will make
it possible to interchange data.

As we’ve discussed above, Smart Health-
care leverages the latest mobile and digital ad-
vances in E-Health and mHealth, driving the
development of smart and connected medi-
cal devices. The approach to medicine is also
changing: with smart trackers, doctors have
much more opportunities to constantly monitor
patient indicators outside of medical institu-
tions and, accordingly, prevent diseases.

Many jurisdictions give patient a possi-
bility to submit additional information about
their health into the EHR (assessment of the
dynamics (improvement or deterioration) of
their condition, assessment of the impact of
medicines, data on pressure, the amount of ex-
ercise performed, certain pain sensations, etc.).
Other countries allow patients only to access
their medical data, without making any chang-
es to their own medical record.

In our opinion, the ability to be able to
provide additional information is valuable.
From the technical view point, it is advisable
to provide a section in the EHR that the pa-
tient can manage independently. For exam-
ple, he might be able to supplement the EHR
with information obtained in private medical
institutions (if the latter do not have access),
consultations received abroad, as well as oth-
er data (pressure, temperature, etc.). Patients
can also add data from their own devices, as
there are able to measure the pulse, pressure
and other parameters of the human body.
Doctors often voice doubts as to reliability
of this information; however, it can be use-
ful sometimes, and in any case its application
should remain at the discretion of the medical
professional.

Let us now turn to the patient’s right con-
trol of access to his personal data. Who can
access patient’s EHR? The answers to this
questions vary significantly across the world.
In some jurisdictions, patients can decide who

-1184 -



Nadzeya V. Shakel, Maria S. Ablameyko... Human Rights and Artificial Intelligence in Electronic Healthcare Systems

can access their EHR, and limit even doctors in
access to their total medical history. The right
of the patient to determine the limits of access
to information about his health gives him the
opportunity to independently decide whether
he wants a particular medical professional to
be able to see certain information about him.
This can be achieved, for example, by using
one-time access codes, generated by the patient
who is willing to show his medical details to a
specific person.

This approach is quite controversial. The
positive thing is that the person himself has the
ability to control access to his EHR, i.e. inde-
pendently decides whether to allow him to get
acquainted with his medical history or not. On
the negative side, it should be noted that the pa-
tient is not always able to understand what in-
formation the doctor needs to access to provide
qualified care and make the correct diagnosis,
because the human body can be considered as a
well-coordinated mechanism, and the more in-
formation the doctor has, the higher the chanc-
es of choosing an effective treatment.

The right to control access to information
about one’s health may be restricted. In partic-
ular to ensure the vital interests of the person,
if their consent cannot be obtained. In Finland,
the law provides that consent is not required if
the patient is unconscious. In France, if a per-
son is unable to express their will and if cir-
cumstances require it, the emergency doctor
may, in the best interests of the patient, decide
to access the EHR without obtaining prior con-
sent.

In recent years, the prevailing position is
in favour of providing patients with extended
rights, that is, not only to limit access to their
EHR, but in some cases to delete their account
and all information about their health from
EHR system.

Due to various circumstances in life, pa-
tients sometimes have special interest in select-
ing persons that can be informed about their
health status. In Belarus, for example, relevant
categories of people (close relatives) are listed
in law. However this approach is not always
proper, as it often turns out that people have
quite tense relations with her relatives, and thus
their decisions might not be appropriate. Thus,

patients might wish to nominate other people to
act in this role. EHR can be used to store this
information.

EHR should also include and maybe even
specifically mark some other important deci-
sion of a patient, e.g. desire not have certain
medical care, including medical interventions
(namely, consent to donation, blood transfu-
sion, etc.).

EHR should also be considered as a tool
for prevention of medical errors.

A medical error can be defined as a pre-
ventable adverse effect of medical care, wheth-
er or not it is evident or harmful to the patient
(Hofer, 2000). Medical errors can result from
new procedures, age extremes, complex or ur-
gent care, improper documentation, illegible
handwriting or patient actions. But human fac-
tor is a dominant source of the medical error
(Hofer, 2000).

The analysis and evaluation of medical
error can be based on methods of Human Reli-
ability Analysis (HRA).

Though it is often said that E-Health can
significantly reduce the level of medical errors,
unfortunately they cannot be completely neu-
tralized (List, 2021; Mohapatra, 2021). There-
fore, the analysis and evaluation of medical
error is important part of E-Health.

There are two ways of solving this issue
that are generally discussed (Sanchez, 2017,
Zaitseva, 2020:93). The first one is named as
“cognitive” and considered in healthcare and
medicine and focused on organizational, man-
agerial, ergonomic, physiological factors and
their influence on medical errors. Many inves-
tigations of this type are presented in journal
BMIJ Quality & Safety (https:/qualitysafety.
bmj.com). Alternative way is often named
“technical” and bases the studies of patient
safety and medical error on the methods of
Human Reliability Analysis (HRA). Reviews
of HRA methods in healthcare (Lyons, 2004;
Sujana, 2016] show that typical HRA methods
have restrictions and should be adopted for new
area of application. There are differences in or-
ganizational and institutional contexts, and the
values and needs of stakeholders in healthcare
(such as clinical and professional autonomy), as
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well as methods from other industries, have to
be adapted appropriately.

There are a number of methods of HRA
that are most often used in healthcare, for ex-
ample, FMEA (Failure Mode and Effects Anal-
ysis), SHERPA (Systematic Human Error Re-
duction and Predication Approach), SPAR-H
(Standardized Plant Analysis Risk — Human
Reliability Analysis), HEART (Human Error
Assessment and Reduction Technique) and
CREAM (Cognitive Reliability and Error
Analysis Method). Some adaptations and devel-
opments of these methods exist for the analysis
of specific problems in the healthcare domain.
For example, FMEA has been used in cancer
diagnosis and treatment (Kapur, 2012) and
SHERPA in radiation medicine (Faiella, 2018).
The healthcare’s SHERPA-based method is
OCHRA (Observational Clinical Human Reli-
ability Analysis technique) that allows evaluat-
ing of technical error in surgery (Foster, 2016).
One more special methods of HRA in health-
care is HFMEA (Healthcare Failure Mode Ef-
fect Analysis) (Faiella, 2018). It is FMEA-based
method which allows providing the qualitative
analysis of healthcare system and for the prob-
abilistic evaluation of medical error.

The process of the medical error estima-
tion starts from the data collection (Dhillon,
2003). This may include ethnographic observa-
tion, questionnaires, and structured interviews,
examination of time spent on specified activ-
ities, verbal protocol analysis. etc. This data
is characterized by ambiguity, vagueness and
incompleteness. Task description techniques
allow this data to be presented in a form that
is useful for error analysis and quantification.
The most common approaches are hierarchical
task analysis and cognitive task analysis (Dhil-
lon, 2003). Task simulation methods build on
task description and analysis aspects in differ-
ent contexts (for instance under stress or time
pressure) or in combination with other tasks.
This step can be interpreted as qualitative step
of the error estimation. The qualitative analysis
is continued in the next step on human error
identification. Most of these techniques are
based on initial task analysis and perhaps also
a task simulation to identify a list of the poten-
tial errors that could occur associated with this

task. For example, such techniques as FMEA
or SHERPA can be used in this step. It should
be noted that some of techniques (for example
SHERPA) incorporate a phase to quantify the
human error probabilities. However, mostly the
quantitative analysis is provided based on other
techniques (Lyons, 2004).

There are some studies of special methods
of medical error (Sujana, 2020; Zaitseva, 2020).
The Data Mining based method for the medical
error evaluation for incompletely specified and
uncertain data is presented in (Zaitseva, 2020).
The essential goal of this method is construc-
tion of the typical mathematical model for the
reliability analysis. The well-known methods
of the reliability evaluation can be used if the
mathematical model is constructed. In paper
(Sujana, 2020) authors represented the Safer
Clinical System program which aim is to adopt
and trial in healthcare proactive safety man-
agement techniques from safety-critical indus-
tries. Authors of studies in (Dhillon, 2003; Su-
jana, 2016; Sanchez, 2017) have shown that in
medical error evaluation the failure of devices
and software should be took into account too.
This conception and specific of data collected
for medical error evaluation cause the devel-
opment or adaptation of new methods that al-
low processing of uncertain and incompletely
specified data and quantifying medical error.
In particular, the Data Mining based method
in (Zaitseva, 2020) allows the evaluating of
the complex socio-technical system and can be
recommended for analysis and evaluation of
E-Health system and/or its components consid-
ered in (Ablameyko, 2007).

In any case, EHR system should be con-
strued in a way that takes into consideration
the human rights based approach and patient’s
rights.

Data protection and patient rights

In many jurisdictions information about
health is considered as special personal data
that require special attention and appropriate
measure of protection. As this information is
especially sensitive for the people, creation of
e-Health system need to take into consideration
existing risks. A number of new high-risk eth-
ical issues arose in the process of implemen-
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tation of ICT into medical services, which are
mainly caused using remote medical equip-
ment, social networks and unclear laws. We
were able to identify the following risks which
merit specific measures to be addressed prop-
erly:

* Risk from device information leakage

* Risk from social network

*  Ambiguities in the laws.

Although there are already some laws to
protect information security, many laws and
regulations on ethical issues are ambiguous.
There is no clear indication on the subject of
responsibility and the boundaries of informa-
tion. For example, wrong treatment and diag-
nosis can cause additional pain and burden to
the patient. Therefore, once information leak-
age occurs, it is still difficult for patients to de-
fend their rights through legal channels. For ex-
ample, when a device analyzes the users’ data
and draws a conclusion “do exercise”, but the
user’s physical condition is not good, then how
to define responsibility if an accident occurs?
(Chang, 2019).

Medical information is a private area, even
intimate, so patient confidentiality is the most
important issue. But the data can be deperson-
alized. This way we will get both confidential-
ity and data integrity. This data will be useful
for introducing innovations and strengthening
cooperation between suppliers and partners,
which will also benefit smart city medicine,
including through the exchange of knowledge
between doctors from around the world.

The question arises in Smart medicine:
who is the true owner of medical data? Who
can dispose of them and to what extent (can it
be patient, doctor, clinic, insurance company,
employer of computing service)?

IoT solutions will play a major role in
Smart medicine. IoT interconnects all compu-
tational, mechanical, and digital technologies
for data transmission over the Internet with-
out the necessity of human interaction. Such
interconnected technologies can be consid-
ered as remote monitoring systems. Remote
monitoring systems based on a sensor system
will show, for example, the level of glucose
in the patient’s blood, and immediately send
this data to doctors for analysis and prognosis.

Based on the data, specialists will prescribe
treatment and prescribe personal medications.
And the patient will print the pills at home on
a 3D printer. All this without being distracted
by visiting a doctor and searching for a phar-
macy.

Smart medicine will allow a doctor to
quickly communicate with a patient, conduct
a remote course of treatment. Through special
sensors and chips installed in the human body,
the doctor, regardless of the location, will be
able to get acquainted with important infor-
mation about the patient’s health status. For
example, the doctor will be able to track body
temperature, pulse, respiration rate, blood sug-
ar, and blood pressure.

The device-to-device connectivity that
underpins smart city services is also opening
up a new approach to healthcare. In the concept
of a smart city a huge amount of data is accu-
mulated, including on the state of health and
well-being of citizens. This data can be used for
planning urban space and new services. These
data can also invoke some actions focused on
improving public urban health — a range of is-
sues that affect urban populations.

This all, however, poses significant data
protection issues. What can be done to protect
personal data in Smart medicine? From tech-
nical point of view, related devices causing
information leakage should be identified and
protected. These include unauthorized connec-
tion to sensors, medical devices, gateways, fog
nodes, and mobile devices that capture, aggre-
gate, process, and transmit medical data to the
cloud (Tian, 2019).

To respond to threats, IoT devices must al-
ways check and censor that the authentication
is truly part of the electronic healthcare cloud,
and that strong authentication algorithms and
key management systems are used to ignore
and block unauthenticated requests.

Then network security is very important
issue. IoT technologies such as RFID and wire-
less sensor networks can provide identity ver-
ification and tracking capabilities. It should be
able to repel cyber-attacks.

Training for patients is also very import-
ant, for example, end users should learn how
to avoid network’s attacks, choose strong pass-
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words, and not buy used equipment or equip-
ment of unknown source.

The most important thing is that all ser-
vice providers should strictly abide by the prin-
ciple of autonomy priority and provide multiple
choices to users. Users have the right not to use
these functions or freeze sensor usage and da-
tabase at any time.

Traditional medical services should not
be eliminated, people should have the right to
choose between smart medical services and
traditional medical services.

Ethical principles include trust, privacy
and related data protection, property rights,
dignity, fairness and proportionality. Trust
must be present in E-Health in such a way that
citizens need to be reassured that data are be-
ing processed properly, that they are up-to-date
and of quality, and that security risks are being
taken into account. People will face these prob-
lems in new future.

E-Health in COVID-19 pandemic

Electronic health systems that we’ve dis-
cussed above came into the focus of many in
the outbreak of COVID-19 pandemic, when
practical issues of e-Health application became
prominent.

In general, it can be concluded that from
the technical viewpoint using E-Health apps
helps to mitigate the propagation of COVID-19
and preserve the lives of medical personnel
(Mann, 2020; Mollalo, 2020). The use of vir-
tual platforms for medical care reduces the sat-
uration of emergency patients during the pan-
demic. These virtual platforms allow clinicians

<20 20-44  45-54

to effectively detect patients with early signs of
COVID-19 before they arrive at the hospital.
Also E-Health applications improve the avail-
ability of various medical services and health
care in pandemic situation such as home health
control for elderly patients and helps patients
with minor diseases to get the supportive care
they need while minimizing their exposure to
other patients.

Authors in (Mann, 220) propose anal-
ysis of E-Health transformation under the
pandemic of COVID-19 in a large academic
healthcare system in New York City — NYU
Langone Health (NYULH). A mass migration
to telemedicine has been taking place during
March and April 2020, co-occurring with a
decline of over 80 % in in-person visits. Tele-
medicine urgent care volume grew from 82
visits on March 4 to 1336 after 15 days. Of
these visits, 55.3 % were COVID-19-related,
outpacing the 381 COVID-19 visits in all the
NYULH emergency rooms that day. Telemed-
icine visits for urgent care were spread across
age strata with the largest use in the group 20
to 44 years of age (Fig. 2). According to the
research in (Mann, 2020) the E-Health sys-
tem in urgent medicine was more effective in
COVID-19 pandemic. The intensive applica-
tion of E-Health in pandemic of COVID-19
has already proved to be an invaluable tool to
not only divert an overwhelming volume of
patients from the emergency rooms, but also
transform the work medical practices, across
multiple specialties. E-health system and tools
can reliably manage thousands of patients
over a short period of time, and provide care at

—o—Urgent care (%)

=e—Nonurgent care (%)

75-84  >85
Age

55-64  65-74

Fig. 2. Distribution of telemedicine visits by age
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times of acute shortage in healthcare. The im-
pact of COVID-19 pandemic to E-Health and
telemedicine in last year leads the extension of
their widespread availability.

Respectively, according to (Bokolo, 2021;
Mann, 2020) adoption of E-Health system and
virtual software platforms aids in the follow-
ing:

* Decreases the time required to get a
diagnosis and initiate treatment, stabilize, or
quarantine a patient

* Facilitates close follow-up with pa-
tients who can be monitored from their home
to avoid oversaturation of health facilities

* Reduces movement of people, mini-
mizing the risk of intra-hospital infection

*  Supports co-ordination of medical re-
sources utilized in distant locations

* Prevents the risk of contagion, partic-
ularly for medical practitioners, who are key
assets

* Aids in informing the general public

» Saves costs on disposable robes, anti-
septic material, gloves, disinfecting of hospital
spaces, etc.

e Trains medical practitioners who are
new to the treatment of pandemic

*  Monitors real-world data.

The efficiency of the E-Health systems in
the pandemic is clear, but their wide applica-
tion depends on some factors. Author of (Boko-
lo, 2021) considers three groups of factors that
have great influence on the E-Health system
use: organizational, technological, social. Or-
ganizational factors include:

e availability of funding (The deploy-
ment of E-Health system requires time and
purchase resources and the lack of funding is a
barrier for adoption of telemedicine)

e inadequate training (Medical prac-
titioners who interact with patients through
E-Health system should be trained and pa-
tients need training in adopting digital tech-
nologies.)

* workflow integration (Workflows for
adoption of virtual software platforms should
be drafted to minimize burden for medical
practitioners and should them flexibility in pro-
viding medical care).

Technological factors are formed by:

e data privacy and access (The protec-
tion and privacy of patient’s data must be im-
portant, but E-Health should guarantee data
privacy and access protection, even if in urgent
cases (like COVID-19) personal medical data
of patients could be accessed without the need
to obtain their consent)

e data security and risk (E-Health in-
volves the digital collection and use of sensitive
medical information among patients and medi-
cal practitioners, which could lead to a security
risk, for the collection, use, and disclosure of
sensitive personal data).

* Dbroadband access and Wi-Fi quality
(The quality of network communication is a
key factor that influences adoption of telemed-
icine)

» availability of IT infrastructure (Un-
coordinated and poor technology adoption
mostly in developing countries is a major barri-
er to adopting E-Health)

The most important social factors are:

* licensure requirements (The licensing
policy changes should be established during and
after the pandemic without geographical borders).

e health insurance and reimbursement
policies (Currently, most medical insurances
do not cover telemedicine treatment and as such
do not provide reimbursement for patients).

e lack of regulation and advocacy
(E-Health system can be adopted as an effec-
tive tool in helping to manage the current pan-
demic. However, existing policies are also a
barrier that limits how, where, and when they
can be used).

» patients’ and medical practitioners’
willingness (The limited adoption of E-Health
systems is mostly attributable to physicians’
unwillingness to adopt telemedicine and many
hospitals are not adopting telemedicine be-
cause many patients are not well-versed in vir-
tual software platforms).

This experience of E-Health system appli-
cation in the COVID-19 pandemic will likely
create future expectations of care convenience
and accessibility that will be hard to reverse
once the COVID crisis abates. Similarly, the
regulatory changes invoked to support easily
accessible widespread telemedicine may be
equally difficult to reverse.
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Artificial intelligence in healthcare

The use of artificial intelligence (Al) in
general has a positive impact on many areas
of activity, since it is designed to simplify pro-
duction processes, make life easier for both an
individual citizen and society as a whole, but
along with this, new challenges and problems
arise.

Creation of Al systems in recent years can
be characterized by the following

1) Huge increase in data sets sizes;

2) Huge increase in performance of com-
puting;

3) Huge improvement in Al algorithms
(Distante, 2020).

However, Al brings together with benefits
also various problems. Three main factors can
be given that influence significantly absence of
trust in Artificial intelligence systems:

* decisions of Al are not transparent: in
most cases, the decision taken by Al are not un-
derstandable and intelligible to humans;

* Al is biased: the decision taken by
Al is not neutral because Al algorithms are
learned on training data which affects the deci-
sion process;

» privacy and surveillance: there can be
concerns about using and collecting some type
of data

According to statistics (China, Statista),
Al is widely used in medicine. Automation of
various sectors of the economy through the
introduction of robots creates a threat of fail-
ures, unauthorized access with the possibility
of modifying embedded programs and actions,
the consequences of which are extremely diffi-
cult to calculate. At the same time, the regula-
tory support in this area lags behind the needs
of today. On the one hand, this is explained by
the fact that adoption of legal acts usually takes
place only after new technology (product) ap-
pears on the market. On the other hand, tech-
nology is developing so rapidly that it is almost
impossible to do it in time, given the length of
the procedure for adopting legislation, so in
most countries it is not available.

If we consider application of Al in health
systems, it is possible to see that Al can ac-
celerate the diagnosis process and medical re-
search. The usage of Al in medicine has po-

tential benefits to both doctors and patients.
Doctors, for example can be assisted by Al in
following cases:

* Assessing the likelihood of complica-
tions of diseases;

* Remote first aid and patient data col-
lection;

e Assistance in making diagnoses and
prescribing treatment;

* Real-time data analysis of critically ill
patients

However, using Al in medicine have some
disadvantages:

*  Violation of the right of patients to pri-
vacy and confidentiality of personal data, dis-
closure of medical secrets.

e The data from the electronic card is
available to the insurance company, which
will increase the price of the medical policy
and life insurance if the patient does not lead
a “healthy” lifestyle and does not follow all the
doctor’s recommendations for treatment.

e Overdiagnosis.

e Access to the applicant’s medical data.
Refusal of employment due to the presence of
chronic diseases and / or genetic predisposi-
tions to certain types of diseases. The threat of
discrimination against people based on physi-
cal and genetic characteristics.

*  Many algorithms rely on very complex
mathematics, sometimes called the “black box”.
In some situations, we should know the reasons
for decisions because in the medical area these
decisions can affect a patient’s health.

The use of artificial intelligence also
brings some ethical challenges, such as:

*  Dominance of the technical type mod-
el

* Replacing the doctor with robotic sys-
tems

* No contact between doctor and patient

* Reducing the responsibility of the doc-
tor

* Loss of specialized skills by doctors.

With the help of Al and machine learning
technologies, medical researchers identify the
relationship between the patient’s diseases, the
conditions in which he lives, and his habits.
Even the state of the environment can tell you
which patients in a given region are at the high-
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est risk. You can also find the most vulnerable
regions or segments of the population to give
them recommendations in advance, before you
need serious medical care (Lehrach).

An important question arises here: can a
doctor rely entirely on AI? Because cognitive
systems have problems with the quality and
volume of medical information. The data ac-
cumulated in patients * medical records may be
incomplete, contain errors. Inaccuracies, and
non-standard terms. There are not enough re-
cords of the patient’s life, habits, and behavior.
Effective mechanisms for collecting this infor-
mation do not yet exist. In addition, many of
the AT algorithms are considered as black box
in which the decision-making process is hid-
den in network layers. This can be problematic
especially in situations that are not present in
data set used to train Al algorithms, which will
likely result in inaccurate Al decisions.

Another topical issue that needs to be
faced are the legal implications of Al systems
in healthcare. As soon as Al systems start mak-
ing autonomous decisions about diagnoses and
prognosis, and stop being only a support tool, a
problem arises as to whether, when something
‘goes wrong’ following a clinical decision made
by an Al application, the reader (namely, the
radiologist) or the device itself or its designer/
builder is to be considered at fault (Pesapane,
2018). Legal responsibility for decision making
in healthcare will remain a matter of the natural
intelligence of physicians. From this viewpoint,
it is probable that the multidisciplinary Al team
will take responsibility in difficult cases, con-
sidering relevant, but not always conclusive,
what Al provided.

In the future, the development of intelli-
gent health technologies can also be aimed at
simplifying the patient’s access to medical ser-
vices. Today. In the emergency medical centers
of hospitals, the order of admission of patients
depends on how urgently the patient needs
help. Thanks to the use of new technologies,
this process can be simplified. Using the dig-
ital interface of a dedicated app, patients will
be able to report their symptoms, which will
be analyzed digitally using standardized symp-
tom tracking protocols to determine the degree
of urgency. Some medical services can be pro-

vided to the patient at home using digital tools
and modern telemedicine. For example, trips
to the doctor to ask a few questions and get a
prescription for medicines can be replaced by
medical kiosks, where patients can communi-
cate with the doctor remotely and get the same
answers and prescriptions. These decentralized
offices will continue to rely on a reliable central
health facility, which will act as the main cen-
ter for building trust in digital technologies, as
well as a digital service provider.

In the future, common digital formats and
structures may enable the exchange of compre-
hensive patient information between all of that
patient’s healthcare providers. Multimedia and
messaging standards can further improve re-
mote treatment, remote patient monitoring, and
remote diagnosis. Aggregated health data that
is stored in uniform digital formats can improve
medical research. Digitally stored genetic data
can provide more individualized treatment for
patients. Universal standardization, which can
be determined by both cooperation between
private enterprises and public standards poli-
cies, is a necessary prerequisite for any of these
advances in E-Health.

Conclusion / Results

The new E-Health system gives funda-
mentally new opportunities in the development
of the industry, qualitatively changes the ap-
proaches to the model of mutual support for all
participants in the provision of medical care.

Medical professionals receive the neces-
sary information at the time of providing medi-
cal care to the patient about critical inconsisten-
cies or deviations from the current standards,
or about changes in the patient’s vital signs.

For technologies to be useful and trans-
formative, they must be adopted and used by
health professionals and end-users. If the tool
is designed for patients, but they do not feel its
value, or if they do not have enough skills to
use this technology, then the digital tool does
not benefit. There must also be compatibility
between people, so that people’s skills and way
of thinking about digital health technologies
coincide and that they can work with a variety
of tools in different circumstances. This means
that it is necessary to ensure that both patients
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and medical professionals have access to train-
ing in E-Health skills related to available tech-
nologies.

The ultimate goal of the development
of E-Health technologies is to shift the focus
in the provision of medical services from the
doctor and the hospital to the patient and their
well-being through the use of digital technol-
ogies. This involves using digital systems to
transfer patient data into a single Electronic
Health Record that can be accessed by different
health professionals, or using electronic medi-
cal prescriptions to make it easier for patients
to get prescribed medications.

Many countries today considerable at-
tention to the development of E-Health. Many
E-Health systems such as Hospital Information
Systems, Electronic Health Records and others
have been created and work now in hospitals.
Using these systems contribute greatly to im-
prove quality of healthcare in a community.

As our research should this process show
be structured in a way that promotes human
rights. Attention is to be paid to international
standards and state’s obligation with respect to
the right to health and other rights in the pro-
cess of the development of modern healthcare
systems. Foreign experience is valuable too.
For example, European countries have exten-
sive expertise in the sphere, that is why they are
becoming a reference point around the world
(in particular, issues of personal data protec-
tion, including the right to be forgotten and the
right to delete information). In general, it can
be confidently argued that the development of
health care within the framework of the devel-
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Abstract. The article analyzes the relationship between the concepts of “defense position”
and “line of defense” used in regulatory enactments, which is found in scientific literature.
It is concluded that it is necessary to separate these concepts. It is proposed to consider
the line of defense in the form of two interconnected parts: logical (internal) and effective
(external). The logical part of the line of defense is represented by strategy and tactics and
consists of a set of individual defense tasks. It defines the logical direction in achieving
the chosen defense position. The effective part of the line of defense is formed from
procedural and other actions not prohibited by the legislation of the Russian Federation,
aimed at solving the problems of defense. The list of procedural actions is determined by
the Criminal Procedure Code of the Russian Federation and the Federal Law “On advocacy
and the legal profession in the Russian Federation” and is exhaustive. Other actions of a
lawyer that do not contradict the law are recommended in reference, methodological and
scientific literature on defense issues. It is concluded that the effective part of the defense
line is characterized by the style and demeanor of the lawyer. Thus, the line of defense is
presented in the form of a complex structure linking the logical and effective parts of the
defense lawyer’s activities. The main types of the line of defense in criminal cases at the
stage of pre-trial proceedings are given, factors influencing their content are considered.
At the same time, attention is drawn to the fact that the line of defense must undoubtedly
be a means of protecting the rights and legitimate interests of the client. At the same time,
in situations where the rights and interests of the client are not damaged, the lawyer, when
choosing a line of defense, must take into account the rights and legitimate interests of other
participants in criminal proceedings. Thus, the line of defense can be viewed not only as
a complex, but also as a balanced means of forming a defensive position.
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Poccuiickaa @edepayus, Canxm-Ilemepoype

AnHoTamus. [IpoaHann3npoBaHO OTHOLIEHUE MEKIY HCIIOIb30BAaHHBIMU B HOPMaTHBHBIX
aKTaX MOHATUSIMHU IO3UIUS 3aIIUTHD) U «JIUHUS 3aLIUTHI», KOTOPOE BCTpEUYaeTCs
B Hay4HOI uTeparype. C/ienaH BEIBOJ O HEOOXOIUMOCTH Pa3eNsaTh YKa3aHHbIE TOHATHS.
[Ipennaraercst paccMaTpuBaTh JUHUIO 3aIIUTHI B BUJIE JIByX B3aHMOCBSI3aHHBIX YacTeH:
JIOTHYECKOU (BHYTpEHHEH) U JIeliCTBEeHHOW (BHeIHe). JIorndeckas 4acTh JTMHUH 3alUTHI
MPE/CTaBIIEHA CTPATETUEN U TAKTUKOW U COCTOUT M3 COBOKYITHOCTH OTJEIbHBIX 3a]a4
3amuThl. OHA OIpEIeIsieT JJOTUYEeCKOe HApaBlIeHHe B TOCTHKEHUHN N30paHHOHN MO3UIINN
3amuThl. JlelicTBEHHAs YacTh JMHUU 3aIUThl OPMUPYETCS U3 MPOLECCYATbHBIX U HHBIX
HE 3alIpelleHHbIX 3aKoHo1aTenbecTBoM Poccuiickoit denepanuu 1eicTBUN, HAIIPaBIEHHbBIX
Ha peluieHue 3aaa4 3amuTel. [lepeueHs npoueccyanbHbIX JeUCTBUM onpeaenseTcs
VYronoBHO-TIporeccyalibHbIM KosiekcoM Poccuiickoit deaepanmu u PeepaibHbIM 3aKOHOM
«O0 agBOKATCKOM JESITENbHOCTH U aJiBoKaType B Poccuiickoii denepanum» U SBISIETCS
ncyepnbiBaronuM. IHble AeicTBUA a/iBOKaTa, HE MPOTUBOpPEYAIUE 3aKOHOIATEIbCTRY,
PEKOMEHIYIOTCS B CIIPABOYHON, METOIUYECKON U HAy4YHOU JIUTEpaAType M0 BOIIpOcCaM
3amuThl. CenaH BBIBOJ O TOM, UTO JE€MCTBEHHAs YacTh JIMHUU 3aIUTHI XapaKTepU3yeTCs
CTHJIEM M MaHEpOU MOBEACHUs aJiBoKaTa. TakuM 00pa3oM, TMHHUS 3alUThI IPECTABIAETCS
B BHUJIC KOMIUIEKCHOM KOHCTPYKIIMH, CBSI3bIBAIOLIEH JIOTHUYECKYIO U JEHCTBEHHYIO YacTH
3alUTUTEIBHON eATEeILHOCTH aJIBOKaTa. [[puBOAsTCS OCHOBHBIE BUJIBI IMHUU 3aIIUTHI
TI0 YTOJIOBHBIM JIeJIaM B CTaIUH JOCYIe0HOTO MTPOU3BOICTBA, pACCMaTPHUBAIOTCS (DaKTOPBI,
BIUSOLINE HA UX cofepkanue. [Ipu aTom oOparaercst BHUMaHHE Ha TO 00CTOATENBCTBO, YTO
JIMHUS 3alIUTHI OECCIIOPHO JIOJIKHA OBITH CPEICTBOM 3aIIMTHI MIPAB U 3aKOHHBIX HHTEPECOB
noj3amuTHoro. Bmecte ¢ Tem, B cuTyanusix, Korja npaBaM U HHTepecaM Mo3aIUTHOTO
HE HAHOCUTCA YPOH, aJBOKATy MPH BHIOOPE JTUHUHU 3alIUThl HEOOXOIUMO YUUTHIBATh
MpaBa ¥ 3aKOHHBIE HHTEPECHI APYTUX YUACTHUKOB YTOJIOBHOTO CY/IONPOU3BOACTBA. Takum
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00pa3oM, JINHHS 3aMTUTHI MOYKET PACCMaTPUBATHCS HE TOIBKO KaK KOMIUICKCHOE, HO M KaK
cOaaHCHPOBAHHOE CPEACTBO (POPMHUPOBAHUS ITO3UIIUH 3AIIHTHI.

KiaroueBbie cioBa: MO3uLUsA 3alllUThl, JIMHUA 3alllUTbl, CTpATCTUsA 3allldTbl, TaKTHUKa
3allATBI, CTUJIb JIMHUU 3allIAThI, MaHCpa JIMHUU 3alllUThI.

Hayunas cnermansaocts: 12.00.00 — ropuandeckue HayKu.

BeeneHue B mpoGieMy HCC/IEI0BAHAS

B HOpMaTHBHBIX aKTax, PEryIHpyIOIINX
NeSITeTBbHOCTh aJBOKAaTa B YTOJOBHOM CYIO-
MIPOU3BOJCTBE, HEOTHOKPATHO WCIOIh3yeT-
Csl TIOHSITUE «IO3UIUS» (aJBOKATa, CTOPOHEI
samuthl) (Federal’nyi zakon, 2002; Kodeks,
2003). Bmecte ¢ TeM, TMOHSATHE «IIO3UIUSI
aJBOKaTa B yKA3aHHBIX HOPMATHBHBIX aKTaxX
HE PacKpbIBaCTCA.

B.JI. KynpsiBiieB, mpoBOAMBIINI HCCIIE-
NOBAaHUS CONCPIKAHUS TIOHITHS «IIO3UITHS
aJBOKaTay, aeT, o KpaifHell mepe, ceMb pas-
JUYHBIX TOYEK 3peHus yueHbx (Kudriavtsev,
2006). He ocranaBmmBasich Ha WX aHalW3e,
MIOTIBITAEMCSI  BBIJICIIATH OCHOBHBIC TOIXOMIBI
MIPH OTIPENEeIICHIH COACPIKaHUS MCCIETyeMO-
ro mousTHSI. CTOPOHHHKHU IEPBOTO TOIXONA
paccMaTpHBAIOT nO3uyuio B KadecTBE Mpel-
[I0JIaTaeMOTO PE3yNbTaTa NeITeIbHOCTH (MHE-
HUE, BBIBOJ, IENb, BEPCUS U T.IL.), B KOTOPOM
BEIpa)KaeTcsl OTHOIIEHUE aJBOKATa K BO30OYXK-
JICHUIO YTOJIOBHOTO Jefla, TPUMEHEHUIO MEPHI
MIPECEUCHUS HJIN YBEAOMIICHHIO O TIOI03PEHUHN
B COBEPUICHUU IPECTYIUICHUS, IIPEIbsIBICH-
HOMY OOBHHEHHIO, BHITHECEHHOMY CYIOM IpH-
roBopy u T.1. Takum obOpa3oM, nosuyus pac-
CMaTpHBaeTCs Kak COPMYITHPOBAHHAS (B TOM
YHCIIe U KaK ITyOIMTHO MPEACTAaBICHHAS) IIeTh
IeITeTPHOCTH aJIBOKaTa. Bropoii moaxox k mo-
HATHIO «IIO3UIHS» OOBEIUHSCT B OIHO IIEJI0e
KaK IMO3WIIMIO aJBOKaTa, TaK W IIPOIECC, Ha-
MIpaBJICHHBIN Ha pean3annio BEIOpaHHOH Wi
3asIBJICHHOH MTO3HIIHH.

OObenuHeHNE B OJHOM TOHSITHHU «IIO3H-
[IMs aJBOKATay» B3aHMOCBSI3aHHBIX, HO Pa3Ind-
HEIX 0 (YHKIIMOHAIBHOH HalpaBICHHOCTH
U COIEPKAHHIO IIPOIECCOB IPEACTABIISICTCS
HaM HE COBCEM OIpaBJaHHBIM M HEMPOTYK-
THUBHBIM HarpasieHrHeM. OHO IPUBOIUT K JIO-
THYECKON HEOTPEACICHHOCTH COAEPKaHUS IO~
HATHSL, PAa3MBIBACT €T0 TPAHUIIBI H 3aTPYIHSICT
pa3paboTKy A(PQPEKTUBHBIX METOIMYCCKHUX

pPEKOMEHIAIN, HalpaBICHHBIX HA pealn3a-
U0 TIO3UINH B PAa3IMYHBIX CUTYallUsX, BO3-
HUKAIONINX B IpoIecce NOCyIeOHOTO MpOu3-
BOJICTBA 110 YTOJIOBHOMY nemy. ClIeayeT Takke
3aMETHUTh, UTO B CTPYKTYPE MHIAUBUYaTEHON
NEATeTPHOCTH YEJIOBeKa, K PA3HOBHIHOCTH
KOTOPOI OTHOCHTCSI M NIESITETFHOCTh aJBOKa-
Ta, B Ka4eCTBE B3aMMOCBS3aHHBIX, HO HMEIO-
OIMX CaMOCTOSTEIBHOEC 3HAUCHHE JJIEMCHTOB
BBIJICJISICTCS] HE TOJBKO I, HO M ILJIaH JIe-
SITETIBHOCTHY», B KOTOPOM OIIPEIEINIeTCs CTpa-
TeTHsI U TAaKTUKa JOCTH)KEHUS NOCTaBICHHON
[N C YYETOM OOBEKTHUBHBIX M CyOBEKTHB-
HBIX ycioBuit (Lomov, 1984).

B ropuanueckod juteparype sl 000-
3HAUeHUsS IUTaHa (MIPOTPaMMBI) IESITEIBHO-
CTH aJBOKaTa, HANpPaBICHHOW Ha peain3a-
U0 BBHIOPAHHOM TO3WINH, HCIIONB3YIOTCS
CIIEYIONINE TIOHSATHUS: «CTPATETUs M TaKTH-
ka 3amutb» (Chashchin, 2008), «rakTuka
n meronmka 3amuth» (Kudriavtsev, 2006),
«IMHHS 3aIuThy (Zaitseva, 2006). Creny-
€T OTMETHTD, UTO MOHSATHE «ITHHHS 3aIIUTHD)
BCTpeUyaeTcs W B aKTaxX CylneOHON IpPaKTHKU
(Apelliatsionnoe opredelenie Sudebnoi kollegii
po ugolovnym delam Verkhovnogo Suda
Rossiiskoi Federatsii, 2017). Heo6xoaumo 00-
paTHTh BHUMaHHUE Ha TO OOCTOSTEIBCTBO, YTO
Ka)KJJ0€ U3 IIPUBEICHHBIX BHIIIE MOHATHI pac-
KpBIBaC€T OTICIBHBIC CTOPOHBI NESTEIEHOCTH
agBokara. OOmUM, OOBEIMHSIONNM MTOHSTH-
€M, XapaKTepH3YIONUM AeSTEIHHOCTh aJIBO-
KaTra, Ha HaIll B3JIS, CIEAYET CUATATH MOHS-
THE «IHHUS 3aITUTHD.

IHocTanoBka npodaemMbl

[loHsATHE «IMHHS» B TOIKOBOM CIIOBape
PYCCKOTO s3bIKa paccMaTpHBAacTCS Kak Ha-
mpaBieHue, o0pa3 MbICiHH, 00pa3 eHCTBUI
(Kuznetsov, 1997). OCHOBHBIM TpPH3HAKOM
MOHATHS <(JIMHUS» SIBISICTCS — «HAIpaBlIe-
Hue». B pamkax HampaBiIeHHS O0OBETUHSIOT-
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Csl IIBE COCTABJIAIONIAE JIMHUU: 00pa3 MBIC-
nu  (MBICJICHHO-HAIIPABISIIOMAsA) ©  00pas
EeUCTBUUA (meticTBEHHO-HAITPABIISIOMIAS),
COCTOSIIIMI U3 COBOKYIHOCTH OTIEIbHBIX
BHEIIHUX MPOSIBICHUM, C TOMOLIBIO KOTOPBIX
JOCTUTAIOTCA PE3YJIbTaThl MBICIIUTEILHON Ha-
MPaBJISAIOLIEH CTOPOHBI AEATEIBHOCTH.
MpeicnuTenbHasi CTOPOHA JIMHUU 3aLIUThI
(opMHpyeTcsl TTOCPEACTBOM TMOCTAaHOBKH 3a-
Jlay 3aluThl. 3a/1a4y 3alIUThl CTABATCA C yue-
TOM BBIOpaHHOH mo3mnnu. Kaxnas u3 3amay
3aIUTHl MOXET paccMaTpUBaTbCs B BUJE OT-
JeJIBHOTO IPOMEXYTOUHOr0 3Tana (IIaHupy-
€MOTO0 pe3yINbTara), KOTOPBIH HE0OXOIUMO J0-
CTUYb IS peallii3aliuy 3asBICHHON MO3ULIUH.
C yyeToM CTelneHu BIUSHUSA Ha JOCTH)KEHUE
MO3ULMHU 3aLUTHl 3aJa4d MOYKHO pas3/ieiuTh
Ha JIBa BUJIa: CTPATErHYECKUEe U TAKTUUYECKHE.
Crpareruueckue 3ajadu, MOCPEICTBOM KOTO-
PBIX (hopMUpYyeTCsl CTpaTETHs 3aIIUTEI, TIPea-
CTaBJISIOT OCHOBHOE (TJIABHOE) HAIpaBJICHHUE,
oOecnieunBaroliee JOCTH)KEHUE 3asiBJICHHOMN
MO3ULMU Ha BECh NEepUoJ I0CyAeOHOro mpo-
M3BOACTBA WJIM Ha OTHENIbHbIE €ro JTallbl
Crpaterust 3aliMTbl 3aBUCUT OT Pa3IMUHBIX
(akTOpOB, COMYTCTBYIOMUX IOCYICOHOMY
MIPOU3BOJCTBY IO yrojoBHOMY nxery. Ha ¢op-
MHUpOBaHUE CTpaTerMd B MEPBYIO Ouyepelb
BJIMSIIOT KaK MOJOXEHHsSI 3aKOHOAATEIbCTBA,
OIpEeAETSAIOIIME OCHOBHBIE NPUHLMIBI, BbI-
TEKaolllie U3 Ha3HAu€HUs YroJOBHOI'O CYJO-
npousBozacTBa (cT. 6 YIIK P®), tak u npyrue
HOpMaTUBHBIE NMPEANUCAHUS, PETYIHUPYIOIINE
JesTeNbHOCTh ajBokaTa. [losojkeHus: 3akoHa
B [IEPBYIO OU€pe/lb JOJKHBI YUUTHIBATHCS MPU
¢dopmupoBanun cTpaTeruu 3amuTh. CTpa-
TErus 3alllUThl MOXET BBIXOJUTH 3a PaMKU
HOpMaTUBHOro mpenanucanusd. Kpome HoOp-
MaTUBHBIX MPEANUCAHUM CTpaTerust 3alluThl
MOJKET OCHOBBIBATHCA Ha MOJIOKEHUSAX, pa3pa-
OOTaHHBIX B PA3JIMYHBIX HAYYHBIX OTPACIAX
3HAaHMS, KOTOpbIE IPU3BAHBI OOCIYKUBATh
YIOJIOBHOE CYAOIPOU3BOJICTBO: B YTOJIOBHO-
[IPOLIECCYAIBHOM IIpaBe, IOPUINUECKOH dTHKE,
FOPUANYECKOI ICUXOJOTUH, KPUMUHAJIUCTUKE
1 Hayke 00 amBokarype. B xauecTBe mpumepa
MOKHO yKa3aThb Ha CTpPaTErMuecKylo 3ajady
3allUTHI, MPEANoJaralolly0 yCTaHOBJIEHHE
U TOAAEpKaHHE JEJIOBOI0 KOHTaKTa MEXAY
aJIBOKaTOM M €ro JIOBepUTEJIeM, MEXKIY aJBO-

KaToM, JI03HABaTelieM, CJIEJ0BaTelieM U Ipo-
KypopoM. Heo0XonuMoCTh pelieHus yKa3aH-
HOH 3aj1a4M BhITEKAeT U3 (YyHIaMEHTAIBHBIX
MOJIOKEHU I CyeOHON MCUXOJIOTUH U KPHUMH-
HanucTuk (Stoliarenko, 2000).

Crparerusi 3allUThl Pean3yeTcs 4epes
ee TakTUKy. TaKkTHKa 3aIMUTBI OMPEACISACT
4yacTHbIC (HE OCHOBHBIC) HANPABJICHUS B Jie-
STEIBHOCTH aJBOKaTa, 00eCHeYynBaroIne
peLICHHs] CTPAaTEerMYecKUX 3ajad 3allUThL.
IMocpeacTBOM pelieHs] TAKTHYECKHUX 3a71ad
peanu3yTCsl CTPATeruH 3alUThl. XapaKkTep
TaKTHYECKHUX 3aJ1a4, UX MMOCIIEeJ0BATEIbHOCTh
JIOJDKHBI  TIOJIHOCTBIO COOTBETCTBOBATH BBI-
OpanHO# cTpareruu 3amuThl. Jro6oe Heco-
OTBETCTBHE MEXKIY BBIOPAHHOW TAKTHUKOM
M cTpareruefl 3amuThl OyAeT 3aTpydHSTh
WM TOJHOCTBIO HCKJIKYATh JIOCTHIKCHUE
BbIOpaHHON mo3uiuu. Hampumep, peiieHue
HA3BaHHOU BBINIE CTPATETHYECKOW 3a1adu
3allUThl — YCTAHOBICHHE W TOJJCPKAHUE
JIEIOBOTO KOHTAaKTa MEXAY aIBOKATOM, €ro
JIOBEpUTENIEM — TMOTPeOyeT pelIeHus psijaa
TaKTHYECKUX 3a/1a4, CPeld KOTOPhIX MOXKHO
HAa3BaTh TaKHe, KAK BHHUMATEIBHOE OTHOIIE-
HUE K 3aKOHHBIM HHTEpecaM J[OBEPHTEI,
CBOEBpPEMEHHAsI PeaKIlHsi Ha MPOChObI U XO-
JaTtaiicTBa JOBEPUTEIISI, OTUET MEPe] JOBEPHU-
TeJIeM O MPOJETaHHOM PaboTe U MOy YEHHBIX
pe3yabratax ¥ T.I. Peanusauusi 3TUX U psja
JIPYyTUX TaKTHYECKUX 3a7ad OymeT cmocob-
CTBOBAaTh YCTAHOBIICHHIO JOBEPUTEIIBHBIX OT-
HOIICHHUH C MO3aIUTHBIM.

Crpaterusi ¥ TaKTHKA 3alUThl peasin3y-
FOTCSI TIOCPEICTBOM IIPOIECCYaTbHBIX U MHBIX
HE 3ampelieHHbIX 3aKOHOJATENLCTBOM JICH-
CTBHH, 4acTh KOTOPBIX COBEPIIAETCS B MPO-
1ecce HEMOCPEICTBEHHOro (IIPSIMOT0) KOH-
TaKTa aJBOKaTa C JPYTHMH YyYaCTHUKAMHU
YTOJIOBHOTO CYJIONPOU3BOACTBA. B xo1e Ta-
KOI'0 KOHTAaKTa CYIIECTBEHHYIO POJIb UI'PAIOT
cmuib U Maepa nogedeHusi ajiBokara, KoTo-
pble HEOOXOJMMO pacCMaTPHUBATH B BHJIE CAMO-
CTOSITEIBHBIX JIEMEHTOB BHEIHEH (eliCcTBEH-
HOM) YaCTH JTMHHUU 3aI[UTHL.

OocyxneHue
BpiOop cTpaTermu W TaKTHKW 3allUThI

KaxK OCHOBAHHC IJIA (bOpMI/IpOBaHI/ISI JIoru4c-
CKOH CTOPOHBI IWHUHU 3alIUTBI, KPOME HOpMa-
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TUBHBIX TPEINUCAHUN W (pyHITaMEHTaIbHBIX
OOIIETPUHATEIX HAYYHBIX TOKTPHH, 3aBHCUT
TaK)Ke OT CICAYIONINX (haKTOPOB:

1) XxapakTepa 3aIIUTUTEIEHON CUTYaIlHH;

2) TPaBOBOTO TIIONOXKEHUS IOBEPUTEIS
1 €T0 JIMYHOCTHBIX 0COOCHHOCTEH;

3) mpodeccnoHaIBHOIO YPOBHS IOATO-
TOBKH ¥ JINYHOCTHBIX XapaKTEPUCTHK JI03HA-
BaTeIIsI, CIICIOBATEIS, TPOKYPOPA;

4)  npodeccHOHATBFHOTO  aBTOPUTETA
Y INYHOCTHBIX BO3MOKHOCTEH a/IBOKATA;

5) ocymecTBiIeHUs (QYHKIUU 3allUThI
I10 COTJIAIICHHIO HJIU 110 Ha3HAUCHHIO.

Ocoboe 3HaueHue NTpH (GOPMHUPOBAHUU
CTPaTeTHH W TAKTHKHU 3aIUTHl OTBOIUTCS Xa-
pakTepy 3amUTHTENbHON curyarmun. Cyrmie-
CTBYIOIIAs B IOPHINICCKON JINTEPATYPE TOUKA
3peHHs, COTNIACHO KOTOPOH 3aIluTUTEIbHAs
CUTYaIUsl COCTOUT M3 OTHOIICHHS MOA3aIIUT-
HOT'O K CYITHOCTH MPEIBSIBICHHOTO €My 00BH-
HEHWSI, HAIMYHUS T0KAa3aTeIbCTB, N300 IHYAI0-
OIUX TOI3AIINTHOTO B WHKPUMHUHHPOBAHHOM
eMy JIeSTHUH, HATMIUs ONPAaBIATEeIBHBIX JOKa-
3aTeIbCTB, HE YUUTHIBACT BCEX HEOOXOMUMBIX
0OCTOSITENIBCTB, HA OCHOBE KOTOPBIX IPHUHU-
MaeTCsl perieHne 0 OPMHUPOBAHUU CTPATETUU
u taktuku 3amuthl (Kudriavtsev, 2006). Mx
nepedeHb He0OXOIMMO PACITUPHUTE.

[lo HatreMy MHEHUIO, 3aIIUTHTEIbHAS CH-
Tyanus JOJDKHA BKIIOYATh B Ce0s CICTYIOMINI
nepedeHb 0OCTOSITEIBCTB!

1) ypoBEeHB MOCTATOYHOCTH M JOCTOBEP-
HOCTH, & TAK)KE JOIIYCTHMOCThH I0Ka3aTeIbCTB,
HAa OCHOBAaHHH KOTOPBHIX IPHHUMAIOTCS
YTOJIOBHO-TIPABOBBIE M yTOJIOBHO-IIPOIIEC-
CyaJbHBIC pEIICHHs, 3aTparuBarolIie IpaBa
1 3aKOHHBIC HHTEPECHI IMO3AIIUTHOIO;

2) ypOBEHBb OCBEJOMIICHHOCTH B OTHOIIIE-
HUUW TIPAaBOBOH MO3UIIUU CTOPOHBI OOBHHEHUS,
e¢ TUIAHOB, CTPATETUU M TAKTHKHU, COOPaAHHBIX
JIOKa3aTeIbCTB,;

3) mo3unms MOA3aIIUTHOTO 10 OTHOIIIE-
HHAIO K TPUHAMACMBIM yTOJOBHO-IIPAaBOBEIM
U YTOJIOBHO-TIPOICCCYATbHBIM PCHICHHSM,
3aTparuBaoNIUM €T0 IIpaBa W 3aKOHHEIC WH-
TEPECHI;

4) mo3unwms, 3aHUMaeMasl T03HaBaTeIEM,
cllefioBaTeseM, IIPOKYpOpOM B TpoIiecce J0-
Cy1e0HOTO TTPOU3BOJICTBA TO JIeNy (OOBEKTHB-
Hasl, HEOOBEKTHBHAS);

5) HaJlW4yue WU OTCYTCTBHE BO3MOXKHO-
CTEll MO PaCUIMPEHUIO J0Ka3aTelIbCTBEHHOM
0a3bl 10 JIeIy;

6) XapakTep MEXJIMYHOCTHBIX U JI€JTOBBIX
OTHOLIECHUH, CIIOXKHUBLIUXCA MEXIy aJBOKa-
TOM, J03HABaTEeJeM, CIIE0BATENIEM, IPOKYPO-
pom;

7) XapakTep MeXJIMYHOCTHBIX OTHOLIE-
HUW, CIOXMBIIUXCS MEXKIY I[OA3aIUTHBIM
U JIPYyTUMH OOBHHSEMBIMU II0 yTOJOBHOMY
Jiejly, TOA3AIIMTHBIM M TNOTEPIEBLINM, IOA-
3aIUTHBIM U CBHUJETEISMH 110 YT'OJOBHOMY
JIeIy.

[lpuBeneHHBIE O0OOCTOSTETBCTBA  3aIlU-
TUTEIBHONW CHUTyallnd, Kak W HWHBIE (hakTo-
pBI, BIHWSIONINE Ha (OPMHPOBAHHE CTpaTe-
FUU ¥ TaKTUKHU 3aLIUTHI, MOIJIEXKAT aHAINU3Y
U oleHke. B mponecce aHanu3a U OLIEHKH He-
KOTOpBIE U3 HUX MOT'YT paccMaTpUBAaThC Kak
OCHOBHBIE (pelIaloIIye), a APyTrue — B KaUyecTBe
BTOPOCTENEHHBIX, HE BIUAIOLIUX CYIIECTBEH-
HO Ha BBIOOp CTPaTeTWU U TAKTUKH 3aIIUTHL
CremyeTr oOpaTHTh BHHUMAaHHE HA TO, YTO 00-
CTOATENbCTBA, U3 KOTOPBIX COCTOUT 3alUTHU-
TeJbHasl CUTyalus, 10 CPAaBHEHUIO C MHBIMU
(akTopamMu, 0Opa3yIOMKUMU OCHOBAHHE IS
BBIOOpA CTpaTeru U TAaKTUKHU 3aIIUThI, HOCAT
HE TNOCTOSIHHBIM, a U3MEHsAEMBIH B Ipolecce
nocyaneOHOTo TPOU3BOACTBA XapakTep. 3meH-
YUBOCTH, HEMOCTOSIHHOCTh OOCTOSTEIBCTB,
BXOASIIMX B 3alUTUTEIbHYI CHUTYaLHUIO,
NpUAaeT el JUHAMUYEeCKHi xapakTep. J(uHa-
MHUYHOCTb 3alUTUTEIbHON CUTyallUu HaKa-
JbIBAa€T OTIEYaTOK Ha IIPOLIECC €€ aHajau3a
u oueHkH. [Tpu aHanu3e U olleHKe KaK OTAelb-
HBIX OOCTOSITENBCTB, TaK M B IIEJIOM OOIIETO
XapakTepa 3allUTUTENbHOW CUTyalluu CIeay-
€T YUUTBIBATh HE TOJIBKO UX TEKYIIEe COCTOs-
HUe (Ha MOMEHT aHaJli3a U OLIEHKH), HO U BO3-
MOJKHBIE IEPCHEKTUBbI U3MEHEHUM TEKYILEero
COCTOSIHHSI Ha TTOCIIEAYOITUX dTanax qocyaeo-
HOTo npou3BoJcTBa. Takum o0pa3om, paccMma-
TPUBAaEMbIil MOAXOJ NpPU aHAJIU3E XapakTepa
3aIUTUTENBHOW CHUTyallMM JaeT aJBOKary
BO3MOYKHOCTH C(DOPMHUPOBATh ONTHMAIBEHYIO
CTPaTEruio U TAKTUKY 3aIIUThI, ObITh TOTOBBIM
K HEOXKHMIaHHBIM, HO IIPOTHO3UPYEMBIM €€ U3-
MeHeHusM. OcTabHbIe (DAaKTOPBI, BIHSIONINE
Ha BBIOOP CTpAaTerMd W TAKTUKHU 3aLIUTHI,
HOCAT OTHOCHTEJIBHO HOCTOSIHHBIM XapakTep
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U B XOJI¢ JOCYACOHOTO MPOM3BOACTBA II0 yTO-
JIOBHOMY Jlelly BEPOSTHOCTb H3MEHEHHUS HX
comepkaHusl Onm3Kka K HyrneBoi. Takume ak-
TOPBI MOJIEKAT OLIEHKE C YUETOM UX TeKyllle-
r0 COCTOSTHHS (IIPO(eCcCHOHANBHEIN YPOBEHB
MOATOTOBKM M JIMYHOCTHBIX XapaKTEPUCTHK
JI03HaBaress, cienoBareis, MpoKypopa; Ipo-
(becCHOHATBHBIN ABTOPUTET W JUYHOCTHEIC
BO3MOYKHOCTH aJIBOKAaTa U T.IL.).

OrneHka (paxTOpOB, BIUSIOMIUX HAa BEIOOD
CTpaTeruu U TaKTUKU 3aLIUTHI, IPEANoaraet
TaK)X€ pEIIEeHUE JBYX OCHOBHBIX BOIIPOCOB:
BO-TICPBEIX, KaKue 13 (paKTOPOB CIEIyeT OT-
HECTH K OJarompHsATHBIM, a Kakue K HeOlaro-
MPUATHBIM, YUUTBIBAsl UX BIMSHUE Ha peayu-
3aIMI0 3alUTUTEbHON MMO3ULIUHU; BO-BTOPBIX,
KaKue U3 Juciia ONarompusTHRIX W HeOJaro-
MIPHUATHBIX (PaKTOPOB CIEAYET O0s3aTeIBHO
YUYUTBIBaTh, @ KaKW€ MOI'YT IpPU3HABaThCA
Ha ONPEJEJIEHHOM 3Talle NMPUHATHUS peleHUs
He 3aC/Iy’KMBAIOIIMMKY BHUMAaHUS U HE YUUTBI-
BaThCA.

B mponiecce popMupoBaHUS JTOTHUYECKOM
CTOpPOHBI JIMHUM 3aIlUThl CHayaja CTaBsTCS
CTpaTernyeckue 3ajadyu, a 3aTeM BbICTpauBa-
€TCs TaKTHKa 3aluThl. Pa3nuuHble cTpaTeruu
U TaKTUKH pealln3aliy BHIOPAaHHON TO3UITUU
(OpMHPYIOT OT/AETBHBIC THHUH 3aIuThl. Ka-
JKJasi OTAEJIBHO B3sITas JIMHUS 3aLUThI BbIpa-
JKAeT XapaKTep OTHOLIEHUH (B3auMOJeHCTBU )
MEXTy CTOPOHAMH OOBUHECHHUS ¥ 3aIIUTHL. JI71s1
PacKpBITHSL  COIEP)KAHUSA  B3aUMOJAEHUCTBUS
MEeXAYy YyKa3aHHbBIMH CTOpOHaMU Hauboisee
YacTO HCHOJBb3YIOTCA MOHSTUSA «IPOTHUBO-
JIefcTBUe» («CONEPHUYECTBO») U «COTPYIHHU-
yecTBO». OCHOBHOM aKLEHT MPU PacKpbITUU
COJepXKaHUsl B3aUMOJEHCTBUSA IEPEHOCUTCS
B OCHOBHOM Ha MOHSITHE «IIPOTHUBOACHCTBUEN.

HocraTtouHo yacTo n106ast AeATENbHOCTD
aJiBOKaTa, CO3/aollas, 10 MHEHUIO CTOPOHBI
O0OBUHEHUS, OIIpe/leIeHHbIE 3aTPyIHEHU IS
rpolecca MpeiIBapuTeNbHOTO paccieioBaHus,
paccmarpuBaeTcs Kak npotuBoneiictaue. [Ipu
9TOM HE 00pamaloT BHHMaHHUE Ha TO 00CTO-
SITEJIbCTBO, JIEHCTBYET JIM aJIBOKAaT B paMKax
JOIYCTUMBIX 3aKOHOM IOJJHOMOYUN HJIM BBI-
XOIIUT 33 paMKH 3aKOHa W HOpM Ipodeccro-
HAJBHOMN TUKH.

Tak, b. 4. 'aBpuinos u B.I1. JIaBpoB ompe-
JEJISII0T MPOTUBOJACIHCTBUE pacciiel0OBaHUIO

MPECTYIUICHHH KaK COBOKYIHOCTH YMBIIII-
JIEHHBIX TPOTUBOINPABHBIX W WHBIX JIEHCTBHI
MPECTYIMHUKOB, a TaKXe CBSI3aHHBIX C HUMH
JINII, HATIPABIICHHBIX Ha BOCIIPEISITCTBOBAHUE
JIESITETFHOCTH  MPAaBOOXPAHUTEIBHBIX Opra-
HOB TIO BBISIBIICHHUIO, PACKPBITHIO U PACCIIEI0-
BAHUIO MPECTYNHBIX JessHuil. OCHOBHAS IIeIb
MIPOTHUBOACHCTBUS, IO MHEHUIO aBTOPOB, «3a-
KJTI0YAeTCS B YKJIOHEHUU OT OTBETCTBEHHOCTH
3a COBEPIICHHOE MPECTYTIICHUE UITH, TT0 MEHb-
meil Mepe, MoOUThCs Hezacydcenno2o (Kyp-
cuB Haml. — A.B. 1 1p.) cMsATYeHU S HAKA3aHU S
(Gavrilov, Lavrov, 2017). [TomoOHOW TIO3HUITHH
10 TIOBOJY TOHSITUSI U CYIIHOCTH IPOTHUBO-
JCHCTBUSL TIPUICPKUBAIOTCS CETOIHS 0O0Jb-
IIUHCTBO yYeHBbIX-KpuMHuHaucToB (Verenich,
Kustov, Proshin, 2014).

Her Bo3pakeHWi 1O TOBOAY JTaHHOTO
nonxona. Mcxons u3 HEro, BCAKOE MPOTHUBO-
JICHCTBHE, XOTh W OIPEILISIEMOE aBTOPAMHU
KaK «IIPOTUBOMPABHOE U1U UHOEY, BCE KE pac-
CMaTpUBaeTCs KaK HEKW HEraTHUBHBIA (EeHO-
MeH. Takoe monyImieHre — a ToYHee 3Ta 4acTh
MapajurMbl HAyKW KPUMHUHAIUCTUKH, TPAHC-
nupyeMasi TpakTHYeCKd BCEMH pa3padoTdu-
KaMH TaHHON YaCTHON KPUMUHAIUCTUYECKON
TeopuH, 0€3yCIIOBHO, UMEET IIPABO HA JKU3Hb.

OmHako HaM MPECTABISETCS, YTO B KOH-
TEKCTE YKa3aHHOTO MOJXOAa pacCMaTpUBATh
JIESITETPHOCTh aJIBOKATa B pPaMKax JIOMYCTH-
MBIX 3aKOHOM TIOJTHOMOYHUH KaK MPOTHUBOCH-
CTBHE TIPOIIECCY JAO3HAHUS U CIICACTBUSI OIIH-
0O0YHO, HEMPOJYKTHBHO U HE COOTBETCTBYET
MPUHIIUIIAM YTOJIOBHOTO CYJIOTPOU3BOJICTBA.
AHaJIOTUYHBIM 00pa30M U JIETENBHOCTh CTO-
POHBI OOBHHEHHS, COOTBETCTBYIOIIAS 3aKOHY,
HE MOXXET OBITh MPOTHUBOJCHCTBHEM CTOPOHE
3amuThl. O MPOTHUBOACHCTBUU MOXHO T'OBO-
PHUTH TOIBKO TOT/Ia, KOT/Ia OJTHA U3 CTOPOH BHI-
XOIUT 332 PAMKH JIOMYCTUMBIX 3aKOHOM TIpe/-
nucaHuii U noaHomounii. [IpoTuBononoxuas
CTOPOHA B3aUMOJICUCTBHS TIPU ATUX YCIOBUSX
MOJTy4aeT MpaBO Ha MPOTUBOACUCTBHUE, KOTO-
pO€ AOIKHO HaXOJIUTHCS B paMKaX IIPaBOBOTO
TIOJIS.

Cratest 6 YIIK P® ompenenser Ha3Ha-
YEHHUE YTOJIOBHOTO CYAOIPOHU3BOCTBA, KOTO-
poe 3aKkifouaeTcs B 3alIUTE MPaB U 3aKOHHBIX
WHTEPECOB KaK MOTEPIIEBIINX OT MPECTYTILIe-
HUS, TaK W JIUII, TOJBEPTAIOIIUXCS YTOJIOB-
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HOMY IpeciefoBaHuI0. B paBHOW cTeneHu
[paBoBasi YCTaHOBKa, BO3BEJEHHAs B OCHO-
BONOJIAralOUN MPUHLHUII YIOJOBHOTO CYJO-
[IPOU3BOJICTBA, ABIISETCS PYKOBOIALIEH, MOA-
JEKUT  HEYKOCHUTEJIBHOMY  BBIIIOJHEHHUIO
1 pacpocTpaHseTcs Ha 00e CTOPOHBI: OOBHHE-
Hue U 3auTy. CTOPOHBI, HECMOTPS Ha pas3iiu-
Yyye B MOJHOMOYMSAX, CPEACTBaX JOCTHKEHUS
[IOCTABJICHHBIX IIPABOBBIX LIEJIEH, clienyeT pac-
CMaTpPUBATh KaK «COIO3HUKOBY, a HE KaK «IIpo-
TUBHHUKOB». MBI HOJHOCTHIO MOJJEPKUBAEM
muerne A. C. bapabamia o ToM, 4TO 3aIUTHIK
HE ABJIAETCSA NPOTUBHOU cTOopoHOi: «Ilo cBOEH
CYTH OH IOMOILIHUK OPTaHOB, HO TOJIBKO B TOM
cilyyae, Korja ero JesATeIbHOCTh CIIOCOOCTBY-
€T YCTaHOBIICHHIO OpTaHaMU OOCTOSTEILCTB,
CBUJIETEJIbCTBYIOLUX O HEBUHOBHOCTH WJIHU
MEHbIIEH BUHOBHOCTH €r0 IOA3aILUTHOI0»
(Barabash, 2017).

Takum 00pa3oMm, AN XapaKTePHUCTUKH
COJepXKaHUsl B3aUMOJCHCTBUSA MEXAY CTO-
pOHAMHU OOBHHEHUS W 3aIIUTHI, OCYIIECTBIIS-
€MOro B paMKax IpaBOBOIO IOJIS, CIEAyeT
HCHOJIb30BaTh IOHATUE «COTPYIHUYECTBOM.
Ha corpynHuuecTBo, a He Ha CONEPHUYECTBO
MEXX]Ty CJIEIOBATEIIEM U 3alTUTHHKOM 0Oparia-
eTCs BHUMaHHUE B IOPUAMYECKOHN JuTeparype
(Tsarev, 1990).

CoTpyaHMYECTBO KaK CTpaTrernyeckas
3a/7a4a B3aUMOICUCTBUS MEXAY CTOPOHAMU
OOBHHEHHUS M 3alIMTHl ONPEAENseT YCTaHOB-
JICHWE W TIOAJepiKaHue OallaHca, OCHOBAHHO-
ro Ha B3aMMHOM IIOHUMaHUU MPaBOBBIX IOJ-
HOMOYHMI W COOJIONCHWH TpPaB U 3aKOHHBIX
HHTEpecoB KaxJaoh u3 crtopoH. C yueToMm
[PaBOBBIX IIOJHOMOYUN OCHOBHAas OTBET-
CTBEHHOCTb 33 YCTAHOBJIEHHUE U MOJJEPKAHUE
OanaHca OTHOLIEHUNW MEXIYy CTOPOHaMH JIO-
JKUTCSA Ha aJiBOKaTa. B OCHOBHOM COTpPYAHH-
9YeCTBO, a HE MPOTUBOJACHCTBUE co3laeT Ona-
TONPUATHBIE YCIOBUA JJI1 COOJIIOCHUS IpaB
7 3aKOHHBIX MHTEPECOB JoBepHTeNs. Jlroboe
MPOTUBOJCHCTBHE (JlaXke MMEIOIIee 3aKOHHBIE
OCHOBaHUsI) YPEBATO HE TOJIBKO PaccoriacoBa-
HHUEM IIpoliecCyabHO-IIPABOBBIX OTHOIIEHUH,
HO M HpUOoOpeTaeT MOpPOH 3MOLMOHAIBHBIN
XapakTep, IPUBOISAMINNA K KOHQIUKTAM U Ha-
NPSKEHUI0 B OTHOUIEHUSX, KOTOPOE MOXKET
CO3/1aTh PENATCTBUE JIJIs1 JOCTUIKEHHU S KOHEeU-
HOM 1IeJTM — 321U ThI IPAB U 3aKOHHBIX HHTEPE-

COB Moj3auuTHOro. BzaumoseiicTeue mMexy
CTOPOHAaMM, HECMOTPS Ha €ro MpoLeccyatbHO-
[IPaBOBOM XapakTep, He MCKIIYaeT MEeXJIN4-
HOCTHBIX OTHOLIeHHH. B nrobom peanpHOM
MPOLIECCYaIbHOM ~ B3aUMOJEHCTBUM  Bcerna
MIPUCYTCTBYET <OKUBAsi TKaHb» YEJIOBEUECKHUX
oTHOLIEHUH. JloBepuTeab HU NpPU KAKUX YC-
JOBUSX HE NOJDKEH OBITH 3aJI0)KHUKOM OTHO-
LIEHUI MEXJy J03HaBaTeleM, CJIEOBaTEelIEM,
MIPOKYPOPOM M aJBOKaToM. M mpexjae Bcero
00 HCKJIIOUEHUH HETaTUBHOI'O BIUSHMS MEX-
JUYHOCTHBIX OTHOLIEHUH Ha MpoLecce 3allu-
ThI IIPaB U 3aKOHHBIX UHTEPECOB JIOBEPUTENS
JOJKEH yMaTh aJiBOKaT. DTO ero npsimas 0o4-
3aHHOCTB: «AJIBOKAT 00s13aH Y€CTHO, Pa3yMHO
1 TOOPOCOBECTHO OTCTAWBATh MPaBa M 3aKOH-
Hble MHTEPECHl JOBEPUTEIIsI BCEMHU HE 3arpe-
MEHHBIMHA 3aKOHOIATEIILCTBOM Poccuiickon
Odenepannu cpeacreamu» (Federal’nyi zakon,
2002). PazymMHOCTh B OTCTaWBAaHUH TIPAB U 3a-
KOHHBIX HHTEPECOB IpeAroyiaraeT BbIOOp
TaKOil CcTpaTeruu, TAKTUKU U CPEACTB 3alllM-
Tbl, KOTOpPBIE B JIO0OW CUTyallMH HE JOJKHBI
YXYALIaTh MoJIoKeHue noeputens. [loatomy
pu OOHAPY)KEHUM HENPABOBBIX JEHCTBUI
CTOPOHBI OOBHHEHUS, TPUBOASIINX K BO3MOXK-
HBIM HapyLIEHMSIM [IpaB U 3aKOHHBIX MHTEpe-
COB JIOBEpUTEIIS, aJIBOKaTy HEOOXOIUMO NpU-
HHUMaTb Mepbl, IPEIYyCMOTPEHHbIE 3aKOHOM,
IUTS yCTpaHeHHS HeOIaronprusTHOW CUTYaIlnH,
OJJHOBPEMEHHO HE pa3pyllas CIIOKHUBLINECS
OTHOLIEHUS COTpyIHUYECTBA. B nanHoi cuty-
anuu HanboJee paloHaIbHON (hopMoil B3an-
MOJEHCTBHSA ClIeyeT CUUTATh IPEeJBAPUTEIb-
HBII JMaJIOr, HaIpaBJIEHHBIH Ha YCTpaHEHHE
OIMOOK, JOMYIICHHBIX CIEJCTBUEM H IIO03HA-
HUEM, YSCHCHHE IO3HWIIHH CTOPOHBI OOBHHE-
HUS, @ TAaK)Ke Pa3bsICHEHUE MO3ULIMM 3aIIUThI
C BBIPAOOTKOW COBMECTHOTO cOalaHCHpPOBaH-
HOTr'0 U KOMIIpOMUCCHOro pemenus. Kak orme-
gaeTcs B JIHTEparype, KBaJIH(UITNPOBAHHBIN
OIBITHBIM aJBOKAT, CKOpee BCEro, KOPPEKTHO
YKa)XeT Ha OUIMOKH CIICIOBATEI s, HAla)KIBas
[ICUXOJIOTHYECKUH KOHTAKT C IPOLECCYyallb-
HBIM COIEPHUKOM, U TEM CaMbIM, KaK IIPaBUJIO,
Io0beTcst OONBIIET0, YeM TOT aJBOKAT, KOTO-
pBIIl OyZET «CTPOUYUTH» KAIOOBI HAa KaKIYIO
«IIOMapKy» B IPOLECCYaJIbHbIX JEHCTBUSAX,
nokymenTax (Garmaev, 2019). U tonpko B TOM
CUTYyallMM, KOTJa CTOpOHa OOBMHEHHUS BBIXO-
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IUT 32 paMKH 3aKOHA M HE IPHHUMAET BO BHHU-
MaHHUE JOBOABI aaBOKAaTa, BO3MOXEH OTXO[
OT COTPYIHUYECTBA C 00s3aTEIBHBIM IIpeIBa-
PHUTETBHBIM Pa3bICHCHUEM OIIIOHEHTY TaKOTO
pEIICHHS.

[MpunsB pemrenne 00 0TXONE OT COTPYAHHU-
9YecTBa, aIBOKAT 005M3aH OCYIIECTBUTH IIPOIIEC-
CyaJIbHBIC AEHCTBUS IS 3aIMUTH HAPYIICHHBIX
IIpaB M 3aKOHHBIX HHTEPECOB IOBEPHTEN (3a-
SIBIICHHE XOATaHCTB M OTBOJIOB; ITOa4a jKaj100
Ha JeWcTBHs, Oe3lelCcTBUe, pEeIleHHs I03Ha-
BaTeIIs, ClienoBareisl U T.1.). He Bce agBOKaThI
paccMaTpHUBalOT yKa3aHHBIE 3aKOHHEIC JIeii-
CTBUSL, KaK d(p(QEeKTUBHBIC U TIOJC3HEIE (C yUe-
TOM WX BIUSHHS Ha MOJOKCHUE TON3AIIATHO-
ro). Tak, 7 % u3 oO1ero 4yucia onpouIeHHbIX
(6p110 OmporeHo 148 agBOKAaTOB AJIBOKATCKON
nanatel KpacHOSIpCKOTO Kpasi) 3asBUIH, UTO
yKa3aHHBIC JICHCTBUS CO CTOPOHBI aJBOKara
TOJBKO YCYTYOIISIOT MMOJIOKEHNE TO3aIIATHO-
ro (Gorelik, Nazarov, Stoiko, 2000). [IpuBenen-
HBIC JAHHBIE OIIPOCA CBHICTEIHCTBYIOT O TOM,
YTO KpOME IPOLECCyaIbHO-ICIOBBIX OTHOIIIE-
HUH aJBOKATHl YYHTHIBAIOT BO3MOXKHBIC MO-
CIICNICTBHUSI CBOUX JCHCTBUI, IPHHUMAs BO BHH-
MaHHe THYHOCTHYIO PEaKIIHIO IPEICTaBUTEICH
CTOPOHBI OOBHWHCHHUSI HA 3aKOHHBIC ICUCTBHS
CTOPOHBI 3aIIUTHL

Bce ocranbHbBIe AeHCTBHS CTOPOHEI OOBU-
HEHWSI, OCYIIECTBIISIEMBIC B PaMKax IIPaBOBO-
IO IOJIS ¥ BeIyIIHeE K YXYIIICHIIO TOI0KEHIS
MOA3AIIUTHOTO, HE JOJKHBI CTAHOBUTHCS TIPH-
YUHON MPEKPaNICHNAS WUIH MPHOCTAHOBICHHS
COTPYAHHYECTBA CO CTOPOHBI 3aIIUTHI.

Crparerusi U TaKTHKa B3aMMOICHCTBHS
MEX]Iy CTOpOHAMH OOBHHCHHUS U 3aIUTHI SIB-
JSIOTCS. OCHOBHBIM COJEp)KaHHEM Ipoliecca,
HAIIPaBICHHOTO Ha COONIOJCHUE TpaB M 3a-
KOHHBIX HHTEPECOB TOI3aITUTHOTO.

OTHeNbHBIM ~ YaCTHBIM — HAIlpaBICHUEM
B JICATEIBHOCTH aIBOKATa CIEIyeT CUHUTATh
ero B3ammozeicTBue ¢ mosepureneM. [lo3m-
1S aJJBOKATa 3aBUCHT OT IMO3HIIMH JJOBEPUTE-
T, «3a UCKJTIOUCHHEM CITydaeB, KOTrJa aaBOKaT
yOeX/IeH B HAJHMYAN CaMOOTOBOpa JOBEpUTE-
ns» (Federal’nyi zakon, 2002). [Ipu Hanuuuun
JIOCTaTOYHBIX JAHHBIX O CAMOOT'OBOPE aBOKAT
JOJDKEH MPOTUBOJCHCTBOBATE TTO3UINH JIOBE-
PHUTEIS, BEIOHpAst IPU ITOM CTPATETHIO U TaK-
THUKY COTPYIHHUYECTBAa CO CTOPOHOU OOBHHE-

HUsI TIPH YCJIOBUH, €CJIH CTOPOHA OOBUHCHHS
HE WCMOJB3yeT CaMOOTOBOp TOA3ANUTHOTO
JUTS PEIICHHS] CBOMX STOMCTHYECKUX, Hempa-
BOBBIX LIeJIel. B MpOTHBOMOJIOKHON CUTyallU
CTOpOHA 3alIUTHI JIOJDKHA OTKA3aThCsl OT CO-
TPYJIHUYECTBA CO CTOPOHOW OOBHUHCHHS H OJI-
HOBPEMEHHO MPOTHUBOACHCTBOBATh MO3UIUA
MOJ3AIIMTHOTO.

AmnHanu3 3aKOHOJIATEIhCTBA, TEOpPETHYE-
CKUX TIOJOXEHUH W aJBOKATCKOW IMPAKTHUKHU
B CTAJIMH JIOCYICOHOTO TTPOU3BOACTBA TI0 yTO-
JIOBHBIM JIeJIaM TT03BOJISIET BBIJCIHUTH CIETYIO-
[IIMi€ OCHOBHBIE BUJIbI IMHUU 3aIMTHI:

1. [TostHOE COTPYHUYECTBO C JOZHAHUEM
1 CIIEZICTBUEM, B TOM YHCJIIE U B paMKaX 3aKJII0-
YEHHOTO JIOCYACOHOTO COTNANIEHUS O COTPY/-
HUYECTBE.

2. YacTu4HOE COTPYIHHYECTBO C JO-
3HAHWEM W  CIIEJCTBUEM, HAIPABJICHHOE
Ha TIOJJICP)KKY PpEIICHHH, 00eCreunBaroImuX
coOMtoieHue TpaB W 3aKOHHBIX HHTEPECOB
MO/I3AIIUTHOTO, ¥ OTKa3 OT COTPYAHUYECTBA
MIPH HATMYHH OTACIbHBIX (DAKTOB HAPYIICHUS
TpaB ¥ 3aKOHHBIX HHTEPECOB TO[3AIIUTHOTO.

3. TlomHbBliA OTKa3 OT COTPYJHHUYECTBA
C I0O3HAHWEM M CIIEZICTBUEM B CIIydasiX TIOCTO-
STHHOTO HapyIIICHHUS MPaB U 3aKOHHBIX HHTEPE-
COB MOJI3AIMTHOTO.

4. IIpoTuBOAEHCTBYE MTO3UIIMH TO3AIINAT-
HOT'O TIPH JIOCTOBEPHO YCTAHOBJICHHBIX (haKTax
CaMOOTOBOpa U COTPYAHUUYECTBO C JOZHAHUEM
Y CIICICTBHUEM JIJIsl YCTPAHCHHUSI TPUYHH U (Dak-
Ta CaMoOT0BOpA.

Bropast cropoHa nWHHMM 3amUTHl TIpEA-
CTaBJICHa COBOKYITHOCTBIO BHEIIHUX JCH-
CTBHI, KOTOpPbIC HAIIPABJICHBI HA PEATU3AIHIO
BBIOpAaHHOW CTpaTerMW W TAKTHUKH 3alUTHI
JleiicTBusl afBOKaTa, C IMOMOIIBI0 KOTOPBIX
peanm3yeTcsi CTpareruss W TaKTHKa 3allu-
TBI, MOTYT OBITh OOBEAMHEHBI B JBE TPYIIIIBL:
JICUCTBUSI, TIPEAYCMOTPEHHBIE 3aKOHOAATEIb-
CTBOM, PETYIUPYIONIUM JIESTeTbHOCTh aJIBO-
KaTa, ¥ WHBIE JICUCTBUS, HE MPOTHUBOPEYAIIIHE
3akoHomarenscTBY Poccuiickoit ®Denepanumu.
Ilepeuenb nelcTBH, pa3pelICHHBIX 3aKOHO-
JIATEIBCTBOM, TIPEIYCMOTPEH B YTOJOBHO-
nporeccyairbHoM 3akone (ctaths 53 YIIK PD)
n B ®enepanbHoM 3akoHe «OO0 aaBOKATCKON
JEATEIPHOCTH W aABokarype B Poccuiickoi
Oenepanun» (ctaThs 6). UTo KacaeTcss WHBIX
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JeHCcTBUI, HE NPOTHUBOpPEYALINX 3aKOHOAA-
TEJBCTBY, TO COBOKYITHOCTb MOCJIEAHUX (TIPH-
€Mbl, PEKOMEHJAllH, ONepallu) COCTaBIsAET
MOJICUCTEMY KPUMHUHAJIUCTHUYECKOM U aaBo-
KaTCKOM TaKTHUKHU, COCTOALIYI0 U3 TaKTHKU
YI'OJIOBHOT'O IPECIeI0OBaHUsA U TaKTUKHU HPO-
(hecCHOHATBFHOM 3aIUTHl OT MOAO3PCHUS WITH
OOBHHEHHUS B COBEpIICHHUU MPECTYIICHUS
(Baev, 2003). B ropmamdeckoir muTepary-
pe MOXKHO BCTPETHThH ONHMCAHHE JOCTATOYHO
CIIOKHBIX CIIOCOOOB, HAIIPaBICHHBIX HAa pea-
JTU3AIUI0 BEIOpAaHHOM TaKTHKH 3aIIUTHL B ka-
YyecTBE IPUMEpPa MOXKHO Ha3BaTh TAKTUYECKY IO
Olepalnuio M0 «KPYIJIOCYyTOYHOMY COIPOBO-
) aeruto nomzamuTHoro» (Chashchin, 2008).

JIuHus 3amUTBl 1O YrOJOBHOMY J€Ty
(dopMupyeTcsT W peau3yeTcs KOHKPETHBIMH
aJBOKaTaMH, 001aJaloIIUMHU O peIeICHHBIMH
npoecCHOHAaNFHBIMUA HaBBIKAMHU, aBTOPHUTE-
TOM B IOPHINYCCKOM COOOIIECTBE W WHIAMBH-
JIyaJbHBIMU YEPTAMU XapaKTepa U MOBEIECHUSI.
[lox Bo3meiicTBHEM 3THUX (PaKTOPOB BEIpada-
THIBA€TCA MHIAMBUYaJIbHBIA CTUIIb U MaHepa
B3aMMOJICHCTBUS aJIBOKaTa C APYTMMH ydacT-
HHUKaMM  yTOJIOBHOI'O  CYIONIPOM3BOJICTBA,
B TIEPBYIO OYepenb CO CTOPOHON OOBHHEHUS.
Crtunb 1 MaHepsbl OBEJIEHUs aJIBOKATa Xapak-
TEPU3YIOT BHEIIHIOK (IOBEJEHUYECKYI0) CTOPO-
HY JINHUM 3aILUTHL.

CTunp JUHUU 3aLIUTBHI CIYXKUT HPOSB-
JCHUEeM oOmed W MpoQecCHOHAIBHOW Bep-
0anbHOM M oTUACTU HEeBepOaJIbHOM KYJIBTYPbI
agBokata. OH OTpakaeTcss B CHOCOOHOCTH
aJBOKaTa BCTYNAaTh B OOMIEHHE C IPYTHMH
y4acTHUKaMM YT'OJIOBHOT'O IIpoLiecca U KoJlie-
raMu, B yMEHUH BECTHU JUAJOr, yOex1aTh, OT-
CTaMBaTh CBOIO IIO3ULIHIO, JIEMOHCTPUPOBATh
yBa)KCHHE W BHUMaHHE K COOCCEIHHUKY U T.IIL
CTHIIb MOKET TIPOSBISATHECS U B (OpMHUpPOBa-
HUU BHEIIHETO 00JIMKa aIBOKaTa.

B Manepe orpaxkaroTcs TOJBKO HEBEp-
OanpHBIe (OPMBI TIOBEICHHS alBOKAaTa: MU-
MHKa, KECTbl, TEJOABUKECHU, TEMII, YPOBEHb
TPOMKOCTH M AMOLMOHAJIBHOCTh PEYU U T.IL
Mamnepa moBeAeHHUs aJBOKaTa MOXET OBITH
pa3nuYHOM: CAepX)aHHON (CyXOW) W IMOIU-
OHAJIbHOW, 3aMEJJICHHOW W OBICTPOH M T.IL,
HO OHa, KaK M CTWJIb, JOJKHA COOTBETCTBO-
BaTh cTaaaptam nenosoro oomenus (Kodeks,
2003). Beibop MaHepbl MOBEICHUS B 3HAYM-

TEJIbHOM CTENEHU 3aBUCUT OT HMOBEICHUYECKUX
0COOEHHOCTEH TapTHepa MO OOMICHUIO W €Tro
rpoleccyabHoro craryca. IIpu B3aumozeii-
CTBUU C JIO3HABaTeJIeM M cleloBaTeleM He-
00XOMMO YUHUTBHIBATh WX MaHEpPy HOBEIACHUS
U B OIIPE/IEJICHHOM OTHOLIEHUU K HeHl MpUcHo-
cabnuBarbes. PazHula B MaHepax MOBEIACHUS
He OyZeTr crmocoOCTBOBATh YCTAHOBJICHUIO Jie-
JIOBBIX OTHOIIEHUH, a U3JIUILIHASL OTKPBITOCTh
1 YMOITHOHAIBEHOCTE CO CTOPOHHI a/IBOKaTa Oy-
JeT paccMaTpUBaThCs KaK HEBbIAEPKAHHOCTh
U HECEephEe3HOCTb, @ MHOIAA M KaK arpeccuB-
HOCTb.

Cruiib 1 MaHepa NOBEJEHMS aJIBOKaTa
WUrpaloT 3HAUUTEIBHYIO POJIb B peanu3aluu
auHUH 3amuTHL. [IpaBuiasHO BEIOpaHHAS CTpa-
TEruss M TaKTHUKA 3alIUThl MOTYT OKa3aTbCs
HeO(PPEKTHBHBIMH W HEPE3yJIbTAaTHBHBIMHU
B TOM CITydae, €CJIM CTHJIb M MaHEepBI HE OyIyT
COOTBETCTBOBATh HPABCTBEHHBIM KPUTEPUIM
U TPAJAHUIHIM aBOKATYPEI U HE OYAYT YUUTHI-
BaTh MTOBEACHYECKHE 0COOCHHOCTH CyOBEKTOB,
C KOTOPbIMH B3aUMOJICHCTBYET aJ[BOKAT.

3akJ/ouenne

Takum 00pazoM, JTUHWIO 3AMIUTHl MOXK-
HO paccMaTpuBaTh KaK KOMIIJIEKCHOE M cOa-
JAaHCHUPOBAHHOE CPEJICTBO, OOecleUnBaroIiee
JIOCTUIKEHUE TIeJIe CTOPOHBI 3aMUTHI 110 yTO-
JIOBHOMY JIeTTy, COCTOSIIEE W3 COBOKYITHOCTH
B3aMMOCBSI3aHHBIX 33J/1a4, IPOIECCyaTbHBIX
¥ WHBIX HE 3alPEIICHHBIX 3aKOHO/IATEILCTBOM
Poccuiickoit ®@enepauun ACUCTBUM, YUYUTHI-
Balomiee OOS3aHHOCTH, IMpaBa M HHTEPECHI
YYaCTHHKOB YTOJIOBHOTO CYJIOTIPOM3BOJICTBA
C BBIPAQXECHHBIM MTPUOPUTETOM B 00€CTICYCHU N
MpaB ¥ 3aKOHHBIX NHTEPECOB MOI3AIIUTHOTO.

[TocTpoenue MTMHUY 3aNTUTHI, HATIPABJICH-
HOH Ha JOCTUXEHUE TO3UIIUH TI0 YTOJIOBHOMY
JIeTy, TIpeNroiaraeT He TOIbKO y4eT BCEX €€
COCTaBJISIONIMX YacTeH M 3JIEMEHTOB, HO U Ha-
TIOJTHEHUE UX KOHKPETHBIM COJIEPIKaHUEM, OC-
HOBAaHHBIM Ha OCOOEHHOCTSX CIIOXKHBIIEHCS
3aIIUTUTEIEHON CUTYAIUH M BOBMOXKHBIX TIep-
CIIEKTHBaxX e¢e¢ M3MeHeHHus. [Ipu coOiroaeHun
BCEX PEKOMEH/IANMH K TIOCTPOCHUIO JTUHUH 3a-
IATHl OHA MOXKET 00ECIeUnTh ONTUMATBHYIO
3aMIUTY TPaB U 3aKOHHBIX HHTEPECOB JIOBEPH-
TEISI U TAPAaHTHPOBATH MAKCHMAJILHO BO3MOXK-
HBII pe3yJbTarT.
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Hnemumym ¢unocoghuu u npasa

Ypanvcrkoeo omoenenus Poccuiickotl akademuu Hayk

Poccuiickas ®eoepayus, Examepunbype

AnHotanusi. CTaThsl TOCBSIICHA H3YUYCHUIO STHICCKUX U COIHAIBEHO-TTOTUTHICCKIX
ACTIEKTOB TeHETHICCKUX MCCIICIOBAHNH U TEXHOIOTUH, & TAKXKE OI[EHKE TOTO, B KAKOU CTETICHH
MEKITyHapOIHAs MPpaBoBasi chepa B COCTOSHUU UX PETYIHPOBaTh. MeTOMOIOTYeCKON
OCHOBOH MCCJICOBAHISI BEICTYTIAIOT TUCKYPCHUBHBIN TIOIXO0, XPOHOIOTHUECKUI METOJ,
a TaKXKe PS METOIOB, IPUCYIINX MPABOBON HayKe. AHAIN3 HAYIHOU JIUTEPATYPhI TI03BOJAIT
BBIZICIUTH IIPOOJIEMBI TCHETHKH, YHACICIOBAHHBIC €10 OT €BIeHUKH (PEayKINOHU3M
U yCTaHOBJICHHE OaraHca MEKIYy YaCTHBIM M OOIIECTBCHHBIM), a TAK)KE UCCIIE0BAThH
npoOeMy TUCKPUMHHAIINH TPaXKIaH 10 TeHETHICCKUM TpHu3HakaM. /lokazaHo, 9To
OOJIBIION BKJIA B Pa3BUTHE YTHUCCKUX IPHHIIUIIOB B 00IACTH TEHETHIECKUX UCCIICIOBAHMI
BHECIIH TIPEACTABUTETH OMOITUKH, IMEHHO OHU PacCMaTPHBAUCH KaK TOYKH OTCUETA TIPH
pa3paboTKe MEKIYHAPOIHOTO 3aKoHOmaTenbeTBa. OMHA U3 BEAYIINX HOPMOTBOPUECKUX
poieit B obmactu 6noaTukm o npasy npuHapiexxkut FOHECKO. B to xe Bpems
OTMEYCHO, YTO ACKIapalii, BEIpaOOTaHHBIE ITOH OpraHnu3anueil, UMEIOT CJIa0bIe CTOPOHBI
(HeoOs13aTeNBHBIN XapaKkTep, OTCYTCTBUE MPAKTHIESCKUX PEKOMEHIAIMI 1 Ip.). HecMoTpst
Ha 3TO, IIPUBEICHBI apTYMEHTHI B TIOJIB3Y IPOIOKEHUS PadOTH KOMHTETOB IO OHOATHKE.

KaroueBble ¢j10Ba: TCHETUYCCKUE HCCJICNO0BaHMA, IIpaBa YC€JIOBCKA, TUMIHOC JOCTOMHCTBO,

JUCKpUMUHaLUs, OTUKa, CBICHHUKA, ITPABOBOC PETYJIMPOBAHUC.

Hayunas cnenuansHocTs: 12.00.00 — ropuauueckue HayKH.

Introduction

In recent years, the rapid development of new
technologies in the field of genetic research and
genome editing has become the topic of consid-
erable scientific interest. Numerous works have
been devoted to studying the role of genes in de-
termining the healthy life of an individual, as well
as how the expression of genes can be influenced
by the environment (Wastell, White, 2007: xii). A
major contribution to scientific knowledge in this
field was made by the Human Genome Project
(HGP, 1990-2003), the world’s largest genetic
research project, whose most notable result was
the creation of a human genetic map (NIH, 2020).

One of the reasons for the recent explosion
of interest in genetic research is due to its ap-
parent applicability for solving actual human
health problems. For example, prenatal screening
methods are used to identify hereditary fetal

pathology in the early stages of a pregnancy.
Moreover, the developing field of gene therapy
involves the introduction of engineered genetic
constructs into a body to restore or replace a
gene identified as defective.

In addition to healthcare fields, genetic
research is increasingly applicable in various
legal and social contexts, e.g. to determine the
biological relationship between two potentially
related individuals or to discover the identity of
an unknown corpse. There is a continuing strong
demand for breakthroughs in therapeutic appli-
cations that could be of benefit in overcoming
immune diseases, as well as prolonging life and
improving its quality.

Theoretical bioethical framework

Due to having significant potential con-
sequences for human beings, it is generally
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accepted that medical applications of genetic
technologies must be governed according to
bioethical criteria. The interdisciplinary field
of bioethics, which focuses on the moral im-
plications of human activity in medicine and
biology, has been actively developing at the
intersection of law, ethics and natural sciences
since the 1970s.

While the ethical consequences of ap-
plied genetic technologies comprise the proper
domain of specialists working in the fields of
bioethics and clinical studies, the involvement
of a wider circle of disciplines (e.g. philosophy,
sociology, etc.) should also be assumed due to
the significant implications for future human
society. Thus, the present paper will focus on
the considerable interest generated by investi-
gations into the ethical aspects of genetic tech-
nologies in relation to eugenics (Ricci, 2009;
CH G, & B A., 2008; Newman, 2010) and
transhumanism (Vvedenskaya, 2014; Kovba,
Gribovod, 2019), as well as the consequences
of emerging governmental and business prac-
tices that arise in response to advances in ge-
netic technology (Salardi, 2014; Khen, 2003;
Anomaly, 2018).

Problem statement

The rapid development of new technolo-
gies in the field of genetics poses numerous
challenges both for the international commu-
nity and individual nation states in terms of
their regulation. Since many of these tech-
nologies have not previously been tested
or widely implemented, the immediate and
long-term consequences of their use remain
controversial. Thus, for example, significant
contemporary concern is aroused by genetic
experiments on human embryos. In 2018, ex-
periments conducted by the Chinese scientist
He Jiankui, in which embryos subjected to
genetic modification resulted in the birth of
twins, were broadly discussed in the media
and by the scientific community (Mironov,
2019). The ambivalence of the scientific and
public response to this research project and its
results demonstrates the current incapacity of
the legal system, as well as the wider commu-
nity, to arrive at a general consensus regard-
ing genetic research.

At the same time, due to the increasingly
widespread availability of such technologies,
the risk of such genetic experiments leading to
dangerous consequences can only be expected
to increase. In addition, ethical problems arise
concerning the provision of equitable access to
genetic services, as well as the protection of ge-
netic information.

Thus, the broad development of new ge-
netic technologies, especially those involving
experiments on humans, has already attract-
ed significant attention to the possible conse-
quences of their unregulated application. For
this reason, the following objectives are formu-
lated:

1. highlight the main ethical challenges
posed by genetic research and inherited from
eugenics (reductionism, balance between pri-
vate and public), as well as the related problem
of discrimination on genetic grounds;

2. consider the ethical problem of genome
editing in terms of the present “liberal” or
transhumanistic trend as against a proposed,
more balanced bioethical approach;

3. summarize the historical development
and contemporary state of international legis-
lation in the field of genetic research.

Methods

The present paper discusses both Russian
and foreign literature sources concerning ethi-
cal, socio-political and legal aspects of genet-
ic research, which were selected on the basis
of their transparency and examined according
to a number of perspectival contexts. Among
these, a discursive approach was chosen in
order to study the family of ideas having de-
veloped around eugenics and genetics over the
course of time. A lack of consistency revealed
by the research process is addressed by taking
a chronological approach to investigation of the
legislation in the field of genetics, starting with
the Nuremberg Code 1947 and continuing until
the acts of the present day.

Discussion
1. Weaknesses of genetics: reductionism,
government control and discrimination

A quick glance through post-WWII lit-
erature reminds us that one of the chief fears
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still associated with the tragic events of the
20th century concerns the possibility that ad-
vances in genetic engineering will invoke the
same issues that discredited the ideology and
practice of eugenics. At the Third Internation-
al Congress of Eugenics (New York, 1932),
eugenics was defined as a “biological meta-
science of man, combining distinctly different
disciplines like population statistics, genetics,
anthropology, psychometric analysis, history
and religion, into a form of preventive med-
icine that endeavours to define and eradicate
inherited illnesses” (Ricci, 2009: 11). A num-
ber of eugenicists, such as Charles Davenport,
Harry L. Laughlin and Henry G. Goddard,
believed that inherited traits included not only
genetic diseases, but also social vices, such as
the tendency to commit crime or even simply
to live in poverty (Chousou D., et. al., 2019:
145). During the early 20th century, eugenics
departments were opened in prestigious uni-
versities such as University College London
and Harvard. Eugenics societies founded by
prominent scientists like Karl Pearson and
Charles Davenport found enthusiastic world-
wide support (Allen, 2011:314). However, it
was under Nazi rule when the most notorious
examples of eugenic practices were carried
out. Fortunately, their ideas have been consis-
tently condemned and discredited following
the defeat of Nazi Germany in 1945.

Since then many of the concepts devel-
oped in such discourses appear to have been
carried over into genetics (CH & B, 2008: 22).
For example, from the mid-1940s onwards, the
practice of genetic counseling, initially based
on genealogical data, but subsequently sup-
ported by DNA analysis, became widespread.
Following the 1953 discovery of the double
helix DNA structure by Francis Crick and his
colleagues, other breakthroughs, such as the
development of an effective method for in-vitro
fertilization (IVF), stimulated public interest
in the wide possibilities offered by genetic sci-
ence, reopening discussions about the possi-
bilities of “improving” human beings (Kovba,
2020, p. 13). Nevertheless, some critics argue
that conveniently forgotten coercive practices
carried out under the banner of eugenics have
been surreptitiously reintroduced under the

cover of the ostensibly voluntary nature of per-
sonal genetic testing (Newman, 2010: 33).

In general, critiques of genetic research
problems inherited from eugenics are focused
on two specific issues:

1) reductionism and biological determin-
ism;

2) a disbalance between private and public
spheres in terms of the possibility of state inter-
vention in the regulation of genetic selection.

Critics of the reductionism common to
both eugenics and genetics generally object
to the use of a set of methodological princi-
ples according to which complex phenomena
can be explained in terms of observable laws
applying to simpler phenomena (Ricci, 2009,
p. 22). For such critics, both disciplines tend
to reduce the value of a human to his or her
genetic makeup by ignoring other relevant
factors, e.g., cultural, emotional, spiritual or
educational. Such reductionism seems to be
associated with a strong desire to determine
the significant parameters of human nature
once and for all.

However, according to the legal frame-
work of universal human rights, there are prec-
edents that militate against the use of genetic
information to determine the legal basis of a
person. Commonly cited examples of historical
mistakes feature “constitutive rules to punish
individuals not for their actions, but for what
they are: the punishment of witches in the Mid-
dle Ages, the penal sanctions of heretics, the
persecution of Jews” (Salardi, 2014: 200).

In terms of government regulation and
control, it is generally accepted in contempo-
rary Western societies that genetic services are
to be provided solely on a voluntary, properly
informed and individual basis. This contrasts
with eugenic practices, where coercive (or con-
ditionally coercive) decisions to select a person
for testing are taken by civil authorities. Nev-
ertheless, issues associated with state interven-
tions justified in terms of the health and safety
of populations remain quite acute today. Thus,
Jonathan Anomaly argues that “the state may
(in some cases) require us to act in ways that
promote social welfare when we find ourselves
in collective action problems in which each of
us has an incentive to act one way, but most of
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us are better off if most people act in another
way”” (Anomaly, 2018: 29).

Although such arguments in favour of
modern “liberal eugenics” remain controver-
sial, Anomaly’s opinions are not necessarily
anomalous (pun intended). In the context of the
rapid development of genetic technologies, the
temptation to interfere with human genes in or-
der to regulate human reproduction is likely to
become irresistible due to the ease with which
such actions may be justified in terms of the
interests of society as a whole. It may therefore
be concluded that only a fully developed civil
society having adequate laws for protecting the
legal status of individual citizens is capable of
maintaining the necessary balance between in-
dividual and collective interests. In the absence
of such laws, not only authoritarian, but also
democratic states are likely to increase mea-
sures to control and coerce their citizens in or-
der to achieve collective goals.

The issue of state control over the genetic
structure of the population gains additional sig-
nificance when discussing problems associated
with passportisation carried out on the basis of
genetic screening. Not a long time ago debates
on this topic were opened in Russia following
the signing of decree No. 97 in March 2019, ac-
cording to which it is proposed to “carry out
genetic certification of the population, taking
into account the legal basis for the protection of
data on the personal genome and the formation
of a genetic profile of the population” (Krem-
lin, 2019). In this regard, a number of problems
arise: (1) since there is no existing definition of
a genetic passport in Russian normative acts,
it is not clear what information the passport
should include (Abrosimova, 2020: 137); (2)
an algorithm for the secure communication
and storage of genetic information is yet to be
developed; (3) the high cost of such a passport
raises serious doubts that this idea will be im-
plemented in practice within the next five years
(ibid: 140).

As seen from the above, both population-
based genetic projects currently being imple-
mented are reliant on the voluntary provision of
genetic data. As screening procedures become
more available and affordable, this practice
will likely be introduced in many developed

countries. However, public reception to the
widely-discussed notion of introducing genetic
passports is more ambiguous. For example, the
Scientific Institute of Public Health in Belgium,
called Sciensano, conducted a public opinion
survey on the possibility of introducing a ge-
netic passport for all citizens in 2019-2020.
Among positive aspects, respondents identi-
fied the following: (1) a genetic passport will
provide an understanding of human health, im-
prove individual diagnosis, treatment and pre-
vention; (2) more efficient patient management,
since healthcare providers would access all rel-
evant health, medical and genetic information
of patients more directly; (3) wider use of ge-
nomic information for forensic purposes (e.g.,
in identifying criminals) (Mayeur, Saclaert,
Van Hoof, 2021: 6).

At the same time, respondents who are
suspicious of the idea of introducing genet-
ic passports, or who categorically reject such
a proposal, make the following objections: (1)
a genetic passport would strengthen official
control over the population, limiting individu-
al freedom of action; (2) the centralization of
genomic information increases the risk that
educational institutions, banks, insurers, com-
mercial companies will be able to use this in-
formation to discriminate against the popula-
tion (Mayeur, Saelaert, Van Hoof, 2021: 7). The
researchers note that, in order to ensure public
confidence in the implementation of such a pol-
icy, health sector leaders and experts need to
take into account the feelings expressed by the
survey respondents (insecurity and vulnerabil-
ity from government and other organizations
having access to all data about a person) (ibid
.. 8). It’s also highly necessary to create both
national and international legal frameworks
for ensuring personal data protection in order
to reduce the risk of discrimination based on
genetic characteristics. In particular, such risk
may increase in the remit of health insurance
and employment.

2. Bioethical perspectives
on interference with the human genome

In terms of the level of interference con-
sidered permissible, debates around the ethical
aspects of genetic interventions vary consider-
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ably depending on the basic approach. Gener-
ally enthusiastic attitudes presented in trans-
humanist discourses contrast with the strong
criticism or outright categorical rejection ex-
pressed by many religious commentators. Af-
ter briefly considering these diametrically op-
posed positions, we will dwell in more detail on
the more balanced and cautious approach taken
by bioethics that falls within the scope of our
research.

In Russian transhumanist discourses, it has
been claimed that interference with the human
genome is a priori a moral action since the nat-
ural needs of a human being include improving
his/her biological characteristics (Gerasimov,
2019: 64). Furthermore, genetic research is as-
serted to be ethical due to being concomitant
with the “desire to create” (ibid.). Proceeding in
such an attitude of scientific optimism (or blind
faith in progress), researchers associated with
the transhumanist movement tend to minimize
concerns about the dangerous uncertainty in-
herent in human genome editing as present
in all innovative processes. According to this
ideological position, the universal aim of self-
improvement should include selective tweak-
ing of both physical and intellectual character-
istics. Here, it is important to acknowledge a
key distinction between eugenics and transhu-
manism: while eugenics envisaged the devel-
opment and implementation of state-controlled
programmes for improving the health and
“quality” of entire populations, transhuman-
ism is generally based on the concept of indi-
vidual choice (Kovba, Gribovod, 2019, p. 43).
Transhumanist ideas concerning the possibility
of genetic improvements might seem to corre-
spond to the contemporary liberal-democratic
value system, in which citizens are encouraged
to develop their individuality along with their
personal prosperity.

Although many transhumanists (e.g. Bos-
trom, 2003: 504) endorse the use of both so-
matic and germ-line gene therapies (at least
those that are medically justified), there is a
significant ethical distinction between treating
an individual patient’s genetic disorders and
changing the genome of his or her descendants
(Vvedenskaia, 2014, p. 36). This may explain
why the ideas of transhumanists have gained

so little support in Russia. Even among young
people, the social category most inclined to take
risks and accept novelties, there is a tendency
to reject such ideas. For example, according to
an opinion poll carried out in 2016-2017, only
33.3 % of young people supported the idea of
artificial reproduction, while an even smaller
proportion approved more radically ambitious
projects such as transferring a human mind to
a computer or overcoming a person’s basic bio-
logical limits (Davydov, 2018: 43).

According to the bioethical approach,
gene therapy for somatic cells is generally
considered to be unobjectionable if carried out
in accordance with the ethical standards de-
veloped by the Council of Europe (Convention
on Human Rights and Biomedicine, 1996) and
UNESCO (The Universal Declaration on the
Human Genome and Human Rights, 1997).
However, since “some phases of the normal
development of the embryo can be disturbed
with severe negative consequences, and these
disturbances can be passed on to subsequent
generations”, bioethicists typically draw the
line when it comes to interventions in the
germ-line (Vvedenskaia, 2014, p. 37) or pro-
grammes aimed at creating “designer babies”
having genetically tweaked mental and physi-
cal parameters.

The basic principles of bioethics, which
assert the autonomy, dignity, integrity and es-
sential vulnerability of the individual human
being, have been discussed by Jacob Dahl
Rendtorff and Peter Kemp in terms of providing
“a normative framework for the protection of
the human person in biomedical development”
(Rendtorff, 2002: 235). For example, the con-
cept of autonomy corresponds with the capaci-
ty of an individual to have ideas and life goals,
gain insights, make decisions and take personal
responsibility for his or her actions. The prin-
ciple of dignity expresses the intrinsic value of
a person and fundamental equality of all peo-
ple. However, according to Rendtorff, the idea
of integrity is paramount due to its association
with the private personal sphere, which should
not be subjected to external violation. Finally,
the concept of vulnerability is asserted in terms
of a necessary balance “between this logic of
the struggle for immortality and the finitude
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of the earthly presence of human suffering”
(Rendtorff, 2002: 237).

Further research on this topic has result-
ed in a comprehensive consideration and in-
terpretation of these principles, as well as the
proposal of additional concepts pertaining
to bioethics. In particular, human dignity has
been asserted as the broadest concept of human
rights applying to the biotechnological context
(Francioni, 2006: 14).

Despite the principles of autonomy, digni-
ty, integrity and vulnerability being generally
shared by the European community, these te-
nets are reflected differently in the legislation
of individual EU states. In other parts of the
world, the contrasts become even more strik-
ing. However, regardless of any prejudice
against non-European countries, with the gath-
ering pace of globalization, a consensus about
what is considered to be normal and what
should be prevented is starting to form. If this
were not so, He Jiankui’s announcement of
the birth of genetically-modified human twins
might really have demonstrated the People’s
Republic of China to be “a wild land where
bioethics matters little” (The Hastings Center,
2018). However, almost immediately following
the announcement of He’s results, 122 Chinese
scientists signed a public statement condemn-
ing his actions (ibid.).

To summarize this section, a number of
ethical problems have been inherited by ge-
netics from eugenics. Firstly, we can observe
a trend towards reductionism and biological
determinism, which implies the valuation of a
person in accordance with the quality of his/
her genes. Secondly, both eugenics and genet-
ics rely on knowledge concerning the heredi-
tary characteristics and health of individual
persons, which can in principle be used to dis-
criminate against them. In terms of affecting
private life, such interventions can take vari-
ous forms, including reproductive control and
selection, as well as the imposition of genetic
passportization, the use of genetic testing when
hiring employees, etc. In reaction to this ten-
dency, we can observe a growing concern that
discrimination against individuals may disrupt
the healthy balance between individual and
collective interests. Thus, the contribution of

bioethics to the development of principles and
laws that ensure the legal status of individual
citizens is significant in maintaining such a
balance. In what follows, we will highlight pro-
cedural issues associated with the development
of international legislation governing genetic
research and manipulation.

3. The historical development
and contemporary state
of international legislation

The primacy of individual interests over
those of science and collective society was
notably asserted in the Nuremberg Code (Iu-
din, 1998). In the context of the present work,
it is important to acknowledge its central
importance, since it was here that the need
for informed consent in order to protect hu-
man rights was first stated. According to re-
searchers, the main value of the code consists
in its synthesis of Hippocratic ethics and the
protection of human rights (Shuster, 1997, p.
1439).

For a long time, this document was applied
only to the crimes committed by the Nazis,
whose excesses of brutality are widely con-
sidered to have gone beyond the bounds of all
reason. However, issues concerning the health
and dignity of subjects participating in medical
research have frequently been ignored since the
Code’s publication. Nevertheless, in response
to the questions raised therein, attitudes to-
wards the conduct of medical experiments on
humans started to change, especially during
the mid-60s. The concept of human rights fea-
tured centrally in laws governing experimen-
tation on human beings passed by many coun-
tries towards the end of 20th century. National
laws concerning medical research are typically
based on the Declaration of Helsinki (1964, by
the World Medical Association, WMA; regu-
larly updated) (Talantov, 2019: 246). Although
this declaration has no legal force, it serves as
a normative ethical guide. There are numerous
international agreements following on the mat-
ter of genetic research, but no specific provi-
sions appear in these documents, which may
be explained in terms of the underdeveloped
state of the applicable technologies at the time
of their signing.
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In addition, the Human Genome Project
has been vigorously challenged in the scientific
community since its launch in 1990 on the ba-
sis of the risks of certain negative consequenc-
es to humanity that it represents. For example,
Shawn Harmon points out that scientific prog-
ress has contributed to “man, for the first time,
[having] the power to transform living matter
in a programmed and selective manner” (Har-
mon, 2005: 23). This situation prompted UNE-
SCO to start developing an international bio-
ethics instrument specifically concerned with
human rights and genetics (ibid). The following
important documents (UNESCO, n.d.) have set
a high bioethical standard:

* Universal Declaration on the Human Ge-
nome and Human Rights (1997);

* International Declaration on Human Ge-
netic Data (2003);

* Universal Declaration on Bioethics and
Human Rights (2005).

Among the most important provisions of
the Universal Declaration on the Human Ge-
nome and Human Rights, the following should
be noted: the human genome is recognized as
“the heritage of humanity” (Art. 1); any proce-
dures affecting an individual’s genome should
be carried out only “after rigorous and prior
assessment of the potential risks and benefits”
(Art. 5); no-one “shall be subjected to discrim-
ination” on the basis of his/her genetic char-
acteristics (Art. 6); reproductive cloning of
human beings “shall not be permitted”, being
contrary to human dignity (Art. 11).

Having analyzed the provisions of the
Declaration, it became clear this document
appeals to the principles of autonomy, equali-
ty and solidarity, along with related rights in-
cluding non-discrimination, consent and con-
fidentiality, while related obligations consist
in avoiding dangerous practices and providing
full information. Scholarly assessments of the
provisions include “the Declaration is not a
failure, but an equivocal success” (Harmon,
2005: 45) and “the most thorough global ini-
tiative to date addressing the need to protect
human rights with respect to genetic advances”
(Taylor, 1999: 509). However, the presence of
several lacunae can be noted. For example, the
Declaration can be criticised for failing to cov-

er important issues of human embryo research,
high-tech genetic methods for selecting the sex
of a child, the choice of abortion for various
genetic disorders or restrictions on state inter-
ference in the process of making reproductive
decisions. Nevertheless, despite such criticism,
UNESCO has succeeded in identifying short-
term and long-term problems associated with
genetic research, as well as stimulating scien-
tific and public debate crucial for the develop-
ment of bioethical thought.

Thus, the Declaration should be seen not
as the final expression of an international con-
sensus on advances in genetics, but only as a
first step towards such international coopera-
tion.

The expansion of genetic testing practic-
es has presented the international communi-
ty with the daunting challenge of protecting
human genome data due to the significant
amounts of such data that have already been
accumulated. As a result, the 2003 UN General
Conference adopted the International Decla-
ration on Human Genetic Data. In particular,
this document consolidated the special status
of human genetic data (Article 4) and assert-
ed the necessity of proper measures ensuring
“accuracy, reliability, quality and security” of
this data (Article 15). However, some com-
mentators object that this document is weak in
terms of its normative force and effectiveness:
“the drafters of the text have carefully avoided
to frame the Declaration in terms of rights of
individuals (patients), except in relation to the
right to decide (not) to be informed about re-
search results (article 10)” (Abbing, 2004: 93).
The 2005 Universal Declaration on Bioethics
and Human Rights considers the relationship of
science, freedom and ethics in terms of “how
far can we possibly go in scientific research?”
(UNESCO, 2005). This document appears to
respond to the urgent need to establish univer-
sal standards in the field of bioethics, taking the
concepts of human dignity and human rights
into consideration.

Even if only 29 of them subsequently rat-
ified it to incorporate its principles into their
national legislation, the 1997 signing of the
Convention for the Protection of Human Rights
and Dignity by a total of 35 states (including
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Russia) was a significant step in the history
of genetic research legislation. According to
the terms of the Convention, the interests of
the individual are given priority over those of
a particular society or science (Article 2): no
medical intervention must be carried out until
the individual patient has given his or her free
and informed consent (Article 5); any form of
discrimination on the grounds of genetic heri-
tage is prohibited (Article 11); no intervention
in a human genome may be undertaken other
than for preventive, diagnostic and therapeutic
purposes (Article 13); the creation of human
embryos for research purposes is prohibited
(Article 18).

Having analysed the above mentioned
documents, we found their main principles to
be based on respect for human dignity, rights
and freedoms, as well as upholding the prin-
ciple of autonomy. Since the genetic data of
a person is confidential, it cannot be used as
grounds for discrimination. In other words, the
main ethical standards governing biomedical
research are to incorporate principles of fair-
ness, mercy and respect.

Conclusion

In this article, we have focused primari-
ly on the ethical and socio-political issues in-
volved in contemporary genetic research, as
well as the state of the current international
legislation for their regulation. The analysis
has shown that some of the ethical problems
faced by genetics (danger of discrimination
against citizens based on genetic characteris-
tics, genetic reductionism and determinism,
dubious balance between public and personal
interests) were inherited from eugenics. In this
regard, we conclude that, when regulating re-
search that entails changes in human nature, it
is necessary to navigate somewhat closer to the
Scylla of stifling regulation than the Charybdis
of baby designing. That is, while restrictive and
protective measures are needed in the form of
laws, and an absolute prohibition on genomic
research is not very practicable since it would
impair the development of science. Our anal-
ysis has shown that such a balanced position
is characteristic of bioethics discourses. The
principles of individual autonomy, dignity, in-

tegrity and vulnerability proposed by bioethics
became the starting point for the development
of basic international norms. As genetic ma-
nipulation technology has developed over time,
this set of principles has been refined and ex-
panded.

From our study of existing legislation in
the field of genomic research, we identified a
continuity between earlier legal documents
(1948-1949) and those that developed later.
Although the earlier documents did not con-
tain provisions directly regulating genomic re-
search, it is there that the legal basis for the pro-
tection of human rights and non-discrimination
was first laid down. It can be stated that the
leading positions in establishing norms in the
field of bioethics were exercised by European
countries and UNESCO, the latter organiza-
tion having convened an intellectual forum
aimed at solving ethical problems in areas of
genetic research. However, critical analysis of
UNESCO documents carried out by a number
of researchers has drawn attention to their nor-
mative weakness, non-binding nature, lack of
practical recommendations, as well as some
lacunae when it comes to certain novel genetic
technologies.

Despite all this criticism, there are several
reasons for defending the activities of bioethi-
cal committees. Firstly, the detailed regulation
of particular activities lies outside the remit of
international documents. Such specific issues
are left to national legislatures, where gener-
al principles are open for interpretation due
to their expression in specific laws depending
on many factors such as cultural differences,
market conditions, available genetic technolo-
gies, etc. If a particular state decides to adopt
an international declaration or convention at
the national level, it may result in the transition
from soft law to binding law. Secondly, since
it is not always possible to foresee the emer-
gence of new technologies emerging from sci-
entific research, it is quite rational to limit the
purview of such declarations to general ethical
principles. Thirdly, such ethics committees
contribute to an emerging social consensus on
complex issues to provide for the longer term
influence of norms to be later enshrined in na-
tional legislation.
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Kysbacckuii uncmumym @CHH Poccuu
Poccuiickaa @edepayus, HogokysHeyx

AnHoTauus. B paboTe mpencraBieHbl pe3ylbTaThl UCCIET0BaHNUS KOHCTUTYIIHOHHBIX
TEKCTOB, MPUHATHIX B XXI B. ¢ LETBIO ONPEACICHNUS BIUSIHIS KOHCTUTYIIMOHHBIX MOMPABOK
Ha BO3HHKHOBEHHE, U3MCHEHHE U NPEKPAICHHE KOHCTUTYIHOHHBIX IPAaBOOTHOLIECHNUH, B TOM
qucie opMHUPOBAHKE OOIIUX TeHACHINH Pa3BUTHsI KOHCTUTYIMOHHBIX TIPABOOTHOIIICHUH.
B pabote OpuTH pOAHANTN3UPOBAHBI CIIEAYIOIIUE TIOKA3aTENN: HATHINE KOHCTUTYLIHOHHBIX
IIOIIPAaBOK U HOBBIX KOHCTUTYLIMH, IPUHATBIX rocynapcTBamu B XXI B., yacToTa NOSBICHUS
U TIOBTOPEHUSI BO3BBIIMICHHBIX 10 KOHCTUTYILIMOHHOTO YPOBHSI OOIIIECTBEHHBIX OTHOILCHUIH,
BJIMSIHUE KOHCTUTYLIIMOHHBIX ITONIPABOK Ha BO3ZHUKHOBCHHE, U3MEHEHUE U NIPEKpAIlCHUE
KOHCTUTYI[HOHHBIX NPaBOOTHOIICHUH.

B pesynbsraTte aBTOp NPUXOAUT K BBIBOAY: KaXKJ0€ U3 HCCIECAOBAaHHBIX HAMU TOCYAapPCTB
UMEeT UHUBUIYabHBIH IyTh KOHCTUTYIIMOHHOTO pa3BUTH. [Ipu 5TOM MOXHO BBIACIUTD
oO0I11e TEHICHIIUN PA3BUTHUSI KOHCTUTYIIMOHHBIX ITPABOOTHOIICHHUH. Bo-nepBEIX, 3TO
mpaBa 4yesnoBeka u 6opb0a ¢ nuckpumuHanueid. Ocoboe BHUMaHUE TPU ITOM YENIeTCs
IpaBaM >KCHINUH, AeTel, TeHICPHOMY PaBEHCTBY. BO-BTOPBIX, 3TO BOIIPOCH! (JOPMUPOBAHUS
U Pa3BUTHA HE3aBUCUMOMN CyneOHON CHCTEMBI, B TOM YHCJIE KOHCTUTYIIHOHHBIX CYIOB,
MIPU3HAHMS IOPUCTUKITIH MEKAYHAPOIHBIX CY/ICOHBIX OPTaHOB.

KawueBblie ciioBa: KOHCTUTYIIMOHHBIC MPAaBOOTHOMICHHA, TOCYTIAaPpCTBCHHBIC
MMPaBOOTHOIICHMS, ITOITPABKU K KOHCTUTYIIUH, KOHCTUTYIITUOHAJIN3M, ITIPABOBOC rOCYAapCTBO.

Hayunas cnenmmansrocts: 12.00.00 — ropuandeckue HayKu.

Beenenne

[MonpaBku k Koncrurymuu 2020 r. akrya-
JM3UPOBAJIU BOIIPOC O HAJIMYUHU UIIK OTCYTCTBUU
O0IMX KOHCTUTYLIMOHHO-IIPAaBOBBIX TEHACHLIUI
B Pa3BUTUHU KOHCTUTYLIMOHHBIX [IPAaBOOTHOLIE-
HUM. B poccuiickoil Hayke BOIIPOcCaM TEOpHUU
KOHCTUTYLIMOHHBIX (FOCY1apCTBEHHBIX) IPaBO-
OTHOIIICHUH ToCBsIeHbI paboTsl H. A. boOpoBoi
(Bobrova, 2020), B. H. KapTamosa (Kartashov,
2013), B. A. Jlyuuna (Luchin, 1997), 1. B. My-
xauyeBa (Mukhachev, 2020), P. A. Pomamniora
(Romashov, 2013). IIpu 5ToM OT/IETBHBIC KOH-
CTUTYLIMOHHbBIE TPABOOTHOILIEHUSI KOMILJIEKC-
HO UCCJIEeNYIOTCA 3HAUUTEIbHO Yallle, Hallpu-
mep, B padoTtax A.C. Epemenko (Eremenko,
2002) u T.C. lllecrakoBoii (Shestakova, 2009).
B KOHCTUTYLIMOHHO-IIPABOBOM HayKe B LIEJIOM
OTMeYaeTcs TeHASHU U K IEPMaHEHTHOMY

pacImpeHuIo OOMEeCTBEHHBIX OTHOIICHUH,
BO3BBILIAEMBIX 10 YPOBHS KOHCTUTYLIMOHHO-
[IPaBOBOr'O PEryJIUPOBAHU. DKOJIOI U, 3aIIUTa
JKUBOTHBIX, HAyYHO-TEXHUYECKOE pa3BUTHE,
3alIUTa NePCOHANIbHBIX JaHHbIX B CeTH, pac-
IIMpeHNe TIPaB YeJ0BEKa, BKII0Yas CBOOOTY
TFEHJIEPHOI'0 CaMOOIIpeIeJIEHUs], YKPEIIeHne
HaIlMOHAJILHOT'O €JMHCTBA U HAllMOHAIBHBIX
LIEHHOCTEH COCTAaBIIAIOT HE MOJIHBINA NIEpeueHb
TaKUX OTHOILLICHUH.

B 3apyOexHol uTepaType BHUMaHHE
uccienoBaTeaeil NpuBIeKaloT NIpakKTHYeCKHe
OCOOCHHOCTH peaju3alid KOHCTHTYIIHO-
Hallu3Ma B OTHeNbHBIX rocynapctBax (Law,
2012), nanpumep B mycynbmanckux (Emon,
2008), 1 TI00aIbHBIC UCCIICIOBAHUS OTICIb-
HBIX BHUJOB KOHCTUTYLHOHHBIX IIPaBOOTHO-
mennii (Law, Versteeg, 2012). Yame Bcero
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HCCIIEYIOTCS KOHCTUTYIIHOHHBIE HOPMBI KaK
(hopMabHO-IOPUIUYECKAs] OCHOBA KOHCTHUTY-
IIHOHHBIX MTPABOOTHOIICHUH, a TaKXke cyne0-
Hasi MPAaKTHKa, MOATBEPIXKJAIONIas HaJIUdHe
WM OTCYTCTBHE CIOXHBIIUXCS KOHCTHTY-
IIMOHHBIX TPaBOOTHOWIEHWH. B wacTHOCTH,
B uccinenoBanun Munbsl Bepcrer m bene-
nukTa lomepuca 0OOCHOBBIBACTCS 3aBHCH-
MOCTh KOHCTUTYIIMOHHBIX TPABOOTHOIICHUN
OT KOHCTHUTYIHOHHOTO BBIOOpa OBIBIICH Me-
Tpornoiuu (Ipu HAJIMYUU TaKOBOH), IPUOPH-
TETOB CIIO)KUBIIUXCS B paMKax MPaBOBOU ce-
MbH, JOMHHUPYIOIIEH pEeIUTHH, TpeOOBaHUN
kpenutopoB (Benedikt, Versteeg, 2013). Otun
paboThl, 6E3YCIOBHO, UTI'PAIOT BAXKHYIO POJIb
B WCCIEAOBAaHUM KOHCTHUTYIHOHHBIX TPaBO-
OTHOIIICHU M.

B HacTosmie#t pabote cTaBATCS CIEnyIO-
IIIE BOIIPOCHI: BO3MOXKHO JI TOBOPUTH 00 00-
IUX TPEHJIaX W3MEHEHUsS KOHCTUTYIIMOHHBIX
MPaBOOTHOIIIEHUH B MHUpE, a TaKXXe paccma-
TpuBarh monpaBku kK Konctutynmm PP kak
YacTh DTUX TPEHJOB MU KOHCTUTYITHOHHBIM
npaBooTHOIIEHUSIM B Poccuiickoit denepannu
OTIpE/ICIICH YHUKAIBHBINA Ty Th Pa3BUTHSL.

KOHIIeHTOHOFH‘[eCKHe
OCHOBaHHSI HCCJIEOBAHUS

HccnenoBanue momnpaBoK K KOHCTHTYITHU-
OHHBIM TEKCTaM KaK pOpMaTHHO-IOPHINYCCKOM
OCHOBBI TIOSIBIICHHSI HOBBIX M W3MCHEHHUS pa-
HEe CYIIECTBOBABIINX KOHCTHTYIIHOHHBIX
MIPaBOOTHOWICHUI OMHpAaeTCs Ha OOraTyio
JUTEPATypy IO TEOPHH KOHCTHTYIIHOHHBIX
MIPaBOOTHOLICHH, Pa3pabdOTaHHYI0 B HayKe
KOHCTUTYIIMOHHOTO mpaBa. HecMotpst Oomb-
0¥ MTO3UTHBHEIN BKJIAJ COBETCKUX yYEHBIX
B Pa3BUTHE KOHCTUTYIIHOHHBIX IIPAaBOOTHOIIIE-
HUH, HU OTHO U3 POBEICHHBIX UCCIICIOBAHUI
HE TI03BOJWIO CPOPMYITHPOBATH TOCTATOTHO
TOYHOTO OmperneNeHnus. be3ycioBHO, KOHCTH-
TYIIHOHHBIC MPABOOTHOIICHUS TPAIUIIIOHHO
paccMaTpUBalOTCs KaK OTHOIICHUS IOJTUTH-
geckue. «I9To ocobasi, B3sTasi B GAMHCTBE HAU-
0osiee 00OOIICHHBIX M COIHMAIBHO 3HAYMMBIX
XapaKTepUCTUK Iopuaudeckas Qopma TIOJH-
THYECKUX OTHOIIeHUN», — mumieT B. O. Jlyunn
(Luchin, 2002). Ci10’)xHOCTB OmpeeiicHUs 10~
HATHS KOHCTHTYIIMOHHBIX IIPAaBOOTHOIICHUH
HAIPSMYIO CBsI3aHa C MMOCTOSHHBIM pacIIupe-

HUEM TIpeAMeTa KOHCTHUTYIIHOHHO-TIPAaBOBOTO
pEeTyIUpOBaHUs, CIOKHOCTBIO Kilaccupuka-
WU TOJUTHYCCKUX OTHOIIEHWH W MHOTOY-
POBHEBOCTHIO 3TUX oTHOIIeHUH (Luchin, 2002;
Bogdanova, 2020).

W.B. MyxaueB, ucciieqys mpooyieMmy ro-
MeocTa3a KOHCTHUTYIIMOHHBIX ITPAaBOOTHOIIE-
HUU, BBIICIHI YEThIPe MOAX0a K OImpeere-
HUIO KOHCTHTYIHOHHBIX ITPABOOTHOIICHUI:
BO-TICPBBIX, KaK K ITPaBOOTHOIICHUSM, CKJIa-
IBIBAIOIIMMCSI B IIPOIIECCE CYMICCTBOBAHMS
rocynapcTBeHHo# Biractu (Mukhachev, 2020);
BO-BTOPBIX, KaK K IPaBOOTHOLICHHSM, BO3HU-
KaIoIIUM B CBSI3H C ACATCIBHOCTHIO BBICIIUX
opranoB rocynapctBa (Lepeshkin, 1961);
B-TPETHUX, KaK K IPaBOOTHOIICHHUS, PETryIIHU-
PYIOIINM BCE TIIABHBIC CTOPOHBI M MPOLIECCHI
OOIIECTBEHHOW W T'OCYAapCTBEHHOU >KH3HH
CTpaHBl; B-4CTBEPTHIX, KaK K MPaBOOTHOIIE-
HUSM C OCOOBIM KPYT'OM YYacCTHHUKOB, ypery-
JMUPOBAHHBIM KOHCTHUTYIIMOHHO-TIPABOBHIMU
HOpMaMH M YCTaHOBJICHHBIM Ha OCHOBE KOH-
CTUTYIUOHHBIX HOpM-TpuHOHIOB (Osnovin,
1965).

B coBpemMeHHOH  KOHCTUTYLHOHHO-
MPaBOBOM HAyKe CYIIECTBEHHBIX M3MCHEHUH
B TOHUMAaHHH KOHCTHUTYIHOHHBEIX IIPaBOOT-
HOIIEHWH He mpowmsomwio. [Ipeqnodrenue or-
JaeTcs IBYM OCHOBHBIM KoHIenmuusMm. OnmHa
13 HUX B O0IIEM U [IEJIOM pacCMaTPHBACT KOH-
CTUTYLIHOHHEIC TPABOOTHOIICHUS KaK CHHO-
HUM TOCYIapCTBEHHO-TIPABOBBIX OTHOIICHUH
(c akmeHTOM Ha 0a3WCHOM, OCHOBOIOJATAO-
IIeM CJI0€ OTHOIICHUH, 00pa3yIOIINX IPEIMET
TaHHOW OTPACIH, WU Ha OTHOIICHUSX II0 TI0-
BOonIy (OpMHPOBAaHHS U (DYHKIIHOHUPOBAHHS
OpraHOB TOCYIapCTBCHHON BiacTH). COrilacHO
BTOpOW KOHIENIWU, (QyHKIHUIO MeTaoTpac-
MU BBHITIONHSAIOT HE BCE KOHCTHTYLHOHHBIC
(rocyIapCTBEHHO-TIPaBOBBIC) OTHOIICHUS,
a TONBKO 0a3WCHBIE TO CONCPXKAHHWIO U TIO-
JTYyYHUBIINE «KOHCTHTYIHOHHYIO ITPOIUCKY»
o popme (Bobrova, 2019).

Takum 00pa3oM, MOJOOHEII MOIXO0 K IT0-
HAMaHHUIO KOHCTHTYIIMOHHBIX IIPAaBOOTHOIIIE-
HUH TI0 CBOCH CYTH SIBISICTCS TParMaTHIHBIM.
OH MO3BOJISICT CUNTATH JIFOOBIE OOIICCTBCHHEIC
OTHOIICHUS, TOJNyYHBIINEC KOHCTUTYIIHOHHOEC
3aKpeIyIeHHe W TIpH3HaBaeMble Oa3UCHBIMHU
[0 CBOEMY COJACP)KAHHUIO, KOHCTUTYITHOHHO-
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[PAaBOBBIMH OTHOILICHUsIMH. Kak u mro0bie
OOILIECTBEHHBIE ~OTHOLICHUS, IIOJYYHBIINC
HOPMAaTHBHOE 3aKPEIUICHHE B HOPMax YTrOJIOB-
HOTO 3aKOHA, CYUTATh YTOJIOBHO-IIPABOBBIMHU
(Uporov, Kashoida, 2005). Ha mamr B3risn,
KOHCTHTYI[HOHHBIE IPABOOTHOIICHHUS CIEIYET
OTIPaHUYUTH OT MPOYUX TOCYIAPCTBEHHBIX
[IPABOOTHOINICHUI M paccMaTpuBarh B Kade-
CTBE TAKOBBIX HCKITFOUUTEIILHO O0IIECTBEHHbBIC
OTHOIIICHHSI, HATPABJICHHbIC HA OIPaHHYCHUEC
BIIACTH TOCYJapCTBa M PEAM3alUI0 MPaB 4e-
JIOBEKa, TO €CTh Ha MOCTPOCHHUE IIPABOBOI'O I'0-
cyaapcTBa (KOHCTHTYIIHOHATH3MA).

MeTtopmosiorus

C menbio BBIACICHUS OOIMMX HaIpaBiie-
HUI KOHCTUTYLIMOHHOTO Pa3BUTHUS ObLI MPO-
BEJIEH aHaju3 KOHCTUTYIIMOHHBIX TEKCTOB,
npuHATHIX B XXI B., Ha IpeaAMeT BOSHUKHO-
BEHU S, U3MEHEHHUS U NpeKpalleHusi KOHCTHU-
TYLUMOHHBIX MpaBoOTHOUEHUU. Mcnonb3o-
BaHHE BEIOOPKHU U3 758 MOMPaBOK K TEKCTaM
KOHCTUTYLUMH TO3BOJIUT HaM OOBEKTUBHO
OLICHUTh HU3MEHEHUsS KOHCTUTYLHOHHBIX
MIPAaBOOTHOIICHHUH U ONIPEACIUTH OOIINE TeH-
JEHLUH, CBOICTBEHHBIE JTAaHHOMY IIPOLECCY.
B cnyuae Hanmuuus oOIMX TEHACHILUH 3TO
ITOMOKET BBISICHUTH, KaKHWe M3 OOIIECTBEH-
HBIX OTHOIIEHMH MOJYUYMJIM HpeuMylle-
CTBEHHOE 3aKpeIUIEHHEe Ha KOHCTUTYLIHOH-
HOM YpOBHE, KaKUM 00pa3oM OHH MOBJIHSIN
Ha OOBEKTHBHYIO NPaBOBYIO pPEajbHOCTb.
B pesymprare HamMu OBLIH HMCCIICIOBAaHBI
TaKkue IO0Ka3zaTesld: HaJuyhe KOHCTUTYLH-
OHHBIX IONPAaBOK M HOBBIX KOHCTUTYLHH,
npuHATHIX rocygapctBamu B XXI B., yacTo-
Ta MOSIBJICHUS U MOBTOPEHUS BO3BBILIEHHBIX
0 KOHCTUTYIHOHHOTO yPOBHS OOIIECTBEH-
HBIX OTHOLIEHUH, BIWSIHHUE KOHCTUTYIIMOH-
HBIX MONPaBOK HAa BO3HUKHOBEHHE, H3Me-
HEHHME U NpeKpalleHHe KOHCTUTYIMOHHBIX
MPaBOOTHOUIEHUN. AHaIU3 KOHCTUTYIIMOH-
HBIX TEKCTOB JJISi MCCIIEIOBAaHMUS OCYILECT-
BJISIJICS C IIOMOIIBIO CIIPaBOYHO-ITOMCKOBBIX
CUCTEM, O(QHIIMATHHBIX CAWTOB OPTaHOB TO-
CyJapCTBEHHOH BiacTu, 3akitoueHuil Co-
BeTa IO IIpaBaM 4YelloBeka, BeHenumaHckoil
KOMMCCHH JIEMOKPATUH Yepe3 MPaBo, pe3yJib-
TaTOB HAay4YHBIX HCCJEIOBAaHUN POCCHHCKHUX
1 3apy0OeXHBIX aBTOPOB.

O0cyxneHue

ITo cocTostamto Ha 2021 1. 188 rocymapcTs,
npuszHaHHbIX OOH, NmpuUHSIM KOHCTUTYLHIO.
B To ke Bpems rocyaapctBa, He HMEIOIIHE
MTUCAHBIX KOHCTHTYLHUH MO KaKUM-THOO BHY-
TPEHHUM TpPUYIHHAM, (PaKTHICCKH MPU3HAIOT
HWHbIE MCTOYHMKHM B KaueCTBE HOPMATHUBHOMN
OCHOBBI KOHCTUTYLIMOHHBIX IPaBOOTHOLIE-
HUH, B gacTHOCTH BemmkoOpuranms, Kana-
na, M3pauns, Can-Mapuno, HoBas 3enanaus,
[IBeuus u Jluus. [loaTomMy momnpaBku, BHe-
CEHHbIE B HEINHCaHble KOHCTUTYLUH, TaKXe
OyIyT YITCHHI B JaHHOM HCCIICIOBAHHH.

Hanuuyme KOHCTUTYLMM B COBPEMEHHOM
MHpE ClIeyeT paccMaTpUBaTh KaK HEOTHEM-
JeMBbI MPU3HAK roCyAapcTBa HapaBHE C Ta-
KUMHU OOLIenpU3HaBaeMbIMM IpPHU3HAKAMU,
KaK TyOJWYHasl BIACTh, aIMUHUCTPATHBHO-
TeppUTOpUalibHas OpraHu3alus HaceJeHUs
u cyBepeHuter. Craryc KOHCTHUTYLHMH Kak
MpU3HaKa COBPEMEHHOr0 TIocyJaapcTBa IOA-
TBEPXKAAETCA CTPEMJIEHUEM HE TOJIBKO HpH-
3HAHHBIX, HO M HENPU3HAHHBIX TIOCYAAapPCTB
NpUHATH KOHCTUTYLHUIO (80 % U3 HUX TaKke
MPUHSIN KOHCTUTYLHUIO).

CrpemiieHHEe K IOCTPOEHUI0 KOHCTH-
TYLHOHHBIX IPAaBOOTHOIIEHUH COAEPKUTCS
B MONPaBKax K KOHCTUTYLHSAM MHOTHUX TOCY-
napctB, Hanpumep Munonesnu (2002 r. pac-
LIMpEeHHEe IepeuHs MpaB U CBOOOJ yeloBeKa,
co3nanue Koncturynumonsoro cyaa), Uraauu
(2007 . mpu3HaHWE CMEPTHON Ka3HU HE3aKOH-
HOM, 2012 1. 0 cOalaHCHPOBAHHOCTH OFOKE-
TOB Bcex ypoBHel), Kocra-Puku (2015 1. ipu-
3HaHME TOCyJapcTBa MHOIOHALIMOHAJIBHBIM
1 MHOTOKYJIBTYPHBIM). B TO ke BpeMs mokaza-
TEJIbHBIMU SBJISIIOTCS MONPABKU K KOHCTHUTY-
NUOHHBIM TekcTtaMm JluxrenmreitHa (B 2003 1.
(akTHYeCKH 3aKpelicHa HeorpaHHUYCHHAS
MoHapxus), JlOMHHHKaHCKOW pecmyOnuKu
(B 2015 1. BBena 3ampeT Ha OJTHOTIONBIE OpaKu
u alopThl, pas3peliuia IHNOBTOPHOE IIEpeus-
Opanue nericTBytomemy [Ipesnnenty lanwio
Menuny), Kamepyna (8 2008 r. mpe3uaeHty
MIPEeIOCTaBICH HMMYHHUTET OT CyIeOHOro Impe-
CJIEZIOBAHHUS 3a €ro JAEeUCTBUS B KayecTBe Ipe-
3UJIEHTA U TI03BOJICHO IJIaBE€ MCIIOJHUTEIbHON
BIIACTH 0AJIJIOTUPOBATHCS Ha HEOT paHUICHHOE
KOJIM4ECTBO cpokoB). Hepenku cinyuau, xorna
MONPABKU K KOHCTUTYIMAM 3aKPEIIAIOT pas3-
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HOHAIIpaBJICHHbIE CTPEMJIEHUS TOCYyAapCTBa,
narmpumep JlarBus (B 2009 r. BBeieHa BO3MOXK-
HOCTB JIJIsI U30Upareneii HHUITHHPOBATh pede-
PEeHAYM JUIs TOCPOUHOr0 POCIlycKa rapiiaMeH-
ta, a B 2014 1. JlarBUs npu3HAETCS CTpaHOU
nateimeit), Tanzanus (B 2000 1. mpe3uieHT no-
Jy4uJI IpaBo Ha3Hayarh A0 10 wieHoB mapna-
MEHTA, B TO XK€ BpeMs YBEJINYEHO KOJIMYECTBO
KBOT JUIs keHIMH ¢ 15 1o 20 %), 3umbabBe
(B 2013 1. OOHYJIIET CPOKH MOTHOMOYHUH JIeH-
CTBYIOLIEIO0 Npe3UACHTa, HO IpeaycMarpu-
BaeT pa3pabOTKy 3akoHa O cBOOOJIE CJIOBA,
nepepacrpesielieHie MOJHOMOYUN B MOJb3Y
OpraHoB MecTHOro yrpasieHus). Koncrury-
LM B COBPEMEHHOM MHUpPE — 3TO IPEXKIe BCe-
r0 MHCTPYMEHT (pOpMaH3aIiy CIOKIBIIUX-
€ TOCYJapCTBEHHO-NPABOBBIX OTHOILEHUH,
HAJICJICHHBIA BBICIICH FOPUAWYECKON CHIION
1 0COOBIM ITOPSITKOM BHECEHUS TIOTIPABOK.

B OonpmmMHCTBE CiydaeB IONpPaBKU
K KOHCTUTYLIMHM BHOCSTCS MPEACTABUTEIbHBI-
Mu opranamu (56 %) niu myTeM pedepeHayma
(36,5 %), u nuUIb B OTHENBHBIX CIyyYasX KOH-
CTUTYLMOHHBIE TEKCThl MEHSUIMCh pelIeHU-
sIMH TJaBEI TocynapcTBa (7 %). Heobxomumo
OTMETHUTH, YTO BHIOPAHHBIN CIIOCOO BHECCHHUS
MONPABOK B KOHCTUTYLIMOHHBIE TEKCThI HAIIPA-
MYIO HE OKa3bIBaeT CYLLECTBEHHOI'O BIIMSHUS
Ha [IPOLIECChl BOSHUKHOBEHU S, U3MEHEHUS N
MpEeKpaIIeHUsI KOHCTUTYLIUOHHBIX IIPaBOOTHO-
MICHU.

AHaJIU3 KOHCTUTYLMOHHBIX TEKCTOB IO-
Kazall, YTO OHU HE BCEerza MOI'yT TOUHO OTpa3-
UTh (PAKTUIECKOE COCTOSHHE NIl B O0NAacTH
pPa3BUTUSA KOHCTUTYLUMOHHBIX IPaBOOTHO-
meHuil. KoHCTUTyLHH MOTryT He colepikaTh
[OJIOKEHUS,  KOTOpble  IOAAEPKUBAIOTCS
Ha MPaKTHKE, B TOM YHCIIE B CBSI3HU C (PHKTUB-
HOCTBIO OTJENIbHBIX KOHCTUTYLMOHHBIX HOPM
WJI peayn3anneii 00IbIIero KoIn4ecTBa KOH-
CTUTYLMOHHBIX IIPAaBOOTHOLIEHUH, YEeM 3TO
MPELYCMOTPEHO KOHCTUTYLIMOHHBIMM TEKCTa-
MU. B Takux ciydasx KOHCTUTYLHS MOXET
HE J1aBaTh BO3MOXXHOCTH YCTAHOBUTH BCE U3-
MEHEHUS, IPOU3OLIEANINE B KOHCTUTYLIMOH-
HBIX IpaBooTHoLeHusX. [loaToMmy ucciaenosa-
HHUE KOHCTUTYLHOHHBIX TEKCTOB Ha MpeIMeT
HaJIM4Yusl KOHCTUTYLMOHHOM OCHOBBI BO3HHUK-
HOBEHMS, MU3MEHEHHUS U IPEKpalleHHe KOH-
CTUTYLMOHHBIX NPABOOTHOIIEHUI MO3BOISET

BBISICHUTBH TOJBKO (pOPMaJIBHO-FOPUIHICCKYTO
CTOPOHY UCCIIETYyEeMOH MPOOIEMBI.

64,6 % rocynapcts (126 u3 195 uccneno-
BAHHbBIX) KAK MUHUMYM IPEINPUHSAIIH MOIBIT-
Ky CO3J1aTh, U3BMEHUTb WJIM NPEKPATUTHh KOH-
CTUTYLIMOHHBIE MpaBoOoTHOImIEHUs B XXI B.
[Ipu srom 13 % w3 HUX OPUHSIM HOBBIE
koHCTUTYIHH. C  (OpMaIbHO-IOPUIHMIECKON
TOYKM 3PEHUS] KaxkJas M3 OTUX IONPaBOK
MOIJIa CIY’XKUTb OCHOBaHUEM JJig Takou
Tpanchopmanmu. B rocymapctBax ¢ Hemmuca-
HBIMH KOHCTUTYLMSMHU 3TOT HPOLECC HOCUT
HE Bcerja Ipo3padHbli XapakTep, Tak Kak
[ONIPAaBKM, BHOCHMbIE B KOHCTUTYLIMOHHBIE
TEKCTBI, He BCETa HAXOISAT OTpaKeHHE Ha 00-
LIeJOCTYIHBIX pecypcax. B To xe Bpems noxa-
BIISIIONIEE OONBITMHCTBO HEKOTU(DHIIMPOBAH-
HBIX KOHCTUTYLMH NOABEPrajuch MOMpPaBKaM
B XXI B. OHM BKIIIOYArOT JBa OCHOBHBIX Ha-
MpaBJEHUS: 3TO COBEPLIEHCTBOBAHHUE CHUCTE-
Mbl OpraHu3aly TOCYJapCTBEHHOM BJIACTH,
npexae Bcero cymaeOHoro xoHTpons (Hosas
3emanaus, Can-Mapuno, U3pauin), a Takxke
00JIaCTh pacIIupeHus IIPaB YeIOBeKa U TapaH-
T peanuzanuu (Benmukoopuranus, M3pauib,
Can-MapuHo).

HccrienoBanue nonpaBoK K KOHCTHTYIIH-
OHHBIM TEKCTaM I103BOJIMJIO BBISICHUTb, YTO
[POLIECC M3MEHEHUsI KOHCTUTYLMI OXBaTHII
BCE YacTU CBeTa. B Ooubmiell cremeHu mpo-
LECC CO3JaHMs, U3MEHEHUs U IpPEeKpalleHUs
rOCYy/IapCTBEHHBIX, B TOM YHCIE KOHCTHUTY-
[UOHHBIX, MPAaBOOTHOIICHUH 3aTpoHyl Ad-
pUKAaHCKUI KOHTUHEHT (72,2 % KOHCTUTYILH-
OHHBIX TEKCTOB MOABEPIVIUCH H3MEHEHUSIM)
u EBponty (72,7 %). B oTHOCHTENBPHO HAUMEHb-
meMm oobeme (33,3 %) mompaBKH 3aTPOHYJIU
OxxHO-AMepuKaHCKUM KOHTUHEHT. [Ipu 3TOM
OCTaJIbHBIE PETHOHBI JJEMOHCTPUPYIOT HE3Ha-
YUTENbHBIA pa30poc B mokazarensx: A3us —
64,5 %, Ceepnas Amepuka — 52 %, ABctpa-
s 1 Oxeanns — 57,1 %.

BypHblii mporecc KOHCTUTYLHOHHOI'O
HOPMOTBOPUYECTBA, OXBATUBIIHHA OOJBIINH-
CTBO TOCYyIapcTB MHUpa, BOBCE HE CBUJE-
TEJIBCTBYET O CTOJIb )K€ YCIIELIHOM Pa3BUTHH
KOHCTUTYIIMOHHBIX IPaBOOTHOIIEHUN. AHa-
nu3 MarepuanoB BeHenuaHckoll KOMHCCHH
JEeMOKpaTUU 4Yepe3 IpaBO, KOHCTUTYLIMOH-
HBIX TEKCTOB, HWH(OpMAINH, pa3MEIIeHHOH

-1219 -



Eugenia V. Lungu. Amendments to Constitutional Texts in the First Quarter of the XXI Century as a Legal Basis...

B CpEICTBaX MacCcOBOH HMH(pOPMANHNHU, MO3BO-
JUJ cleNiaTh BBIBOJ O TOM, YTO IOJOXKHUTENb-
Hasg JMHAMHUKa B CTAHOBJICHUM U U3MEHEHUU
KOHCTUTYIIMOHHBIX IPaBOOTHOLIEHUM cpenn
rOoCyapCTB, BHECLIUX IONPABKH, MPOCIEKH-
Baetcs B 90,6 % rocynapcts Eponsl, 67,7 %
rocyaapcTB Asuu, 66,6 % rocynapcts Cesep-
Hoit Amepuku, 100 % rocynapcrs HOxHoi
Awmepuku, 100 % rocymapcTB ABcTpanuu
u Oxeannn, 69,2 % rocynapcts Appuku. bes-
YCIIOBHO, TaHHEIE (Pl YKE CBHICTEIBCTBY-
0T 0 TMoTpeOHOCTH mpuMepHO 77,7 % rocy-
JlapCTB MUpa BBICTPAaUBaTh KOHCTUTYLIMOHHBIE
[IPAaBOOTHOILEHUS U BHOCUTH MOIPABKU K KOH-
CTUTYLIMOHHBIM TEKCTaM C LI€JIbIO UX JaIbHEN-
LIEro pa3BUTHS.

OHO3HAYHO MO3UTUBHBIMH MOXHO IIPH-
3HaTh mopsijaka 26,7 % KOHCTUTYIMOHHBIX
[ONPAaBOK, HPHUHATBIX HPEACTaBUTEIbHBIMU
opraHaMmu, 34 % MonpaBOK K KOHCTUTYLHU-
OHHBIM TEKCTaM, MPHHATHIX IyTeM pede-
pennyMma, a Takxke 40 % KOHCTUTYLHOHHBIX
[ONPAaBOK, HPUHATBHIX aKTaMU IJIaB TOCY-
papctB. Takass TeHAEHUMS JAaeT BO3MOXK-
HOCTbH IMIPENIOIOKHUTD, UTO COCOO BHECCHHS
[ONPaBOK uepe3 IpeACTaBUTENbHbIE Opra-
Hbl 4Yallle I03BOJsAET NMPUHUMATh MPOTUBO-
peuuBble nonpaBku. C OIHON CTOPOHBI, OHU
yalle BCEro pPacIIUpSAOT BO3MOXKHOCTH s
peaiu3aluy KOHCTUTYLMOHHBIX MPAaBOOTHO-
LIEeHUH, a ¢ Ipyroi — copepxaT MOJIOKEHU,
HallpaBJCHHBIC HA YBEJIWYCHHE IucOaaHca
rocyJapcTBeHHON BiacTu. BHecenue usme-
HEHUHM B KOHCTUTYLIMOHHBIE TEKCTBl IyTEM
pedepeHnyMa mo3BoISIET CO3/1aTh HECKOIBKO
JydIINe YCIOBUS IS MOSIBJICHUS U JaJIbHEH-
LIET0 Pa3BUTHUS B rocydapcTBE KOHCTUTYLIH-
OHHBIX IIpaBooTHOIeHUH. HecMoTps Ha ¢u-
HAaHCOBblE M OpraHU3alMOHHBIE CIIOKHOCTU
OpraHuW3allid W TPOBEICHHS pedepeHayma,
OH MOXET OBITH PacCMOTpPEH Kak Oojee Ha-
IEeKHBIH crmocod (HopMUPOBAHUS KOHCTHTY-
LIMOHHBIX NMPaBOOTHOILEHUM.

AHanu3 KOHCTUTYLIMOHHBIX TEKCTOB BbI-
ABWJI 3aKOHOJATEJIbHYIO JeATeIbHOCTh, Ha-
MPaBJICHHYIO Ha CO3JaHHE HOBBIX KOHCTHUTY-
LIMOHHBIX MPABOOTHOUIEHUs. DTa TEHICHIUS
OTMeUYaeTcss Ha mnpuMepe Kak Poccuiickoit
Denepaunu, Tak U 3apy0eKHBIX rOCYIapCTB.
W3yueHue BHOBb CO3JaHHBIX KOHCTUTYLIMOH-

HBIX TPAaBOOTHONICHUH IO3BOJSET BBIICIUTH
HECKOJIBKO CYIIECTBCHHBIX MOMECHTOB.

Bo-mepBeIX, Ha KOHCTUTYIHOHHEIE IIpa-
BOOTHOIIICHUSI 3aMETHOC BIHSHHE OKa3ala
MOTPEOHOCTh MPUCOCTUHEHUS K MEKTOCyaap-
CTBEHHBIM coto3aM, mpex;ie Bcero EC, KAPU-
KOM, BTO. Onu crioco6cTBOBaJIM HE TOJIBKO
JaNbHEHIIeH KOHCTUTYIIMOHAIN3AalnN OOIe-
CTBCHHBIX OTHOIIICHHUH, HO U B HEMAJIOi1 CTerre-
HU YHA(DUKAIIUN HAIHOHATBHEBIX, B TOM YHCIIE
KOHCTUTYITHOHHBIX, HOPM.

Bo-BTOpBIX, KOHCTHTYIMOHHBIC HHCTH-
TYTHl ¥ KOHCTHTYIIHOHHBIC IIEHHOCTH, IOTY-
guBIIAe Tpu3HaHue B XX B., MPOIOIDKAIOT
OCTaBaThCSl AKTyalbHBIMHA JUISI PEICINN.
K nambomee momynmspHBIM OOBEKTaM peIer-
ouu OTHOCATCS KOHCTUTYIHOHHEIN Cyn, WH-
CTUTYTHI IIPOKYpPaTyphl H OMOYICMEHa, IIpaBa
YeNOBeKa, HE3aBUCHMOCTH CyNeOHOH BIIACTH
U pa3IelicHue BIacTeH.

B-TpeTpux, B KadecTBe TPEHIA COBPEMEH-
HBIX KOHCTHUTYIIHOHHBIX IIPaBOOTHOIICHUH
CIIEIyeT BBIICIUTH IIOBBIIICHHOE BHHUMAaHUE
K BOIIPOCAaM pPaBCHCTBA IIPAB MYKIHH U KCH-
myH (He MeHee 14 rocyaapcTB B MUpE MPUHSI-
JU HOPMBI, HANIPABIICHHBIC HA 3aIIUTY IOJIH-
TUYECKHUX TPaB JKEHIIWH, TPEUMYIIECCTBCHHO
B rocynapctBax EBpombl, Asun u Adpukn).
CoBpeMEHHEIM KaTaJor IIpaB YeIOBEKa pac-
HIAPSCTCS, TPEKIIE BCETO, 33 CUCT IMPU3HAHIS
IpaB YeJOBeKa B HamOOJIlee aKTYalbHBIX IS
COBPEMEHHOTO OOINECTBA OTHOMICHUAX (CO-
XpaHCHUE TPATUIMOHHON CEMBH, MPH3HAHUE
CEKCyaIbHOW OPUEHTAIINH U TeHICPHON UJCH-
TUYIHOCTH, IIPAaBO HA TOCTYH K MUTHEBOU BOJE,
MIpaBo Ha MUTAHUE, IIPaBa YKOCHCTEMBI, 3aIIH-
Ta KUBOTHBIX).

B-ueTBepTHIX, /10 KOHCTUTYIHOHHOTO
YPOBHS BO3BBIIIAIOTCS OTHOIICHUS B 00IACTH
OFOPKETHOTO TUTAHWPOBAHUS KaK OCHOBHI pea-
JTU3AIUH BCEX TOCYAAPCTBCHHBIX 3a1ad.

Bo3Brimenne 1aHHBIX OOIIECTBEHHBIX OT-
HOIICHUH 10 KOHCTHTYITHOHHOTO YPOBHS yKa-
3BIBACT Ha OCHOBHBIC TCHIICHIMH B Pa3BUTHHU
COBPEMEHHOT0 OOIIECTBa, a TaK)ke Ha Xapak-
Tep MMEIOIINXCS COMUANBHEIX mpobieM. [Ipu
9TOM HEOOXOIUMO OTMETHTH, YTO HHU OIHO
rOCyJapCTBO B JAHHOM CIydae HE OIpenels-
€T TJIaBHBIC HAINPaBJICHUS KOHCTUTYIIHOHHO-
r'0 Pa3BUTHS, HH OJUH U3 KOHCTHTYIIHOHHBIX
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TEKCTOB, NPUHATHIX B XXI B., HE MOXKET CUU-
TaTHCS 00Pa3IIOM ISl BCEOOIETO IO PaKaHIs
(mo o6pasny Koncrurynum CHIA B mepBoit
nosioBuHe XX B.). [losiBiIeHNe HOBBIX KOHCTH-
TYLHUOHHBIX IIPABOOTHOUIEHUH B HpPaKTUKE
OTIETBHO B3SITOTO TOCYAapCTBa OOYCIOBJICHO
KaK HOJIOKHUTEJIbHBIM KOJIJIEKTUBHBIM OIBITOM
pPa3BUTUSA KOHCTUTYLHMOHHBIX IPAaBOOTHOLIE-
HUN, HampuMep, KOHCTUTYLHUOHHOIO cyna,
MPOKYpaTypbl, OMOY/ICMEHA, TaK U BHYTPCH-
HUMU TOTPEOHOCTSIMHU B MEKTyHAPOTHON HH-
Terpauuy, Kak B ciydae ¢ Bxoxjaenuem B EC
U Ipyrue MexXAyHapoJHble opraHuzauuu. Pac-
LIMpEeHHEe KaTajiora IpaB uesoBeka 00ycJIoB-
JeHO OOMIMMH DKOJOTHYSCKHMH MpodieMa-
MU, B TOM YHCJIC TIOTPEOHOCTSIMH B TUTHEBOMH
BOJIC, KAUECTBEHHOM U 0€30II1acHOM ITHTaHUH,
a TaKXe HOBBIMHU B3IVISIaMHM Ha TPaJuLMOH-
HBIE HHCTUTYTHI (POJIb )KEHIIUHEI B 00IIECTBE,
WHCTHUTYTHI CEMBH U Opaka, TeHACpHYIO MpH-
HaJUJIEKHOCTB).

OpHaKo JaJieko He BCe BO3HUKIIHNE B UC-
ClIelyeMblil MepHoa NPaBOOTHOLIEHUS Clie-
IyeT paccMaTpUBaTh KaK KOHCTUTYLMOHHBIE.
B mupe ne menee 17 % rocynapcts, KOTOpbIE,
€03/1aBasi KOHCTUTYLIMOHHbBIE OCHOBBI JJ151 pa3-
BUTHS NPABOOTHOLIEHUH, 3aKpeniyid B CBO-
WX KOHCTUTYLHSX INPUOPUTETHOE 3HAUYECHHE
OTJIEJIBHBIX JIMI] WM HNOJIUTUYECKUX YUEHUH,
HaIlpUMep CTaTyC 3KC-IIPE3UICHTa, IPU3HAHNE
IJIaBbl TOCYJapCTBa «OTLIOM HallMW», OCHOBA-
TeJeM MUPa U HAlIMOHAJIBHOT O eAuHCTBa — JIu-
JI€pOM HaLlUH.

Tpancdopmariis KOHCTUTYIIHOHHBIX ITpa-
BooTHomeHn B XXI B. HOCUT pa3HOHAIPAB-
JIEHHBIN XapakTep. B 3HaYNTENBHON YacTH ro-
CyJapcTB M3MEHEHMs KacalluCh PACLIMPEHUS
[IOJIHOMOYHMH TJIaBbl FOCYIapCTBA U YCUJICHUS
HcToNHUTENbHON Biactu (Oonee uem B 28 %
CIIy4yaeB), U TOJIBKO B 6 % cilyyaeB MPUHATHI
HOpPMBI, HalpaBlieHHblE HAa YKpEIUIEHUE Cy-
neOHOM cHCTeMBI. YCHIICHHE CTaTyca TIJIaBbI
rocyapcTBa, MPeXxe BCEro, XapakTepHO IS
rocymapctB Asuu u Adpuxu (B 80 %), B OT-
JNEeTBHBIX CIyYasx JaHHBIA Iporecc Haldo-
naetcs B EBpome (Mcmanwust, JIMXTUHINTEWH,
Poccus, Uexust). Ha Ham B3ruisi, JaHHas TeH-
ICHIIUSA SIBISIETCS. PETHOHAIBHON 1 00yCIIOBIIE-
Ha TpaJULUSAMU TOCYyIapCTBEHHOIO yIpaBiie-
HUSI B TOCYyIapcTBax A3uu U AQpUKH.

3aMeTHO MeHee MOMmyJsIpHOH (HopMoi
pPa3BUTHUS NPABOOTHOLIEHUH BBICTYINAET Ipe-
KpalleHe KOHCTUTYLMOHHBIX IPaBOOTHOILLIE-
HUH, 9TO, 0€3yCIOBHO, CBUICTEIBCTBYET 00 UX
crtabunpHOoCcTH. OTCYTCTBUE 3HAUUTENIBHOIO
KOJIMYECTBA IPEKPALICHHBIX KOHCTUTYLIMOH-
HBIX IIPAaBOOTHOLIEHWN BIOJHE OXHUIaeMbIi
pe3ysbTaT Hallero HMccieloBaHus, OH JIMILb
MOJATBEPKIA€T, UTO IPU3HAKHU, yKa3aHHBIE 15
JaHHOTO BHUJA IPaBOOTHOLIEHUH, aKTyallb-
Hbl U JUJI COBPEMEHHBIX KOHCTUTYLIMOHHBIX
MPaBOOTHOIICHUH B OOBEKTHBHOH INpaBOBON
peansHOCTH niepBoil uwerBepTH XXI B. Ilpe-
KpallleHHe KOHCTUTYLHMOHHBIX IIPaBOOTHO-
LIEHUH CBSI3aHO, BO-NIEPBBIX, C YCTApPEBAaHUEM
HEKOTOPBIX KOHCTHUTYIIMOHHBIX IOJOKEHUH.
Hampumep, B ABcTpuu OTMEHE HOJIEKAIO
cBbire 1000 KOHCTUTYITMOHHBIX TOJIOKEHUM,
NPUHATBIX B Pa3jIM4HbIE HUCTOPUYECKHE IIe-
pUOABI M HYXJAABLIUXCA B MOJAEPHHU3ALUU;
BO-BTOPBIX, B CBA3H C U3MEHEHUEM IOJIUTHYE-
cKoi cucreMsbl rocynapersa (banrnagem, AH-
rona, Benecyana, I'penusi, 3umb6a0bBe, Nopna-
Husl, MaBpUTaHus U 1Ip.); B-TPETbUX, B CBI3U
CO CHATHEM OrpaHUYECHHUH OTHEIbHBIX IIPaB
1 cB00O/], HAIIPUMEP 3alPETOM CMEPTHOM Ka3-
uu (JIP Konro, Mpnannus, Uramus, Manara-
ckap, Mekcuka, MonagaBus).

B nepgoii yetBeptr X XI B. KOHCTUTYLH-
OHHBIE TPABOOTHOLIEHUS IOJYYUIIM HOBBII
BUTOK Pa3BUTHS, IPEKJIE BCETO, 32 CUET CO3/1a-
HUSI HOBBIX M U3MEHEHUs paHee CyIeCTBOBaB-
UX IpaBooTHoWeHUH. [IpoBeneHHBIN aHa-
JIN3 BHECEHHBIX B KOHCTUTYLHMOHHbIE TEKCTHI
MIONIPABOK IOKa3aJl, YTO OOJIBIIMHCTBO U3 HUX
BHOCHJIOCH C IIEJBI0 (haKTHUYECKOH TpaHchop-
Mald{d KOHCTUTYLIMOHHBIX IPAaBOOTHOIIEHUH.
Tosbko B 9,5 % ciyudaeB HOJIHOCTBIO OTCYT-
CTBYET HH(POPMAITUS O XOTh KAKHX-INOO N3Me-
HEHUAX NnpaBooTHoueHui. B 50 % nmonpasku
K KOHCTUTYLIHOHHBIM TEKCTaM MOXHO CUUTATh
B LIEJIOM peaIn30BaHHBIMHU.

Ha mam B3riisza, 3TO JOCTaTOYHO BBICO-
KUH [OoKa3aresb, CBUIAETEJIbCTBYIOIUN B Lie-
JIOM O HpsMBIX HaMEpPeHUAX 3aKoHOAaTesei
C03/1aBaTh HOBbIE, BHOCUTh U3MEHEHUS B JIEH-
CTBYIOIINE IIPABOOTHOIIEHHUSI MJIM IPEKPATUTh
[IPaBOOTHOILLIEHUS, YTPATUBIINE CBOIO OOIIE-
CTBEHHYIO 3HAUYMMOCTh. Ilpu Omrokaiimem
PAacCMOTPEHUHU PEaTM30BAHHBIX KOHCTUTYIIH-
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OHHBIX TEKCTOB CTAHOBUTCS OYCBHIHBIM, YTO
YaIe BCETO B TOJHOM O0BEME peann3yloTcs
TEKCTHI, HAIPABJICHHBIC HA TPaHCPOPMAIHIO
TOCYJIapCTBEHHOTO MexaHn3Ma. Kak MUHUMyM
BO3MOXXHO TOBOPHUTH O TIONMBITKE HAJICICHUS
TOCYJIJAPCTBEHHBIX OPraHOB KOHCTUTYIIHOH-
HBIMH TTOTHOMOunsiMu. Hanpumep, ['epmanus,
I'pysus, 1P Konro, Tamxukucrtan, Kazaxcran,
Poccusi, 1o TaHHBIM NMPOQHIBHBIX KOMHCCHN
OOH, npo0Kar0T UCTIBITHIBATH OTIPE/IEICH-
HbIE TPYAHOCTH C peau3amueil TpUHIIAIA
HE3aBUCHMOCTH CYJeOHOW BJIACTH HECMOTPS
Ha TPOBEJACHHBIC B MCCIEAYEMBbIH MEPUOJT W3-
MEHEHHUs B cyneOHol cucteme. Tem He MeHee
MOTIPaBKH, CBS3aHHBIE C U3MEHEHUSMHU MeXa-
HHU3Ma TOCYAapCTBa, Ha MPAKTHKE OKa3bIBa-
FOTCSl HamboJee MPOCTHIMU ISl peaTn3alliu.
Takoro poja mornpaBku ObLIH YCIICIIHO pea-
JIM30BaHBI B TAKUX TOCY/IAapCTBaX, Kak benus,
Bbenopyccus, bensrus, bonrapus, Maaonesus,
Memen, Kamepyn, Kanana, Kuprusus, Kupu-
6atu, KHJ/IP, Komopckue OctpoBa, Kocra-
Puka, Kor-n’'Usyap, Kyba, JlarBus, Jlecoro,
JIuGepus, Jlusus, JIuxTeHmreiin, MaBpukuid,
Maspuranus, Manpausckue OcTpoBa u Jip.

Koncrurynmonusie MIPaBOOTHOIICHUS
cTaryca 4YeJOBEeKa pacIIupsIOTCs 3aMETHO
cioxHee. B mepByro ouepennr peanmsyroTcs
MOJIOKEHUSI, He TpeOyIoIue OT rocyaapcTBa
3HAYUTENBHBIX (PMHAHCOBBIX 3aTpaT, TO €CTh
3amnpeTsl. Hampumep, 3amper cMepTHON Ka3HH
OBLIT YCIIENTHO peaM30BaH BO BCEX TOCyaap-
CTBaX, BHECIINX COOTBETCTBYIOIINE TIOMPABKU
K KOHCTHTYIMOHHBIM TekctaM (Momngasus,
Mekcuka, Manarackap, Uranus, Upnannus,
[P Kouro). I[To maaHbeIM Hcciie0BaHUM, TIPO-
BeneHHbIX beneaukrom lomepucom n Muioi
Bepcrer, peanuzanusi 0053aTeabCTB, CBA3aH-
HBIX C BO3JICpXKAHUEM OT KAKHX-THOO Jei-
CTBHII CO CTOPOHBI TOCY/IapCTBA, PEATU3YETCS
B 100 % cmygaeB (Goderis, Versteeg, 2013).
Tem Oosiee Korga BBIIOJHEHHE JTOr0 00s3a-
TenbCcTBa KOHTponupyercsi CoBeTOM 1Mo Tipa-
BaM YeJIOBCKa.

B 11e710M HY’)KHO OTMETHTH, YTO TOCYAAp-
CTBaM yJaeTcs 3HAYWUTENbHO OBICTpee ycTa-
HaBIIMBAaTh W/WJIM BBOJUTH HOBBIC 3aIPETHI,
HarpuMmep noHsiTue «paca» (I'epmanus); ogHo-
roJibie Opaku ¥ abopThl (JloMuHHKaHCKas Pe-
cnyOauKa); 0OCBOOOXK/ICHUE OT IPHU3bIBA B ap-

Muto ansa ydammxcs (M3panis); TpeboBaHue
0 Pa3/IeIbHOM IIPOKUBAHUU 110 BO30YKICHUS
neina o passozpe (Mpnanausi); orpaHuyeHus
FpakIaHCKUX IPaB MYKCKUM IpeICTaBUTE-
nsm Caoiickoro goma (Mranms); aBTomarmye-
CKOE€ IIpeKpaleHue rpaxaanctsa (Mo3aMOuK);
CKJIOHCHHUE K CMCHE PETUTHO3HBIX YOk ICHIH
(Henamn); nBoitnoe rpaxkmaancTBo (PecrryOnmka
Konro); Bouwnckas moBuHHOCTH (Pymbraus);
pacoBsIii u3buparensHbli 1ieH3 (Oumxn); FKc-
nponpuanus 3emiu 6e3 komneHcaruu (I{AP);
muHapeTs! ([ Beiapmus).

B cBowo ouepenb, KOHCTHUTYLMOHHBIE
[IPaBOOTHOILEHUS, CBA3aHHBIE C CO3/JIaHHUEM
rapaHTUil peajM3aluy MpaB YeloBeKa, ycTa-
HaABJIMBAIOTCS HambOoyee cloxHo. bypkuna-
®aco, Beetnawm, I'penus, Upnanaus, Uranus,
Kenwus, Kyseiit, Mansra, Mapokko, Monnaa-
Busi, Hurepust, HoBas 3enannus, [loptyranus,
Poccus, Camoa, CaynoBckass Apasust, Tanza-
HudA, Ypyrsail, @umxu, @panuus, IlIBeitna-
pusi, OkBagop, DCBaTMHU HECMOTPS HA UMEIO-
IIHICS Iporpece B 00J1acTH peaTH3aliy IpaB
YeJIOBeKa HCIBITHIBAIOT TPYAHOCTH C UCKOpE-
HEHUEM IUCKPUMHUHALMU 1O NOIy, pace, Ha-
LIMOHAJIBHOCTH, F'€HJEPHON MPUHAJIEHKHOCTH,
peanuzanueil MOJUTUYECKUX IIPaB, MPaB JKeH-
LIMH, IIpaBa Ha NUTaHUE U HUTHEBYIO BOY,
B TOM YHCJE B CBSI3U C HEJOCTATKOM JCHEXK-
HBIX CPEJCTB, @ TAaK)K€ BHYTPEHHUMH Haluo-
HaJIbHBIMH, KYJBTYPHBIMH M PEIUTHO3HBIMU
OCOOEHHOCTSIMH.

3akJ/ouenne

Takum  00pa3oM, KOHCTHUTYIIHOHHEIC
[ONPAaBKU HMEIOT CYILLIECTBEHHOE BIIUSHUE
Ha T[poLecC BO3HUKHOBEHHS, W3MEHEHUS
U IPEeKpalleHe KOHCTUTYLIHOHHBIX MIPaBOOT-
HOLIEHUI B OOJBIIMHCTBE I'OCYIapCTB MUpA.
B 10 e Bpems HEOOXOAMMO OTMETHTH, YTO
JaJeKO He BCE IONPAaBKU K KOHCTUTYLIMOH-
HBIM TEKCTaM MPHUBOAAT K BO3HHKHOBEHUIO,
HM3MEHEHHUIO WM MPEKPaIIeHNI0 UMEHHO KOH-
CTUTYLMOHHBIX IIPAaBOOTHOLIEHUH KaK IpaBo-
OTHOLIECHUH, HAaIpaBJIEHHBIX Ha peaju3aluio
mmpaB M cBOOOJ 4eJOBEKa, MOCTPOEHHE KOH-
CTUTYLMOHAJIM3Ma KaK BJIEHUS, OCHOBAaHHOI'O
Ha BEPXOBEHCTBE 3aKOHA U Pa3/e/ieHUU BIa-
creil. Hepeaxo oHM HOCST IPSIMO MPOTUBOIIO-
JIOXKHBIM XapaKTep W CBsI3aHbl C HapyLICHUEM
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paBHOBECHsl BJIacTel, OrpaHUYEHHEM IIpaB
4yeJioBeKa, OOHYJIIEHUEM CPOKOB IMOJIHOMOYHUI
IJIaB rocyaapcTs. B mesnom, nonpaBok K KOH-
CTUTYLMOHHBIM TEKCTaM, HE COAEpIKALIUX
[IPaBOBBIX OCHOB JJI Pa3BUTHUSA KOHCTUTYLIH-
OHHBIX IPABOOTHOLICHUMH, MOPSAJKA YETBEPTU
B OOIIEM CIHCKE KOHCTUTYIIMOHHBIX IOIpa-
BOK. Ha nmpaxkTuke oHU 3HaUUTENBHO ObICTpEe
HaxoIsT peajid3alliio B NPaBOOTHOIICHUSX.
B T0 e Bpems HOpMbI, HallpaBJIEHHbIE Ha CTa-
HOBJIGHUE MWJIM Pa3BUTHE KOHCTUTYLIMOHHBIX
[IPaBOOTHOILIEHUH, MNPOXOAAT  JOCTATOYHO
CIIOKHBIH NyThb Pa3BUTUSA U CTAJIKHUBAIOTCS
C KYJIBTYPHBIMHU, PEIUIMO3HBIMH M HHBIMHU
TPaAULIMOHHBIMU SIBICHUSIMH, KOTOPbIE HE TI0-
3BOJISIIOT A (PEKTUBHO Pa3BUBATHCSI KOHCTUTY-
LIMOHHBIM IIPAaBOOTHOLIEHUSIM.

Pa3BuTHE KOHCTUTYLIHOHHBIX IPABOOTHO-
LIEHUH B rocyaapcTBax, BHOCUBIIMX IONPaB-
K K KOHCTUTYLHOHHBIM TEKCTaM B IEpBOMH
yetBepTH XXI B, ouenp pazmuuHo. C ofHOM
CTOPOHBI, OT/IEJIbHBIE TOCYAAPCTBA CTOAT B Ha-
gane nytu (baxpeitn, CaynoBckas Apasus,
Comainn), a ¢ Jpyroil — peub UJET O COBEPILIEH-
CTBOBaHUU CIIOKUBIIUXCA KOHCTUTYLIHOHHBIX
npaBooTHomeHusX (BennkoOpuranus, Ura-
nus, Kanana, Hunepnaunnsl, HoBas 3enanus,
Hopgerus). Ha cl0XHOCTh W IIIUTENBHBINA
XapakTep IOCTPOEHUs KOHCTUTYLIMOHHBIX
MIPaBOOTHOWICHUH YKa3bIBaeT TOT (PaKT, 4TO
JaXke B rocyjapcTBax, JaBHO MPEANPUHHUMA-
IOLIUX YCUJIUS 10 NOCTPOCHUIO KOHCTUTYLIH-
OHHBIX IIPaBOOTHOLIEHUH J0 CUX MOp HE Ipe-
0J10JIEHBI TPOOJIEMbI TUCKPUMUHALIUH 110 [0y
(BenuxoOpuranus), pace (Hunepmanast, ['ep-
Manusi), HannoHanbHOCTH (HoBas 3emanmus,
W3paunnp), orpaHMu4EHUIO MOJIUTUYECKUX IIPaB
(Opannus, Wcnanus). CrenoBarenbHO, TPO-
LIECC MOCTPOEHU KOHCTUTYLHMOHHBIX IIPaBO-
OTHOLICHUH MOXKET 3aHUMaTb TOJbl U JaXKe
COTHH JIET (AHITIMHCKUIM KOHCTUTYLIMOHAIU3M
BeneT cBoil myTh pa3sutus ¢ X VII B.). Ha Ham
B3IJISAJ, 3TO HE NOBOJ OTPULIATH YCIIEXU OT-
JEJIBHBIX TOCYIapCTB B MOCTPOEHUHM KOHCTH-
TYLUOHHBIX IPABOOTHOIIEHU .

Taxol oaXo MoJIy4yus MOAAEPKKY B pa-
0otax memoro psiga 3apyOeKHBIX aBTOPOB:
Jlappu Kara bakep «Teokparnueckuii KOHCTH-
TYIUOHAIHM3M: BBEJCHUEC B HOBBIA TII00ANb-
HBII TIpaBoBoil opsinoky» (Backer, 2008); Tom
I'muaz0ypr «KoHdynuanckuiit KOHCTUTYIIHOHA-
TU3M: TI00amu3anus U CyaeOHBIH KOHTPOIb
B Kopee u TaiiBane» (Ginsburg, 2001); AuBep
M. Owmon «IlIpenensl KOHCTUTYLMOHAJIU3MAa
B MYCYJIbBMAaHCKOM MHpE: HCTOpUS U HJCH-
TUYHOCTH B HicaMcKoM mpase» (Emon, 2008);
Bapma Mancunrx Pamxopa «CpaBHUTENBHBIN
aHaJu3 BEPXOBEHCTBA IpaBa B BenukoOpura-
Hun 1 Maaum» (Rajora, 2010).

Kaxmoe u3 wucciaenoBaHHbIX HaMu 126
TOCyJapCTB UMEET CBOM OCOOEHHOCTH oOIIe-
CTBEHHOI'O0 pa3BUTHUSA, KOTOpBIE IO3BOJIAIOT
TOBOPHUTH 00 WHIWBUAYATHHOM ITYTH KOHCTH-
TYLMOHHOI'O pa3BUTHs. B To ke Bpemsi MOXK-
HO OTBETUTh Ha OAMH U3 IJaBHBIX BOIIPOCOB
HAIlIETO HCCIICNOBaHUA. A WMEHHO, 00Benu-
HSIOT JIM KOHCTUTYLIMOHHBIE MOIpPaBKU IIep-
Boit ueTBepTr X XI B. 00mue Tperasl. Takum
00pa3oM, MOKHO TOBOPHUTH O HAJIHYUU 00-
LIIUX TPEHJOB KOHCTUTYLMOHHOT'O Pa3BUTHSL.
Bo-miepBrIX, 3TO mpaBa uemoBeka u Oopnda
C JHMCKpUMHHaLUMEH. DTO TIJIABHBIM TpeHJ,
oOwveuHsIONMI 53 TocymapcTtBa w3 126.
Oco06oe BHIMAaHHE IIPU ITOM yIEISIeTCs Ipa-
BaM JKEHIUH, JeTeH, TeHIepHOMY PABEHCTBY.
Pacmnpenne HanuMoHaJIBbHOrO Karajiora mnpas
YyeJloBeKa U TapaHTUU peajiu3alluy ATUX MpaB
BO MHOI'OM OCYUIECTBIISIETCS 1101 HATPOHAKEM
CoBera 1o nmpaBaM 4YesioBeKa, a TAK)KE MHBIX
CHEeLMAJIU3UPOBAHHBIX KOMHUCCUH, KOTOpPbIE
PEeryJsipHO IPOBOIAT aHAJIU3 COCTOSHUS pea-
JIM3allUM [IpaB 4YeJOBEKAa B OTIEJIBHO B3SATHIX
rocy/1apcTBax M LEJbIX PETMOHAX U BBIHOCAT
CBOU PEKOMEHIallM, HAaIlPaBJIEHHbIE HA YJIy4-
LIEHHEe CUTYaLlUHU C IIpaBaMy 4eJloBeKa B MUPE.
Bo-BTOpBIX, 3TO BOIPOCH! CO3/JaHUs HE3aBUCH-
MO Cy1eOHOI cUCTEMBI, B TOM YUCIJI€ KOHCTH-
TYLHMOHHBIX CYJOB, IPU3HAHUS FOPUCAUKLIHUU
MEXIYHAPOJIHBIX CyAcOHBIX opraHoB (39 ro-
cynapcts u3 126).
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